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Abstract of the contribution: This contribution clarifies the QoS rule for the unstructured PDU type. 
1. Discussion
In the current specification, there are no Packet Filter Set is defined for Unstructured PDU Session Type. And it is unclear that what QoS rule should be applied for Unstructured PDU Session Type. In this contribution, it is clarified that for Unstructured PDU Session Type, the default QoS rule which does not contain a Packet Filter Set is applied.
Proposal: The default QoS rule which does not contain a Packet Filter Set is applied for Unstructured PDU Session Type.
[bookmark: OLE_LINK32]2	Proposal
It is proposed to agree on the proposed changes to TS 23.501.
[bookmark: _Hlk489632559][bookmark: OLE_LINK15][bookmark: _Toc476030860]*************** Start of changes *********************
[bookmark: _Toc498348948][bookmark: OLE_LINK33][bookmark: OLE_LINK12][bookmark: OLE_LINK11]5.7.6	Packet Filter Set
[bookmark: _Toc498348949]5.7.6.1	General
Packet Filter Set is used in the QoS rules or SDF template to identify a QoS Flow. The Packet Filter Set may contain packet filters for the DL direction, the UL direction or packet filters that are applicable to both directions.  
There are two types of Packet Filter Set, i.e. IP Packet Filter Set, and Ethernet Packet Filter Set, corresponding to those PDU Session Types. 
There is no Packet Filter Set for Unstructured PDU Session Type, and the default QoS rule which does not contain a Packet Filter Set is applied for Unstructured PDU Session Type.
[bookmark: _Toc498348950]5.7.6.2	IP Packet Filter Set
For IP PDU Session Type, the Packet Filter Set shall support packet filtering based on at least any combination of:
-	Source/destination IP address or IPv6 prefix.
-	Source / destination port number.
-	Protocol ID of the protocol above IP/Next header type.
-	Type of Service (TOS) (IPv4) / Traffic class (IPv6) and Mask.
-	Flow Label (IPv6).
-	Security parameter index.
-	Packet filter direction.
NOTE 1:	A value left unspecified in a filter matches any value of the corresponding information in a packet.
NOTE 2:	An IP address or Prefix may be combined with a prefix mask.
NOTE 3:	Port numbers may be specified as port ranges.
[bookmark: _Toc498348951]5.7.6.3	Ethernet Packet Filter Set
For Ethernet PDU Session Type, the Packet Filter Set shall support packet filtering based on at least any combination of:
-	Source/destination MAC address 
-	Ethertype as defined in IEEE 802.3 [yy]
-	Customer-VLAN tag (C-TAG) and/or Service-VLAN tag (S-TAG) VID fields as defined in IEEE 802.1Q 
-	Customer-VLAN tag (C-TAG) and/or Service-VLAN tag (S-TAG) PCP/DEI fields as defined in IEEE 802.1Q
-	IP Packet Filter Set, in case Ethertype indicates IPv4/IPv6 payload.
-	Packet filter direction.
NOTE 1:	The MAC address may be specified as address ranges.
NOTE 2:	A value left unspecified in a filter matches any value of the corresponding information in a packet. 

*************** End of changes *********************
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