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Abstract of the contribution: This pCR proposes to describe the emergency registration procedure for non-3GPP access as a separate clause than the non-3GPP access registration procedure, by stating the differences with it. It also refers to some steps of the 3GPP access emergency registration procedure.
Discussion
Although the registration procedure via untrusted non-3GPP access has been specified, a separate clause in TS 23.502 is proposed.

There is no need for an additional procedure for UE requested PDU Session establishment, because subclause 4.3.2.2.1 covers non-3GPP access already.

Proposal

It is proposed to update TS 23.502 as follows.
FIRST CHANGE
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NEXT CHANGE
4.12.2
Registration via Untrusted non-3GPP Access

This clause specifies how a UE can register to 5GC via an untrusted non-3GPP access network. It is based on the registration procedure specified in clause 4.2.2.2.
In registration and subsequent registration procedures via untrusted non-3GPP access, the NAS messages are always exchanged between the UE and the AMF. When possible, the UE can be authenticated by reusing the existing UE security context in AMF.
Editor's note:
The details of the registration procedure are FFS.
4.12.2a
Emergency registration via Untrusted non-3GPP Access

Emergency registration procedure is used by UEs requiring to perform emergency services but cannot gain normal services from the network. These UEs are in limited service state as defined in TS 23.122 [xx].
The regular registration procedure described in clause 4.12.2 applies with the following differences:
· If the UE has no SUPI and no valid 5G-GUTI, PEI shall be included instead of its encrypted Permanent User ID (SUPI) in the Access Network parameters.
· NSSAI shall not be included by the UE. The AMF shall not send the Allowed S-NSSAIs in the NAS Registration Accept message.
· If the AMF is not configured to support emergency registration, the AMF shall reject any Registration Request that indicates Registration type "emergency registration".
· If the AMF is configured to support emergency registration for unauthenticated UEs and the UE indicated Registration Type "emergency registration", the AMF skips the authentication and security setup or the AMF accepts that the authentication may fail and continues the emergency registration procedure.
· If the authentication is performed successfully, the NAS messages will be protected by the NAS security functions (integrity and ciphering). The AMF shall derive the Access Network MSK (AN-MSK) from the Maste Key obtained from AUSF during authentication, per TS 33.501 [15], and shall provide it to the N3IWF after the authentication completion using a N2 UE Context Request message as in the regular registration procedure.
· If the authentication is skipped or authentication fails, the NAS messages will not be protected by the NAS security functions (integrity and ciphering). However, the AMF shall create a Access Network MSK (AN-MSK) and shall provide it to the N3IWF after the authentication completion (whenever authentication has failed or has been skipped) using a N2 UE Context Request message. The N3IWF shall use it to complete IKE SA establishment, and shall acknowledge the AMF by sending a N2 UE Context Response message.
NOTE:
Per TS 33.501 [xx], the UE and the AMF independently generate the KAMF (and derived keys) in an implementation defined way and populate the 5G NAS security context with this KAMF to be used when activating a 5G NAS security context.”
· As in step 14 of figure 4.2.2.2.2-1 for emergency registration, if the UE was not successfully authenticated, the AMF shall not update the UDM. Also for an emergency registration, the AMF shall not check for access restrictions, regional restrictions or subscription restrictions.

· Step 16 of figure 4.2.2.2.2-1 is not performed since UE policy for the UE is not required for emergency registration.
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