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Abstract of the contribution: This contribution discusses the case for UE not configured with NSSP.
1
Discussion
1.1 
UE support of slicing

It was discussed for a number of meetings what parts of network slicing shall remain optional for UE implementations. In fact, a first fundamental point is that the 5GS UE should (strictly speaking) not bother whether slicing is used or not in the network and if so how it is sliced. A UE should be able to get service whether the network is sliced or not and regardless how it is sliced. In fact, this is a fundamental design criterion for slicing already – if the UE is not configured with any NSSAI, is wrongly configured, or has no allowed NSSAI it shall be able to access the network (assuming access is not otherwise barred). As shown in §5.15.4.1: “A UE can be configured by the HPLMN with slice configuration information”. In other words, the UE may either not have any such configuration in place, or may not have a Configured NSSAI for the serving PLMN.
Observation 1: UE may not be configured with Configured NSSAI for the specific PLMN and still be able to access the specific PLMN

1.2 Slicing Functionality

A set of functionalities has been defined for the UE in order to support slicing. Specifically, the key aspects for this discussion are the NSSP, the Configured NSSAI, the Requested NSSAI, and the Allowed NSSAI.

Configured, Requested and Allowed NSSAIs may contain one or more S-NSSAIs. NSSP has been introduced in order to enable a UE to map application/services to specific slices (i.e. S-NSSAIs). When a UE is successfully registered and multiple slices for the UE are available (i.e. in the Allowed NSSAI), the UE uses NSSP to determine which slice and which PDU session to use for a specific application/service. 

If the UE is not configured with an NSSP, the UE has no mechanism to map application/services to slices. This, in particular, becomes an issue when the UE needs to establish a PDU session for a service, since the UE has no way to select one of the S-NSSAIs in the Allowed NSSAI that the UE must indicate to the AMF during PDU session establishment. Considering that the AMF is not aware of NSSP policies, and that the same APN may be available over multiple slices, if the UE that is registered for multiple slices (i.e. has an Allowed NSSAI with multiple S-NSSAIs) does not provide a specific S-NSSAI at PDU session establishment, the AMF has no way to correctly select the SMF since it cannot select to which slice the UE is requesting connectivity.

Observation 2: if a UE is provided with an Allowed NSSAI containing multiple S-NSSAIs, the UE must have an NSSP in order to guarantee correct operations.

Several options have been discussed offline on how the UE should operate if it does not have NSSP in place: 

Option 1: 

In absence of NSSP, if the UE requests a PDU session without providing the corresponding S-NSSAI, the AMF selects one by default/subscription. The current text in clause 5.15.3 though allows "multiple" default S-NSSAI(s) (up to max 8) a UE can be subscribed to: 

Subscription information may contain multiple S-NSSAIs. One or more of the Subscribed S-NSSAIs can be marked as a default S-NSSAI. At most eight S-NSSAIs can be marked as a default S-NSSAI. 

Given that the AMF is not aware of the potential NSSP policies, and given operators have stated that they do not want to be forced to use slice-specific DNNs, it is not clear to us how the AMF can select amongst these multiple default S-NSSAI(s).
Option 2: 

When no NSSP is present and the UE receives an Allowed NSSAI with multiple S-NSSAIs, the UE selects one of the S-NSSAIs in the Allowed NSSAI as the default S-NSSAI for PDU session establishment. However, it is difficult to determine how the UE would do so when not configured with an NSSP. Also as per above AMF has no information to determine a "default" from the subscription info.
Option 3:

Configured NSSAI, containing PLMN-specific S-NSSAI information, could be used to solve the issues related to the lack of NSSP configuration. However, that would mean that one of the slices in the Configured NSSAI is marked always as the default S-NSSAI, which in turn means the UE would be actually using a single slice when the NSSP is not present, independently of the number of S-NSSAIs in the Configured NSSAI and Allowed NSSAI. At the moment though the Configured NSSAI is provided from VPLMN and the NSSP (if present) from HPLMN. 
Option 4: 

When the network is aware of the UE not being configured with an NSSP, in order to enable UE operations and address the concerns identified above, the network can select a single S-NSSAI based on subscription and network policies, and return an Allowed NSSAI containing such single S-NSSAI. In this way, even without NSSP the UE can establish PDU sessions by using the single S-NSSAI provided by the network. 
The serving network (AMF) in that case is aware of the fact that the UE is not configured from HPLMN with NSSP. 
As is already captured in Editor's Note already the AMF after the UE registers to the network and is provided "single" S-NSSAI in "Allowed NSSAI" may trigger the HPLMN to provide NSSP to this UE. If the UE is further configured with NSSP (from HPLMN), the next time the UE registers will not indicate to the AMF that is not configured with NSSP and from then on multiple S-NSSAIs can be provided in "Allowed NSSAI". 
2
Proposals
The following is proposed:

Proposal 1: the UE indicates to the network in NAS during the Registration procedure whether it is NOT configured with an NSSP.

Proposal 2: when the UE is not configured with an NSSP, the network creates an Allowed NSSAI containing a single S-NSSAI, selected based on UE subscription and network policies.

It is proposed to adopt the following changes to TS 23.501.
START OF CHANGES

5.15.4
UE NSSAI configuration and NSSAI storage aspects
5.15.4.1
General
A UE can be configured by the HPLMN with slice configuration information.
The slice configuration information contains one or more Configured NSSAI(s). A Configured NSSAI may apply to one PLMN or to all PLMNs that do not have a specific Configured NSSAI (e.g. this could be possible for NSSAIs containing only S-NSSAIs with standard values). There is at most one Configured NSSAI per PLMN.

The Configured NSSAI of a PLMN may include S-NSSAIs that have standard values or PLMN-specific values.
The Configured NSSAI for the Serving PLMN includes the S-NSSAI values which can be used in the Serving PLMN and is associated with a mapping to the corresponding S-NSSAI values in the Configured NSSAI for the HPLMN.
The S-NSSAIs in the Configured NSSAI for the HPLMN, when provided to the UE, match the Subscribed S-NSSAIs for the UE.
When providing a Requested NSSAI to the network upon registration, the UE in a given PLMN shall only use S-NSSAIs belonging to the Configured NSSAI, if any, of that PLMN. Upon successful completion of a UE's Registration procedure, the UE obtains an Allowed NSSAI for this PLMN, which includes one or more S-NSSAIs, from the AMF. These S-NSSAIs are valid for the current Registration Area provided by the serving AMF the UE has registered with and can be used simultaneously by the UE (up to the maximum number of simultaneous Network Slices or PDU Sessions). The UE might also obtain one or more rejected S-NSSAIs with cause and validity of rejection from the AMF. An S-NSSAI may be rejected based on the following, but not limited to:

-
in the PLMN;

-
in the current Registration area.

While it remains RM-REGISTERED in the PLMN, the UE shall not re-attempt to register to an S-NSSAI rejected in the PLMN. 

While it remains RM-REGISTERED in the PLMN, the UE shall not re-attempt to register to an S-NSSAI rejected in the current Registration Area until it moves out of the current Registration Area.
NOTE 1:
The details and more cases of S-NSSAI rejection are described in TS 24.501 [47].
The Allowed NSSAI shall take precedence over the Configured NSSAI for this PLMN. The UE shall use only the S-NSSAI(s) in the Allowed NSSAI corresponding to a Network Slice for the subsequent procedures in the serving PLMN, as described in clause 5.15.5.

The UE stores (S)NSSAIs as follows:

-
When the UE is provisioned with a Configured NSSAI for a PLMN, the Configured NSSAI shall be stored in the UE until a new Configured NSSAI for this PLMN is provisioned in the UE by the HPLMN:
-
When provisioned with a new Configured NSSAI for a PLMN, the UE shall both replace any stored Configured NSSAI for this PLMN with the new Configured NSSAI, and delete any stored Allowed NSSAI and rejected S-NSSAI for this PLMN;
-
If received, the Allowed NSSAI for a PLMN shall be stored in the UE, including when the UE is turned off, until a new Allowed NSSAI for this PLMN is received;
-
When a new Allowed NSSAI for a PLMN is received, the UE shall replace any stored Allowed NSSAI for this PLMN with this new Allowed NSSAI;
-
If received, a S-NSSAI permanently rejected in the PLMN shall be stored in the UE while RM-REGISTERED.
-
If received, a S-NSSAI rejected in the current Registration Area shall be stored in the UE while RM-REGISTERED until the UE moves out of the current Registration Area.

NOTE 2:
The storage aspects of S-NSSAIs rejected are described in TS 24.501 [47].
One or multiple of the S-NSSAIs in the Allowed NSSAI provided to the UE can have values, which are not part of the UE's slice configuration information for the PLMN. In such cases, the Allowed NSSAI includes mapping information regarding how the S-NSSAI(s) in the Allowed S-NSSAI correspond to S-NSSAI(s) in the Configured NSSAI for the PLMN. The UE uses this mapping information for its internal operation (e.g., finding an appropriate network slice for UE's services). Specifically, this mapping allows a UE application, which is associated with a S-NSSAI as per NSSP as defined in TS 23.503 [45], is further associated with the corresponding S-NSSAI from the Allowed NSSAI.
5.15.4.2
Update of UE Network slicing configuration

At any time, the AMF may provide the UE with a new Configured NSSAI for the Serving PLMN, and the mapping with the Configured NSSAI values for the HPLMN.

If the HPLMN is performing the configuration update, this will result in updates to Configured NSSAI for the HPLMN. 

NSSP Update may be triggered at the same time, if necessary.
Editor's note:
How the NSSP is triggered to be updated is FFS.
A UE that is not configured with NSSP and has received a single S-NSSAI in the Allowed NSSAI includes that S-NSSAI when establishing PDU sessions.
A UE that is not configured with NSSP and has received more than one S-NSSAI in the Allowed NSSAI does not include an S-NSSAI when establishing PDU sessions.

END OF CHANGES
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