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Introduction
In order to avoid multiple potentially conflicting PCR on the same flows, this Tdoc provides multiple updates for Correcting information flows in 23.502: § 4.3 (PDU session related) and §5.2.8.2 (corresponding operations)
1. NAS msg NOT built by H-SMF but by V-SMF 

There is still one leftover of NAS msg built by H-SMF in 7878 – (NAS messages are built by V-SMF)

      (UE or serving network requested or HPLMN requested) the H-SMF forms the SM PDU Session Modification Command message and invokes the Nsmf_PDUSession_Update Request (PDU session ID, QoS rule, Session-AMBR, information needed to build the SM PDU Session Modification Command message towards the UE) service operation to the V-SMF.
To be reworded as « The H-SMF provides information needed by V-SMF to build the SM PDU Session Modification Command message »

2. VSMF Transparent Container
The UE put the information "which SMF in VPLMN serving a PDU session in HR mode is not meant to understand but is meant to relay transparently to the SMF in HPLMN" in a special container called "VSMF Transparent Container" (any suggestions on improvement of the name of the container are welcome). The UE does so *always* - no matter whether the UE roams or not, and if roams, no matter how the PDU session is to be provided (HR versus LBO)
The  "vSMF Transparent Container" is used in *all* the PDU session related flows in 23.502 where information subject to "vSMF transparent container" is exchanged between the UE and the network including the non-roaming and LBO flows, such as 23.502 subclause 4.3.2.2.1.
· This PCR lists also which information exchanged between the UE and the network belongs to the "VSMF Transparent Container" i.e. "which SMF in VPLMN serving a PDU session in HR mode is not meant to understand but is meant to relay transparently to the SMF in HPLMN"

3. (H-SMF initiated release) Usage of Status Notify or of release 

1. Considering we try to stick as much as possible to the REST model and that we strive to have a generic rule where in case the server desires to release a resource (the server should always be able to tell that a resource has been released) the best way forward seems to use  the ReleaseNotify operation (would apply for H-SMF towards V-SMF but also for  V-SMF towards AMF etc…)

2. for the release related message flows it looks better to make sure that both ends are synced with a proper release so in case the H-SMF has not received a V-SMF release it would be better that it issues a ReleaseNotify operation.

4. 

5. remove following EN

Editor's note:
It is FFS if steps are needed to indicate from the UE to the core network that the UE has successfully established the PDU Session, or whether it is sufficient with a successful establishment in (R)AN indicated in step 12. For example, it is FFS if the UE shall send a NAS PDU Session Establishment Complete message to indicate that the UE has successfully established the PDU Session.

The successful establishment of the AN resources is considered sufficient to complete the procedure
6. Various corrections
a. Editorials
b. Correcting errors (please look at word comments explaining the correction) 
c. V-SMF shall be able to accept a subset of the QoS flows
V-SMF shall be able to accept a subset of the QoS flows requested to be created or modified within a single H-SMF request i.e. V-SMF can accept some QoS flows and reject other QoS flows in same response to H-SMF

d. AMF indications to SMF in case of Emergency sessions
The AMF provides the PEI instead of the SUPI when the UE has registered for Emergency services without providing a SUPI. In case the UE has registered for Emergency services with a SUPI but has not been authenticated the AMF indicates that the SUPI has not been authenticated. The SMF determines that the UE has not been authenticated when it does not receive a SUPI for the UE or when the AMF indicates that the SUPI has not been authenticated.
UDM aspects are not addressed as they are handled in a dedicated E//(&nokia &..) Tdoc
Changes in 9327
Highlighted in blue
· replaced v-SMF container by defined in higher level §
· removed all “This information is split up between a VSMF Transparent Container and other information as descibed in clause 4.3.2.1”

· removed word comments (justifications of changes)

· The Indication for a Header Compression Support indicates whether the (R)AN may use a header compression based on IPV4 headers, a header compression based on IPv6 headers or if no header compression is expected from the (R)AN
· Removed slicing related changes
· Merge 8716
· Jinguo:  The V-SMF requests the AMF to release all contexts associated with the PDU Session by invoking the Nsmf_PDUSession_SMContexStatusNotify (Release)
· 
Proposal
It is proposed to update TS 23.502 as follows:
* * * Change * * * *
4.3.1
General

Clause 4.3 defines the Session Management related procedures. It refers to clause 4.4 for the N4 interactions.
As defined in 23.501 § 5.6.3, considering the case of Home Routed PDU session, the NAS SM information processing by SMF in the network considers following kind of NAS SM information:

· Information that both the V-SMF and H-SMF process: indication of the nature of the NAS SM signalling (e.g. PDU Session Establishment Request), Session-AMBR,
· Information that is not processed by the V-SMF, only processed by the H-SMF: PDU Type, SSC mode, Protocol Configuration Options, SM PDU DN Request Container, QoS Rule(s), UE addressing information (allocated IPv4 address, interface identifier)
The NAS SM information processing split between V-SMF and H-SMF is transparent to the UE.
Both V-SMF and H-SMF process information interpreted by the AMF as the PDU Session ID, the DNN, the S-NSSAI.
In non roaming and LBO cases the SMF processes all NAS SM information
4.3.2
PDU Session establishment

4.3.2.1
General

A PDU Session establishment may correspond to:

-
a UE initiated PDU Session establishment procedure.

-
a Network triggered PDU Session establishment procedure. In this case the network sends the device trigger message to application(s) on the UE side. The payload included in Device Trigger Request message contains information on which application on the UE side is expected to trigger the PDU Session establishment request. Based on that information, the application(s) on the UE side trigger the PDU Session establishment procedure. For more detail refer to clause 5.2.6.

If the UE is simultaneously registered to a non-3GPP access via a N3IWF located in a PLMN different from the PLMN of the 3GPP access, the functional entities in the following procedures are located in the PLMN of the access used to exchange NAS with the UE for the PDU Session.
4.3.2.2
UE Requested PDU Session Establishment

Editor's note:
Impact to the home-routed roaming procedure due to mobility between 3GPP and non-3GPP access is FFS.

4.3.2.2.1
Non-roaming and Roaming with Local Breakout

Clause 4.3.2.2.1 specifies PDU Session establishment in the non-roaming and roaming with local breakout cases. The procedure is used to:

-
Establish a new PDU Session;

-
Handover an existing PDU Session between non-3GPP access and 3GPP access. The specific system behaviour in this case is further defined in clause 4.9.2; or

-
request a PDU Session for Emergency services.

In case of roaming, the AMF determines if a PDU Session is to be established in LBO or Home Routing. In the case of LBO, the procedure is as in the case of non-roaming with the difference that the AMF, the SMF, the UPF and the PCF are located in the visited network. PDU Sessions for Emergency services are never established in Home Routed mode.
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Figure 4.3.2.2.1-1: UE-requested PDU Session Establishment for non-roaming and roaming with local breakout

The procedure assumes that the UE has already registered on the AMF thus unless the UE is Emergency registered the AMF has already retrieved the user subscription data from the UDM.

1.
From UE to AMF: NAS Message (S-NSSAI, DNN, PDU Session ID, Request type, Old PDU Session ID, N1 SM container (PDU Session Establishment Request)).


In order to establish a new PDU Session, the UE generates a new PDU Session ID.



The UE initiates the UE Requested PDU Session establishment procedure by the transmission of a NAS message containing a PDU Session Establishment Request within the N1 SM container. The PDU Session Establishment Request may include : a Requested PDU Type, a Requested SSC mode, Protocol Configuration Options, SM PDU DN Request Container..

The Request Type indicates "Initial request" if the PDU Session Establishment is a request to establish a new PDU Session and indicates "Existing PDU Session" if the request refers to an existing PDU Session between 3GPP access and non-3GPP access or to an existing PDN connection in EPC.


When Emergency service is required and an Emergency PDU Session is not already established, a UE shall initiate the UE Requested PDU Session establishment procedure with a Request Type indicating "Emergency Request".


The Request Type indicates "Emergency Request" if the PDU Session Establishment is a request to establish a PDU Session for Emergency services. The Request Type indicates "Existing Emergency PDU Session" if the request refers to an existing PDU Session for Emergency services between 3GPP access and non-3GPP access.


The NAS message sent by the UE is encapsulated by the AN in a N2 message towards the AMF that should include User location information and Access Technology Type Information.


The PDU Session Establishment Request message may contain SM PDU DN Request Container containing information for the PDU Session authorization by the external DN.


If the procedure is triggered for SSC mode 3 operation, the UE shall also include the Old PDU Session ID which indicates the PDU Session ID of the on-going PDU Session to be released, in NAS message. The Old PDU Session ID is an optional parameter which is included only in this case.


The AMF receives from the AN the NAS SM message (built in step 1) together with User Location Information (e.g. Cell Id in case of the RAN).


The UE shall not trigger a PDU Session establishment for a PDU Session corresponding to a LADN when the UE is outside the area of availability of the LADN.
2.
The AMF determines that the message corresponds to a request for a new PDU Session based on that Request Type indicates "initial request" and that the PDU Session ID is not used for any existing PDU Session(s) of the UE. If the NAS message does not contain an S-NSSAI, the AMF may determine a default S-NSSAI for the requested PDU Session either according to the UE subscription, if it contains only one default S-NSSAI, or based on operator policy.


The AMF selects an SMF as described in clause 4.3.2.2.3 . If the Request Type indicates "Initial request" or the request is due to handover from EPS, the AMF stores an association of the S-NSSAI, the PDU Session ID and the SMF ID.


If the Request Type is "initial request" and if the Old PDU Session ID indicating the existing PDU Session is also contained in the message, the AMF selects an SMF as described in clause 4.3.5.2 and stores an association of the new PDU Session ID, the S-NSSAI and the selected SMF ID.

The case where the Request Type indicates "Existing PDU Session", and either the AMF does not recognize the PDU Session ID or the subscription context that the AMF received from UDM during the Registration or Subscription Profile Update Notification procedure does not contain an SMF ID corresponding to the PDU Session ID constitutes an error case.


The AMF shall reject a request coming from an UE when the UE is registered for Emergency services and the Request Type indicates neither "Emergency Request" nor "Existing Emergency PDU Session",  When the Request Type indicates "Emergency Request", the AMF is not expecting any S-NSSAI and DNN value provided by the UE and uses locally configured values instead.

If the Request Type indicates "Emergency Request" or "Existing Emergency PDU Session", the AMF selects the SMF as described in TS 23.501 [2], clause 5.16.4.

3.
From AMF to SMF: Either Nsmf_PDUSession_CreateSMContext Request (SUPI or PEI, DNN, S-NSSAI, PDU Session ID, AMF ID, Request Type, N1 SM container (PDU Session Establishment Request), User location information, Access Type, PEI, GPSI) or Nsmf_PDUSession_UpdateSMContext Request (SUPI, DNN, S-NSSAI, PDU Session ID, AMF ID, Request Type, N1 SM container (PDU Session Establishment Request), User location information, Access Type, RAT type, PEI).


If the AMF does not have an association with an SMF for the PDU Session ID provided by the UE (e.g when Request Type indicates "initial request"), the AMF invokes the Nsmf_PDUSession_CreateSMContext Request, but if the AMF already has an association with an SMF for the PDU Session ID provided by the UE (e.g when Request Type indicates "existing PDU Session"), the AMF invokes the Nsmf_PDUSession_UpdateSMContext Request.


The AMF ID is the UE's GUAMI which uniquely identifies the AMF serving the UE. The AMF forwards the PDU Session ID together with the N1 SM container containing the PDU Session Establishment Request received from the UE. The PEI is defined in TS 23.501 [2] clause 5.9.3. The GPSI shall be included if available at AMF. 

The AMF provides the PEI instead of the SUPI when the UE has registered for Emergency services without providing a SUPI. In case the UE has registered for Emergency services with a SUPI but has not been authenticated the AMF indicates that the SUPI has not been authenticated. The SMF determines that the UE has not been authenticated when it does not receive a SUPI for the UE or when the AMF indicates that the SUPI has not been authenticated.

If the Old PDU Session ID is included in step 1, and if the SMF is not to be reallocated, the AMF also includes Old PDU Session ID in the Nsmf_PDUSession_CreateSMContext Request.


In the local breakout case, if the V-SMF is not able to process some part of the N1 SM information then Home Routed Roaming is required, and the V-SMF responds to the AMF that it is not the right SMF to handle the N1 SM message by invoking Nsmf_PDUSession_CreateSM Response service operation. The V-SMF includes a proper N11 cause code triggering the AMF to proceed with home routed case. The procedure starts again at step 2 of clause 4.3.2.2.2.
4.
If Request Type indicates neither "Emergency Request" nor "Existing Emergency PDU Session" and, if the SMF has not yet registered and subscription data is not available, then the SMF registers with the UDM, retrieves subscription data and subscribes to be notified when subscription data is modified.

Editor's note:
Whether registration and subscription data retrieval happen in 1 or 2 steps and the use of corresponding service operations is FFS. Whether indicating "subscriber data retrieval" in the Nudm_UEContext_Management service is possible is FFS.


If the Request Type in step in step 3 indicates "Existing PDU Session" or "Existing Emergency PDU Session" the SMF determines that the request is due to handover between 3GPP access and non-3GPP access or due to handover from EPS. The SMF identifies the existing PDU Session based on the PDU Session ID. In such a case, the SMF does not create a new SM context but instead updates the existing SM context and provides the representation of the updated SM context to the AMF in the response.


If the Request Type is "Initial request" and if the Old PDU Session ID is included in Nsmf_PDUSession_CreateSMContext Request, the SMF identifies the existing PDU Session to be released based on the Old PDU Session ID.


Subscription data includes the authorized PDU type(s), authorized SSC mode(s), default 5QI/ARP, subscribed Session-AMBR.


Static IP address/prefix may be included in the subscription data if the UE has subscribed to it.

The SMF checks the validity of the UE request: it checks

-
whether the UE request is compliant with the user subscription and with local policies;

-
(If the DNN corresponds to an LADN), whether the UE is located within the LADN service area based on the UE location reporting from the AMF.


If the UE request is considered as not valid, the SMF decides to not accept to establish the PDU Session.

5.
From SMF to AMF: Either Nsmf_PDUSession_CreateSMContext Response(Cause, SM Context ID or N1 SM container (PDU Session Reject(Cause))) or an Nsmf_PDUSession_UpdateSMContext Response depending on the request received in step 3.


If the SMF received Nsmf_PDUSession_CreateSMContext Request in step 3 and the SMF is able to process the PDU Session establishment request, the SMF creates an SM context and responds to the AMF by providing an SM Context Identifier.

When the SMF decides to not accept to establish a PDU Session, the SMF rejects the UE request via NAS SM signalling including a relevant SM rejection cause by responding to the AMF with Nsmf_PDUSession_CreateSMContextResponse. The SMF also indicates to the AMF that the PDU Session ID is to be considered as released, deregisters from UDM for this PDU Session and the rest of the procedure is skipped.
6.
Optional Secondary authorization/authentication


If the Request Type in step 3 indicates "Existing PDU Session", the SMF does not perform secondary authorization/authentication.

If the Request Type received in step 3 indicates "Emergency Request" or "Existing Emergency PDU Session", the SMF shall not perform secondary authorization/authentication.


If the SMF needs to perform secondary authorization/authentication during the establishment of the PDU Session by a DN-AAA server as described in TS 23.501 [2] clause 5.6.6, the SMF selects an UPF as described in TS 23.501 [2] clause 6.3.3 and triggers the PDU Session establishment authentication/authorization as described in clause 4.3.2.3.


If the PDU Session establishment authentication/authorization fails, the SMF proceeds to step 19 and the PDU Session establishment procedure is stopped.


7a.
If dynamic PCC is deployed, the SMF performs PCF selection. If the Request Type indicates "Existing PDU Session" or "Existing Emergency PDU Session", the SMF shall use the PCF already selected for the PDU Session.


If dynamic PCC is not deployed, the SMF may apply local policy.
7b.
The SMF may invoke the Npcf_SMPolicyControl_Get operation (see clause 5.2.5.4.2) to establish a PDU Session with the PCF and get the default PCC Rules for the PDU Session. The GPSI shall be included if available at SMF. If the Request Type in step 3 indicates "Existing PDU Session", the SMF may notify an event previously subscribed by the PCF by invoking the Nsmf_EventExposure_Notify operation and the PCF may update policy information in the SMF by invoking Npcf_SMPolicyControl_UpdateNotify operation (see clause 5.2.5.5.3 for details). The PCF may provide authorized Session-AMBR and the authorized 5QI/ARP to SMF.


The PCF, based on the Emergency DNN, sets the ARP of the PCC rules to a value that is reserved for Emergency services as described in TS 23.503 [20].

7c.
The PCF subscribes to the IP allocation/release event in the SMF (and may subscribe other events) by invoking the Nsmf_EventExposure_Subscribe operation.

NOTE 1:
The purpose of step 6 is to receive PCC rules before selecting UPF. If PCC rules are not needed as input for UPF selection, step 6 can be skipped.

8.
If the Request Type in step 3 indicates "Initial request", the SMF selects an SSC mode for the PDU Session as described in TS 23.501 [2] clause 5.6.9.3. If step 6 is not performed, the SMF also selects one or more UPFs as needed as described in TS 23.501 [2] clause 6.3.3. In case of PDU Type IPv4 or IPv6, the SMF allocates an IP address/prefix for the PDU Session as described in TS 23.501 [2] clause 5.8.1. In case of PDU Type IPv6, the SMF also allocates an interface identifier to the UE for the UE to build its link-local address. For Unstructured PDU Type the SMF may allocate an IPv6 prefix for the PDU Session and N6 point-to-point tunnelling (based on UDP/IPv6) as described in TS 23.501 [2] clause 5.6.10.3.


If the Request Type in Step 3 is "Existing PDU Session", the SMF maintains the same IP address/prefix that has already been allocated to the UE in the source network.


If the Request Type in step 3 indicates "Existing PDU Session" referring to an existing PDU Session moved between 3GPP access and non-3GPP access the SMF maintains the SSC mode of the PDU Session, the current PDU Session Anchor and IP address.

NOTE 2:
The SMF may decide to trigger e.g. new intermediate UPF insertion or UPF relocation as described in step 5 in clause 4.2.3.2.


If the Request Type indicates "Emergency Request", the SMF selects the UPF as described in TS 23.501 [2], clause 5.16.4 and selects SSC mode 1.

9a.
SMF may invoke the Nsmf_EventExposure_Notify service operation to report some event to the PCF that has previously subscribed. If Request Type is "initial request" and dynamic PCC is deployed and PDU Type is IPv4 or IPv6, SMF notifies the PCF (that has previously subscribed) with the allocated UE IP address/prefix.

9b.
PCF may provide updated policies to the SMF by invoking the Npcf_SMPolicyControl_UpdateNotify service operation (see clause 5.2.5.5.3). The PCF may provide authorized Session-AMBR and the authorized 5QI/ARP to SMF.

10.
If Request Type indicates "initial request" and step 6 was not performed, the SMF initiates an N4 Session Establishment procedure with the selected UPF, otherwise it initiates an N4 Session Modification procedure with the selected UPF:

10a.
The SMF sends an N4 Session Establishment/Modification Request to the UPF and provides Packet detection, enforcement and reporting rules to be installed on the UPF for this PDU Session. If CN Tunnel Info is allocated by the SMF, the CN Tunnel Info is provided to UPF in this step. If the selective User Plane deactivation is required for this PDU Session, the SMF determine the Inactivity Timer and it provides to the UPF.

10b.
The UPF acknowledges by sending an N4 Session Establishment/Modification Response. If CN Tunnel Info is allocated by the UPF, the CN Tunnel Info is provided to SMF in this step.


If multiple UPFs are selected for the PDU Session, the SMF initiate N4 Session Establishment/Modification procedure with each UPF of the PDU Session in this step.


If the Request Type indicates "Existing PDU Session", and the SMF creates CN Tunnel Info, then this step is skipped. Otherwise, this step is performed to obtain the CN Tunnel Info from the UPF using the N4 Session Modification Procedure.

11.
SMF to AMF: Namf_Communication_N1N2MessageTransfer (PDU Session ID, Access Type, N2 SM information (PDU Session ID, QoS Profile(s), CN Tunnel Info, S-NSSAI, Session-AMBR, Indication for Header Compression Support), N1 SM container (PDU Session Establishment Accept (QoS Rule, selected SSC mode, S-NSSAI, allocated IPv4 address, interface identifier, Session-AMBR, selected PDU Session Type))). In case of multiple UPFs are used for the PDU Session, the CN tunnel Info contain tunnel information related with the UPF that terminates N3.

The N2 SM information carries information that the AMF shall forward to the (R)AN which includes:

-
The CN Tunnel Info corresponds to the Core Network address of the N3 tunnel corresponding to the PDU Session.

-
One or multiple QoS profiles and the corresponding QoS Flow Identifiers can be provided to the (R)AN. This is further described in TS 23.501 [2] clause 5.7.

-
The PDU Session ID may be used by AN signalling with the UE to indicate to the UE the association between AN resources and a PDU Session for the UE.


S-NSSAI is corresponding to the PDU Session.

The N1 SM container contains the PDU Session Establishment Accept that the AMF shall provide to the UE.


Multiple QoS Rules and QoS Profiles may be included in the PDU Session Establishment Accept within the N1 SM and in the N2 SM information.

The Indication for a Header Compression Support indicates whether the (R)AN may use a header compression based on IPV4 headers, a header compression based on IPv6 headers or if no header compression is expected from the (R)AN. 

The Namf_Communication_N1N2MessageTransfer further contains the PDU Session ID and information allowing the AMF to know which access towards the UE to use.

NOTE 3:
The access information is to deal with the case where a UE is simultaneously connected over 3GPP and Non 3GPP access.

12.
AMF to (R)AN: N2 PDU Session Request (N2 SM information, NAS message (PDU Session ID, N1 SM container (PDU Session Establishment Accept))).


The AMF sends the NAS message containing PDU Session ID and PDU Session Establishment Accept targeted to the UE and the N2 SM information received from the SMF within the N2 PDU Session Request to the (R)AN.

13.
(R)AN to UE: The (R)AN may issue AN specific signalling exchange with the UE that is related with the information received from SMF. For example, in case of a 3GPP RAN, an RRC Connection Reconfiguration may take place with the UE establishing the necessary RAN resources related to the QoS Rules for the PDU Session request received in step 12.


(R)AN also allocates (R)AN N3 tunnel information for the PDU Session. In case of Dual Connectivity, the Master RAN node may assign some (zero or more) QFIs to be setup to a Master RAN node and others to the Secondary RAN node. The AN Tunnel Info includes a tunnel endpoint for each involved RAN node, and the QFIs assigned to each tunnel endpoint. A QFI can be assigned to either the Master RAN node or the Secondary RAN node and not to both.


(R)AN forwards the NAS message (PDU Session ID, N1 SM container (PDU Session Establishment Accept)) provided in step 12 to the UE. (R)AN shall only provide the NAS message to the UE if the necessary RAN resources are established and the allocation of (R)AN tunnel information are successful.

14.
(R)AN to AMF: N2 PDU Session Response (PDU Session ID, Cause, N2 SM information (PDU Session ID, AN Tunnel Info, List of accepted/rejected QFI(s))).


The AN Tunnel Info corresponds to the Access Network address of the N3 tunnel corresponding to the PDU Session.

15.
AMF to SMF: Nsmf_PDUSession_UpdateSMContext Request (N2 SM information, Request Type).


The AMF forwards the N2 SM information received from (R)AN to the SMF.


16a.
The SMF initiates an N4 Session Modification procedure with the UPF. The SMF provides AN Tunnel Info to the UPF as well as the corresponding forwarding rules

NOTE 4:
If the PDU Session Establishment Request was due to mobility between 3GPP and non-3GPP access or mobility from EPC, the downlink data path is switched towards the target access in this step.

16b.
The UPF provides an N4 Session Modification Response to the SMF.


If multiple UPFs are used in the PDU Session, the UPF in step 16 refers to the UPF terminating N3.

17.
SMF to AMF: Nsmf_PDUSession_UpdateSMContext Response (Cause).


The SMF may subscribe to the UE mobility event notification from the AMF (e.g location reporting, UE moving into or out of area of interest), after this step by invoking Namf_EventExposure_Subscribe service operation as specified in clause 5.2.2.3.2. For LADN, the SMF subscribes to the UE moving into or out of LADN service area event notification by providing the LADN DNN as an indicator for the area of interest (see clause 5.6.5 and 5.6.11 of TS 23.501 [2]).

After this step, the AMF forwards relevant events subscribed by the SMF..

18.


If the PDU Session Establishment request is due to a handover from EPC, the SMF (SMF+PGW-C) shall initiate the PDN GW Initiated PDN Disconnection procedure in EPC as defined in clause 5.4.4.1 of TS 23.401 [13].
.
SMF to UE, via UPF: In case of PDU Type IPv6, the SMF generates an IPv6 Router Advertisement and sends it to the UE via N4 and the UPF.
19
[Conditional] SMF to AMF: Nsmf_PDUSession_SMContextStatusNotify (Release)


If during the procedure, any time after step 5, the PDU Session establishment is not successful, the SMF informs the AMF by invoking Nsmf_PDUSession_SMContextStatusNotify(Release). The SMF also releases any N4 session(s) created, any PDU Session address if allocated (e.g IP address) and releases the association with PCF, if any.

20.
If the Request Type received in step 3 does not indicate "Emergency Request", if the SMF identity is not included in the DNN subscription context, either stored already in SMF if it was previously registered or provided in steps 4a-4b by the UDM, the SMF invokes the Nudm_UEContextManagement_Update service operation including the SMF address, the DNN and the PDU Session Id. The UDM stores the SMF identity, SMF address and the associated DNN and PDU Session Id.


If the Request Type received in step 3 indicates "Emergency Request"

-
For an authenticated non-roaming UE, based on operator configuration (e.g. related with whether the operator uses a fixed SMF for Emergency calls, etc.), the SMF may register the PDU Session ID onto the UDM: the SMF invokes the Nudm_UEContextManagement_Update service operation including the SMF address, an indication of Emergency services and the PDU Session ID. The UDM shall store the SMF address as part of the UE context for Emergency services.

-
For an unauthenticated UE or a roaming UE, the SMF shall not register the PDU Session ID onto the UDM

4.3.2.2.2
Home-routed Roaming

This procedure is used in case of home-routed roaming scenarios.
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Figure 4.3.2.2.2-1: UE-requested PDU Session Establishment for home-routed roaming scenarios

1.
This step is the same as step 1 in clause 4.3.2.2.1.
2.
As in step 2 of clause 4.3.2.2.1 with the addition that the AMF also selects a SMF in HPLMN. The AMF stores the association of the S-NSSAI, the PDU Session ID and the SMF ID in VPLMN.


In step 3 of clause 4.3.2.2.1, in local breakout roaming case, if V-SMF responds to AMF indicating that V-SMF is not able to process some part of the N1 SM information, the AMF proceeds with home routed case from this step and may select an SMF in the VPLMN different from the V-SMF selected earlier.
3a.
As in step 3 of clause 4.3.2.2.1 with the addition that the AMF also provides the identity of the SMF in HPLMN it has selected in step 2 The H-SMF is provided when the PDU Session is home-routed. The N1 SM container contains the PDU Session Establishment Request received from the UE. GPSI shall be provided to the V-SMF by the AMF if available at AMF.

Editor's note:
The parameter S-NSSAI may need to be updated to reflect agreements regarding slice selection parameters. This is FFS.

3b:
This step is the same as step 5 of clause 4.3.2.2.1.

4.
The V-SMF selects a UPF in VPLMN as described in TS 23.501 [2], clause 6.3.3.

5.
The V-SMF initiates an N4 Session Establishment procedure with the selected V-UPF:

5a.
The V-SMF sends an N4 Session Establishment Request to the V-UPF. If CN Tunnel Info is allocated by the SMF, the CN Tunnel Info is provided to V-UPF in this step.

5b.
The V-UPF acknowledges by sending an N4 Session Establishment Response. If CN Tunnel Info is allocated by the V-UPF, the CN Tunnel Info is provided to V-SMF in this step.

6.
V-SMF to H-SMF: Nsmf_PDUSession_Create Request (SUPI, GPSI (if available), DNN, S-NSSAI, PDU Session ID, V-SMF ID, V-CN-Tunnel-Info, PDU type, Protocol Configuration Options, User location information, SM PDU DN Request Container). Protocol Configuration Options may contain information that H-SMF may needs to properly establish the PDU Session (e.g. SSC mode or SM PDU DN Request Container to be used to authenticate the UE by the DN-AAA as defined in clause 4.3.2.3).

7-12.
These steps are the same as steps 4-10 in clause 4.3.2.2.1 with the following differences:

-
These steps are executed in Home PLMN;

-
The H-SMF stores an association of the PDU Session and V-SMF ID for this PDU Session for this UE.

-
The H-SMF does not provides the Inactivity Timer to the H-UPF as described in step 9a in clause 4.3.2.2.1.

-
Step 5 of clause 4.3.2.2.1 is not executed.

13.
H-SMF to V-SMF: Nsmf_PDUSession_Create Response (QoS Rules. the selected PDU Session Type and SSC mode, Protocol Configuration Options,…), H-CN Tunnel Info, QoS profile(s), Session-AMBR, information needed by V-SMF in case of EPS interworking such as the PDN Connection Type)


The information that the H-SMF may provide in is the same than defined for step 11 of Figure 4.3.2.2.1-1.


The H-CN Tunnel Info contains the tunnel information for uplink traffic towards H-UPF.


Multiple QoS Rules may be included in the Nsmf_PDUSession_Create Response.
14-18.
These steps are the same as steps 11-15 in clause 4.3.2.2.1 with the following differences:

-
These steps are executed in Visited PLMN;

-
The V-SMF stores an association of the PDU Session and H-SMF ID for this PDU Session for this UE.

19a.
The V-SMF initiates an N4 Session Modification procedure with the V-UPF. The V-SMF provides Packet detection, enforcement and reporting rules to be installed on the V-UPF for this PDU Session, including AN Tunnel Info, H-CN Tunnel Info and V-CN Tunnel Info.

19b.
The V-UPF provides a N4 Session Modification Response to the V-SMF.


After this step, the V-UPF delivers any down-link packets to the UE that may have been buffered for this PDU Session.

20.
This step is the same as step 17 in clause 4.3.2.2.1. with the following differences:

-
The SMF is a V-SMF

21.
This step is same as step 18 in clause 4.3.2.2.1.

22.
H-SMF to UE, via H-UPF and V-UPF in VPLMN: In case of PDU Type IPv6, the H-SMF generates an IPv6 Router Advertisement and sends it to the UE via N4 and the H-UPF and V-UPF.

23.
H-SMF may register the address to UDM as Step 19 of 4.3.2.2.1. The UDM stores the H-SMF identity and the associated DNN.

NOTE:
The SMF in HPLMN can initiate step 21 already after step 13.

4.3.2.2.3
SMF selection

4.3.2.2.3.1
General

The SMF selection function, as described in TS 23.501 [2] clause 6.3.2,  is supported by the AMF and is used to allocate an SMF that shall manage the PDU Session.
The SMF selection function described in this clause does not apply to the selection of a SMF for Emergency services.
Two main branches of deployment scenarios to consider:

-
Non-roaming and roaming with local breakout, see clause 4.3.2.2.3.2

-
Home routed roaming, see clause 4.3.2.2.3.3

In case of non-roaming and local breakout, there are two operational scenarios dependent on the configuration of AMF and the deployment option of NSSF in the Serving VPLMN.

In case of home-routed, there are two main deployment options dependent on both the operator's implementation decision for the NRF and NSSF deployment configuration and SLA.

4.3.2.2.3.2
Non-roaming and roaming with local breakout
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Figure 4.3.2.2.3.2-1: SMF selection for non-roaming and roaming with local breakout scenarios

If network slicing is supported in the serving PLMN, when the serving AMF can serve the requested S-NSSAI and the AMF is aware of the appropriate NRF to be used to select NFs/services within the corresponding Network Slice instance, only steps 3 and 4 in the following procedure proceed as described in Figure 4.3.2.2.3.2-1.

Otherwise, if network slicing is supported in the serving PLMN, when the serving AMF can serve the requested S-NSSAI but it is not aware of the appropriate NRF to be used to select NFs/services within the corresponding Network Slice instance, all steps in the following procedure proceed as described in Figure 4.3.2.2.3.2-1.
If network slicing is not supported in the serving PLMN, the SMF selection function in the AMF shall query the appropriate pre-configured NRF (as shown in steps 3. and 4. in Figure 4.3.2.2.3.2-1) to discover the SMF instance(s) unless SMF information (e.g. locally configured on AMF) is available by other means,. The NRF provides the IP address or the FQDN of candidate SMF instance(s) to the AMF.
1.
The AMF sends a Slice Selection Request to the NSSF in serving PLMN with the requested S-NSSAI, PLMN ID of the SUPI and TAI of the UE.
2.
The NSSF in serving PLMN selects the Network Slice instance and determines the appropriate NRF to be used to select NFs/services within the selected Network Slice instance:

-
If multiple Network Slice instances are available for the given S-NSSAI, the NSSF selects one of them, and may return the corresponding specific instance identified by the NSI ID, if needed.

Editor's note:
Whether the NSI ID is needed from the NSSF is FFS.

3.    AMF queries the appropriate NRF in serving PLMN by issuing the Nnrf_NFDiscovery_Resquest including S-NSSAI, PLMN ID of the SUPI, DNN and possibly NSI ID in case the AMF has stored an NSI ID for the requested S-NSSAI
.4.
The NRF in serving PLMN provides to the AMF, e.g. FQDN and IP address, of a set of the discovered SMF instance(s) in NF Discovery Response message.


4.3.2.2.3.3
Home routed roaming

The selection of the SMF in VPLMN is performed in the same way as for non-roaming and roaming with local breakout (see clause 4.3.2.2.3.2). When network slicing is supported, the selection of the SMF in HPLMN is performed by means of one of two main deployment options dependent on both the operators' implementation decision (agreed via SLA).
In the first deployment option, when NSSF is deployed in both the VPLMN and the HPLMN and based on SLA between the operators, the selection of the SMF in HPLMN is performed by means of the procedure depicted in Figure 4.3.2.2.3.3-1.

[image: image5.emf]   

AMF  

v NRF    

h NSSF    

h NRF  

5 .  Nnrf_NFDiscovery_Resquest    

8 .  Nnrf_NFDiscovery_ Response    

1 .  Slice_Selection_Request    

V PLMN   H PLMN  

vNSSF  

4 .Slice_Selecti on_Response  

2. Slice_Selection_Request  

3. Slice_Selection_Response  

6. Nnrf_NFDiscovery_Request  

7. Nnrf_NFDiscovery_Response  


Figure 4.3.2.2.3.3-1: Option 1 for SMF selection for home-routed roaming scenarios

1.
Based on the  operator's configuration, if the AMF is not aware of the appropriate NRF to be used to select NFs/services in the HPLMN, the AMF sends a Slice_Selection_Request to the NSSF in VPLMN with the requested S-NSSAI, PLMN ID of the SUPI and the TAI of the UE.
2.
If slicing configuration information for the requested S-NSSAI in the HPLMN is not available (e.g. the NSSF has no cached information), NSSF in the VPLMN maps the S-NSSAI of the VPLMN to S-NSSAI of the HPLMN if the requested S-NSSAI is PLMN specific. The NSSF of the VPLMN sends Slice_Selection_Request to NSSF of the HPLMN according to the PLMN ID of SUPI by including the requested S-NSSAI of the HPLMN.

3.
In case multiple Network Slice instance in the HPLMN correspond to the requested S-NSSAI, the NSSF in HPLMN may include the NSI ID, if needed, for the Network Slice instance in HPLMN selected for the corresponding S-NSSAI in the Slice Selection Response. The NSSF in HPLMN also includes the appropriate hNRF to be used to select NFs/services within HPLMN in the Slice_Selection_Response.

Editor's note:
Whether the NSI ID is needed from the NSSF is FFS.

4.
The serving NSSF includes in the Slice_Selection_Response all the information that has been responded by the NSSF in HPLMN e.g. NSI ID if provided, appropriate hNRF when responding to the AMF.

Editor's note:
Whether the NSI ID is needed from the NSSF is FFS.

5.
AMF queries the target vNRF the NF Discovery request by including PLMN ID of the SUPI, DNN and all information responded by the NSSF in VPLMN.

6.
The NRF in serving PLMN identifies NRF in HPLMN (hNRF) based on the information provided by the NSSF in the serving PLMN, and it requests "NF Discovery" service from hNRF according the procedure in Figure 4.17.4-1 to get the expected SMF instance(s) deployed in the HPLMN. As the vNRF in VPLMN triggers the "NF Discovery" on behalf of the AMF, the NRF in the VPLMN shall not replace the information of the AMF NF, i.e. AMF ID, in the Discovery Request message it sends to the hNRF.
7-8. The hNRF provides to the AMF, via vNRF, the information e.g. FQDN and IP address, of a set of the SMF instance(s) in NF Discovery Response message.
When the NSSF is not deployed in HPLMN then the AMF in VPLMN relies on either the pre-configuration to obtain the NRF in HPLMN or the option below

The other option for the selection of the SMF in HPLMN is performed by means of the procedure depicted in Figure 4.3.2.2.3.3-2.
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Figure 4.3.2.2.3-2: Option 2 for SMF selection for home-routed roaming scenarios

1.
Based on the operator's configuration, the AMF queries the vNRF with PLMN ID of the SUPI, PLMN ID of the serving PLMN, S-NSSAI, NSI ID, if the AMF has stored an HPLMN NSI ID for the S-NSSAI and DNN; any VPLMN specific S-NSSAI value is mapped to the corresponding HPLMN specific S-NSSAI value.
2.
The vNRF queries, on behalf of the AMF in VPLMN, the hNRF identified by means of the PLMN ID of the SUPI. The NRF in VPLMN requests "NF Discovery" service from hNRF according the procedure in Figure 4.17.4-1 to get the expected SMF instance(s) deployed in the HPLMN. As the NRF in the serving PLMN triggers the "NF Discovery" on behalf of the AMF, the NRF in the VPLMN shall not replace the information of the AMFNF, i.e. AMF ID, in the Discovery Request message it sends to the hNRF.


Depending on the available information and based on configuration, the hNRF may either execute step (3A), or (3B), or (3C).

3(A)
The hNRF provides to the AMF, via vNRF, the information e.g. FQDN and IP address, of a set of the discovered SMF instance(s) in NF Discovery Response message.
3(B)
The hNRF queries, on behalf of the AMF, an appropriate local NRF in HPLMN (e.g. a slice level NRF); this local NRF provides the IP address or the FQDN of expected SMF instance(s) (steps 3a and 3b) that the hNRF returns, via vNRF, to the AMF (steps 3c and 3d).
3(C)
The hNRF queries the NSSF in HPLMN that selects the HPLMN part of the Network Slice instance to serve the UE and determines the appropriate NRF in HPLMN to be used to select the SMF instance(s) within the selected HPLMN part of the Network Slice instance (steps 3a and 3b). Then the hNRF queries, on behalf of the AMF, the appropriate local NRF in HPLMN (e.g. a slice level NRF) indicated by the NSSF, adding the NSI ID (if provided by the NSSF to the S-NSSAI; this local NRF provides the IP address or the FQDN of expected SMF instance(s) (steps 3c and 3d). Finally the hNRF returns to the AMF, via vNRF, the IP address or the FQDN of expected SMF instance(s) and, if required, in addition, the NSI ID associated with the S-NSSAI (steps 3e and 3f).

Editor's note:
Whether the NSI ID is needed from the NSSF is FFS.

When the NSSF is not deployed in HPLMN the procedure with only steps (A) and (B) is applicable.

When network slicing is not supported in VPLMN or in HPLMN or in both PLMNs the procedure with only steps (A) and (B) is applicable by not including in the queries any slice information.

NOTE:
Due to network topology hiding or network configuration, the Home NRF might provide information of the IP address or the FQDN of a proxy function of the discovered NF/NF service to the serving NRF.

The hNRF may cache for subsequent use the information received by the NSSF in the HPLMN, i.e. the appropriate NRF in HPLMN to be used towards a VPLMN to select NFs/services for each received S-NSSAI, NSI ID (if available). The NSSF in HPLMN may update the cached information in the hNRF at any time.

4.3.2.3
Secondary authorization/authentication by an DN-AAA server during the PDU Session establishment

The PDU Session establishment authentication/authorization is optionally triggered by the SMF during a PDU Session establishment and performed transparently via a UPF.

In case of Home Routed Roaming, unless specified otherwise, the SMF in the information flow defined in this clause is the H-SMF.
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Figure 4.3.2.3-1: PDU Session Establishment authentication/authorization

NOTE 1:
Steps 2, 3a, 3h and 4 are not defined in this specification. Steps 3 can be repeated depending on the mechanism used.

1.
If there is no existing N4 session that can be used to carry DN-related messages between the SMF and the DN, the SMF selects a UPF and triggers N4 session establishment.

2.
The SMF provides the SM PDU DN Request Container to the DN-AAA via the UPF. The UPF transparently relays the message received from the SMF to the DN-AAA server. The SMF identifies the DN-AAA server based on the SM PDU DN Request Container provided by the UE and on local configuration.

NOTE 2:
The content of the SM PDU DN Request Container is defined in TS 33.501 [15].

3a.
The DN-AAA server sends a Authentication/Authorization message towards the SMF. The message is carried via the UPF.

3b.
The SMF invokes the Namf_Communication_N1N2MessageTransfer service operation on the AMF to transfer the N1 SM information towards the UE. In case of Home Routed roaming the H-SMF provides the V-SMF with information needed to create the relevant N1 SM information and the V-SMF invokes the Namf_Communication_N1N2MessageTransfer service operation on the AMF.

3c:
The AMF sends the N1 NAS message to the UE

3d-3e.
When the UE responds to the N1 NAS message, the AMF informs the SMF by invoking the Nsmf_PDUSession_UpdateSMContext service operation. The SMF issues an Nsmf_PDUSession_UpdateSMContext response. In case of Home Routed roaming the V-SMF relays the N1 SM information to the H-SMF and issues the Nsmf_PDUSession_UpdateSMContext response.

3f:
The SMF sends the authentication message to the DN-AAA server via the UPF.


Step 3 may be repeated until the DN-AAA server confirms the successful authentication/authorization of the PDU Session.

4.
The DN-AAA server confirms the successful authentication/authorization of the PDU Session. The DN-AAA server may provide:

-
an SM PDU DN Response Container to the SMF to indicate successful authentication/authorization;

-
authorization information as defined in TS 23.501 [2] clause 5.6.6;

-
a request to get notified with the IP address(es) allocated to the PDU Session; and

-
an IP address (or IPV6 Prefix) for the PDU Session.

The PDU Session establishment continues and completes

X.
If requested so in step 4 or if configured so by local policies, the SMF notifies the DN-AAA with the IP address allocated to the UE together with the PUI

When later on an IPV6 Prefix is allocated or released for the PDU Session (using IPV6 multi-homing as defined in TS 23.501 [2] clause 5.6.4.3), the SMF notifies the DN-AAA if the DN-AAA had requested to get notified with the IP address(es) allocated to the PDU Session.

When later on the PDU Session gets released as described in clause 4.3.4, the SMF notifies the DN-AAA.

The DN-AAA server may revoke the authorization for a PDU Session or update DN authorization data for a PDU Session. According to the request from DN-AAA server, the SMF may release or update the PDU Session.

4.3.3
PDU Session modification

4.3.3.1
General

The procedure is used when one or several of the QoS parameters exchanged between the UE and the network are modified.

NOTE:
The conditions when to use this procedure for QoS change as well as the QoS parameters exchanged between the UE and the network are defined in TS 23.501 [2] clause 5.7.
4.3.3.2
UE or network requested PDU Session modification (non-roaming and roaming with local breakout)

The UE or network requested PDU Session modification procedure (non-roaming and roaming with local breakout scenario) is depicted in figure 4.3.3.2-1.
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Figure 4.3.3.2-1: UE or network requested PDU Session modification (for non-roaming and roaming with local breakout)
1.
The procedure may be triggered by following events:

1a.
(UE initiated modification) The UE initiates the PDU Session modification procedure by the transmission of an NAS message (N1 SM container (PDU Session Modification Request(Packet Filters, Operation, Requested QoS)), PDU Session ID) message. Depending on the Access Type, if the UE was in CM-IDLE state, this SM-NAS message is preceded by the Service Request procedure. The NAS message is forwarded by the (R)AN to the AMF with an indication of User location Information. The AMF invokes Nsmf_PDUSession_UpdateSMContex (PDU Session ID, N1 SM container (PDU Session Modification Request)).

When the UE requests specific QoS handling for selected SDF(s), the PDU Session Modification Request includes Packet Filters describing the SDF(s), the requested Operation (add, modify, delete) and the Requested QoS.

The UE shall not trigger a PDU Session Modification procedure for a PDU Session corresponding to a LADN when the UE is outside the area of availability of the LADN.
1b.
(SMF requested modification) The PCF invokes the Npcf_SMPolicyControl_UpdateNotify service operation (see clause 5.2.5.5.3) to notify SMF about the modification of policies. This may e.g.; have been triggered by a policy decision or upon AF requests.

1c.
(SMF requested modification) The UDM updates the subscription data of SMF by Nudm_SubscriberData_UpdateNotification (SUPI, Subscription Data). The SMF updates the Subscription Data and acknowledges the UDM by returning an Ack with (SUPI).

1d.
(SMF requested modification) The SMF may decide to modify PDU Session. This procedure also may be triggered based on locally configured policy or triggered from the (R)AN (see clause 4.2.6).


If the SMF receives one of the triggers in step 1b ~ 1d, the SMF starts SMF requested PDU Session modification procedure.

1e.
(AN initiated modification) (R)AN may release any QoS Flow and indicate the QoS Flow release to the SMF. If notification control is configured for a GBR Flow, a notification is sent to SMF when the (R)AN decides the QoS targets of the QoS Flow cannot be fulfilled. (R)AN sends the N2 message (PDU Session ID, N2 SM information) to the AMF. The N2 SM information includes the QFI, User location Information and an indication that the QoS Flow is released or a notification indicating that the QoS targets cannot be fulfilled. The AMF invokes Nsmf_PDUSession_UpdateSMContext (N2 SM information).

2.
The SMF may need to report some subscribed event to the PCF by invoking Nsmf_EventExposure_Notify service operation. The PCF may provide new policy information to the SMF by invoking Npcf_SMPolicyControl_UpdateNotify service operation (see clause 5.2.5.4.3). This step may be skipped if PDU Session modification procedure is triggered by step 1b or 1d. If dynamic PCC is not deployed, the SMF may apply local policy to decide whether to change the QoS profile.

Steps 3 to 7 are not invoked when the PDU Session modification requires only action at an UPF (e.g. gating).

3a.
For UE or AN initiated modification, the SMF responds to the AMF through Nsmf_PDUSession_UpdateSMContext (N2 SM information (PDU Session ID, QoS Profile, Session-AMBR), N1 SM container (PDU Session Modification Command (PDU Session ID, QoS rule, Session-AMBR))). See TS 23.501 [2] clause 5.7 for the QoS Profile and QoS rule.

The N2 SM information carries information that the AMF shall provide to the (R)AN. It includes the QoS profiles and the corresponding QFIs that were added, removed or modified. If the PDU Session Modification was triggered by the (R)AN Release in step 1d the N2 SM information carries an acknowledgement of the (R)AN Release.

The N1 SM container carries the PDU Session Modification Command that the AMF shall provide to the UE. 
3b. For SMF requested modification, the SMF invokes Namf_Communication_N1N2MessageTransfer (N2 SM information (PDU Session ID, QoS Profile, Session-AMBR), N1 SM container (PDU Session Modification Command (PDU Session ID, QoS rule, Session-AMBR))).


If the UE is in CM-IDLE state and an ATC is activated, the AMF updates and stores the UE context based on the Namf_Communication_N1N2MessageTransfer and steps 4, 5, 6 and 7 are skipped. When the UE is reachable e.g. when the UE enters CM-CONNECTED state, the AMF forwards the N1 message to synchronize the UE context with the UE.
4.
The AMF may send N2 PDU Session Request (N2 SM information received from SMF, NAS message (PDU Session ID, N1 SM container (PDU Session Modification Command))) Message to the (R)AN. 
5.
The (R)AN may issue AN specific signalling exchange with the UE that is related with the information received from SMF. For example, in case of a 3GPP RAN, an RRC Connection Reconfiguration may take place with the UE modifying the necessary RAN resources related to the PDU Session.

6.
The (R)AN may acknowledge N2 PDU Session Request by sending a N2 PDU Session Ack (N2 SM information (List of accepted/rejected QFI(s), AN Tunnel Info, PDU Session ID), User location Information) Message to the AMF. In case of Dual Connectivity, if one or more QFIs were added to the PDU Session, the Master RAN node may assign one or more of these QFIs to a RAN node which was not involved in the PDU Session earlier; In this case the AN Tunnel Info includes a new N3 tunnel endpoint for QFIs assigned to the new RAN node. Correspondingly, if one or more QFIs were removed from the PDU Session, a RAN node may not be involved in the PDU Session anymore, and the corresponding tunnel endpoint is removed from the AN Tunnel Info.

7.
The AMF forwards the N2 SM information and the User location Information received from the AN to the SMF via Nsmf_PDUSession_UpdateSMContext service operation. The SMF replies with a Nsmf_PDUSession_UpdateSMContext Response.

8.
The UE acknowledges the PDU Session Modification Command by sending a NAS message (PDU Session ID, N1 SM container (PDU Session Modification Command Ack)) message.

9.
The (R)AN forwards the NAS message to the AMF.

10.
The AMF forwards the the N1 SM container (PDU Session Modification Command Ack) and User Location Information received from the AN to the SMF via Nsmf_PDUSession_UpdateSMContext service operation. The SMF replies with a Nsmf_PDUSession_UpdateSMContext Response.

11.
The SMF may update N4 session of the UPF(s) that are involved by the PDU Session modification by sending N4 Session Modification Request (N4 Session ID) message to the UPF. For a PDU Session of Ethernet PDU Type, the SMF may notify the UPF to add or remove Ethernet Packet Filter Set(s) and forwarding rule(s).
NOTE:
The UPF that are impacted in the PDU Session modification procedure depends on the modified QoS parameters and on the deployment. For example in case of the session AMBR of a PDU Session with an UL CL changes, only the UL CL is involved.
12.
If the SMF interacted with the PCF in step 1b or 2, the SMF notifies the PCF whether the PCC decision could be enforced or not by invoking Nsmf_EventExposure_Notify service operation.


SMF notifies any entity that has subscribed to User Location Information related with PDU Session change.

4.3.3.3
UE or network requested PDU Session modification (home-routed roaming)

The UE or network requested PDU Session modification procedure (home-routed roaming scenario) is depicted in figure 4.3.3.3-1.
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Figure 4.3.3.3-1: UE or network requested PDU Session modification (for home-routed roaming scenario)
1.
The procedure is triggered by one of the following events:

1a.
(UE or serving network requested) As in step 1a of clause 4.3.3.2 with the addition that:

-
The V-SMF checks whether it can accept the request from the UE;

-
The V-SMF invokes an Nsmf_PDUSession_Update Request (SUPI, PDU Session ID, UE request for PDU Session modification or the QoS modification request from the VPLMN, UE location information, Time Zone, Access Type) service operation to inform the H-SMF to update the PDU Session. The H-SMF responds to the request immediately.

1b.
(HPLMN requested) This step is the same as step 1b in clause 4.3.3.2.

1c.
(HPLMN requested) This step is the same as step 1c in clause 4.3.3.2.

1d.
(HPLMN requested) This step is the same as step 1d in clause 4.3.3.2.

2.
This step is the same as steps 2 in clause 4.3.3.2 with the SMF is H-SMF.

3.
(UE or serving network requested or HPLMN requested) The H-SMF invokes the Nsmf_PDUSession_Update Request (PDU Session ID, QoS profiles, Session-AMBR, information needed to build the SM PDU Session Modification Command message towards the UE including the QoS rules) service operation to the V-SMF.


Based on operator policies, the V-SMF may decide to accept or reject the QoS information provided by the H-SMF. TheV-SMF shall be able to accept a subset of the QoS flows requested to be created or modified within a single H-SMF request i.e. V-SMF can accept some QoS flows and reject other QoS flows in same response to H-SMF
4a-4b.
These steps are the same as step 3a-3b in clause 4.3.3.2 but controlled from the V-SMF. The V-SMF uses the information received in step 3 to generate any N1 and/or N2 signalling to be sent towards the UE and/or the (R)AN.
5-7.
These steps are the same as step 4-6 in clause 4.3.3.2.

8.
This step is the same as step 7a in clause 4.3.3.2 with the difference that the SMF is V-SMF.

9a-9b are the same as step 11a-11b in clause 4.3.3.2 but executed in Visited PLMN

10.
This step is the same as step 7b in clause 4.3.3.2 with the difference that the SMF is V-SMF.

11-12.
These steps are the same as steps 8-9 in 4.3.3.2.

13-14.
These steps are the same as step 10a-10b in clause 4.3.3.2 but executed in Visited PLMN.

15.
V-SMF responds to the H-SMF with an Nsmf_PDUSession_Update response carrying the information like ePCO provided by the UE in the SM PDU Session Modification Command Ack message from the UE to the V-SMF. The H-SMF shall modify the PDU Session context.

16-17.
These steps are the same as steps 11-12 in clause 4.3.3.2 with the difference that the SMF is H-SMF.

4.3.4
PDU Session release

4.3.4.1
General

The PDU Session Release procedure is used to release all the resources associated with a PDU Session, including:

-
The IP address/Prefixes allocated for an IP-based PDU Session; this may include the release of multiple Prefixes in case of Multi-homing (as defined in TS 23.501 [2]).

-
Any UPF resource (including N3/N9 termination) that was used by the PDU Session.

The SMF takes care to notify any entity associated with PDU Session: PCF, DN (e.g. when DN authorization has taken place at PDU Session establishment), etc. of a PDU Session release.

4.3.4.2
UE or network requested PDU Session release for Non-Roaming and Roaming with Local Breakout

Figure 4.3.4.2-1 captures both the UE Requested PDU Session Release procedure and the network requested PDU Session Release procedure. The procedure allows the UE to request the release of one PDU Session. The procedure also allows the SMF or PCF to initiate the release of a PDU Session. In the case of LBO, the procedure is as in the case of non-roaming with the difference that the AMF, the SMF, the UPF and the PCF are located in the visited network.
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Figure 4.3.4.2-1: UE or network requested PDU Session release for non-roaming and roaming with local breakout

1.
The procedure is triggered by one of the following events:

1a.
(UE requested) The UE initiates the UE Requested PDU Session Release procedure by the transmission of an NAS message (N1 SM container (PDU Session Release Request), PDU Session ID) message. The NAS message is forwarded by the (R)AN to the AMF with an indication of User Location Information. This message is relayed to the SMF corresponding to the PDU Session ID via N2 and the AMF. The AMF invokes the Nsmf_PDUSession_UpdateSMContext service operation and provides the N1 SM container to the SMF together with User Location Information (ULI) received from the (R)AN.

NOTE 1:
Depending on the Access Type, when the UE is in CM-IDLE state, the UE can trigger a Service Request procedure before being able to release the PDU Session.

1b.
(PDU Session release initiated by the SMF) The PCF may invoke the Npcf_SMPolicyControl_UpdateNotify service operation to request the release of the PDU Session.

1c.
The AMF may invoke the Nsmf_PDUSession_ReleaseSMContext service operation to request the release of the PDU Session in case of mismatch of PDU Session status between UE and AMF. This step may also be invoked due to a change of the set of network slices for a UE where a network slice instance is no longer available, as described in TS 23.501 [2] clause 5.15.5.2.2.

1d.
(PDU Session release initiated by the SMF) The SMF may decide to release a PDU Session under the following scenarios:

-
Based on a request from the DN (cancelling the UE authorization to access to the DN);

-
Based on a request from the UDM (subscription change) or from the OCS;

-
If the SMF received an event notification from the AMF that the UE is out of LADN service area; or

-
Based on locally configured policy (e.g. the release procedure may be related with the UPF relocation for SSC mode 2 / mode 3).


If the SMF receives one of the triggers in step 1a ~ d the SMF starts PDU Session Release procedure.

2.
The SMF releases the IP address / Prefix(es) that were allocated to the PDU Session and releases the corresponding User Plane resources:

2a.
The SMF sends an N4 Session Release Request (N4 Session ID) message to the UPF(s) of the PDU Session. The UPF(s) shall drop any remaining packets of the PDU Session and release all tunnel resource and contexts associated with the N4 Session.

2b.
The UPF(s) acknowledges the N4 Session Release Request by the transmission of an N4 Session Release Response (N4 Session ID) message to the SMF.

NOTE 2:
If there are multiple UPFs associated with the PDU Session (e.g. due to the insertion of UL CL or Branching Point, the Session Release Request procedure (steps 2a and 2b) is done for each UPF.

3
If the PDU Session release is initiated by the PCF and SMF, and the SMF has been notified by the AMF that UE is unreachable, e.g. due to the UE is in MICO mode or periodical registration failure, the procedure continues in step 11 by SMF notifying the AMF that the PDU Session is released by invoking the Nsmf_PDUSession_StatusNotify SM Context. The rest of step 3 and the steps 4-10 are skipped.

NOTE 3:
The UE and the 5GC will get synchronized about the status (released) of the PDU Session at the next Service Request or Registration procedure.


If the PDU Session release procedure was triggered by steps 1a, 1b or 1d above, the SMF creates an N1 SM including PDU Session Release Command message (PDU Session ID, Cause). The Cause may indicate a trigger to establish a new PDU Session with the same characteristics (e.g. when procedures related with SSC mode 2 are invoked).

NOTE 4:
SSC modes are defined in TS 23.501 [2] clause 5.6.9.

3a.
(If the PDU Session release is initiated by the UE) The SMF responds to the AMF with the Nsmf_PDUSession_UpdateSMContext response (N2 SM Resource Release request, N1 SM container (PDU Session Release Command))
3b.
If the PDU Session release is initiated by the SMF, the SMF invokes the Namf_Communication_N1N2MessageTransfer service operation (N1 SM container (PDU Session Release Command), skip indicator).


If the UP connection of the PDU Session is active, the SMF shall also include the N2 Resource Release request (PDU Session ID) in the Namf_Communication_N1N2MessageTransfer, to release the (R)AN resources associated with the PDU Session.


The "skip indicator" tells the AMF whether it may skip sending the N1 SM container to the UE (e.g. when the UE is in CM-IDLE mode).

NOTE 5:
If the procedure is triggered to relocate PDU Session Anchor of a PDU Session with SSC mode 2, the SMF is assumed not to include the "skip indicator" Indication.


If the UE is in CM-IDLE state and "skip indicator" is included in the Namf_Communication_N1N2MessageTransfer service operation, the AMF acknowledges the step 3b by sending an N11 Response message ("N1 SM Message Not Transferred") to SMF and steps 4 to 10 are skipped.

3c.
If the PDU Session release is initiated by the AMF, i.e. the SMF received the Nsmf_PDUSession_ReleaseSMContext Request from the AMF by step 1c, the SMF responds to the AMF with the Nsmf_PDUSession_ReleaseSMContext response. The AMF and SMF shall remove all contexts (including the PDU Session ID) associated with the PDU Session as well as any event subscriptions on the AMF by the SMF. The steps 4 to 11 are skipped.

4.
If the UE is in CM-IDLE state and "N1 SM delivery can be skipped" is not indicated, the AMF initiates the network triggered Service Request procedure to transmit the NAS message (PDU Session ID, N1 SM container) to the UE.


If the UE is in CM-CONNECTED state, then the AMF transfers the SM information received from the SMF in step 4 (N2 SM Resource Release request, N1 SM container) to the (R)AN.

5.
When the (R)AN has received an N2 SM request to release the AN resources associated with the PDU Session it issues AN specific signalling exchange(s) with the UE to release the corresponding AN resources.


In case of a 3GPP RAN, an RRC Connection Reconfiguration may take place with the UE releasing the RAN resources related to the PDU Session.


During this procedure, the (R)AN sends any NAS message (N1 SM container (PDU Session Release Command)) received from the AMF in step 5.

6.
[Conditional] If the (R)AN had received a N2 SM request to release the AN resources, the (R)AN acknowledges the N2 SM Resource Release Request by sending an N2 SM Resource Release Ack (User Location Information) Message to the AMF.

7a.
The AMF invokes the Nsmf_PDUSession_UpdateSMContext (N2 SM Resource Release Ack, User Location Information) to the SMF.

7b.
The SMF responds to the AMF with an Nsmf_PDUSession_UpdateSMContext response.

8.
The UE acknowledges the PDU Session Release Command by sending a NAS message (PDU Session ID, N1 SM container (PDU Session Release Ack)) message over the (R)AN.
9.
[Conditional] The (R)AN forwards the NAS message from the UE by sending a N2 NAS uplink transport (NAS message (PDU Session ID, N1 SM container (PDU Session Release Ack)), User Location Information) to the AMF.

10a.
The AMF invokes the Nsmf_PDUSession_UpdateSMContext (N1 SM container (PDU Session Release Ack, User Location Information) to the SMF.

10b.
The SMF responds to the AMF with an Nsmf_PDUSession_UpdateSMContext response.


Steps 8-10 may happen before steps 6-7.

11.
If steps 3a or 3b were performed, the SMF waits until it has received replies to the N1 and N2 information provided in step 3, as needed.


The SMF notifies the AMF with a Nsmf_PDUSession_StatusNotify indication that the SM context for this PDU Session is released. The AMF releases the association between the SMF ID and the PDU Session ID.

12.
If Dynamic PCC applied to this session the SMF invokes the Npcf_SMPolicyControl_Delete service operation to delete the PDU session.


SMF notifies any entity that has subscribed to User Location Information related with PDU Session change


The SMF invokes the Nudm_UECM_Deregistration service operation including the SMF address, the DNN and the PDU Session Id. The UDM removes the association it had stored between the SMF identity, SMF address and the associated DNN and PDU Session Id.


If it is the last PDU Session it is handling for the UE for the associated DNN, the SMF unsubscribes with the UDM by means of the Nudm_SDM_Unsubscribe (SUPI, DNN) service operation.

4.3.4.3
UE or network requested PDU Session release for Home-routed Roaming

This procedure is used in case of home-routed roaming scenarios.
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Figure 4.3.4.3-1: UE or network requested PDU Session release for home-routed roaming

1.
The procedure is triggered by one of the following events:

1a.
(UE initiated release) As in step 1a of clause 4.3.4.2 with the addition that the V-SMF invokes the Nsmf_PDUSession_Update Request (SUPI, PDU Session ID, information from the SM message from the UE e.g ePCO, "Trigger PDU Session release" indication, Timezone, User Location Information) service operation to request the H-SMF to release the PDU Session. The H-SMF responds to the request immediately.

1b.
(Serving network initiated release) The serving network initiates the PDU Session release during UE or serving network initiated Deregistration procedure as specified in clause 4.2.2.3. There is no NAS SM message between the UE and the V-SMF in this case. The V-SMF initiates the release of the PDU Session at the H-SMF by invoking the Nsmf_PDUSession_Release request.

1c.
(HPLMN initiated release) This step is the same as step 1b in clause 4.3.4.2.
1d.
(HPLMN initiated release) This step is the same as step 1c in clause 4.3.4.2.

If the SMF receives one of the triggers in step 1a,  1c or 1d, the H-SMF starts PDU Session Release procedure.

2a-2b.
These steps are the same as steps 2a-2b in clause 4.3.4.2. The SMF is the SMF in HPLMN.

3a.
(UE or HPLMN initiated release) The H-SMF prepares the SM Release PDU Session Command message and initiates the PDU Session release towards the UE by invoking the Nsmf_PDUSession_Update Request service operation towards the V-SMF. The Nsmf_PDUSession_Update Request contains necessary information to build the SM Release PDU Session Command by the V-SMF towards the UE (for example a Release Cause or ePCO).

3b.
(Serving network initiated release) The H-SMF responds to the PDU release request from the V-SMF with a Nsmf_PDUSession_Release response.

4a-4b.
The V-SMF releases the corresponding User Plane resources. This includes the same procedure in step 2 but controlled from the SMF in VPLMN.

5-13.
These steps are the same as steps 3-10 in clause 4.3.4.2.
14.
(UE or HPLMN initiated release) The V-SMF responds to the Nsmf_PDUSession_Update Request invoked at step 3a and confirms the PDU Session release. The Nsmf_PDUSession_Update response may carry information such as ePCO received from the UE in SM PDU Session Release Accept. as well as User Location Information and Time Zone.

15.
(UE or HPLMN or Serving network initiated release) The H-SMF releases the SM policy control association with the PCF by invoking the Npcf_SMPolicyControl_Delete service operation. For serving network initiated PDU Session release case, this step happens between step 1b and step 3b.

16.
(UE or HPLMN initiated release) The H-SMF shall remove all contexts associated with the PDU Session. The H-SMF requests the V-SMF to release all contexts associated with the PDU Session by invoking the Nsmf_PDUSession_StatusNotify (Release)operation. The V-SMF requests the AMF to release all contexts associated with the PDU Session by invoking the Nsmf_PDUSession_SMContexStatusNotify (Release). The AMF releases the association between the SMF ID and the PDU Session ID.
* * * Change * * * *
5.2.8
SMF services
5.2.8.1
General

The following table shows the SMF Services and SMF Service Operations.

Table 5.2.8.1-1: NF services provided by the SMF

	Service Name
	Service Operations
	Operation

Semantics
	Example Consumer(s)

	Nsmf_PDUSession
	Create
	Request/Response
	V-SMF

	
	Update
	Request/Response
	V-SMF, H-SMF

	
	Release
	Request/Response
	V-SMF

	
	Create SM context
	Request/Response
	AMF

	
	Update SM context
	Request/Response
	AMF

	
	Release SM context
	Request/Response
	AMF

	
	SMContextStatusNotify
	Subscribe/Notify
	AMF

	
	StatusNotify
	Subscribe/Notify
	V-SMF

	Nsmf_EventExposure
	Subscribe for one UE, group of UE(s), any UE
	Subscribe/Notify


	PCF, NEF, AMF

	
	UnSubscribe for one UE, group of UE(s), any UE
	
	PCF, NEF, AMF

	
	Notify
	
	PCF, NEF, AMF


5.2.8.2
Nsmf_PDUSession Service

5.2.8.2.1
General

Service description: This service operates on the PDU Sessions. The following are the key functionalities of this NF service:

-
(between AMF and SMF) Creation / Deletion / Modification of AMF-SMF interactions for PDU Sessions;


The resource handled between AMF and SMF via Create / Update / Release SM context operations corresponds to the AMF-SMF association for a PDU Session ID;


When the AMF has got no association with a SMF to support a PDU Session ID, the AMF creates such association via the Nsmf_PDUSession_Create SM Context operation. Otherwise (e.g. at hand-over between 3GPP and Non 3GPP access) the AMF uses the Nsmf_PDUSession_Update SM Context operation.


When the UE is handed-over from an (old) AMF towards another (new) AMF, the old AMF provides the new AMF with the SMF addressing information corresponding to the AMF-SMF association related with each PDU Session ID of that UE. The new AMF can thus further act upon the association with the SMF via Nsmf_PDUSession_Update SM Context and Nsmf_PDUSession_Release SM Context operations. This may take place:

-
at inter AMF change due to AMF planned maintenance or due to AMF failure described in TS 23.501 [2] clause 5.21.2;

-
at inter AMF mobility in CM-CONNECTED mode described in clause 4.9.1.3;

-
at inter AMF mobility in CM-IDLE mode described in clause 4.2.2.2.

-
(between V-SMF and H-SMF) Creation / Deletion / Modification of PDU Sessions;


Even though the V-SMF creates the PDU Session resource onto the H-SMF, each of the V-SMF and of the H-SMF needs to be able to modify a PDU Session and/or to ask for PDU Session release. Thus, at Nsmf_PDUSession_Create, V-SMF informs the H-SMF about addressing information for its corresponding PDU Session resource, allowing H-SMF to use later on the Nsmf_PDUSession_Update and Nsmf_PDUSession_Release and Nsmf_PDUSession_StatusNotify operations.

NOTE 1:
The PDU Session resource in V-SMF is created when the AMF requests to create SM context of this PDU Session

NOTE 2:
H-SMF also informs the consumer (V-SMF) about addressing information about its PDU Session resource, but this is part of normal resource creation operation in REST and not specific to this service.

5.2.8.2.2
Nsmf_PDUSession_Create service operation

Service operation name: Nsmf_PDUSession_Create.

Description: Create a new PDU Session in the H-SMF.
Input, Required: SUPI, V-SMF ID, DNN, S-NSSAI, Session-AMBR, Protocol Configuration Options, Requested PDU type, Requested SSC mode, PDU Session ID, V-CN Tunnel Information, (addressing information allowing the H-SMF to request the V-SMF to issue further operations about the PDU Session).

Input, Optional: UE location information, subscription get notified of PDU Session status change, PEI, GPSI, AN type.

Output, Required: Result Indication, and if success in addition: QoS Profile(s), H-CN Tunnel Info,  Selected PDU type and SSC mode, 
Output, Optional: Cause, Protocol Configuration Options, UE IP address, information needed by V-SMF in case of EPS interworking such as the PDN Connection Type.
See clause 4.3.2.2.2 for details on the usage of this service operation.

5.2.8.2.3
Nsmf_PDUSession_Update service operation

Service operation name: Nsmf_PDUSession_Update.

Description: Update the established PDU Session,.

This service operation is invoked by the V-SMF towards the H-SMF in case of UE or serving network requested PDU session modification in order for the V-SMF to transfer the PDU session modification request
This service operation is invoked by the H-SMF towards the V-SMF for both UE initiated and HPLMN initiated PDU Session modification and PDU Session release cases in order to have the SM PDU Session Modification request or SM PDU Session Release request sent to the UE.
Input, Required: SUPI, PDU Session ID.

Input, Optional: UE location information (ULI), UE Time Zone, AN type, indication of PDU Session release, QoS Rule (from H-SMF to V-SMF), N9 tunnel information (from V-SMF to H-SMF), Information requested by UE for e.g QoS (from V-SMF to H-SMF), Information necessary for V-SMF to build SM Message towards the UE (from H-SMF to V-SMF) , Trigger PDU release indication (V-SMF to H-SMF).

Output, Required: Result indication.
Output, Optional: UE location information, AN Type, SM information from UE (from V-SMF to H-SMF).

See clause 4.3.3.3 for an example usage of this service operation.
5.2.8.2.4
Nsmf_PDUSession_Release service operation

Service operation name: Nsmf_PDUSession_Release.

Description:  It causes the immediate and unconditional deletion of the resources associated with the PDU Session.. This service operation is used by V-SMF to request the H-SMF to release the resources related to a PDU Session for the serving network initiated PDU release case (e.g. implicit De-registration of UE in the serving network).
Input, Required: SUPI, PDU Session ID.

Input, Optional: None.
Output, Required: Result Indication.
Output, Optional: None.

See clause 4.3.4.3 for an example usage of this service operation.

5.2.8.2.5
Nsmf_PDUSession_CreateSMContext service operation

Service operation name: Nsmf_PDUSession_CreateSMContext.

Description: It creates an AMF-SMF association to support a PDU Session.

Input, Required: SUPI or PEI, DNN, S-NSSAI, PDU Session ID, AMF ID (GUAMI), N1 SM container.

Input, Optional: PEI, UE location information, UE Time Zone, AN type, H-SMF identifier/address, old PDU Session ID (if the AMF also received a old PDU Session ID from the UE as specified in clause 4.3.5.2), subscription to get notified of PDU Session status change, indication that the SUPI has not been authenticated..
Output, Required: Result Indication.
Output, Optional: Cause, PDU Session ID, N2 SM information, N1 SM container, Indication about UE using a PDU Session that has a latency sensitive or critical communication related QCI.
When the PDU Session is for Emergency services for a UE without USIM, the AMF provides the PEI and not the SUPI as identifier of the UE. When the PDU Session is for Emergency services of an unauthenticated UE with an USIM, the AMF shall provide both the SUPI and the PEI and shall provide an indication that the SUPI has not been authenticated.

See clause 4.3.2.2.1 and clause 4.3.2.2.2 for details on the usage of this service operation.

5.2.8.2.6
Nsmf_PDUSession_Update SM Context service operation
Service operation name: Nsmf_PDUSession_Update SM Context.

Description: It allows to update the AMF-SMF association to support a PDU Session and/or to provide SMF with N1/N2 SM information received from the UE or from the AN.

Input, Required: SUPI, PDU Session ID.
Input, Optional: N1 SM container received from the UE, N2 SM information received from the AN (e.g. N3 addressing information, notification indicating that the QoS targets cannot be fulfilled for a QFI), Operation type (e.g. UP activate,  UP deactivate, UP To Be Switched), UE location information, AN type, UE Time Zone.
Output, Required: Result Indication.
Output, Optional: Cause, EBI list, N2 SM information (e.g. QFI, UE location information, notification indication indicating that the QoS targets cannot be fulfilled), N1 SM container to be transferred to the AN/UE.

See clause 4.3.3.2 and clause 4.3.3.3 for an example usage of this service operation.
See clause 4.9.1.2.2 for the usage of the “UP To Be Switched” Operation Type
If the consumer NF is AMF and the SMF determines that some EBIs are not needed, the SMF will put the EBIs back.
5.2.8.2.7
Nsmf_PDUSession_Release SM Context service operation

Service operation name: Nsmf_PDUSession_Release SM Context.

Description: It allows to release the AMF-SMF association for a certain PDU Session because the PDU Session has been released.

Input, Required: SUPI, PDU Session ID.
Input, Optional: UE location information, AN type, UE Time Zone,.
Output, Required: Result Indication.
Output, Optional: Cause.

See clause 4.3.4.2 and clause 4.3.4.3 for an example usage of this service.

If the consumer NF is AMF and the PDU Session indicated by the PDU Session ID had been assigned some EBIs, the AMF locally determines that the corresponding EBI(s) are released.

5.2.8.2.8
Nsmf_PDUSession_SMContextStatusNotify service operation

Service operation name: Nsmf_PDUSession_SMContextStatusNotify.

Description: This service operation is used by the SMF to notify its consumers about the status of an SM context related to a PDU Session.


Input, Required: SUPI, PDU Session ID, , Status information.
Input, Optional: Cause.
Output, Required: Result Indication.
Output, Optional: None.

5.2.8.2.9
Nsmf_PDUSession_StatusNotify service operation

Service operation name: Nsmf_PDUSession_StatusNotify.

Description: This service operation is used by the SMF to notify its consumers about the status of a PDU Session (e.g PDU Session is released due to local reasons within the H-SMF).


Input, Required: SUPI, PDU Session ID, Status information.
Input, Optional: Cause.
Output, Required: Result Indication.
Output, Optional: None.
* * * Change * * * *
* * * Change * * * *
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