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Abstract of the contribution: This paper proposes to resolve the ENs for Congestion control.
Discussion
Editor's note:
Overload control procedure within the RAN is yet to be specified.

It is up to RAN to describe required logic for overload control within the RAN i.e. there is no need to keep such EN in SA2 TS as if RAN required any SA2 input then RAN will communicate this to SA2.

Proposal 1: Remove the EN.

Editor's note:
It is FFS how congestion is determined.

EPS provides means for CN entities to provide information to other entities whether the entity is congested. As such CN internal signalling would require further work and that it can be developed without impacting the UE. It is proposed to postpone such efforts to next release and in Rel-15 make use of O&M for determining whether there is congestion.

Proposal 2: Whether there is congestion is determined by O&M to the NF applying congestion control.
Editor's note:
It is FFS whether the AMF also should be able to apply DNN based congestion control.

The AMF is aware of which DNN each PDU Session relates to, but the AMF is agnostic to the content of the SM messages and the AMF should not be involved in handling SM messages towards the UE. However, in a situation for which the 5GC NFs handling a certain DNN are congested then it is not suitable to require those congested NFs to handle the SM messages. It is therefore proposed to allow O&M to indicate to the AMF that a certain DNN is congested which triggers the AMF to not forward SM messages to SMFs handling the DNN. To not risk layering issues, the stage 2 requirement should leave it open for stage 3 on how to realize the details of such error handling.
Proposal 3: The AMF can be triggered by O&M to not forward SM messages to SMFs and indicate to the UE that the UE shall not issue new "SM" messages for the DNN until a backoff timer expires.

Editor's note:
It is FFS whether the SMF should be able to provide only an S-NSSAI without any DNN.
Congestion may potentially happen at different locations in the network, i.e. before N6 or beyond N6. A Network Slice may be congested such that it reached the level of resources the slice can use or is allowed to use independent of which DNN is used. Therefore it should be possible to provide S-NSSAI based congestion independent of any DNN.

Proposal 4a: It should be possible to provide S-NSSAI based congestion independent of any DNN.

It an be discussed which entity would be most suitable to apply congestion control for an S-NSSAI.

If a specific Network Slice is congested, then it may be better to apply congestion control towards the UE as early as possible i.e. either in the AMF or in the SMF. A specific SMF may serve one or more DNNs i.e. it is not necessarily that a specific SMF serve all the DNNs possible for an S-NSSAI, but still the SMF is within the specific Network Slice and the SM messages are towards/for a specific S-NSSAI.
Proposal 4b: It is proposed to allow the SMF to apply S-NSSAI based congestion control without any DNN.
Editor's note:
It is FFS whether the AMF also should be able to apply S-NSSAI congestion control.
The AMF is aware of which S-NSSAI each NAS message including SM messages relates to, but the AMF is agnostic to the content of the SM messages and the AMF should not be involved in handling SM messages towards the UE. However, in a situation for which the 5GC NFs handling a certain S-NSSAI are congested then it is not suitable to require those congested NFs to handle the SM messages i.e. congestion control should be applied as early as possible. It is therefore proposed to allow O&M to indicate to the AMF that a certain S-NSSAI is congested which triggers the AMF to not forward NAS messages to SMFs handling the specific S-NSSAI e.g. SM messages. To not risk NAS layering issues, the stage 2 requirement should leave it open for stage 3 on how to realize the details of such error handling.

Proposal 5: The AMF should be able to apply S-NSSAI congestion control.
Proposal

It is proposed to update 23.501 as described below.

* * * First Change * * *

5.19.5
AMF Control Of Overload

5.19.5.1
General

The AMF shall contain mechanisms for avoiding and handling overload situations. This includes the following measures:
-
N2 overload control that could result in RRC reject and unified access barring.

-
NAS congestion control.

5.19.5.2
AMF Overload Control

Under unusual circumstances, if AMF has reached overload situation, the AMF activates NAS level congestion control as specified in Clause 5.19.7 and AMF restricts the load that the AN node(s) are generating, if the AN is configured to support overload control. N2 overload control can be achieved by the AMF invoking the N2 overload procedure (see TS 38.300 [27] and TS 38.413 [34]) to all or to a proportion of the AN nodes with which the AMF has N2 connections. To reflect the amount of load that the AMF wishes to reduce, the AMF can adjust the proportion of AN nodes which are sent NGAP OVERLOAD START message, and the content of the overload start procedure.


The AMF should select the 5G-AN node(s) to which it triggers overload start procedure at random to avoid that multiple AMFs in an AMF Set request reduction of load from the same subset of 5G-AN node(s).

An AN node supports rejecting of AN signalling connection establishments for certain UEs as specified in TS 38.331 [28]. Additionally, an AN node provides support for the barring of UEs as described in TS 22.261 [2]. These mechanisms are further specified in TS 38.331 [28].

Using the overload start procedure, the AMF can request the AN node to:

-
reject AN signaling connection (RRC connection over 3GPP access or UE-N3IWF connection over N3GPP access) requests that are for non-emergency and non-high priority mobile originated services; or

-
reject new AN signaling connection requests for 5GS NAS Mobility Management signaling (e.g. for Registration procedure) for that AMF;

-
only permit AN signaling connection requests for emergency sessions and mobile terminated services for that AMF. or.

-
only permit AN signaling connection requests for high priority sessions and mobile terminated services for that AMF;

NOTE 2:
The AN signaling connection requests listed in this clause also include the request for RRC Connection Resume.

When rejecting an AN signaling connection request for overload reasons the AN indicates to the UE an appropriate wait timer value that limits further AN signaling connection requests for a while.

During an overload situation, the AMF should attempt to maintain support for emergency services and for MPS.

When the AMF is recovering, the AMF can either:

-
trigger overload start procedure with new percentage value that permit more traffic to be carried, or

-
the AMF trigger overload stop procedure.

to some or all of the 5G-AN node(s).
5.19.6
SMF Overload Control

The SMF shall contain mechanisms for avoiding and handling overload situations. This can include the following measures:

-
SMF overload control that could result in rejections of NAS requests.

The SMF overload control may be activated by SMF due to congestion situation at SMF e.g. configuration, by a restart or recovery condition of a UPF, or by a partial failure or recovery of a UPF for a particular UPF(s).

Under unusual circumstances, if the SMF has reached overload situation, the SMF activates NAS level congestion control as specified in the clause 5.19.7. The SMF may restrict the load that the AMF(s) are generating, if the AMF is configured to enable the overload restriction.
5.19.7
NAS level congestion control

5.19.7.1
General

NAS level congestion control may be applied in general i.e. for all NAS messages, per DNN, per DNN and S-NSSAI or for a specific group of UEs.

NAS level congestion control is determined by O&M and NAS level congestion control applied on all NAS messages is achieved by the AMF rejecting NAS messages, from the UE, with a back-off timer. To avoid that large amounts of UEs initiate deferred requests (almost) simultaneously, the AMF should select the back-off timer value so that the deferred requests are not synchronized. When the UE receives a rejection of a NAS message with a back-off timer, the UE shall not initiate any NAS signalling with regard to the congestion until the back-off timer expires or the UE receives a paging request from the network, or the UE initiates signalling with a higher priority than was used when the UE received the back-off timer. 

AMFs and SMFs may apply NAS level congestion control, but should not apply NAS level congestion control for high priority access and emergency services.

5.19.7.2
General NAS level congestion control

Under general overload conditions the AMF may reject Registration and Mobility Management signalling requests from UEs. When a NAS request is rejected, a Mobility Management back-off timer may be sent by the AMF and AMF may store the back-off time per UE if AMF maintains the UE context. The AMF may immediately reject any subsequent request from the UE before the stored back-off time is expired. While the Mobility Management back-off timer is running, the UE shall not initiate any NAS request for Registration or Mobility Management procedures except for Deregistration procedure and except for high priority access, emergency services and mobile terminated services. After any such Deregistration procedure, the back-off timer continues to run. While the Mobility Management back-off timer is running, the UE is allowed to perform Registration for mobility registration update if the UE is already in CM-CONNECTED state. If the UE receives a paging request from the AMF while the Mobility Management back off timer is running, the UE shall stop the Mobility Management back-off timer and initiate the Service Request procedure or the Registration procedure for mobility registration update.

The Mobility Management back-off timer shall not impact Cell/RAT and PLMN change. Cell/RAT and TA change do not stop the Mobility Management back-off timer. The Mobility Management back-off timer shall not be a trigger for PLMN reselection. The back-off timer is stopped as defined in TS 24.501 [47] when a new PLMN that is not an equivalent PLMN is accessed.

To avoid that large amounts of UEs initiate deferred requests (almost) simultaneously, the AMF should select the Mobility Management back-off timer value so that the deferred requests are not synchronized.

The AMF should not reject Registration Request message for mobility registration update that are performed when the UE is already in connected mode.

For CM-IDLE state mobility, the AMF may reject Registration Request messages for mobility registration update and include a Mobility Management back off timer value in the Registration Reject message.

If the AMF rejects Registration Request messages or Service Request with a Mobility Management back-off timer which is larger than the sum of the UE's periodic registration update timer plus the Implicit Deregistration timer, the AMF should adjust the mobile reachable timer and/or Implicit Deregistration timer such that the AMF does not implicitly deregister the UE while the Mobility Management back-off timer is running.

NOTE:
This is to minimize unneeded signalling after the Mobility Management back-off timer expires.

5.19.7.3
DNN based congestion control

The use of the DNN based congestion control is for avoiding and handling of NAS signalling congestion associated with UEs with a particular DNN regardless of S-NSSAI. Both UEs and 5GC shall support the functions to provide DNN based congestion control. 

SMFs may apply DNN based congestion control towards the UE by rejecting PDU Session Establishment/Modification Request messages towards a specific DNN, from the UE, with a back-off timer and the associated DNN. The SMF may release PDU Sessions belonging to a congested DNN by sending a PDU Session Release Request message towards the UE with a Session Management back-off timer. If Session Management back-off timer is set in the PDU Session Release Request message then the cause "reactivation requested" should not be set.
The AMF may reject any SM message from the UE towards a specific DNN, by providing an UL NAS Transport Error message for the UL NAS Transport message carrying the SM message and in the UL NAS Transport Error message include a back-off timer and the associated DNN. While the MM back-off timer for the specific DNN is running, then the UE will not send any NAS messages for the specific DNN. 
Upon reception of the back-off timer for a DNN, the UE shall take the following actions until the timer expires:

-
If DNN is provided in association with the Session Management back-off timer, the UE shall not initiate any Session Management procedures for the congested DNN. The UE may initiate Session Management procedures for other DNNs;

-
If DNN is not provided in association with the Session Management back-off timer, the UE shall not initiate any Session Management requests of any PDU Session Type without DNN. The UE may initiate Session Management procedures for specific DNN;

-
Cell/TA/PLMN/RAT change do not stop the Session Management back-off timer;

-
The UE is allowed to initiate the Session Management procedures for high priority access and emergency services even when the Session Management back-off timer is running; and

-
If the UE receives a network initiated Session Management Request message for the congested DNN while the Session Management back-off timer is running, the UE shall stop the Session Management back-off timer associated with this DNN and respond to the 5GC.

The UE is allowed to initiate PDU Session Release procedure (e.g. sending PDU Session Release Request message) when the Session Management back-off timer is running.

NOTE 3:
The UE does not delete the related Session Management back-off timer when disconnecting a PDU Session.

The UE shall support a separate Session Management back-off timer for every DNN that the UE may use.

To avoid that large amounts of UEs initiate deferred requests (almost) simultaneously, the 5GC should select the Session Management back-off timer value so that deferred requests are not synchronized.

The DNN based Session Management congestion control is applicable to the NAS SM signalling initiated from the UE in the Control Plane. The Session Management congestion control does not prevent the UE to send and receive data or initiate Service Request procedures for activating User Plane connection towards the DNN(s) that are under Session Management congestion control.


5.19.7.4
S-NSSAI based congestion control

The use of the S-NSSAI based congestion control is for avoiding and handling of NAS signalling congestion associated with UEs for a particular S-NSSAI. 

S-NSSAI based congestion control is applied as follows:

-
If an S-NSSAI is determined as congested, then the SMF may apply S-NSSAI based congestion control towards the UE for SM requests which includes an S-NSSAI, and provides an Session Management back-off timer, and an associated S-NSSAI and optionally a DNN;
-
The SMF may release PDU Sessions belonging to a congested S-NSSAI by sending a PDU Session Release Request message towards the UE with a Session Management back-off timer associated to the S-NSSAI and optionally a DNN;
-
If an S-NSSAI is determined as congested, then the AMF may apply S-NSSAI based congestion control towards the UE, by providing an UL NAS Transport Error message for the UL NAS Transport message carrying the SM message and in the UL NAS Transport Error message include a back-off timer and an associated S-NSSAI and optionally in addition a DNN;
-
Upon reception of a back-off timer with an associated S-NSSAI and optionally a DNN, the UE shall take the following actions until the timer expires:

-
The UE shall not initiate any Session Management procedures for the congested S-NSSAI;
-
If the back-off timer was associated with an S-NSSAI and a DNN, then the UE shall not initiate any Session Management procedures for the congested S-NSSAI and DNN;
-
If the UE receives a network initiated Session Management Request message for the congested S-NSSAI and DNN while the Session Management back-off timer associated to the S-NSSAI and DNN is running, the UE shall stop the Session Management back-off timer associated with this S-NSSAI and DNN and respond to the 5GC.
-
Cell/TA/PLMN/RAT change doos not stop the Session Management back-off timer for the S-NSSAI;

-
The UE is allowed to initiate the Session Management procedures for high priority access and emergency services for the S-NSSAI even when the Session Management back-off timer associated to the S-NSSAI is running;
The UE shall support a separate back-off timer for every S-NSSAI that the UE may use.

To avoid that large amounts of UEs initiate deferred requests (almost) simultaneously, the 5GC should select the value of the back-off timer for the S-NSSAI based congestion control so that deferred requests are not synchronized.
The S-NSSAI based congestion control does not prevent the UE to send and receive data or initiate Service Request procedure for activating User Plane connection belongs to the S-NSSAI that is under the congestion control.



5.19.7.5
Group specific NAS level congestion control

The group specific NAS level congestion control applies to a specific group of UEs. Group specific NAS level congestion control is performed at the 5GC. The AMF and SMF may apply NAS level congestion control for a UE associated to an Internal-Group Identifier (see clause 5.9.7). There is no impact on the UE, and hence, UE's behaviour as described in clauses 5.19.2.2 and 5.19.2.3 does not change.

NOTE:
5GC logic for Group specific NAS level congestion control is not described in this release.
* * * End of Changes * * *
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