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Abstract of the contribution: The intent of this PCR proposes the update of procedures and PCF service for negotiation of background data transfer in TS 23.502. 
Introduction
This document proposes the change of the service name used in negotiation of future background data transfer (Figure 4.16.7.2-1: Negotiation for future background data transfer). 
In the last meeting, SA2 agreed with the update of UDM service. Based on the approved document (S2-177987), we propose the change of the service names which are used in Step 3, 4, 12 and 13.

In addition to this, we propose that step 2 and 6 use the same service name, because both steps are used only inside the the procedures of background data transfer. We define this service name as “Npcf_BDTPolicyControl”. 
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Figure 4.16.7.2-1: Negotiation for future background data transfer
We propose the update of PCF service for negotiation of background data transfer policy. We define Npcf_BDTPolicyControl as the new service name of PCF. We also propose input and output parameters based on approved S2-177749.
Proposal

***** Start of Start Changes *****
4.16.7
Negotiations for future background data transfer

4.16.7.1
General

This procedure enables the negotiation between the NEF and the H-PCF about the transfer policies for the future background data transfer (as described in clause 6.1.2.x in TS 23.503 [20]).The transfer policies consist of a desired time window for the background data transfer, a reference to a charging rate for the time window and optionally a maximum aggregated bitrate, as described in clause 6.1.16 in TS 23.203 [24].

This negotiation is preliminarily conducted (when AF
 initiates a procedure to NEF) before the UE's PDU Session establishment.

4.16.7.2
Procedures for future background data transfer
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Figure 4.16.7.2-1: Negotiation for future background data transfer

1.
AF sends a Background data transfer request (ASP identifier, Volume per UE, Number of UEs, Desired time window) message to the NEF. The Volume per UE describes the volume of data the AF expects to be transferred per UE. Number of UEs describes the expected amount of UEs participating in the data transfer. Desired time window describes the time interval during which the AF wants to realize the data transfer. Optionally, the AF can provide a geographic area information.

2.
Based on an AF request, the NEF requests the H-PCF to authorize the creation of the policy regarding the background data transfer. This request contains ASP identifier, the volume of data to be transferred per UE, the expected amount of UEs, the desired time window and optionally, network area information (e.g. list of TAs/RAs).

NOTE 1:
The NEF does not provide any information about the identity of the UEs potentially involved in the future background data transfer.

NOTE 2:
A 3rd party application server is typically not able to provide any specific network area information and if so, the AF request is for a whole operator network.

3
The H-PCF may request from the UDR all the stored transfer policies corresponding to the ASP identifier. The PCF may recognize the network slice to which the ASP belongs from the ASP identifier.

NOTE 3: In case only one PCF is deployed in the PLMN, the transfer policy can be locally stored and no interaction with UDR is required.

4.
The UDR provides all the stored transfer policies and corresponding network area information on the ASP identifier to the H-PCF.

5.
The H-PCF determines, based on information provided by the AF and other available information one or more transfer policies.

NOTE 4:
The maximum aggregated bitrate is not enforced in the network.

6.
The H-PCF send the acknowledge message to the NEF with the acceptable transfer policies and a reference ID.

NOTE 5:
The NEF forwards the received transfer policies to the AF. The AF stores the reference ID for the future transfer of AF session information related to this background data transfer via the N5 interface.

7.-9. If the NEF receives more than one transfer policy, the AF selects one of them and send another Background data transfer request in order to inform the H-PCF about the selected transfer policy. If the NEF receives one transfer policy, steps 8-11 are not executed.

10-11. The H-PCF acknowledge the selected transfer policy, and notify it of the AF.

NOTE 6:
If the NEF receives only one transfer policy, the AF is not required to confirm.

12.
The H-PCF stores the reference ID together with the new transfer policy and the corresponding network area information in the UDR. This step is not executed, when the PCF decides to locally store the transfer policy.

13.
The UDR sends a response to the H-PCF as its acknowledgement.
***** Start of Second Changes *****

5.2.5
PCF Services
5.2.5.1
General

The following table illustrates the PCF Services.

Table 5.2.5.1-1: NF services provided by PCF

	Service Name
	Service Operations
	Operation

Semantics
	Example Consumer (s)

	Npcf_AMPolicyControl
	Get
	Request/Response
	AMF

	
	UpdateNotify
	Subscribe/Notify
	AMF

	
	Delete
	Request/Response
	AMF

	Npcf_Policy Authorization
	Create
	Request/Response
	AF, NEF

	
	Update
	Request/Response
	AF, NEF

	
	Delete
	Request/Response
	AF, NEF

	
	Notify
	Subscribe/Notify
	AF, NEF

	
	Subscribe
	
	AF, NEF

	
	Unsubscribe
	
	AF, NEF

	Npcf_SMPolicyControl
	Get
	Request/Response
	SMF

	
	UpdateNotify
	Subscribe/Notify
	SMF

	
	Delete
	Request/Response
	SMF

	Npcf_BDTPolicyControl
	Get
	Request/Response
	NEF

	
	Update
	Request/Response
	NEF


5.2.5.2
Npcf_AMPolicyControl service

5.2.5.2.1
General

Service description: This service provides access control and mobility management related policies to the AMF, UE Route Selection Policy to the UE via the AMF, which includes the following functionalities:

-
Create policies based on the request from AMF during UE Registration;

-
Notify AMF of the updated policies which are subscribed; and

-
Delete policies for an UE.

5.2.5.2.2
Npcf_AMPolicyControl_Get Service Operation

Service operation name: Npcf_AMPolicyControl_Get
Description: Provides the requested policy to the NF Consumer.
Inputs, Required: SUPI, Subscription to notification indicator.

Inputs, Optional: Access Type, Permanent Equipment Identifier, GPSI, User Location Information, UE Time Zone, Serving Network, RAT type, List of Service Area Restriction elements.

Outputs, Required: The requested policy  of the UE, such as Service Area Restrictions, RFSP Index and URSP.
Outputs, Optional: None.

See clause 4.2.2.2.2 (step 16 and 17) for the detail usage of this service operation for AMF. In step 16, the AMF requests the PCF to apply operator policies for the UE; in step 17, the PCF acknowledges AMF with requested policy.

See clause A.4.1.2 (step 2 and 3) in TS 23.501 [2] for the detail usage of this service operation for AMF. In step 2, the AMF requests the PCF to apply operator policies for the UE; in step 3, the PCF acknowledges AMF with requested policy.

See clause A.4.2.1 (step 1b and 4c) in TS 23.501 [2] for the detail usage of this service operation for AMF. In step 1b, the AMF requests the PCF to apply operator policies for the UE; in step 4c, the PCF acknowledges AMF with requested policy.

5.2.5.2.3
Npcf_AMPolicyControl_UpdateNotify Service Operation

Service operation name: Npcf_AMPolicyControl_UpdateNotify
Description: Provides updated policy to the NF Consumer.

NOTE:
This notification corresponds to an implicit subscription.

Inputs, Required: SUPI, Updated Policies such as Service Area Restrictions, RFSP Index and URSP.

Inputs, Optional: None.

Outputs, Required: Success or Failure.

Outputs, Optional: None.

See clause A.4.2.1 (step 5) and clause A.4.2.2 (step 5) in TS 23.501 [2] for the detail usage of this service operation for AMF. In those steps, the updated UE policies are provided to the AMF by the PCF/H-PCF

5.2.5.2.4
Npcf_AMPolicyControl_Delete Service Operation

Service operation name: Npcf_AMPolicyControl_Delete
Description: Provides means for the NF Consumer to delete the context of UE related policy.
Inputs, Required: SUPI.

Inputs, Optional: None.

Outputs, Required: Success or Failure.

Outputs, Optional: None.
See clause 4.2.2.2.2 (step 20 and 21) for the detail usage of this service operation for AMF. In step 20, the old AMF requests to delete the UE context in the PCF; in step 21, the PCF deletes the UE context and acknowledges the old AMF.

See clause 4.3.2 (step 2 and 3) in TS 23.501 [2] for the detail usage of this service operation for AMF. In step 2, the AMF initiates the UE Context termination procedure; in step 3 the PCF deletes the session contexts.
5.2.5.3
Npcf_PolicyAuthorization Service

5.2.5.3.1
General

Service description: This service is to authorise an AF request and to create policies as requested by the authorized AF for the PDU Session to which the AF session is bound. This service allows the NF consumer to subscribe/unsubscribe the notification of events (e.g. change of Access Type or RAT type, changes of the PLMN identifier).

5.2.5.3.2
Npcf_PolicyAuthorization_Create Service Operation

Service operation name: Npcf_PolicyAuthorization_Create

Description: Authorize the request, and optionally determines and installs the policy according to the information provided by the NF Consumer.
Inputs, Required: the IP address of the UE, identification of the application session context.

Inputs, Optional: UE identity if available, DNN if available, Media type, Media format, bandwidth requirements, sponsored data connectivity if applicable, flow description, AF application identifier, AF Communication Service Identifier, AF Record Identifier, Flow status, Priority indicator, emergency indicator, Application service provider, resource allocation outcome.

Outputs, Required: Success or Failure.

Outputs, Optional: None.

Authorizes the request from the application, and optionally communicates with Npcf_SMPolicyControl service to determine and install the policy according to the information provided by the NF Consumer. Creates an application context in the PCF.
5.2.5.3.3
Npcf_PolicyAuthorization_Update Service Operation

Service operation name: Npcf_PolicyAuthorization_Update

Description: Provides updated information to the PCF.
Inputs, Required: Identification of the application session context.

Inputs, Optional: Media type, Media format, bandwidth requirements, sponsored data connectivity if applicable, flow description, AF application identifier, AF Communication Service Identifier, AF Record Identifier, Flow status, Priority indicator, Application service provider, resource allocation outcome.

Outputs, Required: Success or Failure.
Outputs, Optional: None

Provides updated application level information and communicates with  Npcf_SMPolicyControl service to determine and install the policy according to the information provided by the NF Consumer. Updates an application context in the PCF.
5.2.5.3.4
Npcf_PolicyAuthorization_Delete Service Operation

Service operation name: Npcf_PolicyAuthorization_Delete

Description: Provides means for the NF Consumer to delete the context of application level session information.
Inputs, Required: Identification of the application session context.
Inputs, Optional: None.
Outputs, Required: None.
Outputs, Optional: None.
Provides means for the NF Consumer to delete the context of application session information

5.2.5.3.5
Npcf_PolicyAuthorization_Notify Service Operation

Service operation name: Npcf_PolicyAuthorization_Notify

Description: provided by the PCF to notify NF consumers of the subscribed events, such as change of Access Type or RAT type, changes of the PLMN identifier.
Inputs, Required: Event to notify (signalling path status of AF session, Access Type and RAT type, PLMN identifier, access network information, i.e. user location and/or user timezone information, usage report, resource allocation outcome).

Inputs, Optional: None.

Outputs, Required: The event information for the subscribed event type and event object.
Outputs, Optional: None

Notify NF consumers of the subscribed events, such as signalling path status of AF session, Access Type and RAT type, PLMN identifier, access network information, i.e. user location and/or user timezone information, usage report, resource allocation outcome.
5.2.5.3.6
Npcf_PolicyAuthorization_Subscribe Service Operation
Service operation name: Npcf_PolicyAuthorization_Subscribe
Description: provided by the PCF for NF consumers to explicitly subscribe the notification of events, such as change of Access Type or RAT type, changes of the PLMN identifier.
Inputs, Required: List of events (including the event type and event object) as specified in Npcf_PolicyAuthorization_Notify service operation, information to identify the context related to the application session.
Inputs, Optional: None.

Outputs, Required: Success or Failure.
Outputs, Optional: None.
Enable NF consumers to explicitly subscribe the notification of events.
5.2.5.3.7
Npcf_PolicyAuthorization_Unsubscribe Service Operation
Service operation name: Npcf_PolicyAuthorization_Unsubscribe
Description: provided by the PCF for NF consumers to explicitly unsubscribe the notification of events as specified for Npcf_PolicyAuthorization_Subscribe operation.
Known NF Consumers: AF/NEF.
Inputs, Required: List of events (including the event type and event object) as specified in Npcf_PolicyAuthorization_Notify service operation, information to identify the context related to the application session.
Inputs, Optional: None.

Outputs, Required: Success or Failure.
Outputs, Optional: None.
Enable NF consumers to explicitly unsubscribe the notification of events.
5.2.5.4
Npcf_SMPolicyControl service

5.2.5.4.1
General

Service description: This service provides session related policies to the SMF, which includes the following functionalities:

-
Create policies based on the request from SMF during PDU Session establishment;

-
Notify SMF of the updated policies which are subscribed; and

-
Delete policies for a PDU Session.

5.2.5.4.2
Npcf_SMPolicyControl_Get Service Operation

Service operation name: Npcf_SMPolicyControl_Get
Description: Provides the requested policy to the NF Consumer.
Known NF Consumers: SMF.
Inputs, Required: SUPI, PDU Session id, DNN, Subscription to notification indicator.

Inputs, Optional: Access Type, the IPv4 address and/or IPv6 network prefix, PEI, GPSI, User Location Information, UE Time Zone, Serving Network, RAT type, charging information, Session AMBR, default QoS information.

Outputs, Required: The requested PCC rules of the PDU Session, authorized session AMBR, authorized default QoS Information.
Outputs, Optional: None.

See clause 4.3.2.2.1 (step 6b), clause 4.3.2.2.2 (step 9b) for the detail usage of this service operation for SMF. In those steps, the SMF requests PCC Rules for the PDU Session from PCF/H-PCF.
5.2.5.4.3
Npcf_SMPolicyControl_UpdateNotify Service Operation

Service operation name: Npcf_SMPolicyControl_UpdateNotify
Description: Provides updated policy to the NF Consumer.

NOTE:
This notification corresponds to an implicit subscription.

Known NF Consumers: SMF.
Inputs, Required: PDU Session Id.

Inputs, Optional: Updated PCC Rules of the PDU Session, Session AMBR, default QoS information.

Outputs, Required: Success or Failure.

Outputs, Optional: None

See clause 4.2.3.2 (step 14), clause 4.3.2.2.1 (step 8), clause 4.3.2.2.2 (step 11), clause 4.3.3.2 (step 1b, step 2 and step 9) and clause 4.3.4.3 (step 1b) for the detail usage of this service operation for SMF. In those steps, the updated PCC Rules for the PDU Session are provided to the SMF by the PCF/H-PCF.
5.2.5.4.4
Npcf_SMPolicyControl_Delete Service Operation

Service operation name: Npcf_SMPolicyControl_Delete
Description: Provides means for the NF Consumer to delete the context of UE related policy or PDU Session related policy.
Known NF Consumers: SMF.

Inputs, Required: PDU Session id and relevant information to the PCF.

Inputs, Optional: None.

Outputs, Required: Success or Failure.

Outputs, Optional: None.
See clause 4.3.4.2 (step 3) and clause 4.3.4.3 (step 3) for the detail usage of this service operation for SMF. In those step
5.2.5.5
Npcf_BDTPolicyControl Service
5.2.5.5.1
General

Service description: This service provides background data transfer policy, which includes the following functionalities:

-
Get background data transfer policies based on the request via NEF from AF; and
-
Update background data transfer based on the selection provided by AF.
5.2.5.5.2
Npcf_BDTPolicyControl_Get Service Operation

Service operation name: Npcf_BDTPolicyControl_Get
Description: Provides the requested background data transfer policy to the NF Consumer.
Known NF Consumers: NEF.
Inputs, Required: ASP identifier, Volume per UE, Number of UEs, Desired time windows, network area information.
Inputs, Optional: 
Outputs, Required: one or more background data transfer policies.
Outputs, Optional: None.

5.2.5.5.2
Npcf_BDTPolicyControl_Update Service Operation

Service operation name: Npcf_BDTPolicyControl_Update
Description: Provides the selected background data transfer policy to the PCF.
Known NF Consumers: NEF.
Inputs, Required: ASP identifier, background data transfer policy
Inputs, Optional: None

Outputs, Required: None
Outputs, Optional: None.

***** End of Changes *****
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