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Abstract of the contribution: it proposes a more coherent renaming of the service operation provided by the Nausf 
Introduction
The current service operation is called "request" which seems a loosely naming. We propose to rename it "authenticate" as it is what the service operation really performs.
Moreover, the AUSF may offer other services in the future release, so we made some editorial changes to make the specification more future-proof.
Proposal
It is proposed to agree the following changes to 3GPP TS 23.502
* * * First Change * * * *

5.2.10
AUSF Services
5.2.10.a
General
The following table illustrates the ASUF Services.

Table 5.2.10.a-1: List of AUSF Services

	Service Name
	Service Operations
	Operation

Semantics
	Example Consumer(s)

	Nsmsf_SMService
	Authenticate
	Request/Response
	AMF


5.2.10.b
Nausf_UEAuthentication
5.2.10.b.1
Description

Service: Nausf_UEauthentication
Description: the AUSF provides UE authentication service to the requester NF. For AKA based authentication, this operation can be also used to recover from synchronization failure situations.
5.2.10.b.2
Nausf_UEauthentication_authenticate

Service operation name: Nausf_UEauthentication_authenticate

Description: Authenticate the UE and provides related keying material.

Known NF Consumers: AMF.

Input, Required: Requester ID, SUPI, serving network name, access type.

Editor's note:
The negotiation of AKA variant has dependency to SA3 work.
Input, Optional: Synchronization Failure indication and related information (i.e. RAND/AUTS).
Output, Required: Authentication result and if success one or more master keys which are used by AMF to derive NAS security keys and other security key(s).
Output, Optional: None.

Editor's note:
Handling of encrypted/unencrypted SUPI has dependency to SA3 work on subscription privacy.
5.2.10.b.2
Nausf_UEAuthentication_authenticate flow
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Figure 5.2.10.1.2-1: Nausf_UEAuthentication_request
1.
The requester sends Nausf_UEAuthentication_Authenticate_Request message (Requester ID, SUPI) to AUSF.

2.
The AUSF may invoke Nudm_Authentication_Get service to obtain the authentication information from UDM.

3.
Based on the UE authentication information and SUPI, the AUSF selects the authentication method and performs UE authentication. Depending on the Authentication method, the UE authentication procedure may involve different round trips between the UE and the AUSF via the AMF.

4.
The AUSF replies with the authentication result to the Requester. If success the AUSF includes security keys material used by AMF to derive NAS security keys and other security key(s).

* * * End of Change * * * *

_1572253368.doc


2b. “Nudm_Authentication_Get” Response







2a. “Nudm_Authentication_Get







3. UE authentication







1. Nausf_UEAuthentication_Request







4. Nausf_UEAuthentication_Response







UE







AUSF







Requester







UDM












_1572253439.doc


4. Nausf_UEAuthentication_Authenticated_Response
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