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Abstract of the contribution: This PCR proposes an update of the Namf_EventExposure service.
Discussion
This document proposes the new exposured event through which the AMF notifies PDU session(s) and corresponding SUPI of the consumer function.

We consider the following usecase as the example. As an operator deployment choice, a PCF may be deployed in a centric mode, i.e. serving all of the policies for a UE: this includes both access and mobility policies and session management policies. Such a PCF sits in a slice-shared level similar to the AMF. It serves all access and mobility aspects of the UE as well as any and all of the active PDU sessions of the UE.

Such a centric PCF may receive load level information from the NWDAF regarding a particular network slice instance. Based on this load information, the centric PCF may want to update the policies (e.g., modify or release) for all or some of the PDU sessions of the users, whose PDU sessions exist within that network slice instance.
However, as of now the centric PCF may not know for a UE PDU session, what slice instance has the PDU session.
This paper proposes to enhance the Namf_EventExposure service with the capability of being able to lookup PDU sessions and corresponding SUPI for a specific network slice instance. The centric PCF can then become a consumer for this service operation. It is proposed that this service operation will work in a Query Response mode of operation.
Proposal
*************** Start of changes ***************

5.2.2
AMF Services
5.2.2.1
General

The following table shows the AMF Services and AMF Service Operations.

Table 5.2.2.1-1: List of AMF Services

	Service Name
	Service Operations
	Operation

Semantics
	Example Consumer(s)

	Namf_Communication
	UEContextTransfer
	Request/Response
	Peer AMF

	
	RegistrationCompleteNotify
	Subscribe/Notify
	Peer AMF

	
	N1MessageNotify
	Subscribe/Notify


	SMF, SMSF, PCF, NEF

	
	N1MessageSubscribe
	
	SMF, SMSF, PCF, NEF

	
	N1MessageUnSubscribe
	
	SMF, SMSF, PCF, NEF

	
	N1N2MessageTransfer
	Request/Response
	SMF, SMSF, PCF, NEF

	
	N2InfoSubscribe
	Subscribe/Notify


	SMF

	
	N2InfoUnSubscribe
	
	SMF

	
	N2InfoNotify
	
	SMF

	
	EBIAssignment
	Request/Response
	SMF

	Namf_EventExposure
	Subscribe for one UE, group of UE(s) or any UE.
	Subscribe/Notify
	NEF, SMF, PCF, UDM

	
	UnSubscribe for one UE, group of UE(s) or any UE.
	Subscribe/Notify
	NEF, SMF, PCF, UDM

	
	Notify
	Subscribe/Notify
	NEF, SMF, PCF, UDM

	
	Lookup PDU sessions for a network slice instance
	Request/Response
	PCF

	Namf_MT
	EnableUEReachability
	Request/Response
	NEF, SMF, PCF, UDM


5.2.2.3
Namf_EventExposure service

5.2.2.3.1
General

Service description: This service enables an NF to subscribe and get notified about an event.

 Following UE mobility information event are considered:

-
Location changes (TAI, Cell ID, N3IWF node, UE local IP address and optionally UDP source port number);

-
Time zone changes (UE Time zone);

-
AN type changes (3GPP access or non-3GPP access);
-
Registration state changes (Registered or Deregistered);
-
Connectivity state changes (IDLE or CONNECTED);

-
UE loss of communication;

-
UE reachability status along with optional list of sessions to be activated;

-
Mobility statistics and

 -
UE indication of switching off SMS over NAS service.

As well as monitoring events, as described in clause 5.4.2.

The following service operations are defined for the Namf_EventExposure service.

5.2.2.3.2
Namf_EventExposure_Subscribe service operation

Service operation name: Namf_EventExposure_Subscribe.
Description: The consumer NF uses this service operation to subscribe for an event(s) for one UE, group of UE(s) or any UE.

Input, Required: NF ID, UE(s) Identification (SUPI or IMSI-Group Identifier), Event Filters with Event Id(s), Event co-relation ID, Event receiving NF Id.

Input, Optional: Immediate one time notification flag, reporting options (One-time reporting, Maximum Number of Reports or Monitoring Duration for Monitoring Events).
Output, Required: Operation execution result indication.
Output, Optional: First corresponding monitoring event report is included, if corresponding information is available at the reception of the subscription request of the monitoring event (e.g. One Time reporting).

This service operation can be invoked along with the Namf_Communication_N1MessageTransfer service operation invocation. The consumer NF subscribes to the event notification by invoking Namf_EventExposure_Subscribe (NF ID, UE ID, Event filter, Event co-relation ID) to the AMF. UE ID identifies the UE, SUPI and/or GPSI. Event filter identifies the events that the consumer NF is interested in. The Event ID values are specified in clause 5.4.2.

The event co-relation ID identifies the ID to be used by the AMF whenever it is notifying the subscribed events to the consumer NF. The event co-relation ID helps the consumer NF to co-relate a notification against a corresponding event subscription. If the UE mobility event notification subscription is authorized by the AMF, the AMF records the association of the event trigger and the consumer NF identity. If the optional, immediate one-time notification flag is set, then the AMF notifies the current status of the subscribed event immediately to the consumer NF.

Event filter may include "AN type(s)" and it indicates to subscribe the event per Access Type.

Event Id identifies the specific event to be subscribed to, while Event receiving NF Id identifies the NF that shall receive the reporting.

Editor's note:
The contents of the event filter and whether the event filter should have an optional parameter value pattern to match for triggering the events are FFS.

5.2.2.3.3
Namf_EventExposure_UnSubscribe service operation

Service operation name: Namf_EventExposure_UnSubscribe.
Description: The consumer NF uses this service operation to unsubscribe for a specific event for one UE, group of UE(s), any UE.

Input, Required: NF ID, UE(s) Identification (one UE ID, identification for a group of UE(s), any UE), Event Filters with Event Id(s), Event co-relation ID, Event receiving NF Id.

Input, Optional: None.
Output, Required: Operation execution result indication.
Output, Optional: None.
The consumer NF unsubscribes the event notification by invoking Namf_EventExposure_Unsubscribe (NF ID, UE ID, Event filter, event co-relation ID) to the AMF. UE ID identifies the UE, SUPI and/or GPSI. The event co-relation ID identifies a prior subscription that the consumer NF has made. Event filter identifies the events that the consumer NF is no longer interested with on the specific notify ID. Event filter may include "AN type(s)" and it indicates to unsubscribe the event per Access Type.

Event Id identifies the specific event to be subscribed to, while Event receiving NF Id identifies the NF that shall receive the reporting (e.g. it is used for Monitoring Events, see clause 5.4.2).

5.2.2.3.4
Namf_EventExposure_Notify service operation

Service operation name: Namf_EventExposure_Notify.

Service operation description: Provides the previously subscribed event information to the Consumer NF which has subscribed to that event before.
Editor's note:
The full list of the events that can be reported by Event Report service will be defined later.
Input, Required: AMF ID (GUAMI), UE ID, Event co-relation ID, event information.

Input, Optional: Event specific parameter list.
Output, Required: None.
Output, Optional: None.
When the AMF detects the UE mobility event it sends the Event Notification (mobility event container) message to the Consumer NF(s) which has subscribed to the UE mobility event before. The event is notified towards the consumers for which the Event filters (which may include "AN type(s)") match. The event co-relation ID indicates to the NF the specific event notification subscription made by the consumer NF. The mobility event container indicates the type of mobility event and related information, e.g. Registration Area Update/new Registration Area.

Event receiving NF Id identifies the NF that shall receive the reporting (e.g. it is used for Monitoring Events, see clause 5.4.2).

Editor's note:
The contents of the event filter and whether the event filter should have an optional parameter value are FFS.
5.2.2.3.5
Namf_EventExposure_ Lookup PDU Sessions for network slice instance service operation

Service operation name: Namf_EventExposure_ Lookup PDU Sessions for network slice instance.

Service operation description: Lookup PDU Session(s) ID and their corresponding SUPI(s) for a network slice instance and return it to a Consumer NF which has queried about it.
Input, Required: NSI ID, NF type of the NF service consumer, Requester ID.

Input, Optional: None.
Output, Required: a list of PDU Session ID and their corresponding SUPI(s).
Output, Optional: None.
*************** End of changes ***************
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