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1
Rationale and Proposal
This paper aims to define a acceptable way forward in migrating the P2P LCS architecture that is currently documented in TS 23.501 Annex B, into a service based interface (SBI) architecture.
The main focus of location services for 5GC in Rel-15 is to support positioning to meet regulatory requirements. An LCS (LoCation Services) architecture with GMLC and LMF in the VPLMN is essential and sufficient for emergency services. As main focus is regulatory requirements, roaming scenarios can be supported by using legacy procedures and reference point (Lr) between H-GMLC and V-GMLC. 
Note: As scope is limited to regulatory requirement MT-LR procedure execution will include UDM query but will not include any privacy procedure.
SA2 has agreed on the use of a service based interface (SBI) architecture for 5GC except for the N1, N2 and N4 reference points. The pros and cons for, at least in Rel-15, keeping the legacy LCS intra-core NW reference points have been discussed. Our assessment points in favour of adopting LCS into an SBI architecture. It is thus proposed to define an SBI based architecture for LCS by re-using the TS 23.271 procedures.

Proposal 1:
Define an SBI based architecture for LCS in Rel-15.
However, for Le, the protocol is not defined by 3GPP and is not SBI compliant but would be difficult to replace – e.g. due to impacts to external clients and to GMLCs in non-5GC PLMNs. This leads to the following proposal:

Proposal 2:
Keep existing protocol developed outside of 3GPP for GMLCs for the Le interface.

To minimize the amount of rework on 3GPP specifications as well as on implementation of LCS nodes it is beneficial if existing procedures defined in TS 23.271 for EPC can be keept. The most efficient way to achieve this would be to map applicable stage 2 procedures in TS 23.271 to SBI based procedures.

Proposal 3:
Define the procedures and services for LCS Rel-15 TS 23.502.

Proposal 4: Once agreed, remove the content of Annex B and add content to the normative part of TS 23.501 and TS 23.502. (No updates to 23.271) 
2
Proposed modification

It is proposed to modify TS 23.501 as follows:
* * * * Start Change * * *.*
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3.2
Abbreviations

For the purposes of the present document, the abbreviations given in TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in TR 21.905 [1].

5GC
5G Core Network

5GS
5G System
5G-AN
5G Access Network

5G-GUTI
5G Globally Unique Temporary Identifier
5G-S-TMSI
5G S-Temporary Mobile Subscription Identifier
5QI
5G QoS Identifier
AF
Application Function

AMF
Access and Mobility Management Function

AS
Access Stratum

AUSF
Authentication Server Function
CP
Control Plane

DL
Downlink

DN
Data Network
DNAI
DN Access Identifier
DNN
Data Network Name

FQDN
Fully Qualified Domain Name

GFBR
Guaranteed Flow Bit Rate
GMLC
Gateway Mobile Location Centre
GUAMI
Globally Unique AMF Identifier
HR
Home Routed (roaming)
LADN
Local Area Data Network
LBO
Local Break Out (roaming)
LMF
Location Management Function

LRF
Location Retrieval Function
MFBR
Maximum Flow Bit Rate

MICO
Mobile Initiated Connection Only
N3IWF
Non-3GPP InterWorking Function
NAI
Network Access Identifier

NEF
Network Exposure Function

NF
Network Function

NR
New Radio

NRF
Network Repository Function
NSSAI
Network Slice Selection Assistance Information
NSSF
Network Slice Selection Function

NSSP
Network Slice Selection Policy
PCF
Policy Control Function

PEI
Permanent Equipment Identifier
PER
Packet Error Rate
PFDF
Packet Flow Description Function 
PPD
Paging Policy Differentiation

PPI
Paging Policy Indicator
QFI
QoS Flow Identifier
QoE
Quality of Experience

(R)AN
(Radio) Access Network

RQA
Reflective QoS Attribute

RQI
Reflective QoS Indication
SA NR
Standalone New Radio

SBA
Service Based Architecture

SBI
Service Based Interface
SD
Slice Differentiator
SEAF
Security Anchor Functionality
SMF
Session Management Function

S-NSSAI
Single Network Slice Selection Assistance Information

SSC
Session and Service Continuity

SST
Slice/Service Type
SUPI
Subscription Permanent Identifier

UDSF
Unstructured Data Storage Function

UL
Uplink

UL CL
Uplink Classifier

UPF
User Plane Function
UDR
Unified Data Repository
* * * * Next Change * * *.*
4.4.4
Location services


4.4.4.1
Architecture to support Location Services
Location Service feature is optional and restricted to regulatory services and non-roaming scenarios in this release of the specification. Figure 4.4.4.1-1 shows architectural support for location services for non-roaming scenarios using service-based interface representation, where applicable. Only entities directly relevant to location services are shown.
NOTE 1: The reference point Le is shown for completeness only.

NOTE 2: In the case the roaming is required the reference points Lr defined in TS 23.271 [X] can be used.
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Figure 4.4.4.1-1: Non-roaming reference architecture for Location Services
Figure 4.4.4.1-2 shows architectural support for location services for non-roaming scenarios, using the reference point representation showing how various network functions interact with each other.
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Figure 4.4.4.1-2: Non-roaming reference architecture for Location Services in reference point representation
4.4.4.2
Reference point to support Location Services 
N1:
Reference point between UE and AMF via NAS.
N2:
Reference point between NG-RAN and AMF.
Le:
Reference point between a GMLC and a LCS Client .
Following reference points are realized by service based interfaces:
NLg:
Reference point between a GMLC and an AMF.

NLs:
Reference point between an AMF and LMF. 
NLh:
Reference point between an GMLC and UDM.
4.4.4.3 Service Based Interfaces to support Location Services

Ngmlc:
Service-based interface exhibited by GMLC.

Nlmf:
Service-based interface exhibited by LMF .
Namf:

Service-based interface exhibited by AMF.
Nudm:
Service-based interface exhibited by UDM.
* * * * Next Change * * *.*
6.2
Network Function Functional description

6.2.1
AMF

The Access and Mobility Management function (AMF) includes the following functionality. Some or all of the AMF functionalities may be supported in a single instance of an AMF:

-
Termination of RAN CP interface (N2).

-
Termination of NAS (N1), NAS ciphering and integrity protection.

-
Registration management.

-
Connection management.

-
Reachability management.

-
Mobility Management.

-
Lawful intercept (for AMF events and interface to LI System).

-
Provide transport for SM messages between UE and SMF.

-
Transparent proxy for routing SM messages.

-
Access Authentication.

-
Access Authorization.

-
Provide transport for SMS messages between UE and SMSF.
-
Security Anchor Functionality (SEAF). It interacts with the AUSF and the UE, receives the intermediate key that was established as a result of the UE authentication process. In case of USIM based authentication, the AMF retrieves the security material from the AUSF.

-
Security Context Management (SCM). The SCM receives a key from the SEAF that it uses to derive access-network specific keys.
-
Location Services management for regulatory services.
-
Provide transport for Location Services messages between UE and LMF as well as between RAN and LMF.
NOTE 1:
Regardless of the number of Network functions, there is only one NAS interface instance per access network between the UE and the CN, terminated at one of the Network functions that implements at least NAS security and Mobility Management.

In addition to the functionalities of the AMF described above, the AMF may include the following functionality to support non-3GPP access networks:

-
Support of N2 interface with N3IWF. Over this interface, some information (e.g. 3GPP cell Identification) and procedures (e.g. Hand-Over related) defined over 3GPP access may not apply, and non-3GPP access specific information may be applied that do not apply to 3GPP accesses.

Editor's note:
The definition which 3GPP information and procedures are not applicable to N3GPP-access and those N3GPP access specific information and procedure needs to be considered are FFS.

-
Support of NAS signalling with a UE over N3IWF. Some procedures supported by NAS signalling over 3GPP access may be not applicable to untrusted non-3GPP (e.g. Paging) access.
Editor's note:
The definition which NAS signalling procedures are not applicable to N3GPP-access and those N3GPP access specific information and procedure needs to be considered are FFS.
-
Support of authentication of UEs connected over N3IWF.
-
Management of mobility, authentication, and separate security context state(s) of a UE connected via non-3GPP access or connected via 3GPP and non-3GPP accesses simultaneously.

-
Support as described in clause 5.3.2.3 a co-ordinated RM management context valid over 3GPP and Non 3GPP accesses.

-
Support as described in clause 5.3.3.4 dedicated CM management contexts for the UE for connectivity over non-3GPP access.
NOTE 2:
Not all of the functionalities are required to be supported in an instance of a network slice.
In addition to the functionalities of the AMF described above, the AMF may include policy related functionalities as described in clause 6.2.8 in TS 23.503 [45].
* * * * Next Change * * *.*
6.2.x
LMF

The LMF includes the following functionality:
-
Supports location determination for a UE.

-
Obtains downlink location measurements or a location estimate from the UE.

-
Obtains uplink location measurements from the NG RAN.

-
Obtains non-UE associated assistance data from the NG RAN.
* * * * Next Change * * *.*
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