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1
Introduction
In the current specification 23.503, defined the clause 6.1.2.2.1 there are a few policies such as SSCMSP, NSSP and DNN Selection Policy are included in the URSP definition. It’s not clear how these policies are used according to the description. Hence, this contribution revisits the related aspect, analyze the potential issues and propose a reasonable structure. 
2
Discussion

2.1 
The structure of URSP rule

2.1.1 
How does the current URSP policy works in the UE? 

In the current definition, a URSP rule is structured in the way that including the following:
-
Traffic Filters: Application Identifier; other information (e.g. for Ethernet type or Unstructured type)

- 
Non-Seamless offload: Permission in general; a list prioritized SSIDs with additional separate permission

-
Slice Info: A list of prioritized S-NSSAIs
-
Continuity Types: A list of prioritized SSC modes
-
DNNs: A list of prioritized DNNs

-
Access Type: a list of prioritized accesses.

Hence, once the traffic filter is matched (i.e. identify the traffic of certain application(s)), the logic inside a UE to select an applicable URSP is shown in the following figure. 
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A typical case is described as following. For Facebook, it buys a dedicated slice in the network. The traffic of the Facebook can also be bound to the enterprise slice where the user works. Of course the traffic of Facebook can be routed on the eMBB slice as well. Similar possibility as for other parameters (e.g. DNNs and Continuity Types) as well. Hence, within this example, there are 3*3*5*2= 60 combinations for only one USRP rule for Facebook. Furthermore, it’s highly questionable if this complex policy is configured properly every time. For example, the Enterprise slice actually doesn’t support LADN DNN1 and DNN2. 
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Consequently, this complexity is not necessary in the UE. The UE shall not work so intelligent to make the combination (e.g. up to 60 possibilities!). Actually, it shall be network/PCF configures the UE properly, so that the UE can work in a much simpler way. 

Observation 1: The structure of the current URSP is too complex for UE to implement.

2.1.2 
A simple URSP rule structure in the UE

To simplify the UE behavior, the key point is that no list shall be allowed in any parameters. Hence, in order to avoid different interpretation and complex definition of dependency, it is proposed to consider only 1 value for each parameters. This approach for example will allow to define a unique ordered list without risk of ambiguous interpretation. In addition it allows also to define a list with any wished order, It means the when the UE evaluates a rule, the rule is ready to set up a corresponding PDU session already.

-
Traffic Filters: Application Identifier; other information (e.g. for Ethernet type or Unstructured type)

-
Network Slice selection information: One S-NSSAI or none.

-
Continuity Type: One SSC mode or none

-
DNN: One DNN or none

-
Access Type: One Access Type or none.

-
Precedence: a unique value among different rules.
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For a better description of the proposal, a stage 3-like description is used, since it allows to have an immediate and unique understanding. However it should be noted that stage 3 can proceed to a better definition of policy organization. 
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Proposal #1: The parameters Network Slice selection information, SSC mode, DNN, Access Type, PDU session type can only assume 1 single value or none. 

The second issue is how to express the precedence of the rules, considering both the NSO and the 5G PDU session, the goal can be achieved defining the precedence parameter as unique in the USRP, for example:

APP Descriptor #1, 
5G PDU session (Network Slice selection information: S-NSSAI-A, DNN=”internet”, Precedence = 1)

5G PDU session (Network Slice selection information: S-NSSAI-B, DNN=”internet”, Precedence = 2)

5G PDU session (Network Slice selection information: S-NSSAI-B, DNN=”ABC”, Precedence = 3)

Which allows to define the rule to UE to consider first a PDU session with DNN “internet” on slice A and then B, if not available, to consider NSO on WLAN. If the WLAN is OFF, then to pass to next rule for PDU session on slice N with DNN “ABC”.

Proposal #2: The precedence defines the priority order of the rules within the USRP.

The rules needs to be updated, removed and added based when needed. In order to optimize the update avoiding when it is possible to send the whole URSP the 5G PDU rules, the NSO rule and the Application Descriptor have its own unique identifier.

Proposal #3: Addition of unique Rule identifier and Application Descriptor Identifier enabling to identify a given rule.

2.2 
Clarification on Non-Seamless offload

2.2.1 
What’s the content of Non-Seamless Offload Rule

In the current specification, the Non-Seamless offload contains a Permission in general and a list prioritized SSID with additional separate permission. This overlaps with the ANDS policy. This is redundant within the UE. 

Observation 2: the Non-Seamless offload policy is overlapping with ANDSP.  
The Non-Seamless Offload (NSO) rule indicates if the matching traffic is Prohibited, Preferred or Permitted (i.e. allowed but not preferred) to be offloaded to non-3GPP access outside of a PDU session. This rule does not include any indication of SSID. The UE shall use instead the ANDS policy to select a specific WLAN in the area where is located after having selected a given PLMN. After having selected and attached, the NSO policy provide information whether the WLAN may be used for offloading the traffic. Hence in this release the NSO rule will not provide additional indication whether the specific selected WLAN using the ANDS shall be use or not, but whatever a generic N3GPP may be used. This will result that is in a given area the UE has select per ANDS policy the WLAN=SSID 1 and in a different area the WLAN SSID=2, same URSP rule with indication “NSO allowed” is interpreted by UE that WLAN, whatever is the current SSID may be selected, i.e. either WLAN with SSID=1 or WLAN with SSID=2. 
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Another example is added to clarify to consistence precedence handling between PDU sessions and NSO.

APP Descriptor #1, 
5G PDU session (Network Slice selection information: S-NSSAI-A, DNN=”internet”, Precedence = 1)

5G PDU session (Network Slice selection information: S-NSSAI-B, DNN=”internet”, Precedence = 2)

NSO (Permitted, Precedence=3)
5G PDU session (Network Slice selection information: S-NSSAI-B, DNN=”ABC”, Precedence = 4)

Proposal #4: It is proposed to define only a general permission “N3GPP offload” in the Non-seamless offload rule.

Proposal #5: Precedence is used in NSO is the same parameter as the precedence in PDU Session Binding rule.
2.2.2
Access type and other polices relationship

The current example in the table specifies in description that “If this PDU session is not established, the UE shall attempt to establish the PDU session over Access Type=non-3GPP access”, but it is not clear whether in case that the PDU session has been established on “3GPP access” the parameter in the rule shall be consider “true” or “false”, i.e. the PDU session is considered established even if on wrong access, or if shall be move or the rule shall consider not valid hence the UE shall skip it and consider the next one in priority order. 
In order to avoid misunderstanding is proposed that Access type is consider part of the 5G PDU session parameters and consequently the same rules shall be consider as follow:
“The traffic of application App1 and the traffic of application App2 should be transferred on a PDU session using S-NSSAI-a on N3GPP Access. If this PDU session is not established, the UE shall attempt to establish the PDU session. 
In such way the PDU session is considered established only if it is on N3GPP Access.

	URSP 1
	Traffic filter: App=App1, App2
Slice Info: S-NSSAI-a
Access Type: Non-3GPP access
Direct offload: Permitted
	This URSP rule associates the traffic of applications "App1" and "App2" with S-NSSAI-a.
It enforces the following routing policy:
The traffic of application App1 and the traffic of application App2 should be transferred on a PDU session using S-NSSAI-a. If this PDU session is not established, the UE shall attempt to establish the PDU session over Access Type=non-3GPP access.


Proposal #6: It is propose that Access Type is considered as a condition for evaluating whether the requested PDU session is already established.
2.3
How does PDU type be set? 

In the current specification 23.501, as agreed by S2-177355, the IP version configuration for DNN is removed and the UE request the IP version based on UE capability only. 

Actually, PDU type is one parameter of one PDU session. Some applications have special need for the IP version, e.g. IPv6 for the certain applications. In addition, some application even works on the only Ethernet Type or Unstructured PDU sessions. Hence, the configuration for the PDU type shall be considered in the URSP rule.

Proposal #7: PDU Type is added in the URSP. It includes IPv4, IPv6 Ethernet Type or Unstructured.

2.4
How does one application match to an existing PDU session?
In the current specification TS 23.503, there is no detail to describe the procedure of an application matched one existing PDU session.

1) 
Check traffic again the Application Descriptor.

2) 
Select the binding rule in the highest priority, either PDU Session Binding rule or NSO rule.

3) 
If there’s an existing PDU Session/ Offload connection matches, bind the traffic to the existing one. Otherwise, establish a new one as required by the rule.

4) 
If the traffic binds to the rule, ends. Otherwise, go back to step 2 until the ends.

Proposal #7: It is proposed to define the above behavior for the URSP evaluation.
3
Proposal

It is proposed to make the following updates to 3GPP TS 23.503

                  ***    First Change   ***
6.1.2.2.1
General

The 5GC shall be able to provide UE Access Selection and PDU Session Selection  Policy (APSP) information from the PCF to the UE. Such policy information includes:

1)
Access network discovery & selection policy: It is used by the UE for selecting non-3GPP accesses and for deciding how to route traffic between the selected 3GPP and non-3GPP accesses. The structure and the content of this policy are specified in clause A.3.1.8.

2)
UE Route Selection Policy (URSP): This policy is used by the UE to determine how to bind an application to an  existing PDU session or, to non-3GPP access outside a PDU session, or to a new PDU session to be established. The structure and the content of this policy are specified in clause 6.1.2.2.x. 




In the case of a roaming UE, the V-PCF may retrieve URSP information from the H-PCF over N24.

The URSP shall be provided from the PCF to the AMF via N15 interface and then from AMF to the UE via the N1 interface. The AMF shall not change the URSP provided by PCF. 


                  ***    2nd Change   ***

Editor’s note: the text below is new text. The revision mark show the different in respect the current text in the Annex.
6.1.2.2.x
UE Route Selection Policies
The UE Route Selection Policy (URSP) includes a list of URSP rules. URSP rule contains Application Description, PDU Session Binding Rule, and Non-Seamless Offload Rule.  
-
Application Descriptor: Information that can be compared against data traffic from an application and determine if the rule is applicable to this data traffic or not. It may include application identifiers and other information, if needed. The traffic that matches the Application Descriptor of a URSP rule is referred to as the "matching Application Descriptor" for this URSP rule.
-
PDU Session Binding Rule: This rule identifies the parameters of the PDU session where the application traffic matching the Application Descriptor should be bound to. 
-
Non-seamless offload Binding Rule: This rule identifies the parameters where the application traffic matching the Application Descriptor should be bound to N3GPP access and consequently the related traffic should be non-seamlessly offloaded to non-3GPP access (i.e. outside of a PDU session). 
-
URSP Rule ID: The URSP Rule Identifier allows to identify the URSP rule uniquely within the USRP.
One URSP rule includes one Application Descriptor, and at least one binding rule (i.e. either PDU Session Binding Rule or Non-Seamless Offload Binding Rule). There is at most one Non-Seamless Offload Binding Rule in a URSP Rule.

The Application Descriptor is composed by following parameter:

-
Application Identifier: This parameter identifies the application. 

-
IP Descriptor: This parameter includes the description of application based on the IP 5-uple, for example port 8080 to identify web browsing traffic

-
Ethernet Descriptor: This parameter includes the description of application based on the Ethernet header fields.

-
Descriptor ID: This parameter allows to identify the descriptor uniquely within the USRP rule
The PDU Session Binding Rule is composed by the following parameters:
-
Network Slice Selection information: This parameter includes the S-NSSAI (see clause 5.15 of TS 23.501 [x])) required for the traffic matching Application Descriptor.  It is used to associate the matching application to a PDU session using this S-NSSAI. 
NOTE: Network Slice Selection information can also be used by the UE to determine the S-NSSAIs to include in the Requested NSSAI during the registration procedure, as described in clause 5.15.5.2.1, TS 23.501 [x].
-
SSC Mode Selection: This parameter includes the SSC Mode (see clause 5.6.9.2 of TS 23.501 [x]) required for the traffic matching Application Descriptor. It is used by the UE to associate the matching application with a PDU session using the required SSC mode. 
-
DNN: This parameter includes the DNN required for the traffic matching Application Descriptor. It is used to associate the matching application to a PDU session using the DNN.
-
PDU Type: This parameter includes the PDU type required for the traffic matching Application Descriptor. It includes IP, IPv4, IPv6, Ethernet or Unstructured. It’s used to associate the traffic matching Application Descriptor with one PDU type.
-
Access Type: This parameter indicates in the Access Type (LTE, NR or non-3GPP) on which the PDU session should be transmitted. 
-
Precedence: This parameter defines the priority order within the USRP rule.

-
PDU Session Binding Rule Identifier: The Rule Identifier allows to identify the PDU Session Binding Rule uniquely within the USRP rule.

Non-seamless offload (NSO) is composed by following parameters:

-
Offload Indication: This parameter indicates if the matching traffic is Prohibited, Preferred or Permitted (i.e. allowed but not preferred) to be offloaded to non-3GPP access outside of a PDU session.
NOTE:
“Permitted or Preferred” in the Offload Indication is interpreted by UE that a WIFI Access, whatever the current SSID is, is to be selected. This is for example per ANDS policy the UE selects the WLAN SSID = 1 in a given location, while it selects the WLAN SSID=2 in a different location.

-
Precedence: This parameter defines the priority order of the rules within the USRP rule.

-
NSO Rule Identifier: This parameter identifies the NSO uniquely within the USRP rule.

The NSO rule does not include any indication of a specific Non-3GPP Access (e.g. WLAN SSID), so the UE uses the ANDS policy to select a specific WLAN in the area where is located. 


When a new application starts (i.e. the application has not been bound to any PDU session or WLAN), the UE shall consider each binding rule in priority order (i.e. based on the precedence in each binding rule). The UE evaluates Application Descriptors, whether it can be bound to an existing PDU session, trigger to establish a new PDU Session or offload to the WLAN.

The UE shall evaluate the URSP as follow:

-
The UE evaluates if the traffic generated by an application matches the Application Descriptor. 

-
When a matching URSP rule is found, the UE evaluates the binding rule in priority order.

-
if binding rule under evaluation, i.e the PDU Session Binding rule or NSO, matches any of existing PDU session or WLAN respectively, the new traffic is bound to this existing PDU session or WLAN.

-
if no existing PDU session or WLAN is found, the UE establishes a new PDU session or WLAN as specified in the rule under evaluation, if it’s possible. Then the traffic is bound to this new PDU session or WLAN.

-
If new PDU session or WLAN can’t be established according to the binding rule under evaluation, the UE considers this rule is not valid. 

-
If no matching if found, or none of the URSP is valid, the new traffic is bound to the PDU session according to the default URSP rule. 

An application may request a specific subset parameters of DNN, S-NSSAI, PDU Type and/or SSC Mode. The traffic of this application shall be bound to a PDU session that supports the requested parameters. The parameters requested by the UE application shall take precedence over any URSP rules stored in the UE.

As an example, the URSP provisioned in the UE may include the following rules:

Table A.3.1.8.3-1: Example of URSP rules
	Example URSP rules
	Explanations

	URSP Rule 1: 

Rule ID: 1

Application Descriptor: Application Identifier: App1 
	PDU Session Binding Rule ID: 1

Precedence: 1

Network Slice selection information: S-NSSAI-a

Continuity Type: SSC Mode 1
DNN: internet
PDU Type: IPv4
Access Type: 3GPP access
	This URSP rule is used to bind the traffic of applications "App1". There are three binding rules for “App 1”.

According to precedence, traffic of application"App1" should be bound to:

A PDU session supporting S-NSSAI-a, SSC Mode 1, DNN=internet, PDU Type=IPv4 and on 3GPP access. If this PDU session is not established, the UE shall attempt to establish (Precedence 1). 
If the PDU session cannot be established, the traffic of this application should be offloaded to Non-3GPP access (Precedence 2).
If the traffic can not be offloaded (e.g. WLAN not available), the traffic of this application should be transferred on a PDU session supporting S-NSSAI-a, SSC Mode 3, DNN=internet, PDU Type=IPv4 and on non-3GPP access. If this PDU session is not established, the UE shall attempt to establish it (Precedence 3).

	
	NSO Rule:2

Precedence: 2

Direct offload: Permitted
	

	
	PDU Session Binding Rule ID: 3

Precedence: 3

Network Slice selection information: S-NSSAI-a

Continuity Type: SSC Mode 3
DNN: internet
PDU Type: IPv4
Access Type: non-3GPP access
	

	URSP Rule 2:
Rule ID: 2

Application Descriptor: Application Identifier: App2
	NSO Rule: 1
Precedence: 1

Direct offload: Preferred
	This URSP rule is used to bind the traffic of applications "App2". There are two binding rules for “App 2”.
According to precedence, traffic of application"App2" should be bound to:

Non-Seamless offload to Non-3GPP access (Precedence 1).

If traffic can not be offloaded (e.g. WLAN not available), the traffic of application "App2" should be transferred on a PDU session supporting S-NSSAI-b, DNN=internet, PDU Type=IPv6 and on  Non-3GPP access. If this PDU session is not established, the UE shall attempt to establish it (Precedence 2).

	
	PDU Session Binding Rule ID: 2
Precedence: 2

Network Slice selection information: S-NSSAI-b

DNN: internet

PDU Type: IPv6

Access Type: Non-3GPP access
	

	URSP Rule: 
Rule ID: 3

Application Descriptor: Application Identifier: IMS
	PDU Session Binding Rule ID: 1

Precedence: 1

Network Slice selection information: S-NSSAI-b
Continuity Type: SSC Mode 1
DNN: eMBB

PDU Type: IP
	This URSP rule is used to bind the traffic of applications "IMS". There are one binding rule for “IMS”.

According to precedence, traffic of application "IMS" should be bound to:

A PDU session supporting S-NSSAI-b, SSC Mode 1, DNN=EMBB, PDU Type=IP and on 3GPP access. If this PDU session is not established, the UE shall attempt to establish it.

	URSP Rule:
Rule ID: 4

Application Descriptor: Application Identifier: *


	PDU Session Binding Rule ID: 1

Precedence: 1

Network Slice selection information: S-NSSAI-a

Continuity Types: SSC Mode 3
DNN: internet
PDU Type: IP
	This URSP rule is used to bind all traffic of applications not matching any prior rule. 

According to precedence, all traffic of applications not matching any prior rule should be bound to:

a PDU session supporting S-NSSAI-a, SSC Mode 3, internet and IP on any access. If this PDU session is not established, the UE shall attempt to establish the PDU session over any Access Type. 


	
	

	






	



	



	



	



	



	




	








                  ***    3rd Change   ***




























	
	

	






	



	



	



	



	



	




	







*** End of the Changes ***
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