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Abstract of the contribution: This paper proposes a way to handle the coexistence among network slices for a UE

Discussion

A UE may access at any time several Network Slices simultaneously. When this is the case, the UE has gotten from the AMF an Allowed NSSAI that includes S-NSSAIs of Network Slices that are mutually compatible amongst them (i.e. they can share the AMF, and is part of allowed configurations by the network for the UE).

So far, however, we have not defined a scheme by which a UE can understand the compatibility among Network Slices’ S-NSSAIs it may have been configured with. Nor have we defined a way by which an AMF can understand whether certain combinations are allowed for a UE. these combinations of Slices that are allowed to coexist define classes of coexistence and isolation among network slices.
At SA2#122bis it was agreed that in roaming scenario there is an assumption the VPLMN can support the coexistence of slices that the HPLMN understands to apply for the UE in both roaming and non-roaming case.

“NOTE:
In this release of specification it is assumed that in any PLMN (home or visited), for all the S-NSSAIs that the PLMN can serve it is always possible to select an AMF that can serve a Requested NSSAI that contains only S-NSSAIs that can coexist each other.”

We therefore propose that in a PLMN a UE may use Network Slices according to UE-specific coexistence rules (and are related to subscription information) based on HPLMN policy stored in UDM It is assumed the V-PLMN will satisfy these policies based on Roaming agreement.
Examples of main coexistence cases for an S-NSSAI are: 

· S-NSSAIs that can coexist with any other S-NSSAIs
· S-NSSAIs that can coexist with any other S-NSSAI with the same SD value

· S-NSSAIs that cannot coexist with any other S-NSSAI.

· S-NSSAIs that can coexist with any other S-NSSAI with the same SST value

We propose that the concept of coexistence and isolation class is introduced that identifies groups of compatible slices. A S-NSSAI is associated to a coexistence class.  Specific coexistence classes are standardized for the main cases identified above as specifically the per SST and per SD coexistence is not scalable by defining for each SST or SD a specific coexistence class, or also for each isolated slice.

The Subscription information shall include coexistence information so the AMF knows whether a Requested NSSAI from a UE can be accepted on the grounds of coexistence rules. The UE also gets this information as part of the of the Slice configuration information for the HPLMN, similarly to NSSP.
If the coexistence rules are not met by a Requested NSSAI in a Registration Request message, the AMF considers the Requested NSSAI not valid and therefore uses the default S-NSSAIs for the UE if any exists, or just keeps the UE registered. Suitable cause code for coexistence shall be included when a S-NSSAI is rejected due to it not meeting the coexistence rules, so that the UE is not required to store the S-NSSAI ads Rejected S-NSSAI.
It should be noted that when the AMF receives an invalid NSSAI this part of the 23.501 TS is invoked:

“When no valid Requested NSSAI was included or when an S-NSSAI was rejected permanently, the AMF may update the UE slicing configuration information for the PLMN UE Configuration Update procedure as specified in TS 23.502 [3], clause 4.2.4. This may also trigger NSSP update.”
Note that alternative approaches like providing the UE with multiple configured NSSAIs each defining a compatible set of S-NSSAIs is not compatible with the agreement at SA2#123 in S2-178030:

“The slice configuration information contains one or more Configured NSSAI(s). A Configured NSSAI may apply to one PLMN or to all PLMNs that do not have a specific Configured NSSAI (e.g. this could be possible for NSSAIs containing only S-NSSAIs with standard values). There is at most one Configured NSSAI per PLMN.”
Proposal

It is proposed capture the following text in TS 23.501. 

>>>Start Changes<<<
5.15.3
Subscription aspects

Subscription information may contain multiple S-NSSAIs. One or more of the Subscribed S-NSSAIs can be marked as a default S-NSSAI. At most eight S-NSSAIs can be marked as a default S-NSSAI. However, the UE may subscribe to more than eight S-NSSAIs. If an S-NSSAI is marked as default, then the network is expected to serve the UE with the related Network Slice when the UE does not send any valid S-NSSAI or a valid S-NSSAI combination (based on the Coexistence Information - see Clause 5.15.x)) to the network in a Registration Request message.

Subscription Information for each S-NSSAI may contain multiple DNNs and one default DNN. It also contains the S-NSSAI Coexistence Information for each S-NSSAI.
The NSSAI the UE provides in the Registration Request is verified against the user's subscription data. 
In roaming case, the UDM may provide to the V-PLMN a subset of the S-NSSAIs in the subscription information, reflecting the set of S-NSSAIs the HPLMN enables for the UE in the V-PLMN.

>>>MORE Changes<<<
5.15.4.1
General
A UE can be configured by the HPLMN with slicing configuration information.
The slicing configuration information contains one or more Configured NSSAI(s). A Configured NSSAI may apply to one PLMN or to all PLMNs that do not have a specific Configured NSSAI (e.g. this could be possible for NSSAIs containing only S-NSSAIs with standard values). There is at most one Configured NSSAI per PLMN.

The Configured NSSAI of a PLMN may include S-NSSAIs that have standard values or PLMN-specific values.
The Configured NSSAI for the Serving PLMN includes the S-NSSAI values which can be used in the Serving PLMN and is associated with a mapping to the corresponding S-NSSAI values in the Configured NSSAI for the HPLMN.
The S-NSSAIs in the Configured NSSAI for the HPLMN, when provided to the UE, match the Subscribed S-NSSAIs for the UE.
The slicing configuration information for the for the HPLMN includes Coexistence Information for each S-NSSAI in the Configured NSSAI.
When providing a Requested NSSAI to the network upon registration, the UE in a given PLMN shall only use S-NSSAIs belonging to the Configured NSSAI, if any, of that PLMN. Upon successful completion of a UE's Registration procedure, the UE obtains an Allowed NSSAI for this PLMN, which includes one or more S-NSSAIs, from the AMF. These S-NSSAIs are valid for the current Registration Area provided by the serving AMF the UE has registered with and can be used simultaneously by the UE (up to the maximum number of simultaneous Network Slices or PDU Sessions). The UE might also obtain one or more rejected S-NSSAIs with cause and validity of rejection from the AMF. An S-NSSAI may be rejected based on the following, but not limited to:

-
in the PLMN;

-
in the current Registration area.

While it remains RM-REGISTERED in the PLMN, the UE shall not re-attempt to register to an S-NSSAI rejected in the PLMN. 

While it remains RM-REGISTERED in the PLMN, the UE shall not re-attempt to register to an S-NSSAI rejected in the current Registration Area until it moves out of the current Registration Area.
NOTE 1:
The details and more cases of S-NSSAI rejection are described in TS 24.501 [47].
The Allowed NSSAI shall take precedence over the Configured NSSAI for this PLMN. The UE shall use only the S-NSSAI(s) in the Allowed NSSAI corresponding to a Network Slice for the subsequent procedures in the serving PLMN, as described in clause 5.15.5.

The UE stores (S)NSSAIs as follows:

-
When the UE is provisioned with a Configured NSSAI for a PLMN, the Configured NSSAI shall be stored in the UE until a new Configured NSSAI for this PLMN is provisioned in the UE by the HPLMN:
-
When provisioned with a new Configured NSSAI for a PLMN, the UE shall both replace any stored Configured NSSAI for this PLMN with the new Configured NSSAI, and delete any stored Allowed NSSAI and rejected S-NSSAI for this PLMN;
-
If received, the Allowed NSSAI for a PLMN shall be stored in the UE, including when the UE is turned off, until a new Allowed NSSAI for this PLMN is received;
-
When a new Allowed NSSAI for a PLMN is received, the UE shall replace any stored Allowed NSSAI for this PLMN with this new Allowed NSSAI;
-
If received, a S-NSSAI permanently rejected in the PLMN shall be stored in the UE while RM-REGISTERED.
-
If received, a S-NSSAI rejected in the current Registration Area shall be stored in the UE while RM-REGISTERED until the UE moves out of the current Registration Area.

NOTE 2:
The storage aspects of S-NSSAIs rejected are described in TS 24.501 [47].
One or multiple of the S-NSSAIs in the Allowed NSSAI provided to the UE can have values, which are not part of the UE's slicing configuration information for the PLMN. In such cases, the Allowed NSSAI includes mapping information regarding how the S-NSSAI(s) in the Allowed S-NSSAI correspond to S-NSSAI(s) in the Configured NSSAI for the PLMN. The UE uses this mapping information for its internal operation (e.g., finding an appropriate network slice for UE's services). Specifically, this mapping allows a UE application, which is associated with a S-NSSAI as per NSSP as defined in TS 23.503 [45], is further associated with the corresponding S-NSSAI from the Allowed NSSAI.
>>>MORE Changes<<<
5.15.5.2.1
Registration to a set of Network Slices

When a UE registers with a PLMN, if the UE for this PLMN has a Configured NSSAI or an Allowed NSSAI, the UE shall provide to the network in RRC and NAS layer a Requested NSSAI containing the S-NSSAI(s) corresponding to the slice(s) to which the UE wishes to register, in addition to the 5G-S-TMSI if one was assigned to the UE.

The Requested NSSAI shall contain only S-NSSAIs that satisfy the S-NSSAI Coexistence Information if available in the Slicing configuration information in the UE (see clause 5.15.x), and may be one of:

-
the Configured-NSSAI, or a subset thereof as described below, if the UE has no Allowed NSSAI for the serving PLMN; or

-
the Allowed-NSSAI, or a subset thereof as described below, if the UE has an Allowed NSSAI for the serving PLMN; or

-
the Allowed-NSSAI, or a subset thereof as described below, plus one or more S-NSSAIs from the Configured-NSSAI for which no corresponding S-NSSAI is present in the Allowed NSSAI and that were not previously rejected in the PLMN by the network.

The subset of Configured-NSSAI provided in the Requested NSSAI consists of one or more S-NSSAI(s) in the Configured NSSAI applicable to this PLMN, if the S-NSSAI was not previously rejected in the PLMN by the network.

The UE shall include the Requested NSSAI at RRC Connection Establishment and in NAS messages. The RAN shall route the NAS signalling between this UE and an AMF selected using the Requested NSSAI obtained during RRC Connection Establishment. If the RAN is unable to select an AMF based on the Requested NSSAI, it routes the NAS signalling to an AMF from a set of default AMFs.

When a UE registers with a PLMN, if for this PLMN the UE has no Configured NSSAI or Allowed NSSAI, the RAN shall route all NAS signalling from/to this UE to/from a default AMF. The UE shall not indicate any NSSAI in RRC Connection Establishment or Initial NAS message unless it has a Configured NSSAI or Allowed NSSAI for the corresponding PLMN. When receiving from the UE a Requested NSSAI and a 5G-S-TMSI in RRC, if the RAN can reach an AMF corresponding to the 5G-S-TMSI, then RAN forwards the request to this AMF. Otherwise, the RAN selects a suitable AMF based on the Requested NSSAI provided by the UE and forwards the request to the selected AMF. If the RAN is not able to select an AMF based on the Requested NSSAI, then the request is sent to a default AMF.

When the AMF selected by the AN receives the UE Initial Registration request:

-
As part of the registration procedure described in TS 23.502 [3], clause 4.2.2.2.2, the AMF may query the UDM to retrieve UE subscription information including the Subscribed S-NSSAIs and the related Coexistence Information.
-
The AMF verifies whether the S-NSSAI(s) in the Requested NSSAI are permitted based on the Subscribed S-NSSAIs and can coexist based on the S-NSSAI Coexistence Information. If the S-NSSAI Coexistence Information rules are not met by the Requested NSSAI see clause 5.15.x.
-
When the UE context in the AMF does not yet include an Allowed NSSAI, the AMF queries the NSSF (see (B) below for subsequent handling), except in the case when, based on configuration in this AMF, the AMF is allowed to determine whether it can serve the UE (see (A) below for subsequent handling).

NOTE 1:
The configuration in the AMF depends on operator's policy.
-
When the UE context in the AMF already includes an Allowed NSSAI, based on the configuration for this AMF, the AMF may be allowed to determine whether it can serve the UE (see (A) below for subsequent handling).

NOTE 2:
The configuration in the AMF depends on the operator's policy.
(A) Depending on fulfilling the configuration as described above, the AMF may be allowed to determine whether it can serve the UE, and the following is performed:

-
AMF checks whether it can serve all the S-NSSAI(s) from the Requested NSSAI present in the Subscribed S-NSSAIs, or all the S-NSSAI(s) marked as default in the Subscribed S-NSSAIs in the case no valid Requested NSSAI was provided (see clause 5.15.3).
-
If this is the case, the AMF remains the serving AMF for the UE. The Allowed NSSAI is then composed of the list of S-NSSAI(s) in the Requested NSSAI permitted based on the Subscribed S-NSSAIs and related Coexistence Information, or, if no valid Requested NSSAI was provided, all the S-NSSAI(s) marked as default in the Subscribed S-NSSAIs (see (C) below for subsequent handling). It also determines the mapping if the S-NSSAI(s) included in the Allowed NSSAI needs to be mapped to Subscribed S-NSSAI(s) values.
-
If this is not the case, the AMF queries the NSSF (see (B) below).
(B) When required as described above, the AMF needs to query the NSSF, and the following is performed:

-
The AMF queries the NSSF, with Requested NSSAI, the Subscribed S-NSSAIs and related Coexistence Information, PLMN ID of the SUPI, location information, and the access technology being used by the UE.
-
Based on this information, local configuration, and other locally available information including RAN capabilities in the current Tracking Area for the UE, the NSSF does the following:

-
It selects the Network Slice instance(s) to serve the UE. When multiple Network Slice instances in the registration area are able to serve a given S-NSSAI, based on operator's configuration, the NSSF may select one of them to serve the UE, or the NSSF may defer the selection of the Network Slice instance until a NF/service within the Network Slice instance needs to be selected.

-
It determines the target AMF Set to be used to serve the UE, or, based on configuration, the list of candidate AMF(s), possibly after querying the NRF.

-
It determines the Allowed NSSAI, taking also into account the availability of the Network Slice instances that are able to serve the S-NSSAI(s) in the Allowed NSSAI in the current Tracking Area.

-
It also determines the mapping if the S-NSSAI(s) included in the Allowed NSSAI needs to be mapped to Subscribed S-NSSAI(s) values.
-
Based on operator configuration, the NSSF may determine the NRF(s) to be used to select NFs/services within the selected Network Slice instance(s).
-
Additional processing to determine the Allowed NSSAI in roaming scenarios and the mapping to the Subscribed S-NSSAIs, as described in clause 5.15.6.

-
The NSSF returns to the current AMF the Allowed NSSAI, the mapping to the Subscribed S-NSSAIs if determined and the target AMF Set, or, based on configuration, the list of candidate AMF(s). The NSSF may return the NRF(s) to be used to select NFs/services within the selected Network Slice instance(s). It may return also information whether the S-NSSAI(s) not included in the Allowed NSSAI which were part of the Requested NSSAI are rejected in the PLMN or in the current Registration Area.
 -
Depending on the available information and based on configuration, the AMF may query the NRF with the target AMF Set. The NRF returns a list of candidate AMFs.
Editor's note:
If the current serving AMF is not part of the target AMF Set, which NRF is to be queried to obtain the list of candidate AMFs is FFS.
-
If rerouting to a target serving AMF is necessary, the current AMF reroutes the Registration Request to a target serving AMF as described in clause 5.15.5.2.3.

(C) The serving AMF shall determine a Registration Area such that all S-NSSAIs of the Allowed NSSAI are available in all Tracking Areas of the Registration Area (and also considering other aspects as described in clause  5.3.2.3) and then return to the UE the Allowed NSSAI and the mapping to the Subscribed S-NSSAIs if provided and in roaming case the corresponding S-NSSAIs for the HPLMN. It may also indicate to the UE for Requested S-NSSAI(s) not included in the Allowed NSSAI, whether the rejection is in the PLMN or in the current Registration Area.

Upon successful Registration, the UE is provided with a 5G-S-TMSI by the serving AMF. The UE shall include this 5G-S-TMSI in any RRC Connection Establishment during subsequent initial accesses to enable the RAN to route the NAS signalling between the UE and the appropriate AMF.

If the UE receives an Allowed NSSAI from the serving AMF, it shall store this new Allowed NSSAI and override any previously stored Allowed NSSAI for this PLMN, as described in clause 5.15.4.
When no valid Requested NSSAI was included or when an S-NSSAI was rejected permanently, the AMF may update the UE slicing configuration information for the PLMN UE Configuration Update procedure as specified in TS 23.502 [3], clause 4.2.4. This may also trigger NSSP update.

Editor's note:
How the NSSP is triggered to be updated is FFS.
>>>MORE Changes<<<
5.15.6
Network Slicing Support for Roaming

For roaming scenarios:

-
If the UE only uses standard S-NSSAI values, then the same S-NSSAI values are used in V-PLMN and as in the HPLMN.

-
If the VPLMN and HPLMN have SLA to support non-standard S-NSSAI values in the V-PLMN, the NSSF of the V-PLMN maps Subscribed S-NSSAIs values to respective S-NSSAI values to be used in the VPLMN. The S-NSSAI values to be used in the VPLMN are determined by the NSSF of the VPLMN based on the SLA. The NSSF of the VPLMN needs not inform the HPLMN of which values are used in the VPLMN.

Depending on operator's policy and the configuration in the AMF, the AMF may be allowed to decide the S-NSSAI values to be used in the VPLMN and the mapping to the Subscribed S-NSSAIs.
-
The UE constructs Requested NSSAI as described in clause 5.15.5.2.1.
-
The NSSF in the VPLMN determines the Allowed NSSAI without interacting with the HPLMN.
-
The Allowed NSSAI in the Registration Accept includes S-NSSAI values used in the VPLMN. The mapping information is also provided to the UE with the Allowed NSSAI as described in clause 5.15.4.
-
In a PDU Session Establishment procedures, the UE includes a Subscribed S-NSSAI based on the NSSP (HPLMN S-NSSAI), and the related S-NSSAI from the Allowed NSSAI (VPLMN S-NSSAI). For home routed case, the V-SMF send the PDU Session Establishment Request message to the H-SMF along with the HPLMN S-NSSAI. 
-
When a PDU Session is established, the CN provides to the AN the VPLMN S-NSSAI corresponding to this PDU Session.
-
The Network Slice specific network functions in the VPLMN are selected by the VPLMN by using the VPLMN S-NSSAI and querying the NRF either pre-configured or provided by the NSSF in the VPLMN. The Network Slice specific functions of the HPLMN (if applicable) are selected by using the related HPLMN S-NSSAI via the support from the NRF in the HPLMN.
NOTE:
In this release of specification it is assumed that in any PLMN (home or visited), for all the S-NSSAIs that the PLMN can serve it is always possible to select an AMF that can serve a Requested NSSAI that contains only S-NSSAIs that can coexist each other as defined in clause 5.15.x .
Editor's note:
The details of the procedure to select specific functions in the HPLMN minimizing the interactions between VPLMN and HPLMN and the exposure of HPLMN topology are FFS.
>>>MORE Changes<<<
5.15.x
Coexistence and Isolation among Network Slices for a UE
Two or more Network Slices can coexist for a UE if they can be simultaneously used by a UE. When Network slices cannot coexist among them, they are mutually isolated. The S-NSSAI Coexistence Information, if present in the slicing configuration information, allows a UE to assess whether S-NSSAIs in a Requested NSSAI can coexist and the AMF to decide if the Requested NSSAI is a valid set of S-NSSAIs which can coexist and be included in an Allowed NSSAI.

The S-NSSAI Coexistence Information is specified as a Coexistence and Isolation class for the S-NSSAI. There are standardized and Operator-specific Coexistence and Isolations classes

Table 5.15.x-1 – Coexistence and Isolation Classes
	S-NSSAI Coexistence and Isolation Class value
	S-NSSAI co-existence rule

	0
	No Coexistence or Isolation rule defined for the S-NSSAI

	1
	S-NSSAI can coexist with S-NSSAIs with same SST

	2
	S-NSSAI can coexist S-NSSAIs with same SD

	3
	 (reserved)

	4
	 (reserved)

	5
	 (reserved)

	6
	 (reserved)

	7
	S-NSSAI can coexist with class 7 S-NSSAIs (Operator defined)

	8
	S-NSSAI can coexist with class 8 S-NSSAIs (Operator defined)

	9
	S-NSSAI can coexist with class 9 S-NSSAIs (Operator defined)

	10
	S-NSSAI can coexist with class 10 S-NSSAIs (Operator defined)

	11
	S-NSSAI can coexist with class 11 S-NSSAIs (Operator defined)

	12
	S-NSSAI can coexist with class 12 S-NSSAIs (Operator defined)

	13
	S-NSSAI can coexist with class 13 S-NSSAIs (Operator defined)

	14
	S-NSSAI can coexist with class 14 S-NSSAIs (Operator defined)

	15
	S-NSSAI Cannot coexist with any other S-NSSAI


A S-NSSAI cannot be used simultaneously with S-NSSAIs that do not belong to the same Coexistence and Isolation class and do not meet the related Coexistence and Isolation Class definition if applicable.
If the coexistence rules specified in the S-NSSAI Coexistence Information are not met by a Requested NSSAI in a Registration Request message, the Requested NSSAI is considered as not valid and the AMF shall follow the steps in clause 5.15.5.2.1 for UEs not including a valid Requested NSSAI in the Registration Request. The AMF shall return to the UE a cause code in the Registration Accept message indicating that the UE has provided an invalid Requested NSSAI due to coexistence and isolation reasons but the S-NSSAIs in the Requested NSSAI shall not be stored as Rejected S-NSSAIs unless the AMF detected some of them were not supported in the TA or in the PLMN for the UE, in which case these S-NSSAIs are indicated by the AMF as rejected S-NSSAIs.
>>>End of Changes<<<
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