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Abstract of the contribution: This paper proposes a way to handle the topic of slice availability considerations in TS23.501
Discussion

At SA2#123 the following was agreed:
5.15.8
Network Slice availability in a PLMN

A Network Slice instance may be available in the whole PLMN or in one or more Tracking Areas of the PLMN. 

The availability of a Network Slice is established end-to-end using a combination of OAM and signalling among network functions.

Editor's note:
It is FFS how the availability (including granularity and dynamicity) of the Network Slices are established among the NFs requiring the information e.g. the AMF and NSSF.
This paper addresses the EN.

It is our understanding that the RAN is configured with the S-NSSAIs it supports per TA and communicates these to the CN at N2 establishment via non-UE specific signalling. The AMF, likewise, provides to the RAN its capabilities in terms of what S-NSSAIs it supports. See TS 38.413
	9.2.6.1
NG SETUP REQUEST

Editor’s Note:
Message structure and IEs need further checking and completion. Further details FFS.
This message is sent by the NG-RAN node to transfer application layer information for an NG-C interface instance.
Direction: NG-RAN node ( AMF
IE/Group Name

Presence

Range

IE type and reference

Semantics description

Criticality

Assigned Criticality
Message Type

M

9.3.1.1
YES

reject

Global RAN Node ID
M

9.3.1.5
YES

reject

RAN Node Name
O
PrintableString
(SIZE(1..150,…))
FFS
YES

ignore
Supported TAs

1..<maxnoofTACs>

Supported TAs in the NG-RAN node.
eNote: TAs applicable for 5G as well
GLOBAL

reject

>TAC

M

<ref>
Broadcast TAC

-
>Broadcast PLMNs

1..<maxnoofBPLMNs>
Broadcast PLMNs

-
>>PLMN Identity

M

9.3.3.1
>>TAI Slice Support List

O
Slice Support List

9.3.1.28
Supported S-NSSAIs per TA. FFS if temporarily unavailable status of S-NSSAI need to be considered.
YES
ignore
Default Paging DRX
M
<ref>
eNote: assumption that this is common for NR and E-UTRA. (to be verified with RAN2 and is FFS)
YES
ignore
Range bound

Explanation

9.2.6.2
NG SETUP RESPONSE

Editor’s Note:
Message structure and IEs need further checking and completion. Further details FFS.
This message is sent by the AMF to transfer application layer information for an NG-C interface instance.
Direction: AMF ( NG-RAN node
IE/Group Name

Presence

Range

IE type and reference

Semantics description

Criticality

Assigned Criticality
Message Type

M

9.3.1.1
YES

reject

AMF Name
O
PrintableString
(SIZE(1..150,…))
FFS
YES

ignore
AMF pool and AMF code related information

M

<ref>
eNote: Will be similar to EPS, but details are pending discussions in SA2 (FFS)
GLOBAL

reject

Relative AMF Capacity
M
<ref>
eNote: Load balancing concepts are pending discussions in SA2 (FFS)
YES
ignore
AMF Slice Support List
O
Slice Support List

9.3.1.28
Configured slices in the AMF.

YES
ignore
Criticality Diagnostics

O

9.3.1.3

YES

ignore




This creates a static sharing of information that can be updated only via OAM procedures. In other words, if the S-NSSAIs the RAN supports in a TA changes due to OAM event, the RAN initiates a N2 information update procedure (see RAN Configuration Update Procedure in TS 38.413). Likewise if the AMF changes the set of S-NSSAIs it supports, the AMF initiates a N2 information update procedure (AMF Configuration Update, see TS 38.4123).
It is possible that some more dynamic or per UE policies could be driven by business reasons. For instance, a PLMN may decide that for certain TAs normally supported S-NSSAIs are disabled at certain times of day. Or, for certain UEs (e.g. inbound roamers) certain S-NSSAIs are not applicable. These need not be reflected into changes in the overall Slice Availability based on the RAN and AMF potential capabilities. Rather, the RAN and AMF capabilities ought to be provisioned for a long-term type of scenario. Any finer granularity or dynamic changes should be handled at the NAS layer by AMF and NSSF.

Now the issue exists as to what information the NSSF should hold: 

· Should the NSSF have the same view as the AMF in terms of what the RAN Slicing capabilities are per TA, or 

· Should the NSSF hold only per TA business level policies that could e.g. restrict inbound roamers from using certain S-NSSAIs in the PLMN or per TA basis, or disable certain Slices in the RAN per TA at certain time of day?
Our view is that the AMF should hold a stable view of the RAN capabilities per TA and optionally (only for the S-NSSAIs that it can support) be configurable also with some business level policies. The NSSF should only evaluate the business level policies and rely on the AMF to filter out from the Requested NSSAI it passes to the NSSF any S-NSSAI that the RAN does not support in the TA. If we did not follow this path, then we ought to enable a relaying of the RAN capabilities to the NSSF from AMFs at N2 establishment and this also is a bit complicated as in an AMF set there could be several AMFs and not all of them get the N2 set up at the same time so this information should be really passed to the NSSF only by one of these AMFs … in short, the solution would require some study and there is no time to specify this in one meeting, Alternately, the NSSF should also be provisioned with the same per TA information that the RAN is provisioned with directly. But this is unnecessary as the AMF has all the information that is needed and duplicating it in the NSSF is just not necessary and can lead also to configuration issues or temporary lack of synchronization. Note the AMF needs the information as it can screen off invalid requests from UEs and reject S-NSSAIs that are not supported in the TA without affecting the NSSF.
Proposal: It is proposed that the NSSF only handles the business level logic per TA and per SUPI PLMN ID, and the AMF handles the Logic linked to Mobility and Capabilities per TA, and may optionally handle the business level logic only for those S-NSSAIs it can handle.

Proposal

It is proposed capture the following text in TS 23.501. 

>>>Start Changes<<<
5.15.8
Network Slice availability in a PLMN

A Network Slice instance may be available in the whole PLMN or in one or more Tracking Areas of the PLMN. 

The availability of a Network Slice is established end-to-end using a combination of OAM and signalling among network functions.
The AMF learns the S-NSSAIs the NG-RAN supports per Tracking Area when the NG-RAN nodes establish or update the N2 connection with the AMF (see TS 38.413 [34]) and TS 38.300 [27])
The AMF shall store the S-NSSAIs the NG-RAN supports per TA also for the S-NSSAIs that it does not support so any AMF can reject S-NSSAIs in the Requested NSSAI that are not supported in the TA a Registration Request originates from, without affecting the NSSF. When the AMF receives a Requested NSSAI, it does not pass in the Requested NSSAI it provides to the NSSF those S-NSSAIs which are not supported in the TA where the Registration Request originated from. Also, it provides the Rejected NSSAIs to the UE in the Registration accept message. If none of the S-NSSAIs in the Requested NSSAI in a Registration Request is supported in the TA, or the UE includes no Requested NSSAI, the AMF proceeds to place the UE in the Network Slices associated to the Default S-NSSAIs supported in the TA, without the need of interacting with the NSSF if the AMF can support these Default NSSAIs for the UE.
The NG-RAN learns the S-NSSAIs the AMFs it connects to support when the NG-RAN nodes establishes the NG2 connection with the AMF or when the AMF updates the N2 connection with the NG-RAN (see TS 38.413 [34]) and TS 38.300 [27]). The NG-RAN, when the UE establishes a RRC Connection and provides no valid 5G-GUTI or 5G-S-TMSI, connects a UE to an AMF that supports the S-NSSAIs in the Requested NSSAI the UE has provided in the RRC layer.
The NSSF shall be configurable with some business logic specifying the S-NSSAIs the PLMN supports per TA and per PLMN ID of the SUPI.

Based on operator policy and only for the S-NSSAIs it supports, the AMF may be configurable with some business logic specifying the S-NSSAIs the PLMN supports per TA and per PLMN ID of the SUPI.


>>>End of Changes<<<
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