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Abstract of the contribution: Proposes a restructure of the external and internal exposure clauses.
1
Discussion

Exposure services can either be services used within the 5GC or it can be provided as a service towards entities external to 5GC.
Currently the TS 23.502 is structured so each NF may have NF service for event exposure and then there is clause 4.15 for Exposure of network capabilities and also a separate Network exposure clause 5.3, and a clause for External exposure of network capabilities 5.4 (as shown below)
4.15
Exposure of network capabilities
114
4.15.1
General
114
4.15.2
Event Exposure
114
4.15.2.1
AMF service operations information flow
114
4.15.2.2
UDM service operations information flow
114
4.15.2.3
NEF service operations information flow
115
4.15.2.4
Exposure with bulk subscription
116
..

5.3
Network exposure
157
5.4
External exposure of network capabilities
157
5.4.1
General
157
5.4.2
Monitoring Events
157
Exposure between NFs may be done directly between NFs or via the NEF, whereas external exposure will always be done via the NEF. For external exposure additional consideration for authorization and security is required. Also, it may be that only a subset of the network capabilities will be applicable for external exposure. Considering that there will not be much more differences between external and internal exposure it should be possible to merge in the clause 5.3 and 5.4 to the clause 4.15.

The title of 4.15 is currently "Exposure of network capabilities ", but it does also cover event exposure (clause 4.15.2). The exposure of network capabilities are different from exposure of events, i.e. the overall title should cover both aspects.

The following strucure is proposed:
4.15
Network exposure 
114
4.15.1
General
114
4.15.2
External exposure considerations
4.15.3
Event exposure using NEF
114
4.15.3.1
General
4.15.3.2
Monitoring events
4.15.3.3
NF service operations information flows
4.15.3.3.1
General
4.15.3.3.2
AMF service operations information flow
114
4.15.3.3.3
UDM service operations information flow
114
4.15.3.3.4
NEF service operations information flow
115
4.15.3.3.5
Exposure with bulk subscription
116
4.15.4
Network capability exposure
114
4.15.5
Network exposure for analytics
4.15.6
Core Network Internal Event Exposure
Clause 4.15.3.3.1 could include generic information flows for event exposure and the subsequent clauses will then include some specific information flows.
Alternative structure-1 proposed (REV2):

4.15
Exposure of network capabilities
114
4.15.1
General
114
4.15.2
External exposure of network capabilities
157
4.15.2.1
General
157
4.15.2.2
Monitoring Events
157
4.15.3
Event Exposure
114
4.15.3.1
AMF service operations information flow
114
4.15.3.2
UDM service operations information flow
114
4.15.3.3
NEF service operations information flow
115
4.15.3.4
Exposure with bulk subscription
116
4.15.3.5
Network exposure for analytics
157
Note: actually content from 4.15.2 (below) could go to TS 23.501 and we can avoid double General Clauses here. Rather we strive to keep one top level clause, one general clause, then corresponding procedures. With that, we can simplify the structure as follows.
Alternative structure-2 proposed (REV2):

4.15
Exposure of network capabilities
114
4.15.1
General
114
4.15.3.1
AMF service operations information flow
114
4.15.3.2
UDM service operations information flow
114
4.15.3.3
NEF service operations information flow
115
4.15.3.4
Exposure with bulk subscription
116
4.15.3.5
Network exposure for analytics
157
4.15.3.6
External Network exposure
157
Alternative structure-3 proposed (REV3)
4.15
Network Capability Exposure
114
4.15.1
General
114
4.15.2
External Exposure of Network Capabilities
157
4.15.2.1
General
157
4.15.2.2
Monitoring Events
157
4.15.2.3
Event Exposure using NEF 
114
4.15.2.3.1      General
114
4.15.2.3.2
AMF service operations information flow
114
4.15.2.3.3
UDM service operations information flow
114
4.15.2.3.4
NEF service operations information flow
115
4.15.2.3.5
Exposure with bulk subscription
116
4.15.3   Core Network Internal Event Exposure
x
4.15.4
Network capability exposure for analytics
157
Alternative structure-4 proposed (REV4, 6)

4.15
Network Capability Exposure
114
4.15.1
General
114
4.15.2
External Exposure of Network Capabilities
157
4.15.3
Event Exposure using NEF
157
4.15.3.1
Monitoring Events
157
4.15.3.2
Information flows 
114
4.15.3.2.1
AMF service operations information flow
114
4.15.3.2.2
UDM service operations information flow
114
4.15.3.2.3
NEF service operations information flow
115
4.15.3.2.4
Exposure with bulk subscription
116
4.15.4   Core Network Internal Event Exposure
x
4.15.5
Network capability exposure for analytics
157
Alternative structure-5 proposed (REV5, 7)

4.15
Network Capability Exposure
114
4.15.1
General
114
4.15.2
External Exposure of Network Capabilities
157
4.15.3   Core Network Internal Event Exposure
x
4.15.4
Event Exposure using NEF
157
4.15.4.1
Monitoring Events
157
4.15.4.2
Information flows 
114
4.15.4.2.1
AMF service operations information flow
114
4.15.4.2.2
UDM service operations information flow
114
4.15.4.2.3
NEF service operations information flow
115
4.15.4.2.4
Exposure with bulk subscription
116
4.15.5
Network capability exposure for analytics
157
2. Proposal
The following changes are proposed to TS 23.502.
The TS 23.502 should be updated with the following Alternative structure-4:
4.15
Network Capability Exposure
114
4.15.1
General
114
4.15.2
External Exposure of Network Capabilities
157
4.15.3
Event Exposure using NEF
157
4.15.3.1
Monitoring Events
157
4.15.3.2
Information flows 
114
4.15.3.2.1
AMF service operations information flow
114
4.15.3.2.2
UDM service operations information flow
114
4.15.3.2.3
NEF service operations information flow
115
4.15.3.2.4
Exposure with bulk subscription
116
4.15.4   Core Network Internal Event Exposure
x
4.15.5
Network capability exposure for analytics
157
NOTE: CLAUSES STILL NOT RE-STRUCTURED I:E: ASSUMED EDITOR WILL DO IT.[image: image1.png]
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