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Abstract of the contribution: This contribution proposes to address the open issues on Network Slicing Support for Roaming.
Discussion
The role of those NSSFs in vPLMN and hPLMN and the related roaming interfaces.
When and how to bind an S-NSSAI to an NSI in Home-routed Roaming?
At SA2#122bis the text “When the NSSF in the VPLMN determines the Allowed NSSAI, it may take into account the availability only of the VPLMN part of the Network Slice instances that are able to serve the UE in the current registration area.” has been introduced in the TS. The intention of the above text was to limit the availability and liveness check to the serving PLMN during the Registration procedure. The reason is quite simple: it is possible (and also very likely) that a roaming partner (VPLMN) is not able to support all the S-NSSAIs that the user has subscribed with his home Operator and that the HPLMN has configured in the UE; however it makes no sense even also to consider the possibility that the HPLMN is not able to serve or decides to not serve its own customers. It would defeat its own business and it would against the most elementary rules of customer retention. Obviously a fault might always happen, but I must not certainly remind you of the “five 9 rule” with regard to reliability of network equipment. 

Despite those elementary considerations some companies, considering the above quoted text as a weak condition, are now proposing to perform an availability and liveness check in the HPLMN during the Registration procedure. 
By the way, even though the SBA has replaced the point-to-point interfaces, this approach would anyway introduce on the inter-PLMNs links new transactions that have a cost for the Operators, also because they needs to be tested in addition to those already specified between NRFs. 

In addition, at the Registration the UE does not provide any DNN, therefore the vNSSF does not know if a PDU session for a given Requested S-NSSAI will be used in home-routed or in local breakout mode. In the absence of information, the vNSSF is therefore obliged to request hNSSF a hNRF for all Requested S-NSSAIs even though they will then be used in LBO mode, thus with evident waste of signalling and resources.
Let’s consider now what happens during the PDU Session establishment in home-routed roaming. At SA2#122bis it was agreed that: 

· Based on operator configuration, the NSSF may determine the NRF(s) to be used to select NFs/services within the selected Network Slice instance(s).

and

· The Network Slice specific network functions in the VPLMN are selected by the VPLMN by using the VPLMN S-NSSAI values and querying the NRF either pre-configured or provided by the NSSF in the VPLMN. The Network Slice specific functions in the HPLMN (if applicable) are selected by using the HPLMN S-NSSAI via the support from the NRF in the HPLMN.

Provided that it is the NSSF that determines the NRF to be used to select NFs/services within a Network Slice instance in a PLMN it remains to define which are the interactions between the VPLMN and the HPLMN in the roaming scenario when an AMF in the VPLMN needs to select an SMF in the HPLMN. It has been proposed that an interaction between vNSSF and hNSSF could be anyway needed during the Registration or the PDU Session establishment procedure at least to retrieve the NRF in the HPLMN that need to be queried by the vAMF, via vNRF, to select the hSMF. 
In case of 1:1 mapping between S-NSSAI and NSI (i.e. the most common case) where there is no need of slice selection because is implicit, the direct transaction between V-NSSF and H-NSSF would be used just to retrieve the hNRF to be queried for the SMF selection in the HPLMN: as said before an expensive inter-PLMNs link is engaged just to retrieve the IP address of the hNRF, without counting the delays that more transactions add to the Registration or the PDU Session establishment procedure.
However those are not the biggest problems: in fact the procedure proposed discloses the slice level NRFs of the HPLMN to the roaming partners. Disclosing the NRFs of a PLMN is like disclosing its topology, but it is even worst. In fact, looking at the changes of NRFs it is possible to argue about load levels or faults for specific slices (i.e. in the end services) in a PLMN. Considering that Operators are roaming partners in some countries but might be competitors in other countries, we think that leaking information that may be sensitive is something that shall be avoided. 
To solve this issue it is proposed to use a proxy function (see TS 23.502, clause 4.17.5 “NOTE: Due to network topology hiding or network configuration, the home NRF may provide information of the IP address or the FQDN of a proxy function of the discovered NF/NF service to the serving NRF”. 

In our view this not solve the issue of disclosing HPLMN topology at all, because even if the hNRF provides a proxy function for the hNSSF, then the queries to the hNSSF, via proxy function, from the vNSSF (during the Registration procedure) or from the vAMF (during the PDU Session establishment) would anyway convey to the VPLMN the FQDN/IP address of the NRF(s) in HPLMN, therefore disclosing the HPLMN topology.
Needless to say that this solution also poses big concerns regarding the possible security threats due to the exposure of all the slice level NRFs of a PLMN to the roaming partners.

Moreover, at SA2#122bis it was agreed that: 

-
When the UE context in the AMF does not yet include an Allowed NSSAI, the AMF queries the NSSF (see (B) below for subsequent handling), except in the case when, based on configuration in this AMF, the AMF is allowed to determine whether it can serve the UE (see (A) below for subsequent handling).

NOTE 1:
The configuration depends on operator's policy.
If the Operator configures his AMFs to be autonomous and pre-configures the appropriate NRFs they have to query to select the SMFs, then a PLMN can support Network Slicing also without deploying an NSSF (and it is very likely at the very beginning of 5GC deployments). Now what does it happen if the HPLMN has not deployed an hNSSF? Which entity, in HPLMN, is supposed to be queried by the vNSSF (during the Registration procedure) or by the vAMF (during the PDU Session establishment)? The answer is simple: it just doesn’t work. Well, the proponents could say that in this case the vAMFs are pre-configured with the NRFs in the HPLMN. Apart the fact that this defeats once again the objective of achieving the HPLMN topology hiding, a solution based on pre-configuration across PLMNs is unrealistic, because it implies to put in place within the roaming agreements a process to communicate and keep up to date the configurations with all the roaming partners, that usually are hundreds, with an unacceptable operational cost. Therefore another problem of the direct interaction of the VPLMN with the hNSSF is that it forces the Operators to deploy the NSSF from the very beginning of support of Network Slicing, just to support roamers.
In addition, selecting NFs within the Network Slice instances using NRFs obtained by direct interaction of the VPLMN with the hNSSF is conflicting with the already agreed procedure in TS 23.501, clause 6.3.1:

For NF discovery across PLMNs, the requester NF provides the NRF the PLMN ID of the target NF. The NRF in the local PLMN reaches the NRF in the target PLMN by forming a target PLMN specific query using the PLMN ID provided by the requester NF.
and in TS 23.502, clause 4.17.5

1. The NF service consumer invokes Nnrf_NFDiscovery_Request (Expected Service Name, NF type of the expected NF, the home PLMN ID, NF type of the NF service consumer). The request may also include optionally S-NSSAI, and other service related parameters.
2.
The NRF in serving PLMN identifies NRF in home PLMN based on the home PLMN ID, and it requests "NF Discovery" service from NRF in home PLMN according the procedure in Figure 4.x.1-1 to get the expected NF instance (s) or NF service instance(s) deployed in the home PLMN. As the NRF in the serving PLMN triggers the "NF Discovery" on behalf of the NF service consumer, the NRF in the serving PLMN shall not replace the information of the service requester NF, i.e. NF consumer ID, in the Discovery Request message it sends to the NRF in home PLMN.
where the NRF in serving PLMN identifies NRF in home PLMN based on the home PLMN ID. By the way, as you can see from the highlighted text, this procedure is general and it applies regardless Network Slicing is supported or not. 
PROPOSAL 1: 

We propose that when the NSSF in the VPLMN determines the Allowed NSSAI, it shall take into account the availability only of the VPLMN part of the Network Slice instances that are able to serve the UE in the current registration area, so that it crystal clear that no availability and liveness check is performed in the HPLMN during the Registration procedure. Therefore during the Registration procedure there is no interaction between vNSSF and hNSSF, and if a binding of an S-NSSAI to an NSI is done or NRF is retrieved, then it is only within the serving PLMN. 

The only approach that we believe an Operator can accept for the interactions between the VPLMN and the HPLMN in the roaming scenario when an AMF in the VPLMN needs to select an SMF in the HPLMN is an approach in which:

· the HPLMN has an entry point NRF whose FQDN is build according the procedure already in the TS 23.501, clause 6.3.1 and in TS 23.502, clause 4.17.5 (much easier to keep under control for the possible security threats); 

· when a query arrives at the entry point of the HPLMN then it provides all the requested information, i.e. all the information on the expected NFs. How the entry point of the HPLMN manage to get the information that will be returned to the roaming partner is not business of the roaming partner.

The procedure can be designed according the agreement reached at at SA2#122bis that it is the hNSSF that determines the NRF to be used to select NFs/services within a Network Slice instance in HPLMN, but in a way to be self-contained in the HPLMN. For the above reasons we propose to adopt the following enhancement of the existing procedure described in TS 23.502, clause 4.17.5:
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In order to select the SMF in HPLMN the AMF in VPLMN queries the vNRF with PLMN ID of the SUPI, PLMN ID of the serving PLMN, S-NSSAI, DNN, and possibly access technology being used by the UE; any VPLMN specific S-NSSAI value is mapped to the corresponding HPLMN specific S-NSSAI value. The vNRF queries, on behalf of the AMF in VPLMN, the hNRF identified by means of the PLMN ID of the SUPI. Depending on the available information and based on configuration, the hNRF may either:

· provide to the AMF in VPLMN, via vNRF, the IP address or the FQDN of expected SMF instance(s), or 

· query, on behalf of the AMF, a pre-configured appropriate NRF in HPLMN; this local NRF provides the IP address or the FQDN of expected SMF instance(s) that the hNRF returns, via vNRF, to the AMF in VPLMN, or

· query the NSSF in HPLMN that selects the home PLMN part of the Network Slice instance to serve the UE and determines the appropriate NRF in HPLMN to be used to select the SMF within the selected home PLMN part of the Network Slice instance. Then the hNRF queries, on behalf of the AMF in VPLMN, the appropriate NRF in HPLMN indicated by the NSSF, adding the NSI ID (if provided by the NSSF: it is provided when multiple Network Slice instances are able to serve this specific S-NSSAI) to the S-NSSAI; this local NRF provides the IP address or the FQDN of expected SMF instance(s). Finally the hNRF returns to the AMF in VPLMN, via vNRF, the IP address or the FQDN of expected SMF instance(s) and, in addition, the NSI ID (if provided by the NSSF) associated with the S-NSSAI.
PROPOSAL 2: 

The bond between an S-NSSAI to an NSI in the HPLMN and the choice of the NRF to be used to discover an SMF within the NSI in case of Home-routed Roaming is done during the PDU Session establishment, according to the procedure described above that simply enhances the already specified NF Service Discovery procedure in roaming scenario in TS 23.502. In general the above procedure is to be used whenever there is the need in a roaming scenario to discover a NF in the HPLMN. This solves the issue in the EN:
Editor’s note: The details of the procedure to select specific functions in the HPLMN minimizing the interactions between VPLMN and HPLMN and the exposure of HPLMN topology are FFS.
that, therefore, can be removed.

***

Use of Multi-level NRFs to support network slicing
At SA2#122bis it was proposed by ZTE in S2-176633 the following highlighted text for clause 6.2.6: 

-
slice-specific level (the NRF is configured with information belonging to an S-NSSAI): to support discovery of NFs only available to the other NFs serving the same Network Slice instance.
i.e. a proposal to limit the scope of the slice-specific level NRFs (and similar text for the other levels of NRFs) with the justification to save the “privacy” of the customers of the slices. The text was not agreed and was added an EN:
Editor's note:
Further clarifications are needed on how the three levels of NRFs are used to support network slicing.
The current text in clause 6.2.8 reads:

In the context of Network Slicing, based on network implementation, multiple NRFs can be deployed at different levels (see clause 5.15.5):

-
PLMN level (the NRF is configured with information for the whole PLMN),

-
shared-slice level (the NRF is configured with information belonging to a set of Network Slices),

-
slice-specific level (the NRF is configured with information belonging to an S-NSSAI).

therefore it describe a deployment option that is exclusively under the decision and responsibility of the Operator. All Operators are strictly attentive to the requirements of their customers; if a customer requires mainly privacy, then for sure the Operator will configure the corresponding NSI accordingly, in order to comply the SLA; if a customer has other requirements a different and appropriate configuration will be put in place privileging other aspects. If an Operator believes its advantageous and compliant with the requirements of the customers to have the NFs of all the slices in the PLMN registered in a single NRF it is free to do that, if he prefers to have an NRF for each slice he can do it as well. In conclusion, how the Operator decides to deploy and configure his network it is only an Operator’s business and not matter of standardization. Operators are not no-profit organizations: they know very well how to do their business and how to satisfy their customers without anyone teaching it.
PROPOSAL 3: 

Clarify that the NFs that are authorized to query each level of NRFs and the routing mechanism of the queries (e.g., hierarchical, etc.) is a deployment decision of the operator, and remove the EN. 
Proposal

It is proposed to make the following changes to the TS 23.501.
*************** First change ***************
5.15.6
Network Slicing Support for Roaming

For roaming scenarios:

-
If the UE only uses Standard S-NSSAI values, then the same S-NSSAI values are used in V-PLMN and as in the HPLMN.

-
If the UE is allowed to use non-standard S-NSSAI values in the V-PLMN, the V-PLMN maps H-PLMN Subscribed S-NSSAIs values that can be used in the VPLMN to respective S-NSSAI values to be used in the VPLMN.

-
In RRC layer, the NSSAI, if provided, uses values valid in the VPLMN.
-
In Registration Request, the Requested NSSAI, if provided, shall include only the S-NSSAI values that are valid in the VPLMN.

-
When the NSSF in the VPLMN determines the Allowed NSSAI, it shall take into account the availability only of the VPLMN part of the Network Slice instances that are able to serve the UE in the current registration area.
-
The Allowed NSSAI in the Registration Accept includes S-NSSAI values that are valid in VPLMN.

-
In a Session management procedures, the UE includes the S-NSSAI value valid in the VPLMN as they are received in the Allowed NSSAI in the VPLMN. The VPLMN maps any VPLMN specific S-NSSAI values to HPLMN specific S-NSSAI values before forwarding SM messages to the HPLMN.

-
The Network Slice specific network functions in the VPLMN are selected by the VPLMN by using the VPLMN S-NSSAI values and querying the NRF either pre-configured or provided by the NSSF in the VPLMN. The Network Slice specific functions in the HPLMN (if applicable) are selected by using the HPLMN S-NSSAI via the support from the NRF in the HPLMN.
NOTE:
In this release of specification it is assumed that in any PLMN (home or visited), for all the S-NSSAIs that the PLMN can serve it is always possible to select an AMF that can serve a Requested NSSAI that contains only S-NSSAIs that can coexist each other.

*************** Second change ***************
6.2.6
NRF

The NF Repository Function (NRF) supports the following functionality:

-
Supports service discovery function. Receive NF Discovery Request from NF instance, and provides the information of the discovered NF instances (be discovered) to the NF instance.

-
Maintains the NF profile of available NF instances and their supported services.

NF profile of NF instance maintained in an NRF includes the following information:

-
NF instance ID
-
NF type
-
PLMN ID
-
Network Slice related Identifier(s) e.g. S-NSSAI, NSI ID

-
FQDN or IP address of NF
-
NF capacity information
-
NF Specific Service authorization information
-
Names of supported services
-
Endpoint information of instance(s) of each supported service
-
Other service parameter, e.g., DNN, notification endpoint for each type of notification that the NF service is interested in receiving.
NOTE 1:
It is expected service authorization information is usually provided by OA&M system, and it can also be included in the NF profile in case that e.g. an NF instance has an exceptional service authorization information.
In the context of network slicing, based on network implementation, multiple NRFs can be deployed at different levels (see clause 5.15.5):

-
PLMN level (the NRF is configured with information for the whole PLMN),

-
shared-slice level (the NRF is configured with information belonging to a set of Network Slices),

-
slice-specific level (the NRF is configured with information belonging to an S-NSSAI).

The NFs that are authorized to query each of those NRFs and the routing mechanism of the queries (e.g., hierarchical, etc.) are a deployment decision of the operator. 

NOTE 2:
Whether NRF is an enhancement of DNS server is to be determined during Stage 3.
In the context of roaming, multiple NRFs may be deployed in the different networks (see clause 4.2.4):

-
the NRF(s) in the Visited PLMN (known as the vNRF) configured with information for the visited PLMN.

-
the NRF(s) in the Home PLMN (known as the hNRF) configured with information for the home PLMN, referenced by the vNRF via the N27 interface.
*************** Third change ***************
6.3.2
SMF selection function

The SMF selection function is supported by the AMF and is used to allocate an SMF that shall manage the PDU Session.

The SMF selection function in the AMF shall utilize the NRF to discover the SMF instance(s) unless SMF information is available by other means, e.g. locally configured on AMF. The NRF provides the IP address or the FQDN of SMF instance(s) to the AMF.
NOTE:
Protocol aspects of the access to NRF are specified in TS 29.xxx [n].
Editor's note:
Further detailing of the cases where SMF selection is not using NRF is FFS.

The SMF selection function in AMF is applicable to both 3GPP access and non-3GPP access.

The following factors may be considered during the SMF selection:

-
Selected Data Network Name (DNN).

-
S-NSSAI, NSI ID (if available).

-
Subscription information from UDM, e.g.
-
per DNN: whether LBO roaming is allowed

-
per S-NSSAI: the subscribed DNN(s)

-
per (S-NSSAI, subscribed DNN): whether LBO roaming is allowed
-
Local operator policies.

-
Load conditions of the candidate SMFs.

Editor's note:
It is FFS what other information may be considered for SMF selection.

If there is an existing PDU Session for a UE to the same DNN and S-NSSAI used to derive the SMF, the same SMF may be selected. However, different SMF may be selected, for example, to support a SMF load balancing or to support a graceful SMF shutdown (e.g., a SMF starts to no more take new PDU sessions).
In the home-routed roaming case, the SMF selection function selects an SMF in VPLMN as well as an SMF in HPLMN.

If the UDM provides a DN subscription context that allows for handling the PDU Session in the visited PLMN (i.e. using LBO) for this DNN and, optionally, the AMF is configured to know that the visited VPLMN has a suitable roaming agreement with the HPLMN of the UE, the SMF selection function selects an SMF from the visited PLMN. If an SMF in VPLMN cannot be derived for the DNN and network slice, or if the subscription does not allow for handling the PDU Session in visited PLMN using LBO, then both a SMF in VPLMN and SMF in HPLMN are selected, and the DNN is used to derive an SMF identifier from the HPLMN.

Editor's note:
Impact on SMF selection for handovers between 3GPP and non-3GPP access is FFS

Editor's note:
Impact on SMF selection due to interworking with EPC is FFS
If the initially selected SMF in VPLMN (for roaming with LBO) detects it does not understand information in the UE request, it may reject the N11 message (related with a PDU session establishment request) with a proper N11 cause triggering the AMF to select both a new SMF in the VPLMN and a SMF in the HPLMN (for home routed roaming).
6.3.2.x
Detailed Operation Overview in case of Network Slicing
6.3.2.x.2
General
Based on configuration, the AMF may use an NRF at the appropriate level for the SMF selection (see clause 6.2.6). 
The AMF belongs to the same Network Slice instance where is located the SMF to be selected: therefore the AMF may be pre-configured with the appropriate NRF to be used to select the SMF. 
6.3.2.x.2
Non-roaming and Roaming with Local Breakout
In order to select an SMF for a specific S-NSSAI, depending on the available information and based on configuration the AMF may either query a pre-configured appropriate NRF or the appropriate NRF indicated by the NSSF, if received by the NSSF during the Registration procedure. The NRF provides the IP address or the FQDN of the expected SMF instance(s).

If the AMF is not pre-configured with an appropriate NRF for this specific S-NSSAI or if there is the need for selecting a Network Slice instance for this specific S-NSSAI (because multiple Network Slice instances in the registration area are able to serve this specific S-NSSAI and the Network Slice instance to serve the UE was not selected during the Registration procedure), then the AMF queries the NSSF with this specific S-NSSAI, location information, PLMN ID of the SUPI, and possibly access technology being used by the UE. The NSSF selects the Network Slice instance to serve the UE and determines the appropriate NRF to be used to select the SMF within the selected Network Slice instance. Then the AMF queries the appropriate NRF indicated by the NSSF with S-NSSAI, NSI ID and DNN. The NRF provides the IP address or the FQDN of the expected SMF instance(s).
The NRF indicated by the NSSF prevails over any NRF(s) locally pre-configured on AMF.
6.3.2.x.3
Home-routed Roaming
The selection of the SMF in VPLMN is performed in the same way as for non-roaming and roaming with Local Breakout (see clause 6.3.2.x.2) by using the appropriate vNRF.
The selection of the SMF in HPLMN is performed by means of NF discovery procedure in roaming scenario, described in clause 4.17.5 of TS 23.502 [3].
In detail, in order to select the SMF in HPLMN the AMF in VPLMN queries the vNRF with PLMN ID of the SUPI, PLMN ID of the serving PLMN, S-NSSAI, DNN, and possibly access technology being used by the UE; any VPLMN specific S-NSSAI value is mapped to the corresponding HPLMN specific S-NSSAI value. The vNRF queries, on behalf of the AMF in VPLMN, the hNRF identified by means of the PLMN ID of the SUPI. Depending on the available information and based on configuration, the hNRF may either:

· provide to the AMF in VPLMN, via vNRF, the IP address or the FQDN of expected SMF instance(s), or 
· query, on behalf of the AMF, a pre-configured appropriate NRF in HPLMN; this local NRF provides the IP address or the FQDN of expected SMF instance(s) that the hNRF returns, via vNRF, to the AMF in VPLMN, or
· query the NSSF in HPLMN that selects the home PLMN part of the Network Slice instance to serve the UE and determines the appropriate NRF in HPLMN to be used to select the SMF within the selected home PLMN part of the Network Slice instance. Then the hNRF queries, on behalf of the AMF in VPLMN, the appropriate NRF in HPLMN indicated by the NSSF, adding the NSI ID (if provided by the NSSF: it is provided when multiple Network Slice instances are able to serve this specific S-NSSAI) to the S-NSSAI; this local NRF provides the IP address or the FQDN of expected SMF instance(s). Finally the hNRF returns to the AMF in VPLMN, via vNRF, the IP address or the FQDN of expected SMF instance(s) and, in addition, the NSI ID (if provided by the NSSF) associated with the S-NSSAI.
The hNRF may cache for subsequent use the information received by the NSSF in the HPLMN, i.e. the appropriate NRF in HPLMN to be used to select NFs/services for each received S-NSSAI, NSI ID (if available). The NSSF in HPLMN may update the cached information in the hNRF at any time.
*************** End of changes ***************
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