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Abstract of the contribution: This paper proposes how to handle the event triggers by PCF.
1. Introduction

The TS 23.503 v.0.3.0 contains, in clause A.3.1.15, information about the event trigger handling in 5GC, as follows.

The policy related NF (e.g. AMF, SMF) performs event trigger detection. When an event matching the event trigger occurs, the NF shall report the occurred event to the PCF. The event from the related NF shall be reported via their respective service based interface.

The event triggers described in TS 23.203, clause 6.1.4 are reused with the following differences:

-
The PCRF is replaced by the PCF.

-
The PCEF is replaced by the SMF (and UPF).

-
IP-CAN corresponds to PDU session.

-
IP-CAN bearer corresponds to QoS flow.

-
There is no TDF and no BBERF in 5G.

Editor's note:
Whether the event trigger related to NBIFOM, 3GPP PS Data Off, SRVCC and Location change (serving cell) is supported or not is FFS.

-
Event triggers only supported when the BBF (Bearer Binding Function) is located in PCRF are not needed.

-
Following events are not supported: QoS change exceeding authorization, Traffic mapping information change.
2. Discussion

2.1 Event trigger detection and reporting

It is stated that the policy related NF (e.g. AMF, SMF) performs event trigger detection. Therefore, there is a need to identify the events that are detected and reported by each NF (AMF, SMF) to the PCF.

The AMF is in charge of access and mobility management so AMF can provide event trigger detection and reporting of access and mobility management events, via Namf interface. 
SMF can detect session management events and report them via Nsmf interface.

Proposal 1: The AMF shall detect and report the following events: 

· Location change (serving area) as described in TS 23.203, clause 6.1.4
The rest of the events applicable to 5GC are detected and reported by the SMF.

2.2 Event trigger subscription from PCF

According to the policy reference architecture, the relation between PCF, AMF and SMF is as follows.
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The AMF, see clause 4.16 in 3GPP TS 23.502 v1.2.0, gets access control and mobility management related policies and UE Route Selection Policy from the PCF by consuming the Npcf_AMPolicyControl service. 

Proposal 2: The PCF can subscribe to events detected and triggered by the AMF by consuming the Namf_EventExposuse service. This is required when the PCF has to update policies provided to the AMF depending on such events. 

As reflected in 3GPP TS 23.502 clause 4.3.2.2, the SMF may invoke the Npcf_SMPolicyControl_Get operation to establish a PDU Session with the PCF and get the default PCC Rules for the PDU Session.
Proposal 3: When PCF provides policies to the SMF, the PCF can subscribe to: 

· events detected and triggered by the SMF by consuming the Nsmf_EventExposuse service. This is required when the PCF has to update session related policies provided to the SMF depending on these events.
· events detected and triggered by the AMF by consuming the Namf_EventExposuse service. This is required when the PCF has to update session related policies provided to the SMF depending on these events.
2.3 Discovery of AMF and SMF in PCF

2.3.1 PCF producing Npcf_AMPolicyControl service.

According to clause 4.16 in 3GPP TS 23.502 v1.2.0, the UE context establishment procedure during registration consists of the following 3 steps (remarked yellow step is new):
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Figure A.4.1.2-1: UE Context Establishment during registration

In step 2, the AMF sends the Npcf_AMPolicyControl_Get operation to the PCF to establish the UE context with the PCF and retrieve MM and UE policies.

Proposal 4: After providing policies to the AMF, the PCF can subscribe to AMF detected events by sending Namf_EventExposure_Subscribe service operation. The PCF discovers the AMF that needs to subscribe from information received in the Npcf_AMPolicyControl_Get service operation.

2.3.2 PCF producing Npcf_SMPolicyControl service.

According to clause 4.3.2.2.1 in 23.502, the PDU Session establishment in the non-roaming and roaming with local breakout cases, is as follows (remarked yellow step is new):
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As explained in step 6b, the SMF may invoke the the Npcf_SMPolicyControl_Get operation to the PCF to establish a PDU-CAN session with the PCF and get the default PCC Rules for the PDU Session. 

In step 6c, the PCF can subscribe to SMF detected events by sending Nsmf_EventExposure_Subscribe service operation. The PCF discovers the SMF that needs to subscribe from information received in the Npcf_SMPolicyControl_Get service operation. 

At this point, the PCF can also subscribe to AMF detected events by sending Namf_EventExposure_Subscribe service operation. For this, the PCF needs to discover the AMF serving the UE. 
One point to consider is that there can be different network deployments, e.g.:

· a network deployment may have just a PCF providing session management policies and no access and mobility management policies, so when the SMF gets policies from the PCF, there has been no interaction between the AMF and the PCF previously.
· deployments where different PCFs support access and mobility policies and session management policies respectively.
Proposal 5: The SMF shall provide the PCF with the AMF id in the Npcf_SMPolicyControl_Get service operation. The PCF can then subscribe to AMF detected events by sending Namf_EventExposure_Subscribe operation. The PCF shall provide the SUPI to the AMF in the subscription to identify the proper UE context. 
2.4 Interworking scenario

In an interworking scenario between 5GS and EPC/E-UTRAN, the TS 23.501. clause 4.3, defines the following architecture.
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The architecture shows that the PCF (named PCF + PCRF), connects to the SMF + PGW-C using N7 interface and connects to AMF using N15 interface, when the UE is in NG-RAN.

When the UE is in E-UTRAN access, the PCF only communicates with the SMF + PGW-C via N7 so all the events that the PCF can subscribe shall be provided by the SMF in this scenario.

Proposal 6: The SMF+PGW-C shall be able to report to the PCF, and the PCF shall be able to subscribe to the SMF-PGW all the available events.
2.4 Roaming scenario

In the case of local breakout, the V-PCF provides the policies to the AMF and the SMF. In this scenario, the V-PCF can subscribe to the corresponding events in the AMF and the SMF in the VPLMN. Additionally, the V-PCF can retrieve just Mobility policy rules and UE Route Selection Policy (URSP) rules from the H-PCF, no information is provided from the H-PCF to the V-PCF for PCC Rule generation. Therefore, the H-PCF can only subscribe to AMF related events via the V-PCF if needed.

Proposal 7: In LBO roaming, the V-PCF can subscribe events in the AMF and the SMF as in the non-roaming case. The H-PCF that provides mobility policy rules and URSP rules can subscribe to AMF related events via the V-PCF, as explained in clause 5.2.5 of 23.503 V0.3.0.
In the case of home routing, the H-PCF can provide UE Route Selection Policy (URSP) rules to the VPLMN and provides session related policies to the H-SMF. 

In this scenario, the H-PCF that provides the URSP policies to the V-PCF can subscribe AMF related events via the V-PCF. The H-PCF that handles the session related policies, can subscribe to any event (including the location related events) via the H-SMF.

Proposal 8: In HR roaming, the H-PCF providing URSP policies, i.e. providing Npcf_AMPolicyControl Service, to the V-PLMN can subscribe to AMF related events via the V-PCF, as explained in clause 5.2.5 of 23.503 V0.3.0. The H-PCF that handles the session related policies, i.e. providing the Npcf_SMPolicyControl Service, can subscribe the events via the H-SMF.

2.4 New event triggers in 5GC

There are a number of circumstances that require additional event triggers that have to be considered.

It is important to notify the PCF when there is new service area restriction data applicable to the subscriber. This happens when the UDM provides this information about service area restriction to the AMF. A new event trigger, e.g. subscribed service area restriction change, is required for the AMF to notify the PCF for it to be able to further adjust the service area restrictions applicable to the subscriber. 
In 5GC, instead of tracking and report a SGSN change, it is required to track and update any AMF change.

Proposal 9: The following new event trigger tracked and reported by the AMF shall be considered in 5GC.

- Service Area Restriction data change.
- RFSP Index change.

- Change of UE presence in Area of Interest. A CR to 23.501 is required.
Proposal 10: The following new event trigger tracked and reported by the SMF shall be considered in 5GC.

- AMF change.
3
Proposal

3.1 Summary
It is stated that the policy related NF (e.g. AMF, SMF) performs event trigger detection. Therefore, there is a need to identify the events that are detected and reported by each NF (AMF, SMF) to the PCF.

The AMF shall detect and report the events related to location change using Namf_EventExposure service while the SMF shall detect and report the session related events using Nsmf_EventExposure service.
When providing Npcf_AMPolicyControl service, the PCF learns the AMF instance to subscribe from the information that the AMF includes in the Npcf_AMPolicyControl Get operation when creates the UE context in the PCF.

When providing Npcf_SMPolicyControl service, the PCF learns the AMF instance and the SMF instance to subscribe from the information that the SMF includes in the Npcf_SMPolicyControl Get operation when creates the PDU session context in the PCF.

In interworking scenario, when UE is in E-UTRAN, the PCF subscribes to the events in SMF+PGW-C (including location change) as there is no interface available with MME.
In LBO roaming, the V-PCF can subscribe events in the AMF and the SMF as in the non-roaming case. The H-PCF that provides mobility policy rules and URSP rules can subscribe to AMF related events via the V-PCF, as explained in clause 5.2.5 of 23.503 V0.3.0.
In the case of home routing, , the H-PCF that provides the URSP policies to the V-PCF can subscribe AMF related events via the V-PCF. The H-PCF that handles the session related policies, can subscribe to any event (including the location related events) via the H-SMF.

There are new event triggers in 5GC to be provided by AMF related to the new 5G features to report changes on service area restriction data, RFSP index data, presence of UE in area of interest.

The SMF shall provide new event trigger to report AMF change.

3.2 Proposed updates
The following updates are proposed to 3GPP TS 23.503 v.0.3.0.

* * * First Change * * *

5.2.5
Interactions between V-PCF and H-PCF

For roaming scenario, the interactions between V-PCF and H-PCF through Npcf enables the H-PCF to:

-
Provision mobility policy rules to V-PCF in the VPLMN.

-
Handling of UE Context Establishment request sent by the V-PCF as part of UE Registration procedure(s).

-
Receipt of network events from the V-PCF.

-
Handling of UE Context Termination request sent by V-PCF as part of UE De-Registration procedure.
In LBO roaming, the H-PCF that provides mobility policy rules and URSP rules subscribes to AMF related events via the V-PCF. The V-PCF provides access mobility management policies, UE policies and session management policies in the VPLMN. The V-PCF subscribes AMF related events in the AMF and session related events in the SMF as in the non-roaming case.

In HR roaming, the H-PCF providing URSP policies to the V-PLMN subscribes to AMF related events via the V-PCF. The H-PCF that handles the session related policies subscribes all the events via the H-SMF.
* * * Next Change * * *

6.x Event triggers in 5G
The following events applies for 5GC additional to the ones listed in clause x.x . 
Table 6.x: Event triggers.

	Event trigger
	Description
	Reported from
	Condition for reporting

	Session AMBR change
	The subscribed Session AMBR has changed
	SMF
	SMF always reports to PCF

	Default QoS change
	The subscribed QoS has changed
	SMF
	SMF always reports to PCF


The Session AMBR change and the default QoS change event triggers shall trigger the PCF interaction for all changes in the data received in SMF from the UDM. The default QoS change reports a change in the default 5QI/ARP retrieved by SMF from UDM, as explained in clause 5.7.2.7 of 23.501 [2].
Table 6.x: Event triggers for 3GPP access type.

	Event trigger
	Description
	Reported from
	Condition for reporting

	Location change (tracking area)

	The tracking area of the UE has changed.
	AMF
	PCF

	Change of UE presence in Area of Interest (see note)
	The UE is entering/leaving a Presence Reporting Area of interest
	AMF
	PCF

	Service Area Restriction change
	The subscribed service area restriction information has changed.
	AMF 
	PCF

	RFSP index change
	The subscribed RFSP index has changed
	AMF
	PCF

	NOTE 1:
The maximum number of Areas of Interest per UE is configured in the PCF. The PCF may have independent configuration of the maximum number for Core Network pre-configured Areas of Interest and UE-dedicated Areas of Interest. The exact number(s) should be determined by operator in deployment.


If the Location change trigger is armed, the AMF shall activate the relevant procedure which reports any changes in location to the level indicated by the trigger.

Details of Change of UE presence in Area of Interest are explained in TS 23.501 [2], clause 5.6.11.

The Service Area restriction change event trigger and the RFSP index change event trigger shall trigger the PCF interaction for all changes in the data received in AMF from UDM.

6.1.x Interworking scenario

In an interworking scenario between 5GS and EPC/E-UTRAN, as explained in the TS 23.501 [2], clause 4.3, the PCF may subscribe to all possible events via the SMF when the UE is served by the EPC/E-UTRAN.
* * * End of Changes * * *
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