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Abstract of the contribution: In this contribution, it is proposed to have a separate clause describing interaction between SMF and UPF on N4 reference point. In addition, it is proposed to describing how the features involving SMF and UPF interaction works.
1. Background
Clause 5.8 in the TS 23.501 describes the user plane management issues. It is common understanding that UPF is managed by SMF, in order to properly handle the user plane traffic. So it is expected this clause shall specify how to achieve the functionality like UE IP address management, with the interaction between the SMF and UPF. 

When reading current texts, many things mixed up without a clear structure, e.g. it talks about the UPF topology, traffic detection handling in the same sub-clause, and describes UE IP address allocation in another clause of the same hierarchy level.
It is proposed to re-structure this clause to firstly, give a general description that this clause aims for specifying how SMF controls the UPF to handle user plane traffic and then describes in several individual clauses how the functionalities are achieved with the interaction between SMF and UPF on N4 reference point.
It is not intended to change any technical agreements in the specification. 
2. Discussion
TS 23.214 (CUPS TS) clause 5 documents the functional descriptions on Sx interfaces (between CPF and UPF) due to the control and user plane separation. 5G system is expected to reuse the principle of 4G CUPS in terms of how CPF/SMF interacting with UPF, as much as possible. However, we cannot simply refer to TS 23.214, as we may consider optimization in 5G as well as more features. It is then ideal to have a separate clause in 5G TS describing the interaction between SMF and UPF.

The proposed structure is described as following:
5.8 User plane management

5.8.1 General description

Changes: Move texts from original 5.8.2 regarding the UPF deployment and very high level description the functionalities it supports.
5.8.2 Functional description
5.8.2.1 UE IP address allocation

Changes: move the texts from original 5.8.1 to here

5.8.2.x CN tunnel allocation

Changes: proposals will be described in this pCR, according to existing texts in TS 23.501/502 (basically a summary of related texts in 501 and 502 with more detailed texts)
5.8.2.y Buffering functionality for idle mode UE

Changes: Move texts from original 5.8.3 here, and add texts in paper S2-175803

5.8.2.z Other functionality to be added…   e.g. Control of packet detection/forwarding…
* * * First Change * * *
5.8
User plane Management

5.8.1
General
User Plane Function(s) (UPF(s)) handle the user plane path of PDU sessions. 
The number of UPFs for a PDU Session is not restricted by the3GPP specifications but specifications support deployments with a single UPF or multiple UPFs for a given PDU session.

For IPv4 or IPv6 type PDU sessions, the PDU session anchor may be IP anchor point of the IP address/prefix allocated to the UE. For an IPv4 type PDU session or an IPv6 not multi-homed PDU session, when multiple PDU session anchors are used (due to UL CL being inserted), only one PDU session anchor is the IP anchor point for the PDU session. For an IPv6 multi-homed PDU session there are multiple IP (IPv6) anchor points as described in clause 5.6.4.3.
Deployments with one single UPF used to serve a PDU session do not apply to the Home Routed case and may not apply to the cases described in clause 5.6.4.

Deployments where a UPF can only be controlled by a single SMF, and deployments where a UPF can be controlled by multiple SMFs (for different PDU sessions) are both supported.
UPF traffic detection capabilities may be used by the SMF in order to control at least following features of the UPF:

-
Traffic detection (e.g. classifying traffic of IP type, Ethernet type, or unstructured type)
-
Traffic reporting (e.g. allowing SMF support for charging).

-
QoS enforcement (The corresponding requirements are defined in clause 5.7).

-
Traffic routing (e.g.as defined in clause 5.6.4. for UL CL or IPv6 multi-homing).
UPF selection is performed by SMF. The details of UPF selection is described in clause 6.3.3.

5.8.2
Functional description
5.8.2.1
General
This clause contains detailed functional descriptions for some of the functions provided by the UPF. It is documented how the SMF instructs it's corresponding UP function and which control parameters are used.

5.8.2.2
UE IP address management

5.8.2.2.1
General

The UE IP address management includes allocation and release of the UE IP address as well as renewal of the allocated IP address, where applicable.

The UE sets the requested PDU Session type during the PDU Session Establishment procedure based on its IP stack capabilities and configuration as follows:

-
A UE which is configured for the DNN to support IPv6 and IPv4 shall set the requested PDU Session type to "IP".

-
A UE which is configured for the DNN to support only IPv4 shall request for PDU Session type "IPv4".

-
A UE which is configured for the DNN to support only IPv6 shall request for PDU Session type "IPv6".

-
When the UE is not configured for the DNN to support a specific IP version, the UE shall request a PDU Session type based on its IP stack capabilities. For example, a UE with an IP stack capable of IPv4 and IPv6 shall request a PDU Session type "IP".

-
When the UE is not configured for the DNN to support a specific IP version and the IP version capability of the UE is unknown in the UE (as in the case when the MT and TE are separated and the capability of the TE is not known in the MT), the UE shall request for PDU Session type "IP".

The SMF selects PDU Session type of the PDU Session as follows:

-
If the SMF receives a request with PDU Session type set to "IP", the SMF selects either PDU Session type "IPv4" or "IPv6" based on DNN configuration and operator policies. A SMF also provides a cause value to the UE to indicate whether the other IP version is supported on the DNN. If the other IP version is supported, UE may request another PDU Session to the same DNN for the other IP version.

-
If the SMF receives a request for PDU Session type "IPv4" or "IPv6" and the requested IP version is supported by the DNN the SMF selects the requested PDU session type.

An SMF shall perform IP address management procedure based on the selected PDU Session type. If IPv4 PDU Session type is selected, an IPv4 address is allocated to the UE. Similarly, if IPv6 PDU Session type is selected, an IPv6 prefix is allocated. For Roaming case, the SMF in this clause refers to the SMF controlling the UPF acting as IP anchor point. i.e. H-SMF in home routed case and V-SMF in local breakout case. The SMF in this clause refers to the SMF controlling the PDU Session anchor, i.e. the SMF in HPLMN for a home routed roaming scenario and the SMF in VPLMN for the local breakout roaming scenario. The SMF shall process the UE IP address management related messages, maintain the corresponding state information and provide the response messages to the UE. In case the UE IP address is obtained from the external data network, additionally, the SMF shall also send the allocation, renewal and release related request messages to the external data network and maintain the corresponding state information.

The 5GC elements and UE support the following mechanisms:

a.
During PDU Session establishment procedure, the SMF sends the IP address to the UE via SM NAS signalling. The IPv4 address allocation and/or IPv4 parameter configuration via DHCPv4 can also be used once PDU Session is established.

b.
/64 IPv6 prefix allocation shall be supported via IPv6 Stateless Autoconfiguration according to RFC 4862 [10], if IPv6 is supported. IPv6 parameter configuration via Stateless DHCPv6 (according to RFC 3736 [14]) may also be supported.

In order to support DHCP based IP address configuration, the SMF shall act as the DHCP server towards the UE for both HPLMN assigned dynamic and static IP addressing and for VPLMN assigned dynamic IP addressing. The PDU Session anchor UPF does not have any DHCP functionality. The SMF instructs the PDU Session anchor UPF serving the PDU Session to forward DHCP packets between the UE and the SMF over the user plane.
When DHCP is used for external data network assigned addressing and parameter configuration, the SMF shall act as the DHCP client towards the external DHCP server. The UPF does not have any DHCP functionality. In case of DHCP server on the external data network, the SMF instructs a UPF with N6 connectivity to forward DHCP packets between the UE and the SMF and the external DHCP server over the user plane.
The IP address/prefix is released by the SMF upon release of the PDU Session.
The 5GC may also support the allocation of a static IPv4 address and/or a static IPv6 prefix based on subscription information in the UDM or based on the configuration on a per-subscriber, per-DNN basis.

If the static IP address/prefix is stored in the UDM, during PDU Session establishment procedure, the SMF retrieves this static IP address/prefix from the UDM. If the static IP address/prefix is not stored in the UDM subscription record, it may be configured on a per-subscriber, per-DNN basis in the DHCP/DN-AAA server and the SMF retrieves the IP address/prefix for the UE from the DHCP/DN-AAA server. This IP address/prefix is delivered to the UE in the same way as a dynamic IP address/prefix. It is transparent to the UE whether the PLMN or the external data network allocates the IP address and whether the IP address is static or dynamic.

For IPv4 or IPv6 PDU Session type the following applies:

-
During PDU establishment, the SMF may receive an IP Index from the PCF, the SMF may use this to assist in selecting how the IP address is to be allocated when multiple allocation methods, or multiple instances of the same method are supported. In the case of roaming, it is the SMF controlling the UPF acting as IP anchor that is responsible for IP allocation, therefore it is this SMF that may receive the IP index from the PCF (in its own network).

5.8.2.2.2
Routing rules configuration

When the UE has an IPv6 multi-homed PDU session the UE selects the source IPv6 prefix according to routing rules pre-configured in the UE or received from network. Routing rules received from the network have a higher priority than routing rules pre-configured in the UE
The SMF can decide the routing rules for a UE based on local configuration or dynamic policy received from the PCF. The SMF can send routing rules to the UE to influence the source IP prefix selection in IPv6 Router Advertisement (RA) messages according to RFC 4191 [8] at any time during the lifetime of the IPv6 multi-homed PDU session. Such messages are sent via the UPF.
NOTE:
For multiple IPv4 PDU Session and multiple IPv6 PDU Session cases, routing rule based PDU session selection is not specified in this release.





























5.8.2.3
CN tunnel info Allocation

5.8.2.3.1
General

CN tunnel info is the Core Network address of the N3/N9 tunnel corresponding to the PDU Session. It comprises the TEID and the IP address which is used by the UPF for the PDU session.
Allocation and release of CN tunnel info is performed when a new PDU session is established or released. This functionality may be done either by SMF or UPF, based on operators’ configuration on the SMF. The SMF should indicate the UPF if it determines the UPF to allocate/release tunnel info.
When both CN tunnel info allocation in SMF and CN tunnel info allocation in UPF coexist in the same network, the same CN tunnel info allocation option shall be used by all the SMF controlling a particular UPF.

5.8.2.3.2
CN tunnel info allocation / release in the SMF
If the network is configured to perform allocation/release of CN tunnel info in the SMF, the SMF shall manage the CN tunnel info space. The SMF shall allocate CN tunnel info for the applicable N4 reference points when a PDU session is established and release the CN tunnel info when a PDU session is released. In case of PDU session establishment, the SMF shall provide the allocated CN tunnel info to UPF. The SMF shall also provide the CN tunnel info to RAN in order to complete the PDU session establishment. In case of PDU session release, the SMF shall notify the UPF about the release of the CN tunnel info.

5.8.2.3.3
CN tunnel info allocation / release in the UPF
If the network is configured to perform allocation/release of CN tunnel info in the UPF, the UPF shall manage the CN tunnel info space. In case of PDU session establishment, the SMF shall request UPF to allocate CN tunnel info for the applicable N4 reference points and provide them to the SMF. The SMF shall provide the CN tunnel info to RAN in order to complete the PDU session establishment. In case of PDU session release, the SMF shall request UPF to release CN tunnel info for the PDU session.

5.8.2.4
Traffic detection
5.8.2.4.1
General

This clause describes the detection process at the UPF that identifies the packets belonging to a session, or a service data flow.

The SMF is responsible for instructing the UP function about how to detect user data traffic belonging to a Packet Detection Rule (PDR). The other parameters provided within a PDR describe how the UP function shall treat a packet that matches the detection information.

5.8.2.4.2
Traffic detection information

The SMF controls the traffic detection at the UP function by providing detection information for every PDR.
For IPv4 or IPv6 PDU session type, detection information is a combination of:

-
PDU session.

-
QFI.

-
IP Packet Filter Set as defined in clause 5.7.6.2.

-
Application Identifier: The Application ID is an index to a set of application detection rules configured in UPF.

For Ethernet PDU session type, detection information is a combination of:

-
PDU session,

-
QFI,

-
Ethernet Packet Filter Set as defined in clause 5.7.6.3.

In this release of the specification for Unstructured PDU session Type, the UPF does not perform -QoS flow level traffic detection for QoS enforcement.

Traffic detection information sent by the SMF to the UPF for a PDU session may be associated with Network instance for detection and routing of traffic over N6.

NOTE:
Network instances can be used for example in following case:

-
The UPF is connected to different DN (DNAI) with possibly overlapping IP addresses.

5.8.2.5
Control of user plane forwarding
The SMF controls user-plane packet forwarding for traffic detected by a PDR by providing a FAR with instructions to the UPF, including:

-
Forwarding operation information;

-
Forwarding target information.

The details of the forwarding target and operation will depend on the scenario and is described below. The following forwarding functionality is required by the UPF:

-
Apply GTP-U tunnel related handling, i.e. encapsulation.

-
Forward the traffic to the SMF, i.e. DHCP signalling.

-
Forward the traffic according to locally configured policy for traffic steering.

5.8.2.6
Charging and usage monitoring handling

This clause is FFS.
5.8.2.7
PDU Session and QoS flow policing
ARP is used for admission control (i.e. retention and pre-emption of the new QoS flow). The value of ARP is not required to be provided to the UPF.

For every QoS flow, the SMF shall use the 5QI and optionally, the ARP priority level, to determine the transport level packet marking and provide the transport level packet marking to the UPF.

The SMF shall provide the PDU Session AMBR value together with a QoS Enforcement Rule correlation ID to the UPF so that the UPF can enforce the PDU Session AMBR across all nonGBR QoS flows of the PDU Session.

SMF shall provide the GFBR and MFBR value for each QoS flow of the PDU session to the UPF. 

5.8.2.8
PCC related functions

This clause is FFS.
5.8.2.9
Functionality of sending of "end marker"
Sending of "end marker" is a functionality which involve SMF and UPF. As part of the functionality, constructing of end marker packets can either be done in the SMF or in the UPF, as described in clauses 5.8.2.9.1 and 5.8.2.9.2. Whether constructing of end marker packets is performed by SMF or UPF is determined by network configuration.
5.8.2.9.1
UPF constructing the "end marker" packets

UPF referred in this clause is the UPF terminates N3 reference point. 
It is assumed that the PDU Session for the UE comprises of an UPF that acts as a PDU Session anchor and an intermediate UPF terminating N3 reference point at the time of this Handover procedure.
In case of NG RAN relocation during handover procedure without UPF change, SMF shall indicate the UPF to switch the N3 path(s) by sending an N4 session modification request message with the new AN tunnel info of NG RAN and in addition, provide an indication to the UPF to send the end marker packet(s) on the old N3 path.

On receiving this indication, the UPF shall construct end marker packet(s) and send it for each N3 GTP-U tunnel towards the source NG RAN after sending the last PDU on the old path.

In case of UPF relocation during handover procedure, SMF shall indicate the PSA UPF to switch the N9 path(s) by sending an N4 session modification request message (N4 session ID, new CN tunnel info of UPF) and in addition, provide an indication to the PSA UPF to send the end marker packet(s) on the old path.

On receiving this indication, the PSA UPF shall construct end marker packet(s) and send it for each N9 GTP-U tunnel towards the source SGW-U after sending the last PDU on the old path.

On receiving the end marker packet(s) on N9 GTP-U tunnel, UPF shall forward the end marker packet(s) and send it for each N3 GTP-U tunnel towards the source NG RAN.

5.8.2.9.2
SMF constructing the "end marker" packets

UPF referred in this clause is the UPF terminates N3 reference point.
It is assumed that the PDU Session for the UE comprises of an UPF that acts as a PDU Session anchor and an intermediate UPF terminating N3 reference point at the time of this Handover procedure.
In case of NG RAN relocation during handover procedure without UPF change, SMF shall indicate the UPF to switch the N3 path(s) by sending an N4 session modification request message (PDU session ID, new AN tunnel info of NG RAN). After sending the last PDU on the old path, UPF shall replace the old AN tunnel info with the new one and responds with an N4 session modification response message to acknowledge the success of path switch.

When the path switch is finished, SMF constructs the end marker packet(s) and sends it to the UPF. UPF then forwards the packet(s) to the source NG RAN.

In case of UPF relocation during handover procedure, SMF shall indicate the PSA UPF to switch the N9 path(s) by sending an N4 session modification request message (PDU session ID, new CN tunnel info of UPF). After sending the last PDU on the old N9 path, PSA UPF shall replace the old CN tunnel info with the new one and responds with an N4 session modification response message to acknowledge the success of path switch.

When the path switch is finished, SMF constructs the end marker packet(s) and sends it to PSA UPF. PSA UPF then forwards the packet(s) to the source UPF.

5.8.2.10
Packet buffering function

This clause is FFS.
* * * End of Changes * * *
�Not a good place to mention PDU session anchor or other roles like UL CL.


Suggest to move to “UPF selection” clause, as “role” of UPF is only considered when SMF select a UPF.


Remove it does not harm :)


�The content is moved to clause 5.8.1 and 5.8.2.4


�Confusing texts.


Traffic detection is anyhow needed, here it is intended to say QoS flow level detection.


�To be documented in TS 23.503?


��To be documented in TS 23.503?


�Solution proposed in a separate paper (re-submission of S2-175803)
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