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Modification of the Set of Network Slice(s) for a UE.
1.
Introduction
The pCR is proposed to resolve Open Item #4c, non-homogeneous support of slice within PLMN.

2.
Discussion

The Allowed NSSAI is determined with considering UE’s desired slices (Requested NSSAI), UE subscription (Subscribed S-NSSAIs) and operator’s local policies, etc. The Allowed NSSAI is considered valid only within a given registration area. 
	[TS 23.501] 5.15.5.2.1
Registration to a Set of Network Slices

…
(B) When required as described above, the AMF needs to query the NSSF, and the following is performed:

-
The AMF queries the NSSF, with Requested NSSAI, the Subscribed S-NSSAIs, location information, and possibly access technology being used by the UE.-
Based on this information, local configuration, and other locally available information including RAN capabilities in the registration area, the NSSF does the following:

Editor's note:
Whether more information can be sent to the NSSF is FFS.
-
It selects the set of network slice instances to serve the UE.

-
It determines the target AMF Set to be used to serve the UE, or, based on configuration, the list of candidate AMF(s), possibly after querying the NRF.

-
It determines the Allowed NSSAI.

-
Additional processing to determine the Allowed NSSAI in roaming scenarios, as described in clause 5.15.6.
…
[TS 23.501] 5.15.4
UE NSSAI configuration and NSSAI storage aspects

…
Upon successful completion of a UE's Registration procedure, the UE may obtain from the AMF an Allowed NSSAI for this PLMN, which may include one or more S-NSSAIs. These S-NSSAIs are valid for the current Registration Area provided by the serving AMF the UE has registered with and can be used simultaneously by the UE (up to the maximum number of simultaneous Network Slices or PDU sessions).

…


Therefore, if the UE enters a new Registration Area, the Allowed NSSAI which was determined previously is no longer valid and a new Allowed NSSAI needs to be determined. In order to determine new Allowed NSSAI, the AMF needs information about the Requested NSSAI and subscribed S-NSSAIs. While the Subscribed S-NSSAIs can be obtained from the old AMF as UE context or possibly can be obtained from UDM, it is not clear where the AMF can get the Requested NSSAI.
Observation: The Allowed NSSAI is determined with considering Requested NSSAI, Subscribed S-NSSAIs and operator’s local policies, etc. If the UE enters a new Registration Area, the new AMF needs to get Requested NSSAI to determine a new Allowed NSSAI in the new Registration Area.
There are two alternatives. 
· Alternative #1: The UE includes a Requested NSSAI in Registration Request whenever it enters a new Registration Area. 
· Alternative #2: The Requested NSSAI is stored as UE context at the serving AMF. The new AMF gets the Requested NSSAI from the old AMF as UE context. The UE includes a new Requested NSSAI only if a set of S-NSSAIs the UE is willing to use is changed. If the UE includes Requested NSSAI in Registration Request, then the Requested NSSAI sent by the UE takes precedence over the Requested NSSAI in UE context and the new AMF uses the Requested NSSAI from the UE to determine the Allowed NSSAI. Otherwise the new AMF uses the Requested NSSAI from the old AMF to determine the Allowed NSSAI.
Proposal 1: We propose Alternative #2.
When the Allowed NSSAI is provided to the UE, the UE replaces the previously received and stored Allowed NSSAI with the new Allowed NSSAI. To clarify when the new Allowed NSSAI is provided to the UE, there are two alternatives.
· Alternative #A: The CN provides a new Allowed NSSAI whenever the UE enters a new Registration Area.

· Alternative #B: The Allowed NSSAI is stored as UE context at the serving AMF. The new AMF gets the Allowed NSSAI from the old AMF as UE context. After determining a new Allowed NSSAI in the new Registration Area, the new Allowed NSSAI is provided to the UE only when the new Allowed NSSAI is different from the previous Allowed NSSAI. If an Allowed NSSAI is not included in Registration Accept in a new Registration Area, then the UE assumes that the previous Allowed NSSAI is also valid in the new Registration Area.
Proposal 2: We propose Alternative #B.

Corresponding procedure update for TS 23.502 and the companion proposal for TS 23.503 are proposed in S2-177447 and S2-177448, respectively.
2.
Text Proposal
The following changes are proposed to be applied to TS 23.501.
*** start of change ***

5.15.5.2.2
Modification of the Set of Network Slice(s) for a UE

The set of Network Slices for a UE can be changed at any time while the UE is registered with a network, and may be initiated by the network, or the UE under certain conditions as described below.
NOTE:
In this release of the specification it is assumed that the registration area allocated by the AMF to the UE shall have homogeneous support for network slices.
The network, based on local policies, subscription changes and/or UE mobility, operational reasons (e.g. a Network Slice instance is no longer available), may change the set of Network Slice(s) to which the UE is registered and provides the UE new Allowed NSSAI. The network may perform such change during a Registration procedure or trigger a notification towards the UE of the change of the Network Slices using a Generic UE Configuration Update procedure as specified in TS 23.502 [3], clause 4.2.4. The new Allowed NSSAI is determined as described in clause 5.15.5.2.1 (an AMF Relocation may be needed). The AMF provides the UE with the new Allowed NSSAI and TAI list, and:
-
If the changes to the Allowed NSSAI do not require the UE to perform a registration procedure:
-
The AMF indicates that acknowledgement is required, but does not indicate the need to perform a registration procedure;
-
The UE responds with a UE configuration update complete message for the acknowledgement.

-
If the changes to the Allowed NSSAI require the UE to perform a registration procedure (e.g. the new S-NSSAIs require a separate AMF that cannot be determined by the current serving AMF):
-
The serving AMF indicates to the UE that current 5G-GUTI is invalid and the need for the UE to perform a registration procedure after entering CM-IDLE state. The AMF shall release the NAS signalling connection to the UE to allow to enter CM-IDLE based on local policies (e.g. immediately or delayed release);
-
The UE initiates a registration procedure after the UE enters CM-IDLE state. The UE shall include SUPI and new Allowed NSSAI in the registration in this case.
When the UE enters a new registration area, the Allowed NSSAI which was assigned previously is no longer valid in the new registration area and a new Allowed NSSAI needs to be determined as described in clause 5.15.5.2.1. If a new serving AMF is selected, the new AMF gets the Requested NSSAI and Allowed NSSAI from the old AMF as a part of UE context. The UE includes a new Requested NSSAI only if a set of S-NSSAIs the UE is willing to use is changed. If the UE includes Requested NSSAI in Registration Request, then the Requested NSSAI sent by the UE takes precedence over the Requested NSSAI in UE context and the new AMF uses the Requested NSSAI from the UE to determine the Allowed NSSAI. Otherwise the new AMF uses the Requested NSSAI from the old AMF to determine the Allowed NSSAI. After determining a new Allowed NSSAI in the new Registration Area, the new Allowed NSSAI is provided to the UE only when the new Allowed NSSAI is different from the previous Allowed NSSAI. If an Allowed NSSAI is not included in the Registration Accept, then the UE assumes that the previous Allowed NSSAI is also valid in the present new Registration Area.
When a Network Slice used for a one or multiple PDU Sessions becomes no longer available for a UE, in addition to sending the new Allowed NSSAI to the UE, the following applies:
-
In the network, if the Network Slice becomes no longer available under the same AMF (e.g. due to UE subscription change), the AMF indicates to the SMF(s) corresponding to the relevant S-NSSAI to autonomously release the UE's SM context
-
In the network, if the Network Slice becomes no longer available with AMF relocation (e.g. due to Registration Area change), the new AMF indicates to the old AMF that the PDU Session(s) associated with the relevant S-NSSAI shall be released. The old AMF informs the corresponding SMF(s) to autonomously release the UE's SM context.
-
In the UE, the PDU session(s) context is implicitly released after receiving the Allowed NSSAI in the Registration Accept message.
The UE uses UE Configuration (e.g. NSSP) to determine whether ongoing traffic can be routed over existing PDU sessions belonging to other Network Slices or establish new PDU session(s) associated with same/other Network Slice.

In order to change the set of S-NSSAIs being used, the UE shall initiate a Registration procedure as specified in clause 5.15.5.2.1.1.

Change of set of S-NSSAIs to which the UE is registered (whether UE or Network initiated) may lead to AMF change subject to operator policy, as described in clause 5.15.5.2.1.

Editor's note:
The condition under which the UE is able to request the change of the Network Slices, and what it is able to request, are FFS.

*** End of the change ***
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