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Abstract of the contribution: This contribution proposes the descriptions on PFD management to TS 23.503.

Introduction
PFDF in EPC is defined as follows in TS 23.203:

“A Packet Flow Description Function (PFDF) is an element which stores PFDs associated with an application identifier and transfers them to the PCEF/TDF via Gw/Gwn interface to enable the PCEF/TDF to perform application detection when the PFDs are managed by a 3rd party SP.”
For 5GC, the corresponding PFDF functionalities include:

· A: PFD storage by the 3rd party AF
· B: PDF transferring into the SMF.

Packet Flow Descriptions (PFDs) for application detection is part of Application Data stored in the UDR as depicted in the Figure 4.2.5-2 of TS 23.501. However, it is still unclear on which NF to perform the PFDF service logic. A PFDF FE might have to be defined. For functionality A, since the 3rd party AF has to store the PFDs into the UDR through NEF, it is very natural that it is performed in NEF. For functionality B, there are 3 alternatives:
· Stand-alone PFDF FE
· NEF
· SMF
Below is a comparison among the 3 alternatives.

	Alternative
	Push efficiency
	Pull efficiency
	Network architecture complexity

	Stand-along PFDF FE
	Low. NEF or UDR has to notify PFDF FE of the PFD change, and then the PFDF FE pushes the updated PFD to the SMF
	Low. SMF has to fetch the PFDs though PFDF FE
	High. one more NF is introduced

	NEF
	High. Allows the push optimization in which the PFDs can be pushed by the NEF to the SMF directly at the same time of the storage into the UDR
	Low. SMF has to fetch the PFDs though NEF
	Low. 

	SMF
	Medium. NEF or UDR has to notify SMF of the PFD change
	High. SMF can fetch the PFDs from the UDR directly
	Low.


Based on the above evaluation, it can be seen that introducing a stand along PFDF FE has no benefit in terms of pull/push efficiency and network complexity. Having PFDF functionality (part B) in NEF or SMF has the advantage for either push mode or pull mode. Operators can deploy the PFDF FE in either NEF or SMF based on the needs of pull/push.
Conclusion: Define PFDF FE as a logical function which can be collocated with either NEF or SMF.
Proposal
* * * * Begin of Changes * * * *

6.1.3.2
Management of packet flow descriptions

Editor's note:
This clause will cover functionality which is described in TS 23.203 [4] but needs to be updated due to changes in concept and/or realization.
6.1.3.2.1
Packet Flow Description
PFD (Packet Flow Description) is a set of information enabling the detection of application traffic.
The operator is able to configure pre-defined PCC Rules in the SMF or dynamic PCC Rules in the PCF that include at least an application identifier for service data flow or application detection, charging control information, i.e. charging key and optionally the Sponsor identifier or the ASP identifier or both. Depending on the service level agreements between the operator and the Application Server Provider, it may be possible for the ASP to provide individual PFDs or the full set of PFDs for each application identifier maintained by the ASP to the SMF via the NEF and the PFDF. The PFDs become part of the application detection filters in the SMF/UPF and therefore are used as part of the logic to detect traffic generated by an application.

Each PFD may be identified by a PFD id. A PFD id is unique in the scope of a particular application identifier. There may be different PFD types associated to an application identifier.
A PFD include the following information:

-
PFD id; and

-
a 3-tuple including protocol, server side IP address and port number; or

-
the significant parts of the URL to be matched, e.g. host name; or

-
a Domain name matching criteria.

NOTE: Based on the agreement between AF and mobile operator, the PFD can be designed to convey proprietary extension for proprietary application traffic detection mechanisms.
6.1.3.2.2 
PFD Management
The Management of Packet Flow Descriptions (PFDs) enables the UPF to perform accurate application detection when PFDs are provided by an AF and then to apply enforcement actions as instructed in the PCC Rule.
NOTE 1:
The management of Packet Flow Descriptions is optional, and is only used if SDSF, NEF, SMF and UPF support this feature.
Editor Note: Whether the PFDs are stored in the SDSF or UDR is dependent on the conclusion of data storage architecture based on which the description may be updated.
The PFDs are stored in the SDSF as the Application Data. AF manages (provision, update, delete) the PFDs through the NEF. The PFDs are transferred to the SMF through PFDF FE. PFDF FE is a logical function as a front end of the SDSF, which subscribes the changes of the PFDs from the SDSF, and provides the PFDs to the SMF either on the request of PFD management from the ASP through NEF (push mode) or on the request of SMF (pull mode). It can be collocated with either SMF or NEF. 
The PFDs may be retrieved by SMF from PFDF in "pull" mode or may be provisioned from PFDF to the SMF in "push" mode.
When the "push" mode is used, the PFDF distributes PFDs for each application identifier to those SMFs that enable access to those applications. The PFDF may be configured with the list of SMFs where PFDs should be distributed. There are three methods to provision PFDs from the PFDF to the SMF:

a)
Push of whole PFDs stored in the SDSF that can be accessed by the PFDF FE according to operator configuration in PFDF FE (e.g., provision per day according to operator configuration);

b)
Selective push of an ASP change in the PFD set (i.e. ASP changes the PFD set while operator configuration defines when to push);

c)
Selective push of an ASP change in the PFD set according to ASP request (i.e. ASP indicates to push changes in a PFD set within the time interval indicated by the Allowed Delay).

The NEF may be configured with a minimum allowed delay based on SLA to authorize the allowed delay provided by the ASP.
When the "pull" mode is used, at the time a PCC Rule with an application identifier for which PFDs are not available is activated or provisioned, the SMF requests all PFDs for that application identifier from the PFDF. The PFDs retrieved for an application identifier from the PFDF are cached in the SMF, and the SMF maintains a caching timer associated to the PFD(s) to control how long the PFDs are valid. When the caching timer expires and there are still active PCC rules that refer to the corresponding application identifier, the SMF reloads the PFD(s) from the PFDF and provides it to the UPF over N4. When the caching timer expires and there's no active PCC rule that refers to the corresponding application identifier or the SMF removes the last PCC rule that refers to the corresponding application identifier, the SMF removes the PFD(s) identified by the application identifier and informs the UPF to remove the PFD(s) identified by the application identifier over N4.
NOTE 2:
It is assumed that all SMF(s) and PFD (s) in an operator network are configured with the same default caching time value to be applied for all application identifiers.

When the "pull" mode is used, the PFDF may provide to the SMF a caching time value per application identifier. The SMF receives the caching time value together with the PFD(s) from the PFDF over N29 and applies this value for the application identifier instead of the configured default caching time value. In case no caching time value is received from PFDF, the SMF uses the configured default caching time value.

NOTE 4:
The configuration of a caching time value per application identifier PFDF is based on the SLA between the operator and the ASP.

When only "pull" mode is supported in one PLMN, if the Allowed Delay is shorter than the caching time value stored for this application identifier, or shorter than the default caching time if no application-specific caching time is stored, the NEF may still store the PFD(s) to the SDSF and respond to the ASP that the Allowed Delay could not be met with the indication that the PFD(s) is stored and the caching time value.
When either “pull” mode or “push” mode is used, if there’s any update of the PFD(s) received and there are still active application detection rules in the UPF for the Application ID, the SMF shall provision the updated PFD set corresponding to the Application ID to the UPF. 
NOTE 5:
SMF should assure not to overload N4 signalling while managing PFD(s) to the UPF, e.g. forwarding the PFD(s) to the right UPF where the PFD(s) is enforced.
The UPF receives the updated PFD(s) from either the same or different SMF for the same application identifier, the latest received PFD(s) shall overwrite any existing PFD(s) stored in the UPF.
If the PFDs are managed by local O&M procedures, PFD retrieval is not used; otherwise, the PFDs retrieved from PFDF overrides any PFDs pre-configured in the SMF. The SMF may differentiate the need for PFD retrieval based on operator configuration in the SMF.

The AF requests including an application identifier may trigger the activation or provisioning of a PCC Rule in the SMF by the PCF based on operator policies.
* * * * End of Changes * * * *
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