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Abstract of the contribution: This contribution proposes to add the use of establishment cause in the “Network Access Control” part. 
1
Discussion
There is an EN in clause 5.22.2 in TS 23.501:
Editor's note: Need to include general description of Access Class Barring mechanism, plus use of EstablishmentCause, in clause 5.2, "Network Access Control."
This contribution proposes to add the use of establishment cause in clause 5.2 and delete the EN. The description of Access Class Barring mechanism has already been added.  

Because the spilt of MM and SM, there is no session in N2 interface. Then, there is only priority message handling in Network Access Control but not priority treatment for PDU sessions. This contribution adds the related part according to clause 4.3.18.1 in TS 23.401:
Since the Service User has an access class within the range for priority services, the Establishment Cause in RRC connection request is set to highPriorityAccess. When the eNodeB receives mobile initiated signalling with establishment cause set to highPriorityAccess, the eNodeB handles the RRC connection request with priority. When the MME receives and verifies mobile initiated signalling with establishment cause set to highPriorityAccess, the MME establishes the S1 bearer with priority.
2
Proposal

The following changes are proposed to TS 23.501.
* * * First change* * * *
5.2
Network Access Control

5.2.1
General

Network access is the means for the user to connect to 5G CN. Network access control comprises the following functionality:

-
Network selection,

-
Identification and authentication,

-
Authorisation,

-
Access barring, 
-
Policy control,
-
Lawful Interception, and
-
Priority message handling.

5.2.2
Network selection

In order to determine to which PLMN to attempt registration, the UE performs network selection. The network selection procedure comprises two main parts, PLMN selection and access network selection. The requirements for the PLMN selection are specified in TS 22.011 [25] and the procedures are in TS 23.122 [17]. The access network selection part for the 3GPP access networks is specified in TS 36.300 [30] for E-UTRAN and in TS 38.300 [27] for the NR.

5.2.3
Identification and authentication

The network may authenticate the UE during any procedure establishing a signalling connection with the UE. The security architecture is specified in TS 33.501 [29]. The network may optionally perform an PEI check with 5G-EIR.

5.2.4
Authorisation

The authorisation for connectivity of the subscriber to the 5GC and the authorization for the services that the user is allowed to access based on subscription (e.g. Operator Determined Barrings, Roaming restrictions, Access Type and RAT Type currently in use) is evaluated once the user is successfully identified and authenticated. This authorization is executed during UE registration procedure.
5.2.5
Access barring

Under high network load conditions, the network may protect itself against overload by access barring. Depending on network configuration, the network may bar all access to a specific group of users, or selectively bar the access to only certain overloaded network resource, e.g. based on service, as specified in TS 22.011 [25].

5.2.6
Policy control
Network access control including service authorization may be influenced by Policy control, as specified in clause 5.14.

5.2.7
Lawful Interception

For definition and functionality of Lawful Interception, please see TS 33.106 [35].
5.2.X
Priority message handling
Priority message handling includes priority treatment during and after RRC connection establishment and N2 connection establishment. When the UE is in CM-IDLE or RM-DEREGISTERED needs to transmit an initial NAS message, the UE shall request to establish a RRC connection and the NAS shall provide the RRC Establishment Cause to the low layer. When the RAN receives mobile initiated signalling with Establishment Cause set to highPriorityAccess, the RAN handles the RRC connection request with priority. When the AMF receives and verifies mobile initiated signalling with Establishment Cause set to highPriorityAccess, the AMF establishes the N2 connection with priority.
* * * Second change* * * *
5.22.2
Subscription-related Priority Mechanisms
Subscription-related mechanisms which are always applied:

-
(R)AN: During initial RRC Connection Establishment, the Establishment Cause is set to indicate that special treatment is to be applied by the (R)AN in the radio resource allocation as specified in clause 5.2. 


-
AMF: Following RRC Connection Establishment, the receipt of the designated Establishment Cause by the AMF will result in priority handling of the "Initial UE Message" received as part of the Registration procedures of clause 4.2.2 of TS 23.502 [3] and the Service Request procedures of clause 4.2.3 of TS 23.502 [3]. In addition, certain exemptions to Control Plane Congestion and Overload Control are provided as specified in clause 5.19.

Subscription-related mechanisms which are conditionally applied:

-
UE: When Access Class Barring parameters are broadcast, Access Class Barring based on USIM or other permitted identities is applied prior to an initial upstream transmission for the UE and provides a mechanism to limit transmissions from  UEs categorized as non-prioritized, while allowing transmissions from UEs categorized as prioritized (such as MPS subscribed UEs), during the RRC Connection Establishment procedure as specified in clause 5.2 and in clause 4.3.18.1 of TS 23.401 [26].

-
UDM: One or more ARP priority levels are assigned for prioritized or critical services. The ARP of the prioritized QoS Flows for each DN is set to an appropriate Priority Level. The 5QI for prioritized QoS Flows is set in accordance with the prioritized service requirements, including QoS characteristics used in combination with any non-standard 5QI values.
-
PCF: The "IMS Signalling Priority" information is set for the subscriber in the UDM, and the PCF modifies the ARP of the QoS Flow used for IMS signalling, for each DN which supports prioritized services leveraging on IMS signalling, to an appropriate Priority Level assigned for that service.

* * * End of the changes* * * *
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