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Abstract of the contribution: Proposes to introduce idle mode call flow for 4G to 5G.
1
Rationale and Proposal
Proposes to introduce idle mode call flow for 4G to 5G. Following are some principles adopted:

· In general, procedure is modeled assuming that the interworking between 5GS and EPS works, even with an MME that supports TAU with MME change based on S10.

· Additional enhancements are possible and allowed in a backward compatible manner to existing EPS NAS/S10.

· (So, the procedure is inspired by TAU with MME change based on S10, reference TS 23.401)

Security / Context transfer:
1) The UE provides 
2) The UE integrity protects the Registration Update Request message using the current 5G NAS integrity key identified by the 5G-GUTI. The UE also includes complete TAU message within the Registration Request. This is to enable the MME to include complete TAU request message along with 4G MAC (message authentication code) within context request
3) AMF includes the TAU message in entirety within context request sent to the MME
4) MME verifies integrity of the TAU request using 4G MAC/security context according to TS 33.401. Only if the message is secure, MME returns the MM/SM context to AMF. Otherwise, it indicates that the UE identity could not be verified.

5) If the UE could not be verified neither by AMF nor by MME, then re-authentication is mandatory.
Session/UP Connectivity:

6) The UE includes active flag in order to activate User plane connection.

7) During the mobility registration procedure, the network activates the PDU session for the corresponding EPS bearer contexts received from EPS side.

8) If the UE includes active flag, then network activates user plane connection.
2
Proposed modification

It is proposed to modify TS 23.502 as follows:

* * * * Start Change * * *.*
4.11.3
Idle Mode Mobility procedures for single-registration mode

4.11.3.2
EPS to 5GS Idle mode mobility using N26 interface
Clause 4.11.3.1 covers the case of idle-mode mobility from EPC to 5GC. UE performs Mobility Registration Update procedure in NG-RAN/5GS when it moves from E-UTRA/5GS to NG-RAN/NGS coverage area.
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Figure 4.11.3.2 EPS to 5GS Idle mode mobility using N26 interface
1a.
During idle mode when the UE moves from E-UTRA/EPS to NG-RAN/5GS coverage area, the UE initiates the Registration procedure in NG-RAN/5GS. UE includes 5G GUTI that is mapped from EPS-GUTI following the mapping rules specified in TS 23.501. In addition, UE includes an indication that it is moving from EPC. The UE integrity protects the Registration Update Request message using the current 5G NAS integrity key identified by the 5G-GUTI. Furthermore, when UE moves from EPC to 5GC, UE shall include EPS TAU request containing 4G-MAC within Registration update request. The UE includes an active flag in order to activate User plane connection.
1b.
The NG-RAN node derives the AMF address from the 5G-S-TMSI/GUAMI contained in RRC message. The NG-RAN node forwards the Registration Request message to the AMF.

2.
The AMF derives the source node information from the 5G-GUTI present in the Registration request message. AMF sends Context Request to the MME to obtain the EPS UE Context for the UE. The AMF forwards the EPS TAU Request message containing 4G-MAC and 4G-GUTI in the Context Request message.
3.
The MME responds with a Context Response message carrying mapped MM and EPS UE Context (default and dedicated GBR bearers) to the AMF. In this step, if the MME could not verify the TAU request with 4G MAC based on EPS security context, MME may indicate that the UE identity could not be verified. If the UE has been authenticated correctly either by the MME or by AMF, then the AMF starts a timer.
4&5.
If the integrity check of TAU Request message (sent in step 2) failed, then authentication is mandatory.
5a.
Context Acknowledge from the AMF to the MME

6.
AMF sends Nsmf_PDU_Session_CreateSMContextRequest to the SMF/P-GW-C and indicates whether User plane connection needs to be established based on active flag setting in the Registration request message.
Note:
This step 6 is performed for each default EPS bearer ID and the corresponding PGW-C+SMF ID in the UE context the AMF received in Step 2. The AMF omits the PDU Session ID in the request.
7.
[Conditional] If there are no subscription data in the AMF, the AMF may initiate Update Location request towards UDM/HSS.

8.
HSS/UDM may perform Cancel Location request towards MME.
9.
If cancel location is performed and if the timer started in step 3 has not expired, then the MME does not delete the UE context. When the timer expires, the MME deletes the UE context.
10.
[Conditional] HSS/UDM acknowledges the Update Location request by sending response towards MME.

11.
The SMF allocates its local resources and sends session modification request message to UPF(s).
12.
UPF(s) respond to the SMF with session modification response to the SMF(s)
13.
The SMF(s) updates its SM contexts and returns a Nsmf_PDU_Session_CreateSMContextResponse message including N2 SM Context to the AMF depending on the need to establish User plane connection in step 6. The SMF responds with the PDU session ID corresponding to the default EPS bearer ID in Step 6. The AMF stores an association of the PDU Session ID and the SMF ID.
14.
The AMF sends a Reg Accept (5G-GUTI, RA, N2 SM Context, NAS sequence number, NAS-5G-MAC, IMS Voice over PS session supported, Emergency Service Support indicator, LCS Support Indication, Supported Network Behavior) message to the UE.

15.
If GUTI was included in the Reg Accept, the UE acknowledges the received message by returning a Reg Complete message to the AMF.
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