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Abstract of the contribution: This contribution proposes clarifications in TS 23.501 to address the EN in TS 23.501 clause 5.15.6 for roaming support in network slicing addressing rapporteur prepared OI#2 & OI#3. 
Background
During the meeting SA2#122bis, it was agreed to have, Network Slice Selection Function (NSSF), based on operator’s configuration policy, to determine the slice selection decision during either the UE Initial Registration (early binding) or PDU Session Establishment (late binding). Optionally, based on the configuration criteria in the serving AMF, the serving AMF is allowed to determine whether it can serve the UE autonomously.  

However, during the email approval for SA2#122bis, the following EN in TS 23.501 clause 5.15.6 was proposed as the outstanding question on how the vPLMN and hPLMN are coordinated to support the roaming scenarios, especially for the consideration on the use of NSSF: 
Editor's note: The details of the procedure to select specific functions in the HPLMN minimizing the interactions between VPLMN and HPLMN and the exposure of HPLMN topology are FFS.
The intent of this PCR is to address this specific issue by leveraging the Proxy Function that is described in TS 23.502 clause 4.17.5 and to identify the additional steps in the existing procedures in TS 23.502 clauses 4.2.2.2.2, 4.3.2.2.1 and 4.3.2.2.2 to clarify the interactions between VPLMN and HPLMN to support both early binding and late binding. 

Note, the associated changes for TS 23.502 should refer to the companion PCR S2-17xxxx for more details. 
Prior to discussing the network slicing roaming support design considerations and analysis, the concepts of early binding and late binding that are used in the context of this PCR are as follows.  In fact, the support of both Early and Late binding was agreed during SA2#122bis and has already been included in TS 23.501 clause 5.15.5 for non-roaming scenario.  

	Early binding – Associating the UE’s Allowed S-NSSAI(s) with the corresponding PLMN part of the Network Slice instance during the UE’s initial registration. 


	Late binding – Associating the UE’s Requested S-NSSAI with the corresponding PLMN part of the Network Slice instance during the UE’s first PDU session establishment for such S-NSSAI. 


Considerations 
The following describes the set of considerations and analysis to determine the best resolutions to address the editor’s note above. 

Considerations of the use of Proxy Function & NSSF to support roaming

· What has been defined for the use of Proxy Function in case of roaming? 
· As defined in TS 23.502, clause 4.17.5

NOTE:
Due to network topology hiding or network configuration, the home NRF may provide information of the IP address or the FQDN of a proxy function of the discovered NF/NF service to the serving NRF.

· According to TS 23.501, clause 6.2.14, NSSF is responsible for selecting the set of network slice instances to serve the UE.  Also, according to TS 23.501, clause 5.15.6, each PLMN is responsible for selecting their respective network functions with the support of their respective NRFs.  
…..

· The Network Slice specific network functions in the VPLMN are selected by the VPLMN by using the VPLMN S-NSSAI values and querying the NRF either pre-configured or provided by the NSSF in the VPLMN. The Network Slice specific functions in the HPLMN (if applicable) are selected by using the HPLMN S-NSSAI via the support from the NRF in the HPLMN.
· However, based on agreement in SA2#122 (referred to meeting report), network slicing specification shall enable that NRFs know only about NFs belonging to a set of slices and NOT NFs from the whole PLMN.   During the SA2#122bis, it was also agreed that NSSF can identify the Target NRF(s) for the given S-NSSAI(s) corresponding to the Network Slice instance(s) (see TS 23.501 clause 5.15.5 below), hence, during the roaming scenario, it is reasonable and be consistent with the non-roaming scenario to allow the hNSSF to also identify the home Target NRF that supports the home NFs selection and discovery for the Requested S-NSSAI. 
…….. 

· Based on operator configuration, the NSSF may determine the NRF(s) to be used to select NFs/services within the selected Network Slice instance(s).

· Furthermore, according to TS 23.501 clause 5.15.6, each vPLMN and hPLMN are responsible to determine their respective Allowed S-NSSAIs.
	For roaming scenarios:

-
If the UE only uses Standard S-NSSAI values, then the same S-NSSAI values are used in V-PLMN and as in the HPLMN.

-
If the UE is allowed to use non-standard S-NSSAI values in the V-PLMN, the V-PLMN maps H-PLMN Subscribed S-NSSAIs values that can be used in the VPLMN to respective S-NSSAI values to be used in the VPLMN.


Analysis and Proposals
Figure-1 below describes the “early binding” support during UE registration roaming scenario on how the vNSSF and hNSSF can be coordinated to determine the Target NRF(s) that serve the Allowed S-NSSAI(s) in hPLMN to prepare for the subsequent PDU Session Establishment procedure. 
In case of “early binding”, there are “three” possible options for the serving AMF to associate with the UE’s Allowed S-NSSAI(s) with the corresponding PLMN part of the Network Slice instance(s).
Option-1: No interface is between the vNSSF and hNSSF

In this option, once the Allowed NSSAI and the serving AMF are determined, the serving AMF is informed by the vNSSF (i.e. if early binding was configured for the given S-NSSAI) that, the serving AMF should query hNSSF for the Target NRF(s) corresponding to the Allowed S-NSSAI(s). 
Note-1: The hNSSF was discovered by the AMF earlier in the same way as the UDM was discovered via the support of the PLMN-level NRFs from vPLMN and hPLMN.   Alternately, the hNSSF is preconfigured at the vNSSF and then provided to the serving AMF when the Allowed NSSAI is determined. 
Option-2: There is interface between the vNSSF and hNSSF

In this option, prior to the vNSSF responding to the AMF for the Allowed NSSAI, the vNSSF (i.e. if  early binding was configured for the given S-NSSAI) queries the hNSSF directly  for the Target NRF(s) in hPLMN corresponding to the Allowed S-NSSAI(s).  
Note-1: The hNSSF was discovered by the vNSSF via the support of the PLMN-level NRFs from vPLMN and hPLMN.   Alternately, the hNSSF is preconfigured at the vNSSF.
Note-2:  As described in TS 23.501, clause 5.15.6, each PLMN is responsible for determining their respective Allowed S-NSSAI. Hence, vNSSF would have knowledge for the mapping of the S-NSSAI(vPLMN) with S-NSSAI(hPLMN).  
Option-3: Via the support from vPLMN to query hPLMN-NRF (not shown in the Figure-1) 
In this option, the PLMN-level NRF is used to select the Target NRF that serves the given S-NSSAI (i.e. hierarchy NRF).  This option defeats the purpose of the design intent of the multi-level NRFs as agreed in SA2#122 because it implies PLMN-level NRF can direct any NF query to any other level of NRF.  This approach fails to control the scope of exposure of the NFs across different Network Slice instances.  Furthermore, it introduces inconsistency on how to determine the Target NRF support in VPLMN and HPLMN for their respective part of the slice instance.  
	Observation-1: 

Both Option-1 and Option-2 are the only viable options that maintain the design intent of multi-level NRF support and provide the consistent approach to determine the Target NRF that is designated to the given slice instance in both VPLMN and HPLMN.  Option-1 and Option-2 also provides more privacy control to support both the Early and Late bindings.   The main different between Option-1 and Option-2 is the need of additional interface between the vNSSF and hNSSF for Option-2. 
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Figure-1: vNSSF and hNSSF coordination during UE Registration
Figure-2 below describes the UE PDU Session Establishment roaming scenario on how the vNSSF and hNSSF are coordinated to determine the hTarget NRF(s) that serve the Allowed S-NSSAI(s) in hPLMN to support PDU Session Establishment procedure. 

In case of late binding, there are “three” possible options for the serving AMF to associate with the UE’s Allowed S-NSSAI with the corresponding PLMN part of the Network Slice instance.

Option-1: No interface is between the vNSSF and hNSSF

In this option, when the serving AMF receives the first PDU Session Establishment Request for the Requested S-NSSAI, and if the serving AMF does not have the info of the Target NRF for the given Requested S-NSSAI, the serving AMF requests the vNSSF for the Target NRF in the vPLMN.  In case of roaming, the serving AMF also query hNSSF for the Target NRF(s) in the hPLMN corresponding to the Requested S-NSSAI in hPLMN. 

Note-1: The hNSSF was discovered by the AMF earlier in the same way as the UDM was discovered via the support of the PLMN-level NRFs from vPLMN and hPLMN.   Alternately, the hNSSF is preconfigured at the vNSSF and then provided to the serving AMF when the Allowed NSSAI is determined.   Also, during the UE’s initial registration, in case of roaming, the serving AMF stores the mapping of the S-NSSAI(vPLMN) and the S-NSSAI(hPLMN). 
Option-2: There is interface between the vNSSF and hNSSF

In this option, when the serving AMF receives the first PDU Session Establishment Request for the Requested S-NSSAI, and if the serving AMF does not have the info of the Target NRF for the given Requested S-NSSAI, the serving AMF queries the vNSSF for the Target NRF in vPLMN.  Prior to the vNSSF responding to the AMF for the Target NRF in vPLMN, the vNSSF queries the hNSSF directly for the Target NRF(s) in the hPLMN corresponding to the Requested S-NSSAI.  

Note-1: The hNSSF was discovered by the vNSSF via the support of the PLMN-level NRFs from vPLMN and hPLMN.   Alternately, the hNSSF is preconfigured at the vNSSF.

Note-2:  As described in TS 23.501, clause 5.15.6, each PLMN is responsible for determining their respective Allowed S-NSSAI. Hence, vNSSF would have knowledge for the mapping of the S-NSSAI(vPLMN) with S-NSSAI(hPLMN).  
Option-3: Via the support from vPLMN to query hPLMN-NRF (not shown in the Figure-2) 

Same as the early binding scenario, with this option, the PLMN-level NRF is used to select the Target NRF that serves the given S-NSSAI (i.e. hierarchy NRF).  This option defeats the purpose of the design intent of the multi-level NRFs as agreed in SA2#122 because it implies PLMN-level NRF can direct any NF query to any other level of NRF.  This approach fails to control the scope of exposure of the NFs across different Network Slice instances.  Furthermore, it introduces inconsistency on how to determine the Target NRF support in VPLMN and HPLMN for their respective part of the slice instance.  
Observation-2: 
Both Option-1 and Option-2 are the only viable options that maintain the design intent of multi-level NRF support and provide the consistent approach to determine the Target NRF that is designated to the given slice instance in both VPLMN and HPLMN.  Option-1 and Option-2 also provides more privacy control to support both the Early and Late bindings.   The main different between Option-1 and Option-2 is the need of additional interface between the vNSSF and hNSSF for Option-2.

[image: image2]
Figure-2: vNSSF and hNSSF coordination during UE PDU Session Establishment

Conclusion

By leveraging …. 
· the Proxy Function as described in TS 23.502 clause 4.17.5, 
· the NSSF functionality as agreed in SA2#122bis to determine the target serving NRF to support selection of the NFs/services within the vPLMN and hPLMN part of the Network Slice instance(s) as described in TS 23.501 clause 5.15.5.2.1, 
Both Option-1 and Option-2 are the only viable options that maintain the design intent of multi-level NRF support and provide the consistent approach to determine the Target NRF that is designated to the given slice instance in both VPLMN and HPLMN.  Option-1 and Option-2 also provides more privacy control to support both the Early and Late bindings.   The main different between Option-1 and Option-2 is the need of an additional interface between the vNSSF and hNSSF for Option-2.  However, Option-2 is simpler than Option-1 because only a single roaming interface is needed. 
Therefore, it is proposed to select Option-2 as described above to support Early and Late bindings in both non-roaming and roaming scenarios if the Target NRF (i.e. for VPLMN or HPLMN) is not configured in the serving AMF.  Never-the-less, It is operator’s implementation decision to configure whether Early or Late binding is to be supported for the given Network Slice instance. . 
The following changes present the updated roaming procedures based on the conclusion above to address the editor’s note.  

***** First Change *****

4.2.4
Roaming reference architectures

Figure 4.2.4-1 depicts the 5G System roaming architecture with local breakout with service-based interfaces within the Control Plane.


[image: image3.emf]NRF UDM

Npcf

Nnrf

PCF

Nudm

UE

(R)AN UPF DN

N3 N6

AMF SMF

PCF

Namf Nsmf

Npcf

NRF

Nnrf

AUSF

Nnef

Nausf

NEF

Nnef

NEF

VPLMN

HPLMN

AF

Naf

Nnssf

NSSF


Figure 4.2.4-1 Roaming 5G System architecture- local breakout scenario in service-based interface representation

NOTE 1:
In the LBO architecture. The PCF in the VPLMN may interact with the AF in order to generate PCC Rules for services delivered via the VPLMN. The PCF in the VPLMN uses locally configured policies according to the roaming agreement with the HPLMN operator as input for PCC Rule generation. The PCF in VPLMN has no access to subscriber policy information from the HPLMN.

Figure 4.2.4-3 depicts the 5G System roaming architecture in case of home routed scenario when service-based interfaces within the Control Plane.
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Figure 4.2.4-3 Roaming 5G System architecture - home routed scenario in service-based interface representation

Figure 4.2.4-4 depicts 5G System roaming architecture in case of local break out scenario using the reference point representation.
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Figure 4.2.4-4: Roaming 5G System architecture - local breakout scenario in reference point representation

NOTE 2:
For the sake of clarity the NRF is not been depicted in reference point architecture figures – see Figure 4.2.4-7 for details on NRF and NF interfaces.
The following figure 4.2.4-6 depicts the 5G System roaming architecture in case of home routed scenario using the reference point representation.
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Figure 4.2.4-6: Roaming 5G System architecture-Home routed scenario in reference point representation

NOTE 3:
For the roaming scenarios described above each PLMN can independently implement proxy functionality to simplify interconnection and hide topology on some or all of the inter-PLMN interfaces. The use and functionality of such proxy functions is deployment specific and is not defined in this specification.  The use of a proxy function in one PLMN imposes no requirements on the other PLMN.
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Figure 4.2.4-7: NRF Roaming architecture in reference point representation
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Figure 4.2.4-x: NSSF Roaming architecture in reference point representation

***** Second Change *****

5.15.5.2
Selection of a Serving AMF supporting the Network Slices

5.15.5.2.1
Registration to a set of Network Slices

When a UE registers with a PLMN, if the UE for this PLMN has a Configured NSSAI or an Allowed NSSAI, the UE shall provide to the network in RRC and NAS layer a Requested NSSAI containing the S-NSSAI(s) corresponding to the slice(s) to which the UE wishes to register, in addition to the Temporary User ID if one was assigned to the UE.

The Requested NSSAI may be either:

-
the Configured-NSSAI, or a subset thereof as described below, if the UE has no Allowed NSSAI for the serving PLMN; or

-
the Allowed-NSSAI, or a subset thereof as described below, if the UE has an Allowed NSSAI for the serving PLMN; or

-
the Allowed-NSSAI, or a subset thereof as described below, plus one or more S-NSSAIs from the Configured-NSSAI for which no corresponding S-NSSAI is present in the Allowed NSSAI and that were not previously permanently rejected (as defined below) by the network.

The subset of Configured-NSSAI provided in the Requested NSSAI consists of one or more S-NSSAI(s) in the Configured NSSAI applicable to this PLMN, if the S-NSSAI was not previously permanently rejected (as defined below) by the network, or was not previously added by the UE in a Requested NSSAI.

The subset of Allowed NSSAI provided in the Requested NSSAI consists of one or more S-NSSAI(s) in the last Allowed NSSAI for this PLMN.

The UE may provide in the Requested NSSAI an S-NSSAI from the Configured NSSAI that the UE previously provided to the serving PLMN in the present Registration Area if the S-NSSAI was not previously permanently rejected (as defined below) by the network.

The UE shall include the Requested NSSAI at RRC Connection Establishment and in NAS messages. The RAN shall route the NAS signalling between this UE and an AMF selected using the Requested NSSAI obtained during RRC Connection Establishment. If the RAN is unable to select an AMF based on the Requested NSSAI, it routes the NAS signalling to an AMF from a set of default AMFs.

When a UE registers with a PLMN, if for this PLMN the UE has no Configured NSSAI or Allowed NSSAI, the RAN shall route all NAS signalling from/to this UE to/from a default AMF. The UE shall not indicate any NSSAI in RRC Connection Establishment or Initial NAS message unless it has a Configured NSSAI or Allowed NSSAI for the corresponding PLMN. When receiving from the UE a Requested NSSAI and a 5G-S-TMSI in RRC, if the RAN can reach an AMF corresponding to the 5G-S-TMSI, then RAN forwards the request to this AMF. Otherwise, the RAN selects a suitable AMF based on the Requested NSSAI provided by the UE and forwards the request to the selected AMF. If the RAN is not able to select an AMF based on the Requested NSSAI, then the request is sent to a default AMF.

When the AMF selected by the AN receives the UE Initial Registration request:

-
As part of the registration procedure described in 3GPP TS 23.502 [3], clause 4.2.2.2.2, the AMF may query the UDM to retrieve UE subscription information including the Subscribed S-NSSAIs.
-
The AMF verifies whether the S-NSSAI(s) in the Requested NSSAI are permitted based on the Subscribed S-NSSAIs.

-
When the UE context in the AMF does not yet include an Allowed NSSAI, the AMF queries the NSSF (see (B) below for subsequent handling), except in the case when, based on configuration in this AMF, the AMF is allowed to determine whether it can serve the UE (see (A) below for subsequent handling).

NOTE 1:
The configuration depends on operator's policy.
-
When the UE context in the AMF already includes an Allowed NSSAI, based on configuration for this AMF, the AMF may be allowed to determine whether it can serve the UE (see (A) below for subsequent handling).

NOTE 2:
The configuration depends on the operator's policy.
(A) Depending on fulfilling the configuration as described above, the AMF may be allowed to determine whether it can serve the UE, and the following is performed:

-
AMF checks whether it can serve all the S-NSSAI(s) from the Requested NSSAI present in the Subscribed S-NSSAIs, or all the S-NSSAI(s) marked as default in the Subscribed S-NSSAIs in case no Requested NSSAI was provided (see clause 5.15.3).

-
If this is the case, the AMF remains the serving AMF for the UE. The Allowed NSSAI is then composed of the list of S-NSSAI(s) in the Requested NSSAI permitted based on the Subscribed S-NSSAIs, or, if no Requested NSSAI was provided, all the S-NSSAI(s) marked as default in the Subscribed S-NSSAIs (see (C) below for subsequent handling).

-
If this is not the case, the AMF queries the NSSF (see (B) below).

(B) When required as described above, the AMF needs to query the NSSF, and the following is performed:

-
The AMF queries the NSSF, with Requested NSSAI, the Subscribed S-NSSAIs, PLMN ID of the SUPI, location information, and possibly access technology being used by the UE.
-
Based on this information, local configuration, and other locally available information including RAN capabilities in the Registration Area, the NSSF does the following:

-
It selects the Network Slice instance(s) to serve the UE. When multiple Network Slice instances in the registration area are able to serve a given S-NSSAI, based on operator's configuration, the NSSF may select one of them to serve the UE, , or the NSSF may defer the selection of the Network Slice instance until a NF/service within the Network Slice instance needs to be selected.

-
It determines the target AMF Set to be used to serve the UE, or, based on configuration, the list of candidate AMF(s), possibly after querying the NRF.

-
It determines the Allowed NSSAI, possibly taking also into account the availability of the Network Slice instances that are able to serve the S-NSSAI(s) in the Allowed NSSAI in the current registration area.

-
Based on operator configuration, the NSSF may determine the NRF(s) to be used to select NFs/services within the selected Network Slice instance(s).

-
Additional processing to determine the Allowed NSSAI in roaming scenarios, as described in clause 5.15.6.

-
The NSSF returns to the current AMF the Allowed NSSAI and the target AMF Set, or, based on configuration, the list of candidate AMF(s). The NSSF may return the Target NRF(s) to be used to select NFs/services within the selected Network Slice instance(s). It may return also information regarding rejection causes for S-NSSAI(s) not included in the Allowed NSSAI which were part of the Requested NSSAI.

 -
Depending on the available information and based on configuration, the AMF may query the NRF with the target AMF Set. The Target NRF returns a list of candidate AMFs.

Editor's note:
If the current serving AMF is not part of the target AMF Set, which NRF is to be queried to obtain the list of candidate AMFs is FFS.

-
If rerouting to a target serving AMF is necessary, the current AMF reroutes the Registration Request to a target serving AMF as described in clause 5.15.5.2.3.
· In case of home routed scenario, based on configuration for the given S-NSSAI, the NSSF in the VPLMN may request the Target NRF in HPLMN from the NSSF in the HPLMN by providing the mapping of the S-NSSAI in the VPLMN with the S-NSSAI in the HPLMN.  The Target NRFs in VPLMN and HPLMN, respectively, will then be provided to the final serving AMF to support subsequent NF/service selection in the PLMN part of the slice instance. 
(C) The serving AMF shall return to the UE the Allowed NSSAI. It may also indicate to the UE for Requested S-NSSAI(s) not included in the Allowed NSSAI, whether the rejection is permanent (e.g. the S-NSSAI is not supported in the PLMN) or temporary (e.g. the S-NSSAI is not currently available in the Registration Area).

Upon successful Registration, the UE is provided with a 5G-S-TMSI by the serving AMF. The UE shall include this 5G-S-TMSI in any RRC Connection Establishment during subsequent initial accesses to enable the RAN to route the NAS signalling between the UE and the appropriate AMF.

If the UE receives an Allowed NSSAI from the serving AMF, it shall store this new Allowed NSSAI and override any previously stored Allowed NSSAI for this PLMN, as described in clause 5.15.4.

***** Third Change *****

5.15.5.3
Establishing connectivity PDU session to the required Network Slice Instance(s)

The establishment of a PDU session in a Network Slice to a DN allows data transmission in a Network Slice. A Data Network is associated to an S-NSSAI and a DNN.
The network operator (HPLMN) may provision the UE with Network Slice selection policy (NSSP). The NSSP includes one or more NSSP rules each one associating an application with a certain S-NSSAI. A default rule which matches all applications to a S-NSSAI may also be included. When a UE application associated with a specific S-NSSAI requests data transmission, then:

-
If the UE has one or more PDU sessions established corresponding to the specific S-NSSAI, the UE routes the user data of this application in one of these PDU sessions, unless other conditions in the UE prohibit the use of these PDU sessions. If the application provides a DNN, then the UE considers also this DNN to determine which PDU session to use.
The UE shall store the NSSP until a new NSSP is provided to the UE by the HPLMN.

If the UE does not have a PDU session established with this specific S-NSSAI, the UE requests a new PDU session corresponding to this S-NSSAI and with the DNN that may be provided by the application. In order for the RAN to select a proper resource for supporting network slicing in the RAN, RAN needs to be aware of the Network Slices used by the UE.

· If a Network Slice instance was not selected during the Registration procedure for this specific S-NSSAI, the AMF may query the NSSF with this specific S-NSSAI, location information, PLMN ID of the SUPI to select the Network Slice instance to serve the UE and to determine the Target NRF to be used to select NFs/services within the selected Network Slice instance.  In case of home routed scenario, based on configuration for the given S-NSSAI, the NSSF in the VPLMN may request the Target NRF in HPLMN from the NSSF in the HPLMN by providing the mapping the S-NSSAI in the VPLMN with the S-NSSAI in the HPLMN.  The Target NRFs in VPLMN and HPLMN, respectively, will then be provided to the final serving AMF to support subsequent NF/service selection in the PLMN part of the slice instance. 

The AMF queries the NRF to select an SMF in a Network Slice instance based on S-NSSAI, DNN and other information e.g. UE subscription and local operator policies, when the UE triggers the establishment of a PDU session. The selected SMF establishes a PDU session based on S-NSSAI and DNN.

When the AMF belongs to multiple Network Slices, based on configuration, the AMF may use a Target NRF at the appropriate level for the SMF selection.  In case of home routed scenario, the AMF queries both the Target NRFs  in VPLMN and HPLMN, respectively, to support the vSMF and hSMF selections.
***** Fourth Change *****

5.15.6
Network Slicing Support for Roaming

For roaming scenarios:

-
If the UE only uses Standard S-NSSAI values, then the same S-NSSAI values are used in V-PLMN and as in the HPLMN.

-
If the UE is allowed to use non-standard S-NSSAI values in the V-PLMN, the V-PLMN maps H-PLMN Subscribed S-NSSAIs values that can be used in the VPLMN to respective S-NSSAI values to be used in the VPLMN.

-
In RRC layer, the NSSAI, if provided, uses values valid in the VPLMN.

-
In Registration Request, the Requested NSSAI, if provided, shall include only the S-NSSAI values that are valid in the VPLMN.
-
When the NSSF in the VPLMN determines the Allowed NSSAI, it may take into account the availability only of the VPLMN part of the Network Slice instances that are able to serve the UE in the current registration area.

-
The Allowed NSSAI in the Registration Accept includes S-NSSAI values that are valid in VPLMN.

-
In a Session management procedures, the UE includes the S-NSSAI value valid in the VPLMN as they are received in the Allowed NSSAI in the VPLMN. The VPLMN maps any VPLMN specific S-NSSAI values to HPLMN specific S-NSSAI values before forwarding SM messages to the HPLMN.

-
The Network Slice specific network functions in the VPLMN are selected by the VPLMN by using the VPLMN S-NSSAI values and querying the Target NRF in VPLMN either pre-configured or provided by the NSSF in the VPLMN. The Network Slice specific functions in the HPLMN (if applicable) are selected by using the HPLMN S-NSSAI via the support from the Target NRF in the HPLMN provided by the NSSF in HPLMN.

NOTE:
In this release of specification it is assumed that in any PLMN (home or visited), for all the S-NSSAIs that the PLMN can serve it is always possible to select an AMF that can serve a Requested NSSAI that contains only S-NSSAIs that can coexist each other.

***** Fifth Change *****

6.3.2
SMF selection function

The SMF selection function is supported by the AMF and is used to allocate an SMF that shall manage the PDU Session.

The SMF selection function in the AMF shall utilize the appropriate Target NRF to discover the SMF instance(s) unless SMF information is available by other means, e.g. locally configured on AMF. The Target NRF provides the IP address or the FQDN of SMF instance(s) to the AMF.
In case of roaming, each NSSF for its respective PLMN is responsible for identifying the Target NRF that selects the NFs/services unless Target NRF information is available by other means, e.g. locally configured on AMF. Further details should refer to clause 5.15.5. 
NOTE:
Protocol aspects of the access to NRF are specified in TS 29.xxx [n].
Editor's note:
Further detailing of the cases where SMF selection is not using NRF is FFS.

The SMF selection function in AMF is applicable to both 3GPP access and non-3GPP access.

The following factors may be considered during the SMF selection:

-
Selected Data Network Name (DNN).

-
S-NSSAI.

-
Subscription information from UDM, e.g.

-
per DNN: whether LBO roaming is allowed
-
per S-NSSAI: the subscribed DNN(s)

-
per (S-NSSAI, subscribed DNN): whether LBO roaming is allowed

-
Local operator policies.

-
Load conditions of the candidate SMFs.

Editor's note:
It is FFS what other information may be considered for SMF selection.

If there is an existing PDU Session for a UE to the same DNN and S-NSSAI used to derive the SMF, the same SMF may be selected. However, different SMF may be selected, for example, to support a SMF load balancing or to support a graceful SMF shutdown (e.g., a SMF starts to no more take new PDU sessions).

In the home-routed roaming case, the SMF selection function selects an SMF in VPLMN as well as an SMF in HPLMN via the support from the respective Target NRFs in VPLMN and HPLMN, that are either pre-configured in AMF or provided by the respective NSSFs in VPLMN and HPLMN.

If the UDM provides a DN subscription context that allows for handling the PDU Session in the visited PLMN (i.e. using LBO) for this DNN and, optionally, the AMF is configured to know that the visited VPLMN has a suitable roaming agreement with the HPLMN of the UE, the SMF selection function selects an SMF from the visited PLMN. If an SMF in VPLMN cannot be derived for the DNN and network slice, or if the subscription does not allow for handling the PDU Session in visited PLMN using LBO, then both a SMF in VPLMN and SMF in HPLMN are selected, and the DNN is used to derive an SMF identifier from the HPLMN.

Editor's note:
Impact on SMF selection for handovers between 3GPP and non-3GPP access is FFS

Editor's note:
Impact on SMF selection due to interworking with EPC is FFS

If the initially selected SMF in VPLMN (for roaming with LBO) detects it does not understand information in the UE request, it may reject the N11 message (related with a PDU session establishment request) with a proper N11 cause triggering the AMF to select both a new SMF in the VPLMN and a SMF in the HPLMN (for home routed roaming).

***** End of Change *****
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(1) If none of the addresses of UDM, vNSSF and hNSSF are pre-configuredat the serving e serving AMF obtamsthe
addresses of YNSSF from the vPLMN NRF, and hNSSF as well as UDM from hPLMN NRF via the support of vPLMN NRF.

(2) If Serving AMF is not operatedin autonomous mode, it obtains the allowed NSSAI(vPLMN) from vNSSF after vNSSF examines
Requested NSSAI (if provided) and Subscribed NSSAI from UDM. vNSSF may also provide the Target vNRF(s) as well target AMF
set or candidates list of target AMFs forthe Allowed NSSAI.

In case of early binding .....
a) if there is “no” interface between vPLMN’s and hPLMN's NSSFs, the serving AMF obtained the Target hNRF(s) directly from hNSSF over
N22 by providing Allowed NSSAI(hPLMN).

a)if there is interface between the NSSFs, the serving AMF obtained the Target hNRF(s) from hNSSF via vNSSF by providing Allowed
NSSAI(hPLMN).

Observation: The Allowed NSSAl in vPLMN and corresponding target serving vNRF are determined via the communication
between VPLMN(AMEF, vNSSF) and HPLMIN(UDM). In case of early binding, the ta?ﬂ H-NRF(s) that serve the Allowed S-NSSAI(s)

in hPLMN are determined via the hNSSF. The communication betweenvPLMN and hPLMN may be done via the support of Proxy
Function.
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(1) Optional steps 3 and 4 are introduced only for late binding, to obtain the hTarget NRF for the support of selecting the hSMF
and other slice related NFs in the hPLMN.

a)if there is no interface between vPLMN's and hPLMN’s NSSFs, the serving AMF obtains the hTarget NRF from the hNSSF by providing
the Requested/defaultS-NSSAI(hPLMN)

b) if there is interface between NSSFs, the vNSSF obtains the hTarget NRF from the hNSSF by providing the Requested/default S-
NSSAI(hPLMN).

(2) For early binding case, the serving AMF would have obtain the hTarget NRF during UE registration procedure.

Ob%f_vation: The key is to determine the address of the Target NRF of the Requested NSSAI. For early binding case,
it termined during UE registration procedure. 07 Y
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