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Abstract of the contribution: This contribution propose to update Establishing connectivity PDU session to the required Network Slice Instance in various scenario.
1. Discussion

In TS23.501, allowed NSSAI is used in establishing connectivity PDU session to required network slice instance
 “Specifically, a UE application, which is associated with an S-NSSAI as per NSSP, is further associated with the corresponding S-NSSAI from the Allowed NSSAI.”
However, a UE application may associated with an S-NSSAI included in permanent or temporary rejected NSSAI as per NSSP . In this case, UE should have different process.
This contribution propose to update Establishing connectivity PDU session to the required Network Slice Instance in various scenario.
2
Proposal

It is proposed to agree on the proposed changes to TS 23.501.
*************** Start of changes *********************
5.15.5.3
Establishing connectivity PDU session to the required Network Slice Instance(s)

The establishment of a PDU session in a Network Slice to a DN allows data transmission in a Network Slice. A Data Network is associated to an S-NSSAI and a DNN.
The network operator (HPLMN) may provision the UE with Network Slice selection policy (NSSP). The NSSP includes one or more NSSP rules each one associating an application with a certain S-NSSAI. A default rule which matches all applications to a S-NSSAI may also be included. When a UE application associated with a specific S-NSSAI included in Allowed-NSSAI requests data transmission, then:

-
If the UE has one or more PDU sessions established corresponding to the specific S-NSSAI, the UE routes the user data of this application in one of these PDU sessions, unless other conditions in the UE prohibit the use of these PDU sessions. If the application provides a DNN, then the UE considers also this DNN to determine which PDU session to use.

An application may associate with one or more S-NSSAI(s) in the URSP rule. The S-NSSAI in the selected URSP rule shall be in the Allowed NSSAI or mapped to the Allowed NSSAI, e.g. not in the permanent Rejected NSSAI. Otherwise, the request from the application shall be rejected.
The UE shall store the NSSP until a new NSSP is provided to the UE by the HPLMN.

If the UE does not have a PDU session established with this specific S-NSSAI, the UE requests a new PDU session corresponding to this S-NSSAI and with the DNN that may be provided by the application. In order for the RAN to select a proper resource for supporting network slicing in the RAN, RAN needs to be aware of the Network Slices used by the UE.
If a Network Slice instance was not selected during the Registration procedure for this specific S-NSSAI, the AMF may query the NSSF with this specific S-NSSAI, location information, PLMN ID of the SUPI to select the Network Slice instance to serve the UE and to determine the NRF to be used to select NFs/services within the selected Network Slice instance.
The AMF queries the NRF to select an SMF in a Network Slice instance based on S-NSSAI, DNN and other information e.g. UE subscription and local operator policies, when the UE triggers the establishment of a PDU session. The selected SMF establishes a PDU session based on S-NSSAI and DNN.
When the AMF belongs to multiple Network Slices, based on configuration, the AMF may use an NRF at the appropriate level for the SMF selection.
*************** End of changes *********************
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