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1 Introduction
It is specified in TS 23.501 clause 5.20 that NEF may open an interface for an external party for monitoring, provisioning and policy and charging. In the long run, it the NEF is expected to evolve to a superset of the EPS SCEF functionality that is offered over T8 interface. This does not automatically require feature parity between the EPC and the 5G, but it is proposed to complete the monitoring call flows that have already been documented in TS 23.682 but only in the high level arrow diagrams without showing the actual parameters that reflect the services offered by the 3GPP system at the interface corresponding to EPC T8 interface.
Comparison of the above documentation of the 5G monitoring requirements against the ones documented for EPS in 23.682 brings up several decision points. This P-CR has been drafted based on the following principles:  

Decision points: 
1. Support of External Identifier
External Monitoring call flow (clause 4.15.2.3) service operation Nnef_Event-Exposure_subs parameter set in clause 5.2.6.2 2.1 inputs SUPI as one of its input parameters. This must be replaced by Public UE Identifier (PUI). We already use External Identifier and MSISDN as the identifiers to address the UEs from the outside of 3GPP system for triggering procedures via NEF. 
Proposal 1: Replace SUPI in Nnef_EventExposure_subs and in Nudm_EventExposure_subs by public identity that can be either MSISDN or External identifier. PUI that can take the form of MSISDN or External Identifier is already introduced in another TS 23.501 P-CR. 
2. Support of Group Monitoring
Assuming we intend to provide service that corresponds to the ones available over the T8, also group monitoring should be supported. This raises the question on whether the NEF should resolve the group with the help of UDM, or leave it up to the UDM to do it. 
Proposal 2: Add External Group Identifier to Nnef_EventExposure_subs and to Nudm_EventExposure_subs with the expectation that the UDM resolves it into IMSI-Group Identifier. It is the UDM task to update the subscriber data of each target UE anyway. 
3. Formal definition of service operation parameters (editorial)
Since the service operations formally define their input and output parameters, the introduction of those same parameters in the call flow diagrams would introduce redundancy that should be avoided. 

Proposal 3: It is proposed to follow a practice where all input and output parameters are introduced consistently in each service operation. Consequently, those parameters need not be repeated in the call flow diagram, unless they are part of call flow processing condition or branching condition.
2 Proposal
It is proposed to approve the below changes on the call flows that implement the proposed principles on the monitoring call flows in TS 23.502.
***** First Change *****
4.15.2
Event Exposure

4.15.2.1
AMF service operations information flow
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Figure 4.15.2.1-1: Namf_EventExposure_subscribe and notify operations

1.
A NEF sends a request to subscribe to an event in AMF in Namf_EventExposure_subs request. The NEF could be the same NF subscribing to receive the event notification reports (i.e. Event Receiving NF) or it could be a different NF. The NF expecting to receive events subscribes to one or several Event(s) (identified by Event Id). 
Reporting options defines the type of reporting requested. If the reporting event subscription is authorised by the AMF, the AMF records the association of the event trigger and the requester identity. 

2.
AMF acknowledges the execution of Namf_EventExposure_subs.
3.
The AMF detects the monitored event occurs and sends the event report by means of Namf_EventExposure_notif message, to the Event Receiving NF which was subscribed to the event before.

4.15.2.2
UDM service operations information flow
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Figure 4.15.2.2-1: Nudm_EventExposure_subscribe and notify operations

1.
The NEF subscribes to one or several monitoring events by sending Nudm_EventExposure_subs request. 

Reporting options defines the type of reporting requested. If the reporting event subscription is authorised by the UDM, the UDM records the association of the event trigger and the requester identity. 
2a.
[Conditional] Some events (e.g. loss of connectivity), require that UDM sends Namf_EventExposure subs request to the corresponding AMF.
2b.
[Conditional] AMF acknowledges the execution of Namf_EventExposure_subs.
3.
UDM acknowledges the execution of Nudm_EventExposure_subs.

4a.
The UDM detects the monitored event occurs and sends the event report, by means of Nudm_EventExposure_notif message, to the requester NF which has subscribed to the event.
4b.
[Conditional - depending on the Event] The AMF detects the monitored event occurs and sends the event report, by means of Namf_EventExposure_notif message, to the requester NF which has subscribed to the event.
4.15.2.3
NEF service operations information flow
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Figure 4.15.2.3-1: Nnef_EventExposure_subscribe and notify operations

1.
The requester subscribes to one or several  monitoring events by sending Nnef_EventExposure_subs request.


Reporting options defines the type of reporting requested (e.g. one-time reporting, periodic reporting or event based reporting, for Monitoring Events). If the reporting event subscription is authorised by the NEF, the NEF records the association of the event trigger and the requester identity.

2.
The NEF subscribes to received Event(s) to UDM by sending Nudm_EventExposure_subs request. 

If the reporting event subscription is authorized by the UDM, the UDM/AMF records the association of the event trigger and the requester identity. Otherwise, the UDM continues in step 4 indicating failure.
3a.
[Conditional] If the requested event (e.g. monitoring of Loss of Connectivity) requires AMF assistance, then the UDM sends the Namf_EventExposure_subs to the AMF serving the requested user.

3b.
[Conditional] AMF acknowledges the execution of Namf_EventExposure_subs.
4.
UDM acknowledges the execution of Nudm_EventExposure_subs.
5.
NEF acknowledges the execution of Nnef_EventExposure_subs to the requester that initiated the request.
6a.
The UDM (depending on the Event) detects the event occurs and sends the event report, by means of Nudm_EventExposure_notif message to the NEF, which has subscribed to the event before.
6b.
[Conditional - depending on the Event] The AMF detects the event occurs and sends the event report, by means of Namf_EventExposure_notif message to the NEF, which has subscribed to the event before.
7.
The NEF forwards to the AS the reporting event received by either Nudm_EventExposure_notif and/or Namf_EventExposure_notif.

***** Next Change *****

5.2.6.2
Nnef_EventExposure service
5.2.6.2.1
Service description

See clause 5.4.2.

5.2.6.2.2
Service operations

5.2.6.2.2.1
Nnef_EventExposure_subs operation

Service operation name: Nnef_EventExposure_subs
Description: the consumer subscribes to receive an event, or if the event is already defined in NEF, then the subscription is updated.

NF Consumers: AS.
Inputs (required): PUI or External Group Identifier, Event Id(s) (see clause 5.4.2) 

Inputs (optional): Reporting options (One-time reporting, Maximum Number of Reports or Monitoring Duration for Monitoring Events) .

Outputs (required): Operation execution result indication.
Outputs (optional): First corresponding event report is included, if available (e.g. One-Time reporting).
5.2.6.2.2.2
Nnef_EventExposure_unsubs operation

Service operation name: Nnef_EventExposure_unsubs
Description: the consumer deletes an event if already defined in NEF.

NF Consumers: AS.
Inputs (required): PUI or External Group Identifier, Event Id(s) (see clause 5.4.2). 

Outputs (required): Operation execution result indication.

5.2.6.2.2.3
Nnef_EventExposure_notif operation

Service operation name: Nnef_EventExposure_notif
Description: NEF reports the event to the consumer that has previously subscribed.

NF Consumers: AS.
Inputs (required): not applicable. 

Inputs (optional): not applicable.

Outputs (required): Event Indication.
***** Next Change *****

5.2.3.5.2.1
Nudm_EventExposure_Subscribe
Service operation name: Nudm_EventExposure_Subscribe
Description: the consumer subscribes to receive an event, or if the subscription is already defined in UDM, then the subscription is updated.

NF Consumers: NEF.
Inputs (required): PUI or External Group Identifier, Event Id(s) (see clause 5.4.2). 

Inputs (optional): Reporting options (One-time reporting, Maximum Number of Reports or Monitoring Duration for Monitoring Events) .

Outputs (required): Operation execution result indication.
Outputs (optional): First corresponding event report is included, if corresponding information is available at reception of the subscription request of the event (e.g. One-Time reporting for Monitoring Events).
***** Next Change *****

5.2.2.3.2
Namf_EventExposure_Subscribe service operation

Service operation name: Namf_EventExposure_Subscribe.
Description: The consumer NF uses this service operation to subscribe for an event(s) for one UE, group of UE(s) or any UE.
Known NF Consumers: NEF, SMF, PCF, UDM
Input, Required: NF ID, UE(s) Identification (SUPI or IMSI-Group Identifier), Event Filters with Event Id(s), Event co-relation ID, Event receiving NF Id.
Input, Optional: Reporting options (One-time reporting, Maximum Number of Reports or Monitoring Duration for Monitoring Events)
Output, Required: Operation execution result indication.
Output, Optional: First corresponding monitoring event report is included, if corresponding information is available at the reception of the subscription request of the monitoring event (e.g. One-Time reporting).
This service operation can be invoked along with the Namf_Communication_N1MessageTransfer service operation invocation. The consumer NF subscribes to the event notification by invoking Namf_EventExposure_Subscribe (NF ID, UE ID, Event filter, Event co-relation ID) to the AMF. UE ID identifies the UE, a valid UE ID includes SUPI. Event filter identifies the events that the consumer NF is interested in. The Event ID values are specified in clause 5.4.2 




The event co-relation ID identifies the ID to be used by the AMF whenever it is notifying the subscribed events to the consumer NF. The event co-relation ID helps the consumer NF to co-relate a notification against a corresponding event subscription. If the UE mobility event notification subscription is authorized by the AMF, the AMF records the association of the event trigger and the consumer NF identity. If the optional, immediate one-time notification flag is set, then the AMF notifies the current status of the subscribed event immediately to the consumer NF.

Event filter may include "AN type(s)" and it indicates to subscribe the event per access type.

Event Id identifies the specific event to be subscribed to, while Event receiving NF Id identifies the NF that shall receive the reporting.
Editor's note:
The contents of the event filter and whether the event filter should have an optional parameter value pattern to match for triggering the events are FFS.
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4b. Namf_EventExposure_notif
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7. Nnef_EventExposure_notif







5. Nnef_EventExposure_subs response 
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3. Namf_EventExposure_notif
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4. Nnef_EventExposure_subs response 
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