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1. Introduction
In previous SA2 meetings, discussion has taken place with regards to updating 23.203 specification with dedicated chapters to 5G system, or creating a new specification of Policy Framework with references to 23.501 and 23.502 containing the functionality for policy control in the 5G system.
This p-CR proposes incorporating the text for 5G PCC into the new specification TS 23.503, with references to 23.203 as deemed appropriate. 

The p-CR is constructed re-utilising the 23.203 CR contained in S2-176178, submitted to SA2 #122bis, where all references to clauses in 23.203 are kept, simply adding the TS number following those references. 
To notice that the text incorporated from 23.203 CR is marked by “S2-176178”, whilst the additions/corrections and renumbering of some clauses are marked with different tag.

2. Proposal

It is proposed to approve the following changes in TS 23.503.
>>>Start Changes in 23.503<<<
Introduction


For references to TS 23.203 [4] made in this document, 

· the IP-CAN session of 23.203 maps to the PDU session in 5GC.
· the APN of 23.203 maps to DNN in 5GC.
· the IP-CAN bearer of 23.203 maps to the QoS flow in 5GC.
· The PCRF of 23.203 maps to the PCF in 5GC.

· The PCEF of 23.203 maps to the combination of SMF and UPF in 5GC.
· TDF related description does not apply.

· NBIFOM related description does not apply.
>>>Next Change in 23.503<<<
1
Scope

The present document defines the Stage 2 policy and charging control framework for the 5G System, specified in TS 23.501 [2] and TS 23.502 [3]
It refers to the Policy and Charging Control Architecture specified in TS 23.203 [4] for Policy and Charging Control for PDU sessions, depicting the differences where those exist.
>>>Next Change in 23.503<<<
4.3
Session management related policy control requirements
4.3.1
Policy control and charging

Editor's note:
This clause acts as a place holder for PCC related functionality which is described in TS 23.203 [4] in this Release of the specification.
4.3.2
Management of packet flow descriptions
Editor's note:
This clause will cover functional requirements for management of packet flow descriptions.

4.3.1
General requirements

The Policy framework architecture shall enable support for QoS, gating, charging, usage monitoring and traffic steering for detected service data flow(s) and applications. The general requirements defined in clause 4.3.1 of TS 23.203 [4] apply.
4.3.2
Charging related requirements
The charging related requirements defined in clause 4.3.2 of TS 23.203 [4] apply.
4.3.3
Policy control requirements
4.3.3.1
Gating control requirements

The requirements to support Gating control at service data flow level defined in clause 4.3.2 of TS 23.203 [4] applies for service data flows of IP type and Ethernet type. 

4.3.3.2
QoS control requirements
The requirements to support QoS control at service data flow level defined in clause 4.3.3.1 of TS 23.203 [4] applies for service data flows of IP type and Ethernet type.

The requirements to support QoS control at QoS flow level enables the SMF to determine the authorized QoS of a QoS flow using the PCC Rules associated to the QoS flow and then notify the PCF if the QoS targets for a QoS flow cannot be fulfilled.

The requirements to support QoS control at PDU session level enables the PCF to provide the authorized session AMBR, authorized default 5QI/ARP combination for a PDU session of IP type, Ethernet type or unstructured type to the SMF.

4.3.3.3
Subscriber Spending Limits requirements

The requirements to support policy control based on subscriber spending limit as defined in clause 4.3.4 of TS 23.203 [4] apply.

4.3.4
Usage Monitoring Control requirements

The requirements to monitor, both volume and time usage, and report the accumulated usage of network resources described in clause 4.4 of TS 23.203 [4] apply for PDU sessions of type IP and Ethernet. 

4.3.5
Application Detection and Control requirements

The application detection and control feature comprise the request to detect the specified application traffic, report to the PCF on the start or stop of application traffic and to apply the specified enforcement and charging actions.

The PCF shall instruct the SMF on which applications to detect and whether to report start or stop event to the PCF by activating the appropriate PCC rules in the SMF. Reporting notifications of start and stop of application detection to the PCF may be muted. The report to the PCF shall include the report is for start or stop, the detected application identifier and, if deducible, the service data flow descriptions for the detected application traffic.
In this release of the specification Application Detection and Control applies only to the IP PDU session types.

4.3.6
Support for service capability exposure

The requirements defined in clause 4.7 of TS 23.203 [4] apply.

4.3.7
Traffic Steering Control

The requirements defined in clause 4.8 of TS 23.203 [4] apply.

>>>Next Change in 23.503<<<
5.2.1
General

For each of the NFs, such as for PCF, the interfaces to the AF, to the OCS and NEF are similar to the PCRF interfaces to the AF, to the OCS and to the SCEF as specified in TS 23.203 [4]. Therefore, the PCF description refers to the PCRF for the functionality supported in 5G and the same approach applies for the AF and the NEF. 
>>>Next Change in 23.503<<<
6.1.3
Session management related policy control 

6.1.3.1
Policy control and charging
Editor's note:
This clause acts as a place holder for PCC related functionality which is described in TS 23.203 [4] in this Release of the specification.
6.1.3.2
Management of packet flow descriptions 

Editor's note:
This clause will cover functionality which is described in TS 23.203 [4] but needs to be updated due to changes in concept and/or realization.

6.1.3.1
General

The Policy framework specified in this document provides the same functions as described in clause 6.1.0 of TS 23.203 [4].
The PCF evaluates operator policies that are triggered by events received from the Application Function, from the Session Management Function, from the Access and Mobility Management Function from the Online Charging System as well as changes in policy related User subscription Profile or changes on global policy related instructions received from AF (as described in 23.501 §5.6.7).
NOTE 1:
Credit management and reporting are defined in SA WG5 specification.

NOTE 2: In single PCF deployment, the PCF will provide all mobility, access and session related policies that it is responsible for. In deployments where different PCFs support N15 and N7 respectively, no standardized interface between them is required in this release to support policy alignment.

NOTE 3:
Policy control in multiple administrative areas is not defined in this release.
6.1.3.2
Binding mechanism

6.1.3.3
Reporting
The reporting requirements for 5G are the same as specified in clause 6.1.2 of TS 23.203 [4] with the following differences:

· The reporting is required for offline charging and optional for online charging

· The reporting is per PDU session

· The measurement occurs in the UPF (CTF/AMC)

· The SMF represents the network (CTF/ADF)

· The BBF shall be considered absent (i.e. the condition BBF is not located in the PCEF applies)

· The 5G QoS concepts, when QoS information is to be reported, shall replace the QoS concepts used in earlier systems

6.1.3.4
Credit management

The reporting requirements for 5G are the same as specified in clause 6.1.3 of TS 23.203 [4] with the following differences:

· The online charging credit management is per PDU session

· Per IP-CAN bearer charging session is not possible

· The measurement occurs in the UPF (CTF/AMC)

· The credit re-authorization triggers are specified in TS 32.xxx [x]
6.1.3.5
Event triggers
6.1.3.6
Policy control

QoS control refers to the authorization and enforcement of the maximum QoS that is authorized for a service data flow, for a QoS flow or for the PDU session. A service data flow may be either of IP type or of Ethernet type. PDU sessions may be of IP type or Ethernet type or unstructured.

The PCF, in a dynamic PCC Rule, associates a service data flow template to an authorized QoS that is provided in a PCC Rule to the SMF. The PCF may also activate a pre-defined PCC Rule that contains that association.

The authorized QoS for a service data flow template shall include a 5QI. For 5QI of GBR type, the authorized QoS includes the ARP, MBR, GBR and may include a request for notification when authorized GBR cannot be fulfilled. For 5QI of non-GBR type, the authorized QoS may include the ARP and the Reflective QoS indication; if no ARP is included a default ARP applies for the service data flow template. The authorized QoS for a service data flow template may also refer to QoS characteristics as defined in TS 23.501 [2] clause 5.7.3
QoS control also refers to the authorization and enforcement of the Session AMBR and default 5QI/ARP combination. The PCF may provide the authorized session AMBR and the default 5QI and ARP combination as part of the PDU session information for the PDU session to the SMF. The authorized Session AMBR and authorized default 5QI/ARP values takes precedence over other values locally configured or received at the SMF.

For policy control, the AF interacts with the PCF and the PCF interacts with the SMF as instructed by the AF as described in clause 6.1.5 of TS 23.203 [4] with clarifications that no IP-CAN bearer level information is sent by PCF to AF but PDU session information is sent by PCF to AF instead.

6.3.1.7
Service (data flow) Prioritization and Conflict Handling

6.3.1.8
Termination Action

6.3.1.9
Handling of packet filters provided to the UE by SMF

6.3.1.10
IMS Emergency Session Support

6.3.1.11
Multimedia Priority Service Support

6.3.1.12
Redirection

The functional description of the redirection in clause 6.1.13 of TS 23.203 [4] applies with the clarification that the description of the PCRF/PCEF functional behaviour applies to the PCF/SMF respectively with the exception that the redirection is enforced in the UPF.
6.3.1.13
Resource sharing for different AF sessions

6.3.1.14
Negotiation for future background data transfer

The functional description of the negotiation for future background transfer described in clause 6.1.16 of TS 23.203 [4] applies with the clarification that the functional description of the PCRF/SCEF and SPR functional behaviour applies to the PCF/NEF and UDR respectively. The interfaces are those defined in the reference architecture in clause 5.1.

Editor's note:
How ASP provides a request for future background transfer in 5G is FFS.
6.3.1.15
Traffic Steering Control

Traffic steering control is triggered by the PCF initiated request and consists of steering the detected service data flows matching application detection filters or service data flow filter(s) in PCC Rules. The traffic steering control consist in:

a) applying a specific N6 traffic steering policy for the purpose of steering the subscriber´s traffic to appropriated N6 service functions deployed by the operator or a 3rd party service provider as described for service functions deployed at (S)Gi in clause 6.1.17 of TS 23.203 [4] with the clarification that the description of the PCRF and PCEF applies to the PCF and SMF respectively.

b) diverting (at DNAI(s) provided in PCC rules) traffic matching traffic filters provided by the PCF, as described in 3GPP TS 23.501 [2] clause 5.6.7.
The actual traffic steering applies at the UPF
6.3.1.16
Resource reservation for services sharing priority

6.3.1.17
Management of Packet Flow Descriptions

6.3.1.18
3GPP PS Data Off

>>>Next Change in 23.503<<<
6.2
Network functions and entities 
6.2.1
Policy Control Function (PCF)

Editor's note:
This clause will contain a description for the new functionality that is independent from PCC related functionality together with a reference to TS 23.203 [4] for the PCC related functionality.
6.2.1.1
General

For policies related with PDU sessions, the PCF enables:
- policy and charging control for a service data flow that consists of information required for service data flow detection and the policy and charging control actions to be enforced as listed in the PCC Rule in clause 6.3,

- control of the time window for future background traffic requested by the AF.

- PDU session event reporting to the AF.

The PCF provides authorized QoS for a service data flow. The authorization of QoS resources based on AF information described in clause 6.2.1.0 of TS 23.203 [4] applies with the clarification that the PCRF functional behaviour applies to the PCF, the subscription information is retrieved as defined in 23.501, and that the authorized QoS for a service data flow is provided by the PCF to the SMF.

The PCF may support usage monitoring control for a PDU session or per Monitoring Key. The PCF support for usage monitoring control in clause 6.2.1.2 of TS 23.203 [4] applies with the clarifications that the PCRF functional behaviour applies to the PCF.

The PCF provides time window and related conditions for future background data transfer as described in clause 6.2.1.3 of TS 23.203 [4] with the clarification that the PCRF functional behaviour applies to the PCF and the transfer policy is stored as defined in 23.501.
The PCF reports PDU session events, e.g. Access Network Information, PLMN identifier where the UE is located. The reporting of events to the AF described in clause 6.2.1.2 of TS 23.203 [4] applies with the clarification that the PCRF functional behaviour applies to the PCF.

Editor's note:
Reporting is FFS, functions such as 5G RAT, loss of resources and location information need to be included for IMS.
Editor's note:
the text of this clause has to be extended for policies related with AMF, or related with policies sent to UE …
6.2.1.2
Input for PCC decisions

6.2.1.3
Policy Control subscription information management in the PCRF

The PCF may request subscription information at establishment, modification, or termination of a PDU session over N7 reference point, and at UE Context Establishment or termination.

The PCF may store policy control related information as defined in 23.501.
The PCF may receive notifications on changes in the subscription information. Upon reception of a notification, the PCF shall make the policy control decisions necessary to accommodate the change in the subscription and shall update the SMF and/or the AMF if needed.

The subscription profile information listed in clause 6.2.4 of TS 23.203 [4], applies except for User CSG information.
6.2.1.4
V-PCF

6.2.1.5
H-PCF

6.2.2
Session Management Function (SMF)
6.2.2.1
General

The SMF is responsible for the enforcement of the policy decisions related to service flow detection, QoS, charging, gating, traffic usage reporting and traffic steering possibly controlling UPF(s) for that purpose. The control of policy and charging enforcement is within the SMF. The actual enforcement of QoS, charging, gating, service flow detection, packet routing and forwarding and traffic accounting and reporting policy decisions can be distributed among the UPF, RAN and UE depending on the policy type.
6.2.2.2
Service data flow detection

The Service Data Flow detection uses the service data flow template included in a PCC Rule provide by the PCF. The service data flow template defines the data for the service data flow detection as a set of service data flow filters or an application identifier referring to an application detection filter. 

For IP PDU sessions type, the service data flow filters for both UL and DL directions are defined in clause 6.2.2.2 of TS 23.203 [4]. The application detection filters provided to the SMF may be extended with the PFDs provided by the UDR as described in 6.1.20 of TS 23.203 [4]. How the SMF uses the service data flow detection capabilities in the UPF is described in TS 23.501 [2] clause 5.8.2.
For IP PDU sessions type, the service data flow filters that may apply for traffic on a PDU session of Ethernet PDU type are defined in TS 23.501 clause 5.7.6


6.2.2.3
Measurement

For usage monitoring, the PCEF functional description in clause 6.2.2.3 of TS 23.203 [4] applies with the considerations that the PCEF functional behaviour is applicable to the SMF. The usage monitoring control for an IP-CAN session applies for the usage monitoring control of a PDU session with the consideration that IP-CAN procedures are PDU session procedures instead.

NOTE:
The UPF to SMF interactions for supporting usage monitoring are described in 3GPP TS 23.501 [2]
6.2.2.4
QoS control

The SMF receives the authorized QoS for a service data flow template in the PCC rule. The SMF calculates the QoS parameters for a QoS flow as described in TS 23.501 [2] clause 5.7.1. In addition, for GBR QoS flows, the SMF should set the QoS flow GBR to the sum of the GBRs of all PCC rules that are bound to that QoS flow and the QoS flow MBR to the sum of the MBRs of all PCC rules that are active and bound to that GBR QoS flow. 

The SMF receives the authorized session AMBR and the default 5QI and default ARP in the PDU session information. The SMF ensures that the authorized Session AMBR for a PDU session is enforced for bandwidth policing at the UPF(s) as described in TS 23.501 [2] clause 5.7.1. For PDU sessions of unstructured type the default 5QI and default ARP is the authorized QoS for all traffic in the PDU session as described in TS 23.501 [2] clause 5.7.1.
6.2.2.5
Application detection

For application detection, the PCEF functional description in clause 6.2.2.5 of TS 23.203 [4] applies with the considerations that the PCEF functional behaviour is applicable to the SMF.
NOTE:
The UPF to SMF interactions for reporting application detection are described in 3GPP TS 23.501 [2]
6.2.2.6
Traffic steering

6.2.3
Application Function (AF)


The AF functional description in clause 6.2.3 of TS 23.203 [4] applies with the following clarifications:

· the mechanism for an AF to select a PCF associated to a PDU-session is described in clause 6.1.1.2 of the present specification
· the mechanism for RAN user plane congestion mitigation is not specified in this release and as a consequence will not trigger a re-try interval in the interaction between PCF and the AF. 
· In case of private IP address being used for the end user, the AF may send additional DN information (e.g. DNN) over the Rx interface. This information is used by the PCF for session binding, and it is also used to help selecting the correct PCF
Editor’s note: The list of PDU session events may be extended to e.g. change of RAT or loss of resources.
The AF may contact the PCF via the NEF following the same functional description as when the AF contacts the PCRF via the SCEF in TS 23.203 [4].
6.2.4
Unified Data Repository (UDR)

6.2.5
Online Charging System (OCS)

6.2.6
Offline Charging System (OFCS)

6.2.7
Network Exposure Function (NEF)
6.2.8
Access and Mobility Function (AMF)
6.2.9
Network Data Analytics Function (NWDAF)
NWDAF represents operator managed network analytics logical function. NWDAF provides slice specific network data analytics to the PCF. NWDAF provides network data analytics (i.e., load level information) to PCF on a network slice level and the NWDAF is not required to be aware of the current subscribers using the slice. NWDAF notifies / publishes slice specific network status analytic information to the PCF(s) that are subscribed to it. PCF(s) can collect directly slice specific network status analytic information from NWDAF. This information is not subscriber specific. PCF uses that data in its policy decisions.

NOTE 1:
NWDAF functionality beyond its support for Nnwdaf is out of scope of 3GPP.

NOTE 2:
NWDAF functionality for non-slice-specific analytics information is not supported in this release.
>>>End of Changes<<<[image: image1.png]



�Will be removed by other contribution.


�Will be moved to 5.1 by other contribution.


�Will be removed by other contribution.


�Do we need this for 5G? Perhaps for IWK?


�Reordering of sub-sections and separation into SM and non-SM related functionality could make sense.
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