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Abstract of the contribution: This contribution proposes text to clarify the transport method to be used for distributing policies from PCF to UE.
1.
Discussion on Distribution of Policy Decisions
1.1
General Description 
Based on the following figure in Annex A.3.1.2, there are several types of policies to be delivered to the UE, e.g. QoS, Service Area Restrictions, ANDSP, and URSP. 
	Type of Policies
	Receiver of policy rules from PCF
	Enforcement 
	Involved Reference Points/Interfaces

	QoS
	SMF 
	UPF, RAN, UE
	Npcf /N7: PCF -> SMF
N4: SMF -> UPF
N2: SMF -> RAN/AMF
N1: AMF/SMF-> UE

	Packet Inspection 
	SMF 
	UPF
	Npcf /N7: PCF -> SMF
N4: SMF -> UPF


	Packet Routing and forwarding
	SMF 
	UPF
	Npcf /N7: PCF -> SMF
N4: SMF -> UPF


	traffic usage reporting
	SMF 
	UPF 
	Npcf /N7: PCF -> SMF
N4: SMF -> UPF

	Traffic steering control 
	SMF 
	UPF 
	Npcf/N7: PCF -> SMF

N4: SMF -> UPF

	Congestion Management
	FFS
	FFS
	FFS

	Mobility Restrictions (MOD): Service Area Restrictions
	AMF 
	AMF, RAN, UE
	Npcf /N15: PCF -> AMF
N2: AMF -> RAN
N1: AMF -> UE

	RAT/Frequency selection Priority
	AMF 
	RAN
	Npcf /N15: PCF -> AMF
N2: AMF -> RAN

	Access Network Discovery and Selection Policy
	FFS
	UE, FFS
	FFS

	UE Route Selection Policy
	AMF
	UE
	Npcf/N15: PCF -> AMF

N1:AMF -> UE


However, in the current text, the delivery mechanisms for these policies are not clearly specified. The only relevant text is in A.3.1.8:

The URSP shall be provided from the PCF (V-PCF for roaming UE) to the AMF via N15 interface and then from AMF to the UE via the N1 interface. The USRP provided to the UE may contain information provided by the H-PCF and information provided by the V-PCF. In the case of conflict between the parameters from the H-PCF and V-PCF, the parameters from the V-PCF take precedence. The AMF does not change the URSP provided by PCF.

Editor's note:
It is for FFS whether certain parameters in the URSP are only provided by H-PCF or those from H-PCF should take precedence.

Editor's note:
It is FFS if the size of the policy rules to be transferred and frequency of the rules update from the PCF to the UE would require additional transport options.
Therefore, we should clarify the policy delivery mechanisms in TS 23.503, and identify the needed procedure and interface changes. 

It is clear from the above table that there are two categorifies of policies to be delivered to the UE, i.e.:

· those PCF rules processed by AMF/SMF before sending to UE, e.g. QoS, Service Area Restrictions; and

· those PCF rules send transparently to UE, e.g. URSP, ANDSP.   

The former category of policies is handled as part of the MM and SM signalling over NAS. Therefore, the focus of this contribution is on the delivery of the latter category of policies, as those identified in A.3.1.8.  
As discussed previously and noted in the text in A.3.1.8, the URSP policies are expected to be transported over N1 towards the UE transparently by the AMF. It is therefore proposed here that the same mechanism should be used for ANDSP, i.e. forwarded to the UE via AMF. The impacts of this approach are:
· a generic policy transport over N1 needs to be introduced;
· Namf needs to provide mechanism for PCF to invoke the transport of policies over N1. 

It is also proposed that policies should not go beyond certain size limit for NAS, e.g. max size of one NAS PDU.


These are reflected in the follow changes proposed in TS 23.503. 
2.
Proposal

It is proposed to adopt following text in TS 23.503. 


First Change

5.2
Service-based interfaces and reference points
5.2.4
Interactions between PCF and AMF

Npcf and Namf enable the PCF to provide Access and Mobility Management related policies to the AMF and it support the following functions:

-
Handling of UE Context Establishment request sent by the AMF to the PCF as part of UE Registration procedure(s);

-
Provision of access and mobility management decision from the PCF to the AMF;

-
Delivery of network events from the AMF to the PCF;
-
Handling of UE Context Termination request sent by the AMF to the PCF as part of UE De-Registration procedure;
-
Handling of transparent delivery UE Policy from PCF to the UE via the AMF.
5.2.X
Interactions between PCF and UE

Npcf and Namf enabled the UE Policy delivery from the PCF to the AMF, and the AMF delivers the UE Policy, as defined in clause 6.6, over N1 to the UE. 
NOTE: PCF ensures that the UE Policies do not exceed the size limit for NAS transport that is specified in stage-3 specifications

Second Change

6.1.2.2
UE policy control
6.1.2.2.1
Distribution of the policies to UE 

The policies that need to be delivered to the UE are identified in Table A.3.1.2-1. These policies are distributed to the UE in the following manner:
· For QoS policy, the SMF receives the policy information over Npcf/Nsmf, as specified in 5.2.3, the SMF prepares the QoS rules based on the policy information received and then conveys it to the UE in the PDU session establishment message (see 4.3.2 and 4.3.3 of TS 23.502).

· For Mobility Restrictions (MOD): Service Area Restrictions, the AMF receives the mobility restriction information from the PCF over Npcf/Namf, as specified in 5.2.4. The mobility restriction parameters are determined by the AMF based on the policy information received from the PCF over N15 and delivered to the UE in a configuration update message or a registration accept message.

· For the UE Policies, as specified in 6.1.2.2.x (e.g. ANDSP and URSP), the PCF delivers to the UE transparently via the AMF using UE policy delivery procedure (as defined in TS 23.502): 
-
if the policy information can fit into the specified size limit for policy delivery over NAS (maximum one NAS PDU), the PCF delivers to the AMF a transparent payload containing the policy. The AMF encapsulate the PCF payload in a NAS transport message and sends it to the UE;

NOTE: The size limit to allow the policy information to be delivered using NAS transport is specified in stage-3 specifications
Editor’s Note: It is FFS how the PCF handles the UE Policies that exceeds the size limit.
Editor’s Note: It is FFS whether UE can provide information to assist the PFC to decide the UE Policies delivery.    

Third Change

A.3.1.2
Distribution of the Enforcement of Policy Decisions
The table below summarizes the distribution of the enforcement of policy decisions, indicating per type of policy their enforcement control part functions, their actual enforcement functions, and the associated reference points.

Table A.3.1.2-1: Type of Polices versus Policy Enforcement

	Type of Policies
	Receiver of policy rules from PCF
	Enforcement 
	Involved Reference Points/Interfaces

	QoS
	SMF 
	UPF, RAN, UE
	Npcf /N7: PCF -> SMF
N4: SMF -> UPF
N2: SMF -> RAN/AMF
N1: AMF/SMF-> UE

	Packet Inspection 
	SMF 
	UPF
	Npcf /N7: PCF -> SMF
N4: SMF -> UPF


	Packet Routing and forwarding
	SMF 
	UPF
	Npcf /N7: PCF -> SMF
N4: SMF -> UPF


	traffic usage reporting
	SMF 
	UPF 
	Npcf /N7: PCF -> SMF
N4: SMF -> UPF

	Traffic steering control 
	SMF 
	UPF 
	Npcf/N7: PCF -> SMF

N4: SMF -> UPF

	Congestion Management
	FFS
	FFS
	FFS

	Mobility Restrictions (MOD): Service Area Restrictions
	AMF 
	AMF, RAN, UE
	Npcf /N15: PCF -> AMF
N2: AMF -> RAN
N1: AMF -> UE

	RAT/Frequency selection Priority
	AMF 
	RAN
	Npcf /N15: PCF -> AMF
N2: AMF -> RAN

	Access Network Discovery and Selection Policy
	UE 
	UE
	Npcf/Namf: PCF->AMF
N1: AMF-> UE

	UE Route Selection Policy
	UE
	UE
	Npcf/N15: PCF -> AMF

N1:AMF -> UE


NOTE:
Credit management and reporting are to be defined in SA WG5 specification. Charging control and relevant information is provided by SMF towards charging system.

Editor's note:
Enforcement distribution for Congestion Management in the 5GS is FFS. Additional policy requirements are FFS.
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