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Abstract of the contribution: This contribution proposes to move the reference architecture of policy framework from TS 23.501 Annex A into TS 23.503 main body.

Introduction
This contribution proposes to move both non-roaming and roaming reference architecture from Annex A in TS 23.501 into TS 23.23.501 for the PCC framework in 5G.

For the PSy (N28) interface, it provides Sy similar functionalities. It is a “request for publication/notification based on resource value” interface in the control plane, which may benefit from the SBI approach.  However, since the charging interface (besides PSy (N28)) development is still work in progress to be determined by SA5, PSy (N28) defined in SA2 should not impact the SA5 decision. It is proposed to remove OCS and PSy (N28) from the PCC SBA architecture for the time being and revisit the issue once there’s any conclusion in SA5.
For PCF accessing subscription data and application data, since the discussions are still on going, and multiple alternatives are proposed, it is proposed to remove UDR from the PCC architecture for the moment and revisit this issue later again.
Proposal
* * * * Begin of Changes * * * *

5
Architecture model and reference points
5.1
Reference architecture
5.1.1
Non-roaming architecture
The 5G Policy Framework reference architecture is comprised by the functions of the Policy Control Function (PCF), policy and charging enforcement functionality (not shown in figure 5.1.1-1, supported by SMF and UPF), the access and mobility policy enforcement (not shown in figure 5.1.1-1, supported by AMF), the Network Exposure Functionality (NEF), the NW Data Analytics Function (NWDAF), the Online Charging System (OCS), the Application Function (AF) and the relevant NFs of the data storage architecture.
Figure 5.1.1-1 shows the service based representation and Figure 5.1.1-1a shows the reference point representation of the 5G Policy Framework reference architecture.
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Figure 5.1.1-1: Overall non-roaming 5G Policy Framework architecture (service based representation)
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Figure 5.1.1-1a: Overall non-roaming 5G Policy Framework architecture (reference point representation)

NOTE 1:
The N4 reference point is not part of the 5G Policy Framework architecture but shown in the figures for completeness. See TS 23.501 [2] for N4 reference point definition.
NOTE 2:  How the PCF/NEF/PFDF stores/retrieves information related with policy subscription data or with application data is defined in 23.501[2].
Editor’s note: How the PCF accesses subscriber data is under discussion, and the 5G Policy Framework architecture will be updated when it is resolved.

Editor’s note: Interfaces to OCS and OFCS (except N28) are still work in progress in SA5, thus they are not shown in the architecture.
5.1.2
Roaming architecture
Figure 5.1.2-1 shows the local breakout roaming policy framework architecture in 5G:
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Figure 5.1.2-1: Overall roaming policy framework architecture - local breakout scenario
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Figure 5.1.2-1a: Overall roaming policy framework architecture - local breakout scenario (reference point representation)

NOTE 1:
In the LBO architecture, the PCF in the VPLMN may interact with the AF in order to generate PCC Rules for services delivered via the VPLMN. The PCF in the VPLMN uses locally configured policies according to the roaming agreement with the HPLMN operator as input for PCC Rule generation. The PCF in VPLMN has no access to subscriber policy information from the HPLMN for PCC Rule generation.
Figure 5.1.2-2 shows the roaming policy framework architecture (home routed scenario) in 5G:
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Figure 5.1.2-2: Overall roaming policy framework architecture - home routed scenario
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Figure 5.1.2-2a: Overall roaming policy framework architecture - home routed scenario (reference point representation)
NOTE 4:
All functional entities as described in Figure 5.1.1-1 non-roaming scenario applies also to the HPLMN in the home routed scenario above.
* * * * End of Changes * * * *
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