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Abstract of the contribution: This paper clarifies that the policy data and subscription data over Nudr shall be standardized, however, the organization and storage of the data in the UDR is not to be standardized.
Introduction
There was some discussion at last SA2 meeting regarding standardization of policy data. 

There was a proposal in S2-176662 to introduce a new interface between PCF and UDM for policy data. The argument to do so as stated in this paper is copied below:

In the implementation, UDR front end and back end are usually provided by the same vendor, and Nudr can be vendor proprietary, especially for PCF frond end, e.g. Sp interface is not standardized in EPC and Ud interface is seldom adopted by the operators.
In EPC, Sp interface is between PCRF and SPR, quite similar as the proposal in the S2-176662 between PCF and UDM. However, the policy data over Sp interface was not standardized. In real deployment, different operators have different customized policy data, therefore it would be difficult to standardize these kinds of policy data. 3GPP can still specify the non-customized part of the policy data, such as the subscriber identity, QoS rules, charging ID, RFSP Index and so on. Anyhow, in our view, standardization of policy data is independent of whether the policy data is to be exchanged between PCF and UDR or PCF and UDM.
Furthermore, it is unseen there is any other benefit to introduce UDM as a pure proxy between PCF and UDR.

In the existing TS 23.501, there is a NOTE in sub clause 4.2.5 for Data Storage architectures, stating that subscription data, authentication data and policy data stored in the UDR is not to be standardized. This NOTE is not clear if it is regarding the structure how the data is organized and stored in the UDR or the structure how the data is transported over Nudr. It is proposed to rephrase the NOTE to make it clear that the organization and storage of the data in the UDR is not to be standardized.
NOTE 4:
The structure of subscription data, authentication data and policy data stored in the UDR is not to be standardized.
Further to decouple PCF and UDR, and UDM and UDR, it is clarified that the policy data and subscription data over Nudr shall be standardized.
Proposal 1: Clarify that the policy data and subscription data over Nudr shall be standardized, and the organization and storage of the data in the UDR is not to be standardized.
Proposal
It is proposed to update TS 23.501 as follows:
**** First Change ****
4.2.5
Data Storage architectures

As depicted in Figure 4.2.5-1, the 5G system architecture allows any NF to store and retrieve its unstructured data into/from a UDSF (e.g. UE contexts). The UDSF belongs to the same PLMN where the network function is located. CP NFs may share a UDSF for storing their respective unstructured data or may each have their own UDSF (e.g. a UDSF may be located close to the respective NF).
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Figure 4.2.5-1: Data storage architecture for unstructured data from any NF

NOTE 1:
3GPP will specify (possibly by referencing) the N18/Nudsf interface.

As depicted in Figure 4.2.5-2, the 5G system architecture allows the UDM, PCF and NEF to store data in the UDR, including subscription data and policy data by UDM and PCF, structured data for exposure and application data (including Packet Flow Descriptions (PFDs) for application detection, application request information for multiple UEs) by the NEF. UDR can be deployed in each PLMN and it can serve different functions as follows:
-
UDR accessed by the NEF belongs to the same PLMN where the NEF is located.

-
UDR accessed by the UDM FE belongs to the same PLMN where the UDM FE is located if UDM supports a split architecture.

-
UDR accessed by the PCF belongs to the same PLMN where the PCF is located.

NOTE 2:
The UDR deployed in each PLMN can store application data for roaming subscribers.
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Figure 4.2.5-2: Data storage architecture

NOTE 3:
There can be multiple UDRs deployed in the network, each of which can serve different kinds of NFs and store data for them, e.g. separate UDRs can be deployed to serve UDM FE, PCF and NEF respectively.
The Nudr interface is defined for the network functions, such as UDM FE, PCF and NEF, to read, update (including add, modify), delete, subscribe to notification of data changes and notify the data changes from the UDR. The policy data, subscription data, structured data for exposure and the following application data over Nudr shall be standardized:
-
Packet Flow Descriptions (PFDs) for application detection.

-
application request information for multiple UEs (as defined in clause 5.6.7).


NOTE 4:
The structure how the subscription data, authentication data and policy data are stored in the UDR is not to be standardized.
**** End of First Change ****
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