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Discussion

Each network slice may have different service area. Some network slice may only be available in a certain TA, some of network slice may be provided within whole PLMN area. It depends on its business scenario and service level agreement. For example, network slice for mobile office (e.g., enterprise service) may only be available in the campus (e.g., TA level under the current limitation). The UE shall not be able to use this network slice outside of the campus. Depending on biz scenario with tenant, there can be various area restriction for the service using the network slice. In addition, it is common understanding that UE can have multiple allowed network slices. And it is assumed that the registration area allocated by the AMF to the UE should support the allowed network slices homogeneously in order to avoid complicated handling of SM procedure that UE triggers for each network slices. Here is example picture for discussion.
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In the current location of UE, the UE can use NS#1, NS#2, and NS#3. For homogeneous support of network slices within RA, the RA allocated by the AMF should be within the intersection of Area A, B, and C. If UE moves out of A∩B∩C, and moved into A∩C, then the AMF should allocate RA within A∩C, and the UE cannot use NS#2. Therefore, the AMF needs to know about the service area of network slice A, B, and C in order to allocate RA within the intersection of the service area of allowed S-NSSAI.
Observation: AMF needs to allocate RA with taking service area of network slice (allowed S-NSSAI) into account.
According to the agreement as of current version of specification, RA allocation and Network slice selection operates as following:
1. The AMF sends slice selection request to NSSF with requested NSSAI, subscribed NSSAI, and TAI (Current UE location as TA level)

2. NSSF returns AMF set that serves the allowed NSSAI, allowed NSSAI, and NSI ID if needed.
3. (Skip detailed steps) Then, AMF allocates RA to the UE, and provides RA and allowed NSSAI as registration accept.

It is not clear to understand relationship between the allowed NSSAI and RA allocation. The NSSF returns to initial AMF the AMF Set (or a list of candidate AMF addresses) of the AMFs that serve at least the selected NSIs for the selected S-NSSAI combination (i.e. the Allowed S-NSSAIs), but this is not enough to allocate RA (list of TA) to the UE especially, for example, when the network slice allowed to the UE is only available in a current TA. There is no clue how the AMF allocates RA that should be within the intersection of the allowed S-NSSAIs. (In other words, if AMF serving area is wider than A∩B∩C, as aforementioned example, how the AMF allocates the RA within A∩B∩C?)
In shorts, the issue here is that how to ensure the RA should be within the intersection of the service area for all allowed S-NSSAIs. There can be two options:

Option 1) The AMF provides allocated RA for the UE to the NSSF when it queries for network slice selection. And then, NSSF adjusts the received RA to fit within the intersection of the service area of the allowed network slices. (For above example, NSSF returns RA as the A∩B∩C.
Option 2) The NSSF provides service area of the allowed network slices to the AMF based on the current UE location. (A∩B∩C, in above example.) After then, the AMF uses this for RA allocation. (Any TA list within A∩B∩C). When UE moves out of service area of the intersection of the allowed network slices(A∩B∩C), the AMF interacts with NSSF to determine both updated allowed NSSAI and the service area of the allowed NSSAI.
Option 1 has disadvantage that the AMF shall interact with the NSSF whenever UE initiates registration procedure due to mobility, in order to determine a RA that supports the allowed NSSAI homogeneously. It also mixes mobility management function with network slice selection function. 
Option 2 has disadvantage that AMF needs to manage service area information of the allowed NSSAI for the UE. But it is reasonable operation because it is AMF’s responsibility to support/guarantee homogenous network slice in a certain RA allocated for the UE.
Proposal: It is proposed to take option2 as way forward and following changes

Changes 1: NSSF provides slice service area for the allowed NSSAI as TAI list when it responds to AMF during network slice selection procedure.
Changes 2: AMF takes above information into account when it allocates RA to the UE.

There are two papers submitted to propose change on TS 23.501 and TS 23.502 respectively. Please see tdoc S2-177419 for TS 23.501, and S2-177420 for TS 23.502.

Following part shows the change on each paper. (Exactly same change with S2-177419 and S2-177420)

Proposal

***** Change for TS 23.501*****
5.15.5.2
Selection of a Serving AMF supporting the Network Slices

5.15.5.2.1
Registration to a set of Network Slices

When a UE registers with a PLMN, if the UE for this PLMN has a Configured NSSAI or an Allowed NSSAI, the UE shall provide to the network in RRC and NAS layer a Requested NSSAI containing the S-NSSAI(s) corresponding to the slice(s) to which the UE wishes to register, in addition to the Temporary User ID if one was assigned to the UE.

The Requested NSSAI may be either:

-
the Configured-NSSAI, or a subset thereof as described below, if the UE has no Allowed NSSAI for the serving PLMN; or

-
the Allowed-NSSAI, or a subset thereof as described below, if the UE has an Allowed NSSAI for the serving PLMN; or

-
the Allowed-NSSAI, or a subset thereof as described below, plus one or more S-NSSAIs from the Configured-NSSAI for which no corresponding S-NSSAI is present in the Allowed NSSAI and that were not previously permanently rejected (as defined below) by the network.

The subset of Configured-NSSAI provided in the Requested NSSAI consists of one or more S-NSSAI(s) in the Configured NSSAI applicable to this PLMN, if the S-NSSAI was not previously permanently rejected (as defined below) by the network, or was not previously added by the UE in a Requested NSSAI.

The subset of Allowed NSSAI provided in the Requested NSSAI consists of one or more S-NSSAI(s) in the last Allowed NSSAI for this PLMN.

The UE may provide in the Requested NSSAI an S-NSSAI from the Configured NSSAI that the UE previously provided to the serving PLMN in the present Registration Area if the S-NSSAI was not previously permanently rejected (as defined below) by the network.

The UE shall include the Requested NSSAI at RRC Connection Establishment and in NAS messages. The RAN shall route the NAS signalling between this UE and an AMF selected using the Requested NSSAI obtained during RRC Connection Establishment. If the RAN is unable to select an AMF based on the Requested NSSAI, it routes the NAS signalling to an AMF from a set of default AMFs.

When a UE registers with a PLMN, if for this PLMN the UE has no Configured NSSAI or Allowed NSSAI, the RAN shall route all NAS signalling from/to this UE to/from a default AMF. The UE shall not indicate any NSSAI in RRC Connection Establishment or Initial NAS message unless it has a Configured NSSAI or Allowed NSSAI for the corresponding PLMN. When receiving from the UE a Requested NSSAI and a 5G-S-TMSI in RRC, if the RAN can reach an AMF corresponding to the 5G-S-TMSI, then RAN forwards the request to this AMF. Otherwise, the RAN selects a suitable AMF based on the Requested NSSAI provided by the UE and forwards the request to the selected AMF. If the RAN is not able to select an AMF based on the Requested NSSAI, then the request is sent to a default AMF.

When the AMF selected by the AN receives the UE Initial Registration request:

-
As part of the registration procedure described in 3GPP TS 23.502 [3], clause 4.2.2.2.2, the AMF may query the UDM to retrieve UE subscription information including the Subscribed S-NSSAIs.
-
The AMF verifies whether the S-NSSAI(s) in the Requested NSSAI are permitted based on the Subscribed S-NSSAIs.
-
When the UE context in the AMF does not yet include an Allowed NSSAI, the AMF queries the NSSF (see (B) below for subsequent handling), except in the case when, based on configuration in this AMF, the AMF is allowed to determine whether it can serve the UE (see (A) below for subsequent handling).

NOTE 1:
The configuration depends on operator's policy.
-
When the UE context in the AMF already includes an Allowed NSSAI, based on configuration for this AMF, the AMF may be allowed to determine whether it can serve the UE (see (A) below for subsequent handling).

NOTE 2:
The configuration depends on the operator's policy.
(A) Depending on fulfilling the configuration as described above, the AMF may be allowed to determine whether it can serve the UE, and the following is performed:

-
AMF checks whether it can serve all the S-NSSAI(s) from the Requested NSSAI present in the Subscribed S-NSSAIs, or all the S-NSSAI(s) marked as default in the Subscribed S-NSSAIs in case no Requested NSSAI was provided (see clause 5.15.3).
-
If this is the case, the AMF remains the serving AMF for the UE. The Allowed NSSAI is then composed of the list of S-NSSAI(s) in the Requested NSSAI permitted based on the Subscribed S-NSSAIs, or, if no Requested NSSAI was provided, all the S-NSSAI(s) marked as default in the Subscribed S-NSSAIs (see (C) below for subsequent handling).
-
If this is not the case, the AMF queries the NSSF (see (B) below).
(B) When required as described above, the AMF needs to query the NSSF, and the following is performed:

-
The AMF queries the NSSF, with Requested NSSAI, the Subscribed S-NSSAIs, PLMN ID of the SUPI, location information, and possibly access technology being used by the UE.
-
Based on this information, local configuration, and other locally available information including RAN capabilities in the Registration Area, the NSSF does the following:

-
It selects the Network Slice instance(s) to serve the UE. When multiple Network Slice instances in the registration area are able to serve a given S-NSSAI, based on operator's configuration, the NSSF may select one of them to serve the UE, , or the NSSF may defer the selection of the Network Slice instance until a NF/service within the Network Slice instance needs to be selected.

-
It determines the target AMF Set to be used to serve the UE, or, based on configuration, the list of candidate AMF(s), possibly after querying the NRF.

-
It determines the Allowed NSSAI, possibly taking also into account the availability of the Network Slice instances that are able to serve the S-NSSAI(s) in the Allowed NSSAI in the current registration area.

-
Based on operator configuration, the NSSF may determine the NRF(s) to be used to select NFs/services within the selected Network Slice instance(s).
-
Additional processing to determine the Allowed NSSAI in roaming scenarios, as described in clause 5.15.6.

-
The NSSF returns to the current AMF the Allowed NSSAI, the target AMF Set, Area information where the allowed NSSAI can be supported homogeneously (e.g., the list of TAIs), or, based on configuration, the list of candidate AMF(s). The NSSF may return the NRF(s) to be used to select NFs/services within the selected Network Slice instance(s). It may return also information regarding rejection causes for S-NSSAI(s) not included in the Allowed NSSAI which were part of the Requested NSSAI.
 -
Depending on the available information and based on configuration, the AMF may query the NRF with the target AMF Set. The NRF returns a list of candidate AMFs.
Editor's note:
If the current serving AMF is not part of the target AMF Set, which NRF is to be queried to obtain the list of candidate AMFs is FFS.
-
If rerouting to a target serving AMF is necessary, the current AMF reroutes the Registration Request to a target serving AMF as described in clause 5.15.5.2.3.
NOTE 3:
When the AMF allocates Registration area, the AMF can take the area information (e.g., the list of TAIs) received from the NSSF into account to ensure the registration area allocated to the UE supports for network slices homogeneously.
(C) The serving AMF shall return to the UE the Allowed NSSAI. It may also indicate to the UE for Requested S-NSSAI(s) not included in the Allowed NSSAI, whether the rejection is permanent (e.g. the S-NSSAI is not supported in the PLMN) or temporary (e.g. the S-NSSAI is not currently available in the Registration Area).

Upon successful Registration, the UE is provided with a 5G-S-TMSI by the serving AMF. The UE shall include this 5G-S-TMSI in any RRC Connection Establishment during subsequent initial accesses to enable the RAN to route the NAS signalling between the UE and the appropriate AMF.

If the UE receives an Allowed NSSAI from the serving AMF, it shall store this new Allowed NSSAI and override any previously stored Allowed NSSAI for this PLMN, as described in clause 5.15.4.

*********End of 1st change***********

*********Change for TS 23.502***********

4.2.2.2.3
Registration with AMF re-allocation

When an AMF receives a Registration request, the AMF may need to reroute the Registration request to another AMF, e.g. when network slicing is used and the initial AMF is not the appropriate AMF to serve the UE. The Registration with AMF re-allocation procedure, described in figure 4.2.2.2.3-1, is used to reroute the NAS message of the UE to the target AMF during a registration procedure.
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Figure 4.2.2.2.3-1: Registration with AMF re-allocation procedure
The initial AMF and the target AMF register their capability at the NRF.

1.
Steps 1 and 2 of figure 4.2.2.2.2-1 have occurred, and the (R)AN sends the Registration request message within an Initial UE message to the initial AMF.
2.
If the AMF needs the SUPI and/or UE's subscription information to decide whether to reroute the Registration request or if the Registration request was not sent integrity protected or integrity protection is indicated as failed, then AMF performs steps 4 to 9a of figure 4.2.2.2.2-1.
3a.
[Conditional] Initial AMF to UDM: Nudm_SubscriberDataManagement_Get (SUPI, Slice selection data request).


If the initial AMF needs UE's subscription information to decide whether to reroute the Registration request and UE's slice selection subscription information was not provided by old AMF, then initial AMF request UE's slice selection data from UDM by invoking the Nudm_SubscriberDataManagement_Get (see clause 5.2.3.3.1) service operation.

3b.
UDM to initial AMF: Response to Nudm_SubscriberDataManagement_Get with (Subscribed NSSAI).


UDM responds with slice selection data to initial AMF.

4a.
[Conditional] Initial AMF to NSSF: Slice Selection request (Requested NSSAI, Subscribed NSSAI, TAI, PLMN ID of the SUPI).

If there is a need for slice selection, e.g. the initial AMF cannot serve all the S-NSSAI(s) from the Requested NSSAI permitted by the subscription information, the initial AMF sends a Slice Selection Request to the NSSF. It sends to NSSF Requested NSSAI, Subscribed NSSAI, PLMN ID of the SUPI and the TAI of current UE location. 

Editor's note:
The conditions to trigger a slice selection in the Initial AMF are FFS 

4b.
[Conditional] NSSF to Initial AMF: Slice Selection response (AMF Set or list of AMF addresses, List of (Allowed S-NSSAI [, NSI ID]), Area information for homogeneous support of allowed S-NSSAI)


The NSSF returns to initial AMF the AMF Set (or a list of candidate AMF addresses) of the AMFs that serve at least the selected NSIs for the selected S-NSSAI combination (i.e. the Allowed S-NSSAIs). The NSSF also provides the Allowed NSSAI and, if needed, the NSI ID for each NSI selected for each of the S-NSSAIs that Allowed NSSAI includes. The Area information (e.g., the list of TAI) indicates the area where the allowed NSSAI can be supported homogeneously.
Editor's note:
Whether NSI ID is needed is FFS.

Editor's note:
Logic during roaming is FFS.
5. [Conditional] Initial AMF to old AMF: Namf_Communication_RegistrationCompleteNotify (failure cause ).


The initial AMF decides to reroute the NAS message to another AMF. The initial AMF sends a reject indication to the old AMF telling that the UE registration did not fully complete at the initial AMF. The old AMF continues as if the Namf_Communication_UEContextTransfer had never been received.
6a.
[Conditional] Initial AMF to NRF: NF discovery request (NF type, AMF Set).

If the initial AMF does not locally store the target AMF address, and if the initial AMF intends to use direct reroute to target AMF or the reroute via RAN message needs to include AMF address, then the initial AMF sends an NF discovery request to the NRF to find a proper target AMF which has required NF capabilities to serve the UE. The NF type is set to AMF. If network slicing is used, the AMF Set is included in the NF discovery request.
6b.
NRF to AMF: NF discovery response (AMF pointer and AMF address (or list of AMFs, plus additional selection rules and NF capabilities)).


The NRF replies with the AMF address and AMF pointer of the selected AMF from the AMF Set. The NRF may also provide the details of the services offered by the selected AMF along with the notification end-point for each type of notification service that the selected AMF had registered with the NRF, if available. As an alternative, it provides a list of potential target AMFs and their capabilities, and optionally, additional selection rules. Based on the information about registered NFs and required capabilities, a target AMF is selected by the initial AMF.

7(A).
If the initial AMF, based on local policy and subscription information, decides to forward the NAS message to the target AMF directly, the initial AMF invokes the Namf_Communication_N1MessageNotify to the target AMF, carrying the rerouted NAS message. The Namf_Communication_N1MessageNotify service operation includes the information enabling (R)AN to identify the N2 terminating point and the NAS message carried at step 1, and optionally the UE's SUPI and MM Context. If network slicing is used and the initial AMF has obtained the Allowed NSSAI as described at step 4a/b, the Allowed NSSAI is included together with the corresponding NSI IDs. The target AMF then updates the (R)AN with a new updated N2 termination point for the UE (step 7b), the (R)AN acknowledges the updated N2 termination point (step 7c). Step 7(B) is skipped.
NOTE:
Steps 7b and 7c can occur separately or as part of the first subsequently required N2 interaction.
7(B).
If the initial AMF, based on local policy and subscription information, decides to forward the NAS message to the target AMF via (R)AN, the initial AMF sends a Reroute NAS message to the (R)AN (7a). The Reroute NAS message includes the information about the target AMF and the Registration request  message carried at step 1, and optionally the UE's SUPI and MM Context. If network slicing is used and the initial AMF has obtained the Allowed NSSAI as described at step 4a/b, the Allowed NSSAI is included in the Reroute NAS message together with the corresponding NSI IDs. The (R)AN sends the Initial UE message to the target AMF (7b) indicating reroute due to slicing.
8.
The target AMF may decide to invoke an AUSF. In that case, the target AMF shall select an AUSF as described in TS 23.501 [2], clause 6.3.4.
9.
The AUSF shall initiate authentication of the UE and NAS security functions.


The authentication and security are performed as described in TS 33.501 [15].
Editor's note:
It is FFS whether the AUSF or the AMF initiates the authentication.
10.
After receiving the Registration request message transmitted at step 7(A)a or step 7(B)b, the target AMF, based on rerouting due to slicing, continues with the Registration procedure from step 11 until 22 of figure 4.2.2.2.2-1 (with the target AMF corresponding to the new AMF).
Editor's note:
Whether the target AMF needs to interact with the NSSF to determine a Registration Area that is homogenous from slicing support point of view is FFS.

Editor's note:
The case when the target AMF cannot be determined and provided to the initial AMF, and the default AMF needs to be selected in step 3 is FFS.
Editor's note:
Whether both option (A) and option (B) are acceptable from a RAN perspective needs to be evaluated by RAN WGs.
***** End of Change *****
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10. Steps 11-22 of figure 4.2.2.2.2-1.
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2. Optionally steps 4-9a of figure 4.2.2.2.2-1.
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