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Introduction 
1.1 Background
In SA2#122bis, the issue of « slice co-existence » has been concluded with the statement that operators are assumed to deploy sets of slices intended to support most (if not all) services (S-NSSAIs) that a UE is subscribed to. I.e. it is intended that, both in the home network and in the roaming partners' networks, the network will have configured at least one set of slice instances to which the UE can be allocated and that will provide most of the services requested, and that it is not intended that the remaining services could happened to be offered on a separate set of slices, and that the UE would have to cope with it (i.e. if the S-NSSAI is indicated as not being available (permanently rejected), it is useless for the UE to try and request that S-NSSAI individually to get the service).
NOTE:	The currently agreed note could use some improvement, and it is proposed below to clarify it (changes highlighted in yellow). Minor miscellaneous corrections are also provided in green highlights.
1.2 Support of usage of isolated slices
Based on the discussion in SA2#122bis, the only remaining scenario that could be left to be addressed is the case where an operator, willingly, configures its network and the corresponding UEs to address the following scenario (as described in S2-175911):
-	the operator is intentionally segregating a set of services from the « regular » services. For example, UEs operating in two (or more) mutually exclusive modes, such as "police mode" vs "off-duty mode", "ultra-secure communications" vs "regular communications", "ultra-low latency Factory 4.0 mode" vs "maintenance/off-service mode" (e.g. for factory equipment). The purpose is to make sure the UE is not simultaneously able to access both sets of services.
These UEs would in any case require specific support, such as application support, internal separation (containers, VMs, etc) to isolate the different "modes" of the device. While this additional support is not within the scope of our specifications, it means that this feature is not intended for regular UEs (optional feature in the UE), and that these UEs in any way need to be specifically configured to work as intended (i.e. it cannot be assumed that these specific UEs could work as intended without configuration – be it pre-configuration, or configuration when first accessing the network, which is supported via the use of default S-NSSAI/default DNN and the OTA configuration mechanism (provisioning of Configured NSSAI has been explicitly added to the last version of TS 23.501).
Therefore, there would be no harm in describing such a mechanism in a later release.
Proposal A: support for usage of isolated sets of network slice instances is not considered in this release.
If proposal A is acceptable, only the changes highlighted in yellow and green should be kept.
If proposal A above is not acceptable, we are proposing to introduce a simple mechanism that avoids "run-time" interaction between the network and the UE, and avoids the UE to rely on potentially complex algorithms to resolve the selection of one set of S-NSSAIs to support a given mode of operation. This is based on S2-175911, improved with Telecom Italia's S2-1766503, and slightly reworded in terms of "modes of operations" rather than "coexistence support".
Proposal B: A UE may support multiple modes of operations for slicing via the support of multiple Configured NSSAIs, which are reflected in the subscription information.
Note:	The proposed text has been worded so that it has no impact on all other UEs.
2. Annex: PAQ (potentially asked questions)
What are isolated set of slice instances ?
→	Two sets of network slice instances are considered to be isolated from each other if a UE is not able to register in a way to access a network slice instance from one set simultaneously with any network slice instance from the other set.
What is this « service » concept you keep talking about ? I have no idea what a « service » is:
→	In the context of network slicing, a service is what a network slice provides, and is identified by a S-NSSAI. In a given deployment, a network slice instance could be providing multiple services (i.e in other words, serving multiple S-NSSAIs).
	The granularity of a « service » depends on an operator network slicing deployment: this is the intended flexibility given by the specification with the introduction of non-standardised values of the SST field of the S-NSSAI, and more specifically, the SD field of the same S-NSSAI.
What happens to UEs that are not configured or mis-configured ? This forces a lot of configuration from the operator before this all works!
→	This feature is not used to resolve « coexistence issues », which we agreed would not occur in Rel-15, as it is assumed that operators will have configured their networks appropriately to support the services (see above) of their UEs and their roaming partners' UEs. Therefore, it does not impact « regular »UEs, nor their (lack of) configuration.
→	« Multi-modal » UEs are expected to be configured properly before they can operate properly in a multi-mode operation. However:
→	UEs that are initially not configured would still be able to access the PLMN by not sending any Requested NSSAI in their initial request. The 5GC would then attribute the UE to a default slice/DNN, and be able to configure the UE using the provisioning mechanisms already mentioned in the specification.
→	UEs that are initially mis-configured (note: this should not happen – even if a UE has a previous configuration from a different HPLMN, Configured NSSAI is per PLMN ; moreover, multi-modal UEs are expected to be tailored to their specific needs, and are likely to be re-configured upon changing network providers) can be connected the same way: the Requested NSSAI they would send would be likely to be invalid, triggering a report in the 5GC. They would at least be attributed to the default S-NSSAIs in their subscription information, and be able to connect to the default DNN, in which case the 5GC would be able to trigger a new provisioning of Configured NSSAIs.
Still, what happens if the network has mis-configured the UE subscription ?!?!?! [note: this question was asked in the previous meeting, I am not making it up]
→	It is not clear that this should ever happen in a proper deployed network. If a user subscription is mis-configured, it is unlikely that anyway any UE would receive a proper service, and it is likely to trigger major error reporting. It is likely that the operator has bigger issues anyway in that case, that standards cannot resolve.
Proposal
It is proposed to update TS 23.501 as follows:
[bookmark: _Toc493627520][bookmark: _Toc494040246]First change
3.1	Definitions
For the purposes of the present document, the terms and definitions given in TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in TR 21.905 [1].
5G Access Network: An access network comprising a NG-RAN and/or non-3GPP AN connecting to a 5G Core Network.
5G Core Network: The core network specified in the present document. It connects to a 5G Access Network.
5G QoS Flow: The finest granularity for QoS forwarding treatment in the 5G System. All traffic mapped to the same 5G QoS Flow receive the same forwarding treatment (e.g. scheduling policy, queue management policy, rate shaping policy, RLC configuration, etc.). Providing different QoS forwarding treatment requires separate 5G QoS Flow.
5G QoS Indicator: A scalar that is used as a reference to a specific QoS forwarding behaviour (e.g. packet loss rate, packet delay budget) to be provided to a 5G QoS Flow. This may be implemented in the access network by the 5QI referencing node specific parameters that control the QoS forwarding treatment (e.g. scheduling weights, admission thresholds, queue management thresholds, link layer protocol configuration, etc.).
5G System: 3GPP system consisting of 5G Access Network (AN), 5G Core Network and UE.
Allowed NSSAI: an NSSAI provided by the serving PLMN during e.g. a registration procedure, indicating the NSSAI allowed by the network for the UE in the serving PLMN for the current registration area.
Allowed area: Area where the UE is allowed to initiate communication as specified in clause 5.3.2.3.
AMF Region: An AMF Region consists of one or multiple AMF Sets.
AMF Set: An AMF Set consists of some AMFs that serve a given area and network slice. Multiple AMF Sets may be defined per AMF Region and network slice(s).
Application identifier: An identifier that can be mapped to a specific application traffic detection rule.
Configured NSSAI: an NSSAI that has been provisioned in the UE.
DN Access Identifier (DNAI): For a DNN, Identifier of a user plane access to the DN.
Forbidden area: An area where the UE is not allowed to initiate communication as specified in clause 5.3.2.3.
Initial Registration: UE registration in RM-DEREGISTERED state as specified in clause 5.3.2.
Local Area Data Network: a DN that is accessible by the UE only in specific locations, that provides connectivity to a specific DNN, and whose availability is provided to the UE.
Local Break Out (LBO): Roaming scenario for a PDU session where the PDU session anchor and its controlling SMF are located in the serving PLMN (VPLMN).
Mobility pattern: Network concept of determining within an NF the UE mobility parameters as specified in clause 5.3.2.4.
Mobility Registration update: UE re-registration when entering new TA outside the TAI List as specified in clause 5.3.2.
MPS-subscribed UE: A UE having a USIM with MPS subscription.
NGAP UE association: The logical per UE association between a 5G AN node and an AMF.
NGAP UE-TNLA-binding: The binding between a NGAP UE association and a specific TNL association for a given UE.
Network Function: A 3GPP adopted or 3GPP defined processing function in a network, which has defined functional behaviour and 3GPP defined interfaces.
NOTE 2:	A network function can be implemented either as a network element on a dedicated hardware, as a software instance running on a dedicated hardware, or as a virtualised function instantiated on an appropriate platform, e.g. on a cloud infrastructure.
Network instance: Information identifying a domain. Used by the UPF for traffic detection and routing in case of different IP domains or overlapping IP addresses.
Network Slice: A logical network that provides specific network capabilities and network characteristics.
Network Slice instance: A set of Network Function instances and the required resources (e.g. compute, storage and networking resources) which form a deployed Network Slice.
NF service: a functionality exposed by a NF through a service based interface and consumed by other authorized NFs.
NF service operation: An elementary unit a NF service is composed of.
NG-RAN: A radio access network that supports one or more of the following options with the common characteristics that it connects to 5GC:
1)	Standalone New Radio.
2)	New Radio is the anchor with E-UTRA extensions.
3)	Standalone E-UTRA.
4)	E-UTRA is the anchor with New Radio extensions.
Non-allowed area: Area where the UE is allowed to initiate registration procedure but no other communication as specified in clause 5.3.2.3.
Non-seamless Non-3GPP offload: The offload of user plane traffic via non-3GPP access without traversing either N3IWF or UPF.
PDU Connectivity Service: A service that provides exchange of PDUs between a UE and a Data Network.
PDU Session: Association between the UE and a Data Network that provides a PDU connectivity service.
PDU Session Type: The type of PDU Session which can be IPv4, IPv6, Ethernet or Unstructured.
Periodic Registration update: UE re-registration at expiry of periodic registration timer as specified in clause 5.3.2.
(Radio) Access Network: See 5G Access Network.
Requested NSSAI: the NSSAI that the UE may provide to the network.
Service based interface: It represents how a set of services is provided/exposed by a given NF.
Service Continuity: The uninterrupted user experience of a service, including the cases where the IP address and/or anchoring point change.
Service Data Flow Filter: A set of packet flow header parameter values/ranges used to identify one or more of the packet (IP or Ethernet) flows constituting a Service Data Flow.
Service Data Flow Template: The set of Service Data Flow filters in a policy rule or an application identifier in a policy rule referring to an application detection filter, required for defining a Service Data Flow.
Session Continuity: The continuity of a PDU session. For PDU session of IPv4 or IPv6 type "session continuity" implies that the IP address is preserved for the lifetime of the PDU session.
Subscribed S-NSSAI: S-NSSAI based on subscriber information, and grouped in one or more sets, which a UE is subscribed to use in a PLMN
Uplink Classifier: UPF functionality that aims at diverting Uplink traffic, based on filter rules provided by SMF, towards Data Network.
Next change
[bookmark: _Toc493627694][bookmark: _Toc494040419]5.15.1	General
A Network Slice is defined within a PLMN and shall include:
-	the Core Network Control Plane and User Plane Network Functions, as described in clause 4.2,
and, in the serving PLMN, at least one of the following:
-	the NG Radio Access Network described in 3GPP TS 38.300 [27],
-	the N3IWF functions to the non-3GPP Access Network described in clause 4.2.7.2.
Network slicing support for roaming is described in clause 5.15.6.
Network slices may differ for supported features and network functions optimisations. The operator may deploy multiple Network Slice instances delivering exactly the same features but for different groups of UEs, e.g. as they deliver a different committed service and/or because they may be dedicated to a customer.
In certain cases, the operator might want to separate slices accessible simultaneously by a given UE into separate sets of network slice instances, with each set isolated from each other. In that case, such a UE is configured accordingly (see clauses 5.15.4 and 5.15.5.2.1) to only request S-NSSAIs corresponding to one of these sets of network slice instances at a given time.
NOTE:	Two sets of network slice instances are considered to be isolated from each other if a UE is not able to register in a way to access a network slice instance from one set simultaneously with any network slice instance from the other set.
A single UE can simultaneously be served by one or more Network Slice instances via a 5G-AN. A single UE may be served by at most eight Network Slices at a time. The AMF instance serving the UE logically belongs to each of the Network Slice instances serving the UE, i.e. this AMF instance is common to the Network Slice instances serving a UE.
The selection of the set of Network Slice instances, where each of the Network Slice instances can correspond to one or more Allowed S-NSSAIs, for a UE is triggered by the first contacted AMF in a registration procedure normally by interacting with the NSSF, and it may lead to change of AMF. This is further described in clause 5.15.5.
SMF discovery and selection within the selected Network Slice instance is initiated by the AMF when a SM message to establish a PDU session is received from the UE. The NRF is used to assist the discovery and selection tasks of the required network functions for the selected Network Slice instance.
A PDU session belongs to one and only one specific Network Slice instance per PLMN. Different Network Slice instances do not share a PDU session, though different slices may have slice-specific PDU sessions using the same DNN.
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The subscription profile may contain one or more sets of Subscribed S-NSSAI(s) per PLMN. In this case, each set contains only subscribed S-NSSAI(s) that are intended to be served together by the same set of network slice instances.
NOTE:	It is assumed that the operator will align the deployment of network slices in its network with the subscription information of its subscribers.
Subscription information may contain multiple S-NSSAIs. One or more of the Subscribed S-NSSAIs can be marked as default S-NSSAI. At most eight S-NSSAIs can be marked as default S-NSSAI. However, the UE may subscribe to more than eight S-NSSAIs. If an S-NSSAI is marked as default, then the network is expected to serve the UE with the related Network Slice when the UE does not send any valid S-NSSAI to the network in a Registration Request message.
Subscription Information for each S-NSSAI may contain multiple DNNs and one default DNN.
The NSSAI the UE provides in the Registration Request is verified against the user's subscription data.
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5.15.4	UE NSSAI configuration and NSSAI storage aspects
A UE can be configured by the HPLMN with a Configured NSSAI per PLMN. A Configured NSSAI can be PLMN-specific and the HPLMN indicates to what PLMN(s) each Configured NSSAI applies, including whether the Configured NSSAI applies to all PLMNs, i. e. the Configured NSSAI conveys the same information regardless of the PLMN the UE is accessing (e.g. this could be possible for NSSAIs containing only standardized S-NSSAIs). When providing a Requested NSSAI to the network upon registration, the UE in a given PLMN shall only use S-NSSAIs belonging to the Configured NSSAI, if any, of that PLMN.
In order to support isolated modes of operation (e.g. "on duty" vs "off duty", etc), a UE may support more than one Configured NSSAI per PLMN. In this case, each Configured NSSAI corresponds to a set of Subscribed S-NSSAIs in the subscription profile (see clause 5.15.3). A UE with multiple Configured NSSAIs for a PLMN uses the first Configured NSSAI (i.e. default Configured NSSAI) during the initial registration to that PLMN.
 Upon successful completion of a UE's Registration procedure, the UE may obtain from the AMF an Allowed NSSAI for this PLMN, which may include one or more S-NSSAIs. These S-NSSAIs are valid for the current Registration Area provided by the serving AMF the UE has registered with and can be used simultaneously by the UE (up to the maximum number of simultaneous Network Slices or PDU sessions). The UE may also obtain from the AMF one or more temporarily or permanently rejected S-NSSAIs.
The Allowed NSSAI shall take precedence over the Configured NSSAI for this PLMN. The UE shall use only the S-NSSAI(s) in the Allowed NSSAI corresponding to a Network Slice for the subsequent procedures in the serving PLMN, as described in clause 5.15.5.
The UE stores (S)NSSAIs as follows:
-	When the UE is provisioned with one or more a Configured NSSAIs for a PLMN in the UE, the Configured NSSAI(s) shall be stored in the UE until a new Configured NSSAI(s) for this PLMN is/are provisioned in the UE by the HPLMN:
-	When provisioned with a new Configured NSSAI(s) for a PLMN, the UE shall both replace any stored Configured NSSAI(s) for this PLMN with the new Configured NSSAI(s), and delete any stored Allowed NSSAI and rejected S-NSSAI for this PLMN;
NOTE:	It is expected that only UEs supporting multiple Configured NSSAIs per PLMN can be provisioned with multiple Configured NSSAIs for a PLMN. Other UEs are not expected to store or make use of this additional information if received.
-	If received, the Allowed NSSAI for a PLMN shall be stored in the UE, including when the UE is turned off, until a new Allowed NSSAI for this PLMN is received;
-	When a new Allowed NSSAI for a PLMN is received, the UE shall replace any stored Allowed NSSAI for this PLMN with this new Allowed NSSAI;
-	If received, a temporarily rejected S-NSSAI for a PLMN shall be stored in the UE while RM-REGISTERED;
-	If received, a permanently rejected S-NSSAI for a PLMN shall be stored in the UE while RM-REGISTERED.
Editor's note:	Additional conditions when rejected S-NSSAIs can be removed is FFS.
One or multiple of the S-NSSAIs in the Allowed NSSAI provided to the UE can have non-standardized values, which may might not be a part of the UE's NSSAI configuration. In such cases, the Allowed NSSAI includes mapping information how the S-NSSAIs in the Allowed S-NSSAI correspond to S-NSSAI(s) in the Configured NSSAI in the UE. The UE uses this mapping information for its internal operation (e.g., finding an appropriate network slice for UE's services). Specifically, a UE application, which is associated with an S-NSSAI as per NSSP, is further associated with the corresponding S-NSSAI from the Allowed NSSAI.
If a UE has multiple Configured NSSAIs for a PLMN and needs to use an S-NSSAI present in a different Configured NSSAI for this PLMN than the one used in the latest registration, the UE shall initiate a Registration procedure to modify the set of S-NSSAIs, as described in clause 5.15.5.2.2.
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[bookmark: _Toc493627702][bookmark: _Toc494040427]5.15.5.2	Selection of a Serving AMF supporting the Network Slices
[bookmark: _Toc493627703][bookmark: _Toc494040428]5.15.5.2.1	Registration to a set of Network Slices
When a UE registers with a PLMN, if the UE for this PLMN has a Configured NSSAI or an Allowed NSSAI, the UE shall provide to the network in RRC and NAS layer a Requested NSSAI containing the S-NSSAI(s) corresponding to the slice(s) to which the UE wishes to register, in addition to the Temporary User ID if one was assigned to the UE.
The Requested NSSAI may be either:
-	the Configured -NSSAI (or one of the Configured NSSAI if there are multiple Configured NSSAIs for this PLMN), or a subset thereof as described below, if the UE has no Allowed NSSAI for the serving PLMN; or
-	the Allowed -NSSAI, or a subset thereof as described below, if the UE has an Allowed NSSAI for the serving PLMN; or
-	the Allowed -NSSAI, or a subset thereof as described below, plus one or more S-NSSAIs from the (currently in use) Configured -NSSAI for which no corresponding S-NSSAI is present in the Allowed NSSAI and that were not previously permanently rejected (as defined below) by the network.
The subset of Configured -NSSAI provided in the Requested NSSAI consists of one or more S-NSSAI(s) in the Configured NSSAI applicable to this PLMN, if the S-NSSAI was not previously permanently rejected (as defined below) by the network, or was not previously added by the UE in a Requested NSSAI.
The subset of Allowed NSSAI provided in the Requested NSSAI consists of one or more S-NSSAI(s) in the last Allowed NSSAI for this PLMN.
UEs configured with multiple Configured NSSAIs for the PLMN shall only use S-NSSAI(s) from one of the Configured NSSAI. If the UE complements the Allowed NSSAI with S-NSSAIs from a Configured NSSAI, only the Configured NSSAI used to obtain the Allowed NSSAI in the first place shall be used. To use S-NSSAIs from another Configured NSSAI of the same PLMN, the UE shall initiate a new Registration procedure with S-NSSAIs from that Configured NSSAI exclusively, as described in clause 5.15.5.2.2.
The UE may provide in the Requested NSSAI an S-NSSAI from the Configured NSSAI that the UE previously provided to the serving PLMN in the present Registration Area if the S-NSSAI was not previously permanently rejected (as defined below) by the network.
The UE shall include the Requested NSSAI at RRC Connection Establishment and in NAS messages. The RAN shall route the NAS signalling between this UE and an AMF selected using the Requested NSSAI obtained during RRC Connection Establishment. If the RAN is unable to select an AMF based on the Requested NSSAI, it routes the NAS signalling to an AMF from a set of default AMFs.
When a UE registers with a PLMN, if for this PLMN the UE has no Configured NSSAI or Allowed NSSAI, the RAN shall route all NAS signalling from/to this UE to/from a default AMF. The UE shall not indicate any NSSAI in RRC Connection Establishment or Initial NAS message unless it has a Configured NSSAI or Allowed NSSAI for the corresponding PLMN. When receiving from the UE a Requested NSSAI and a 5G-S-TMSI in RRC, if the RAN can reach an AMF corresponding to the 5G-S-TMSI, then RAN forwards the request to this AMF. Otherwise, the RAN selects a suitable AMF based on the Requested NSSAI provided by the UE and forwards the request to the selected AMF. If the RAN is not able to select an AMF based on the Requested NSSAI, then the request is sent to a default AMF.
When the AMF selected by the AN receives the UE Initial Registration request:
-	As part of the registration procedure described in 3GPP TS 23.502 [3], clause 4.2.2.2.2, the AMF may query the UDM to retrieve UE subscription information including the Subscribed S-NSSAIs.
-	The AMF verifies whether the S-NSSAI(s) in the Requested NSSAI are permitted based on the Subscribed S-NSSAIs. If the subscription information contains multiple sets of Subscribed S-NSSAIs, the AMF verifies whether the S-NSSAI(s) all belong to a single set of Subscribed S-NSSAIs. If it is not the case, the AMF rejects the UE Initial Registration request with an appropriate cause value and the UE shall attempt to register again without any Requested NSSAI.
-	When the UE context in the AMF does not yet include an Allowed NSSAI, the AMF queries the NSSF (see (B) below for subsequent handling), except in the case when, based on configuration in this AMF, the AMF is allowed to determine whether it can serve the UE (see (A) below for subsequent handling).
NOTE 1:	The configuration depends on operator's policy.
-	When the UE context in the AMF already includes an Allowed NSSAI, based on configuration for this AMF, the AMF may be allowed to determine whether it can serve the UE (see (A) below for subsequent handling).
NOTE 2:	The configuration depends on the operator's policy.
(A) Depending on fulfilling the configuration as described above, the AMF may be allowed to determine whether it can serve the UE, and the following is performed:
-	AMF checks whether it can serve all the S-NSSAI(s) from the Requested NSSAI present in the Subscribed S-NSSAIs, or all the S-NSSAI(s) marked as default in the Subscribed S-NSSAIs in case no Requested NSSAI was provided (see clause 5.15.3).
-	If this is the case, the AMF remains the serving AMF for the UE. The Allowed NSSAI is then composed of the list of S-NSSAI(s) in the Requested NSSAI permitted based on the Subscribed S-NSSAIs, or, if no Requested NSSAI was provided, all the S-NSSAI(s) marked as default in the Subscribed S-NSSAIs (see (C) below for subsequent handling).
-	If this is not the case, the AMF queries the NSSF (see (B) below).
(B) When required as described above, the AMF needs to query the NSSF, and the following is performed:
-	The AMF queries the NSSF, with Requested NSSAI, the Subscribed S-NSSAIs, PLMN ID of the SUPI, location information, and possibly access technology being used by the UE.
-	Based on this information, local configuration, and other locally available information including RAN capabilities in the Registration Area, the NSSF does the following:
-	It selects the Network Slice instance(s) to serve the UE. When multiple Network Slice instances in the registration area are able to serve a given S-NSSAI, based on operator's configuration, the NSSF may select one of them to serve the UE, , or the NSSF may defer the selection of the Network Slice instance until a NF/service within the Network Slice instance needs to be selected.
-	It determines the target AMF Set to be used to serve the UE, or, based on configuration, the list of candidate AMF(s), possibly after querying the NRF.
-	It determines the Allowed NSSAI, possibly taking also into account the availability of the Network Slice instances that are able to serve the S-NSSAI(s) in the Allowed NSSAI in the current registration area.
-	Based on operator configuration, the NSSF may determine the NRF(s) to be used to select NFs/services within the selected Network Slice instance(s).
-	Additional processing to determine the Allowed NSSAI in roaming scenarios, as described in clause 5.15.6.
-	The NSSF returns to the current AMF the Allowed NSSAI and the target AMF Set, or, based on configuration, the list of candidate AMF(s). The NSSF may return the NRF(s) to be used to select NFs/services within the selected Network Slice instance(s). It may return also information regarding rejection causes for S-NSSAI(s) not included in the Allowed NSSAI which were part of the Requested NSSAI.
 -	Depending on the available information and based on configuration, the AMF may query the NRF with the target AMF Set. The NRF returns a list of candidate AMFs.
Editor's note:	If the current serving AMF is not part of the target AMF Set, which NRF is to be queried to obtain the list of candidate AMFs is FFS.
-	If rerouting to a target serving AMF is necessary, the current AMF reroutes the Registration Request to a target serving AMF as described in clause 5.15.5.2.3.
(C) The serving AMF shall return to the UE the Allowed NSSAI. It may also indicate to the UE for Requested S-NSSAI(s) not included in the Allowed NSSAI, whether the rejection is permanent (e.g. the S-NSSAI is not supported in the PLMN) or temporary (e.g. the S-NSSAI is not currently available in the Registration Area).
Upon successful Registration, the UE is provided with a 5G-S-TMSI by the serving AMF. The UE shall include this 5G-S-TMSI in any RRC Connection Establishment during subsequent initial accesses to enable the RAN to route the NAS signalling between the UE and the appropriate AMF.
If the UE receives an Allowed NSSAI from the serving AMF, it shall store this new Allowed NSSAI and override any previously stored Allowed NSSAI for this PLMN, as described in clause 5.15.4.
[bookmark: _Toc493627704][bookmark: _Toc494040429]5.15.5.2.2	Modification of the Set of Network Slice(s) for a UE
The set of Network Slices for a UE can be changed at any time while the UE is registered with a network, and may be initiated by the network, or the UE under certain conditions as described below.
NOTE:	In this release of the specification it is assumed that the registration area allocated by the AMF to the UE shall have homogeneous support for network slices.
The network, based on local policies, subscription changes and/or UE mobility, operational reasons (e.g. a Network Slice instance is no longer available), may change the set of Network Slice(s) to which the UE is registered and provides the UE new Allowed NSSAI. The network may perform such change during a Registration procedure or trigger a notification towards the UE of the change of the Network Slices using a Generic UE Configuration Update procedure as specified in TS 23.502 [3], clause 4.2.4. The new Allowed NSSAI is determined as described in clause 5.15.5.2.1 (an AMF Relocation may be needed). The AMF provides the UE with the new Allowed NSSAI and TAI list, and:
-	If the changes to the Allowed NSSAI do not require the UE to perform a registration procedure:
-	The AMF indicates that acknowledgement is required, but does not indicate the need to perform a registration procedure;
-	The UE responds with a UE configuration update complete message for the acknowledgement.
-	If the changes to the Allowed NSSAI require the UE to perform a registration procedure (e.g. the new S-NSSAIs require a separate AMF that cannot be determined by the current serving AMF):
-	The serving AMF indicates to the UE that current 5G-GUTI is invalid and the need for the UE to perform a registration procedure after entering CM-IDLE state. The AMF shall release the NAS signalling connection to the UE to allow to enter CM-IDLE based on local policies (e.g. immediately or delayed release);
-	The UE initiates a registration procedure after the UE enters CM-IDLE state. The UE shall include SUPI and new Allowed NSSAI in the registration in this case.
When a Network Slice used for a one or multiple PDU Sessions becomes no longer available for a UE, in addition to sending the new Allowed NSSAI to the UE, the following applies:
-	In the network, if the Network Slice becomes no longer available under the same AMF (e.g. due to UE subscription change), the AMF indicates to the SMF(s) corresponding to the relevant S-NSSAI to autonomously release the UE's SM context
-	In the network, if the Network Slice becomes no longer available with AMF relocation (e.g. due to Registration Area change), the new AMF indicates to the old AMF that the PDU Session(s) associated with the relevant S-NSSAI shall be released. The old AMF informs the corresponding SMF(s) to autonomously release the UE's SM context.
-	In the UE, the PDU session(s) context is implicitly released after receiving the Allowed NSSAI in the Registration Accept message.
The UE uses UE Configuration (e.g. NSSP) to determine whether ongoing traffic can be routed over existing PDU sessions belonging to other Network Slices or establish new PDU session(s) associated with same/other Network Slice.
If the UE has more than one Configured NSSAI for the current PLMN, it may change the set of S-NSSAIs by selecting S-NSSAIs from only one of the Configured NSSAIs for this PLMN.
In order to change the set of S-NSSAIs being used, the UE shall initiate a Registration procedure as specified in clause 5.15.5.2.1.1.
Change of set of S-NSSAIs to which the UE is registered (whether UE or Network initiated) may lead to AMF change subject to operator policy, as described in clause 5.15.5.2.1.
Editor's note:	The condition under which the UE is able to request the change of the Network Slices, and what it is able to request, are FFS.
[bookmark: _Toc493627705][bookmark: _Toc494040430]5.15.5.2.3	AMF Relocation due to Network Slice(s) Support
During a Registration procedure in a PLMN, in case the network decides that the UE should be served by a different AMF based on Network Slice(s) aspects, then the AMF that first received the Registration Request shall redirect the Registration request to another AMF via the RAN or via direct signalling between the initial AMF and the target AMF. The redirection message sent by the AMF via the RAN shall include information for selection of a new AMF to serve the UE.
For a UE that is already registered, the system shall support a redirection initiated by the network of a UE from its serving AMF to a target AMF due to Network Slice(s) considerations (e.g. the operator has changed the mapping between the Network Slice instances and their respective serving AMF(s)). Operator policy determines whether redirection between AMFs is allowed.
[bookmark: _Toc493627706][bookmark: _Toc494040431]Next change
[bookmark: _Toc493627708][bookmark: _Toc494040433]5.15.6	Network Slicing Support for Roaming
For roaming scenarios:
-	If the UE only uses Standard S-NSSAI values, then the same S-NSSAI values are used in V-PLMN and as in the HPLMN.
-	If the UE is allowed to use non-standard S-NSSAI values in the V-PLMN, the V-PLMN maps H-PLMN Subscribed S-NSSAIs values that can be used in the VPLMN to respective S-NSSAI values to be used in the VPLMN.
-	In RRC layer, the NSSAI, if provided, uses values valid in the VPLMN.
-	In Registration Request, the Requested NSSAI, if provided, shall include only the S-NSSAI values that are valid in the VPLMN.
-	When the NSSF in the VPLMN determines the Allowed NSSAI, it may take into account the availability only of the VPLMN part of the Network Slice instances that are able to serve the UE in the current registration area.
-	The Allowed NSSAI in the Registration Accept includes S-NSSAI values that are valid in VPLMN.
-	In a Session management procedures, the UE includes the S-NSSAI value valid in the VPLMN as they are received in the Allowed NSSAI in the VPLMN. The VPLMN maps any VPLMN specific S-NSSAI values to HPLMN specific S-NSSAI values before forwarding SM messages to the HPLMN.
-	The Network Slice specific network functions in the VPLMN are selected by the VPLMN by using the VPLMN S-NSSAI values and querying the NRF either pre-configured or provided by the NSSF in the VPLMN. The Network Slice specific functions in the HPLMN (if applicable) are selected by using the HPLMN S-NSSAI via the support from the NRF in the HPLMN.
NOTE:	In this release of the specification, it is assumed that in any PLMN deployments (home or visited) are , for all the S-NSSAIs that the PLMN can serve it is always able possible to select an AMF that can serve thea Requested Subscribed S-NSSAIs in the subscription information of their subscribers and their roaming partners' subscribersthat contains only S-NSSAIs that can coexist each other. In case of multiple sets of Subscribed S-NSSAIs in the subscription information, it is assumed to be always possible to select an AMF for each set of Subscribed S-NSSAIs.
Editor's note: The details of the procedure to select specific functions in the HPLMN minimizing the interactions between VPLMN and HPLMN and the exposure of HPLMN topology are FFS.
[bookmark: _Toc493627709][bookmark: _Toc494040434]End of changes
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