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1
Discussion
Issue 1: 

The AMF stores an association of the PDU session ID and the SMF ID to route the SM information to the correct SMF. During the HO procedure, if the AMF is changed, the association of the PDU session ID and the SMF ID shall be forwarded to the target AMF as well. In the current N2 HO procedure in subclause 4.9.1.3.2 step 2, the S-AMF only sends the PDU session IDs to the T-AMF, it is unclear how the T-AMF can find the served SMF for the PDU session due to lack of information. When the T-AMF sends the PDU Handover Request message to the SMF in step 3, the T-AMF ID is sent to SMF and SMF updates the stored AMF-ID to the T-AMF ID for the PDU session.
Issue 2:

UE allocates the PDU session ID and sends it to PGW-C+SMF via PCO during PDN connection establishment procedure. MME does not know the PDU session information. During EPS to 5GS HO procedure, MME sends the forward relocation request message to the AMF, and AMF sends the PDU Handover Request to the PGW-C+SMF for the PDN connection. According to the current specification in subclause 4.11.2.2.2 step 4:
4.
The AMF sends a PDU Handover Request (PDN Connection, AMF ID) message to the selected SMF. The PDN Connection provides the common SMF + PGW-C address.


For home-routed roaming scenario, the v-SMF selects the SMF + PGW-C using the PDN Connection.
AMF as of now does not include any PDU session ID or EPS bearer ID information in the PDU HO request message. The SMF+PGW-C does not know which PDU session is supposed to be transferred with this message. 
Since MME is not aware of the PDU session ID and the default EPS bearer ID is included in the EPS Bearer Context forwards to the AMF, AMF shall include the default EPS bearer ID in the PDU Handover Request message to the selected SMF. The default EPS bearer ID is used by the SMF+PGW-C to associate the PDU session ID. After receiving the PDU Session Modification Response from SMF in step 7, AMF stores an association of the PDU session ID and the SMF ID.
2. Proposed text to TS 23.502

                         First Change

4.9.1.3.2
Preparation phase
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Figure 4.9.1.3.2-1: Inter NG-RAN node N2 based handover, Preparation phase
1.
S-RAN to S-AMF: Handover Required (Target ID, Source to Target transparent container, SM N2 info list, PDU session IDs).
Source to Target transparent container includes RAN information created by S-RAN to be used by T-RAN, and is transparent to 5GC.

All PDU sessions handled by S-RAN (i.e. all existing PDU sessions with active UP connections) shall be included in the Handover Required message, indicating which of those PDU session(s) are requested by S-RAN to handover. The SM N2 info also includes Direct Forwarding Path Availability, and which QoS flows are subject to data forwarding.
Direct Forwarding Path Availability indicates whether direct forwarding is available from the S-RAN to the T-RAN. This indication from S-RAN can be based on e.g. the presence of IP connectivity and security association(s) between the S-RAN and the T-RAN.

2.
[Conditional]S-AMF to T-AMF: Forward Relocation Request (SUPI, Target ID, Source to Target transparent container, SM N2 info list, association of the PDU session ID(s) and the SMF ID(s) ).
When the S-AMF can't serve the serve the UE anymore, the S-AMF selects the T-AMF as described in clause 6.4.5 on "AMF Selection Function" in TS 23.501 [2]. The S-AMF initiates Handover resource allocation procedure by sending a Forward Relocation Request message to the T-AMF.

When the S-AMF can still serve the UE, this step and step 12 are not needed.
3.
[Conditional]T-AMF to SMF: PDU Handover Request (PDU session ID, Target ID, T-AMF ID).
For each PDU session indicated by S-RAN as an N2 Handover candidate, the AMF sends PDU Handover Request per PDU session to the associated SMF.
PDU session ID indicates a PDU session candidate for N2 Handover.
4.
[Conditional] Based on the new location info, SMF checks if N2 Handover for the indicated PDU session can be accepted. The SMF checks also the UPF Selection Criteria according to clause 6.3.3 of TS 23.501 [2]. If UE has moved out of the service area of the UPF connecting to RAN, SMF selects a new intermediate UPF. If the PDU session  corresponds to a LADN and the UE is outside the area of availability of the LADN, then the SMF moves to step 4c.
5a.
[Conditional] SMF to T-UPF (intermediate): N4 Session Establishment Request

If the SMF selects a new intermediate UPF, target UPF (T-UPF), for the PDU session and if CN Tunnel Info is allocated by the T-UPF, an N4 Session Establishment Request message is sent to the T-UPF, providing Packet detection, enforcement and reporting rules to be installed on the T-UPF. The PDU session anchor tunnel info for this PDU Session is also provided to the T-UPF.

5b.
T-UPF (intermediate) to SMF: N4 Session Establishment Response


The T-UPF sends an N4 Session Establishment Response message to the SMF with CN DL tunnel info and UL Tunnel info (i.e. N3 tunnel info). The SMF starts a timer, to be used in step 22a.


If steps 4a and 4b are performed for a PDU session, steps 4c and 4d are skipped.
5c,d.
[Conditional] SMF to S-UPF: N4 Session Modification Request/Response 

If the PDU session corresponds to a LADN and the UE is outside the area of availability of the LADN, the SMF updates the N4 session of the UPF(s) corresponding to the PDU session to deactivate the corresponding UP connection. The SMF may notify the UPF that originated the Data Notification to discard downlink data for the PDU sessions and/or to not provide further Data Notification messages.
6.
SMF to T-AMF: PDU Handover Response (PDU session ID, SM N2 info).

If N2 handover for the PDU session is accepted, the SMF includes the result in SM N2 info sent, transparently for the AMF, to the T-RAN including in the SM N2 info  the PDU session ID, N3 UP address and Tunnel ID of UPF, and QoS parameters. 

If N2 handover for the PDU session is not accepted as described in step 3, the SMF does not include an SM N2 info regarding the PDU session to avoid establishment of radio resources at the target RAN.

The SMF sends an Nsmf_PDUSession_UpdateSMContext response without including the CN tunnel information to the AMF for the PDU session(s) which is to be released, and then release the PDU session(s) in a separate procedure as defined in clause 4.3.4.
7.
AMF supervises the PDU Handover Response messages from the involved SMFs. The lowest value of the Max delay indications for the PDU sessions that are candidates for handover gives the maximum time AMF may wait for PDU Handover Response messages before continuing with the N2 Handover procedure. At expiry of the maximum wait time or when all PDU Handover Response messages are received, AMF continues with the N2 Handover procedure (Handover Request message in step 8).
NOTE:
The delay value for each PDU session is locally configured in the AMF and implementation specific.
8.
T-AMF to T-RAN: Handover Request (Source to Target transparent container, MM N2 info, SM N2 info list).

T-AMF determines T-RAN based on Target ID. T-AMF may allocate a 5G-GUTI valid for the UE in the AMF and target TAI.


Source to Target transparent container is forwarded as received from S-RAN. MM N2 info includes e.g. security information and Handover Restriction List.

SM N2 info list includes SM N2 info received from SMFs in the PDU Handover Response messages received within allowed max delay supervised by the T-AMF mentioned in step 7. SM N2 info also indicates which QoS flows are subject to data forwarding.
9.
T-RAN to T-AMF: Handover Request Acknowledge (Target to Source transparent container, SM N2 response list, PDU sessions failed to be setup list, T-RAN SM N3 forwarding info list).

Target to Source transparent container includes a UE container with an access stratum part and a NAS part. The UE container is sent transparently via T-AMF, S-AMF and S-RAN to the UE.


The information provided to the S-RAN also contains a list of PDU session IDs indicating PDU sessions failed to be setup and reason for failure (SMF decision, SMF response too late, or T-RAN decision).


The SM N2 response list includes, per each received SM N2 info and by SMF accepted PDU session for N2 Handover, a PDU session ID and an SM N2 response indicating the PDU session ID and if T-RAN accepted the N2 Handover request for the PDU session. For each by T-RAN accepted PDU session for N2 Handover, the SM N2 response includes N3 UP address and Tunnel ID of T-RAN.
The T-RAN SM N3 forwarding info list includes, per each PDU session accepted by T-RAN and has at least one QoS flow subject for data forwarding, N3 UP address and Tunnel ID of T-RAN for receiving forwarded data if necessary.

10.
[Conditional] T-AMF to SMF: PDU Handover Cancel (PDU session ID).

When a PDU Handover Response message arriving too late (see step 7) , or the PDU session with SMF involvement is not accepted by T-RAN, this message is indicated to the corresponding SMF allowing the SMF to deallocate a possibly allocated N3 UP address and Tunnel ID of the selected UPF. A PDU session handled by that SMF is considered deactivated and handover attempt is terminated for that PDU session.
11a.
AMF to SMF: Modify PDU Request (PDU session ID, SM N2 response, T-RAN SM N3 forwarding info list).


For each SM N2 response received from the T-RAN (included in SM N2 response list), AMF sends the received SM N2 response to the SMF indicated by the respective PDU Session ID.

If no new T-UPF is selected, SMF stores the N3 tunnel info of T-RAN from the SM N2 response if N2 handover is accepted by T-RAN.

11b.[Conditional] SMF to T-UPF: N4 Session Modification Request (T-RAN SM N3 forwarding info list)
If indirect forwarding applies and the UPF is relocated the SMF selects a T-UPF and sends an N4 Session Modification Request message to the T-UPF. If the UPF is not relocated, indirect forwarding may be set up in step 11d and 11e below.

Indirect forwarding may be performed via a UPF which is different from the T-UPF.
11c.[Conditional] T-UPF to SMF: N4 Session Modification Response (T-UPF SM N3 forwarding info list)

The T-UPF allocates tunnel information and returns an N4 Session Modification Response message to the SMF.
The T-UPF SM N3 forwarding info list includes T-UPF N3 address, T-UPF N3 Tunnel identifiers for forwarding data

11d.[Conditional] SMF to S-UPF: N4 Session Modification Request (T-RAN SM N3 forwarding info list)
If indirect forwarding applies the SMF sends an N4 Session Establishment Request message to the S-UPF.

If the UPF is relocated, this message includes the T-UPF SM N3 forwarding info list. If the UPF is not relocated, this message includes the T-RAN SM N3 forwarding info list.

Indirect forwarding may be performed via a UPF which is different from the S-UPF.
11e.[Conditional] S-UPF to SMF: N4 Session Modification Response (S-UPF SM N3 forwarding info list)

The S-UPF allocates tunnel information and returns an N4 Session establishment Response message to the SMF.
The S-UPF SM N3 forwarding info list includes S-UPF N3 address, S-UPF N3 Tunnel identifiers for forwarding data

11f. SMF to T-AMF: Modify PDU Response (S-UPF SM N3 forwarding info list)
The SMF sends Modify PDU Response message per PDU session to T-AMF. The SMF starts an indirect data forwarding timer, to be used to release the resource of indirect data forwarding tunnel.

12. [Conditional] T-AMF to S-AMF: Forward Relocation Response (Target to Source transparent container, PDU sessions failed to be setup list, S-UPF SM N3 forwarding info list) 

AMF supervises the Modify PDU Response message from the involved SMFs. At expiry of the maximum wait time or when all Modify PDU Response messages are received, T-AMF sends Forward Relocation Response to  S-AMF.
The Target to Source transport container is received from the T-RAN. The S-UPF SM N3 forwarding info list is received from S-UPF.

                      Next Change

4.11.2.2.2
Preparation phase

Figure 4.11.2.2.2-1 shows the preparation phase of the Single Registration-based Interworking from EPS to 5GS procedure.
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Figure 4.11.2.2.2-1: EPS to 5GS handover using N26 interface, preparation phase

This procedure applies to the Non-Roaming (TS 23.501 [2] Figure 4.3.1-1), Home-routed roaming (TS 23.501 [2] Figure 4.3.2-1) and Local Breakout roaming Local Breakout (TS 23.501 [2] Figure 4.3.2-2) cases.

-
For non-roaming scenario, v-SMF, v-UPF and v-PCF+v-PCRF are not present

-
For home-routed roaming scenario, the SMF+PGW-C and UPF+PGW-U are in the HPLMN. v-PCF+v-PCRF are not present

-
For local breakout roaming scenario, v-SMF and v-UPF are not present. SMF+PGW-C and UPF+PGW-U are in the VPLMN.

In local-breakout roaming case, the v-PCF+v-PCRF forwards messages between the SMF+PGW-C and the h-PCF+h-PCRF.
1.
The source E-UTRAN decides that the UE should be handed over to the NG-RAN.

2.
The E-UTRAN sends a Handover Required (Target NG-RAN Node ID, Source to Target Transparent Container) message to the MME.

3.
The MME selects the target AMF and sends a Forward Relocation Request (Target NG-RAN Node ID, Source to Target Transparent Container, EPS MM Context, EPS Bearer Context(s)) message to the selected AMF.


The AMF converts the received EPS MM Context into the 5GS MM Context. The MME UE context includes IMSI, ME Identity, UE security context, UE Network Capability, and EPS Bearer context(s). An EPS Bearer context includes the common SMF + PGW-C address and V-CN Tunnel Info at the UPF + PGW-U for uplink traffic, and APN.
Editor's note:
Whether 5GS Security Context can be derived from the EPS Security Context should be clarified by SA3 study.

4.
The AMF sends a PDU Handover Request (PDN Connection, AMF ID, default EPS bearer ID) message to the selected SMF. The PDN Connection provides the common SMF + PGW-C address.

The default EPS bearer ID is used to associate the PDU session ID by the SMF+PGW-C.

For home-routed roaming scenario, the v-SMF selects the SMF + PGW-C using the PDN Connection.

Editor's note:
It is FFS whether and how to provide the SM context from MME to SMF via AMF during handover.
5.
If dynamic PCC is deployed, the SMF may initiate PDU Session Modification towards the h-PCF + h-PCRF to obtain the 5GS PCC Rules for the PDU Session. The h-PCF + h-PCRF does not apply the 5GS PCC Rules for the PDU Session.

6.  The SMF+PGW-C modifies the PGW-U+UPF.
Editor's note:
The details of SMF+PGW-C and UPF interaction is FFS.
7.
The SMF + PGW-C sends a PDU Session Modification Response (PDU Session ID, QoS Rules, EPS Bearer Setup List, SSC Mode, H-CN Tunnel-Info) to the AMF. AMF stores an association of the PDU session ID and the SMF ID.
8.
For home-routed roaming scenario only: The v-SMF selects a v-UPF and initiates an N4 Session Establishment procedure with the selected v-UPF. The v-SMF provides the v-UPF with packet detection, enforcement and reporting rules to be installed on the UPF for this PDU Session, including H-CN Tunnel Info. If CN Tunnel Info is allocated by the SMF, the V-CN Tunnel Info is provided to the v-UPF in this step.


The v-UPF acknowledges by sending an N4 Session Establishment Response message. If CN Tunnel Info is allocated by the UPF, the V-CN Tunnel info is provided to the v-SMF in this step.

9.
The AMF sends a Handover Request (Source to Target Transparent Container, N2 SM Information (PDU Session ID, QoS Profile(s), V-CN Tunnel Info)) message to the NG-RAN.

10.
The NG-RAN sends a Handover Request Acknowledge (Target to Source Transparent Container, N2 SM response (PDU Session ID, list of accepted QoS flows and (R)AN Tunnel Info), N2 SM Information for PDU Forwarding (PDU Session ID, N3 Tunnel Info for PDU Forwarding)) message to the AMF.

11.
The AMF sends an Modify PDU Session Request (PDU session ID, N2 SM response (list of accepted QoS flows and (R)AN Tunnel Info), (N2 SM Information for PDU Forwarding (PDU Session ID, N3 Tunnel Info for PDU Forwarding)) message to the SMF for updating N3 tunnel information.

12. SMF+PGW-C to AMF: Modify PDU Response (PDU session ID, EPS Bearer Setup List).

This message is sent for each received Modify PDU Request message.


SMF+PGW-C performs preparations for N2 Handover by indicating N3 UP address and Tunnel ID of NG-RAN to the UPF if N2 Handover is accepted by NG-RAN. If N2 Handover is not accepted by NG-RAN, SMF+PGW-C deallocates N3 UP address and Tunnel ID of the selected UPF.


The EPS Bearer Setup list is a list of EPS bearer Identifiers successfully handover to 5GC, which is generated based on the list of accepted QoS flows.
13.
If indirect forwarding applies, the MME sends the Create Indirect Data Forwarding Tunnel Request/Response.
14. The AMF sends the message Forward Relocation Response (Cause, Target to Source Transparent Container, Serving GW change indication, EPS Bearer Setup List, AMF Tunnel Endpoint Identifier for Control Plane, Addresses and TEIDs). The EPS Bearer Setup list is the combination of EPS Bearer Setup list from different SMF+PGW-C(s).

                      End of Change
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