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Abstract of the contribution: This contribution proposes to clarify on open EN for user identity confidentiality in clause 5.10.1 of 23.501.
1. Discussion
Based on SA3’s answer to question 4 in the Reply LS S3-171489, it’s clear that SA3 is heavily working on the user identity confidentiality aspect, so it can be understood the user identity confidentiality is part of 5G security function.
2. Proposal
It is proposed to agree the following update into TS 23.5.1.
* * * First change * * * *

5.10.1
General

The security functions in the 5G system include:

-
Authentication of the UE by the network and vice versa (mutual authentication between UE and network).

-
Security context generation and distribution.

-
User Plane data confidentiality protection.

-
Control Plane signalling confidentiality and integrity protection.
-
User identity confidentiality.

Editor's note:
Detailed description for the security functions will be addressed after the corresponding SA WG3 work is concluded.
* * * End of change * * * *
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