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Abstract of the contribution: Replaces reference points by service-based interfaces where applicable in Annex A.
Introduction
According to clause 4.2.1, “Network functions within the 5GC Control Plane shall only use service-based interfaces for their interactions.” However, Annex A on Policy Framework is in breach with this provision since it is specified with reference points and does not mention service-based interfaces.
Proposal
The proposal is to replace reference points by service-based interfaces where applicable and to update the text and clause headings accordingly.

***************** Start of changes **********************

A.1
High level architectural requirements

The policy framework shall provide the relevant parts of the PCC framework as specified in TS 23.203 [4], including:

a.
Policy Control Function (PCF) shall support interfaces to the Policy and Charging Enforcement Function (PCEF), Network Exposure Function (NEF), the Application Function (AF), and the Online Charging System (OCS).

b.
The PCF shall be able to evaluate operator policies that are triggered by events received from the SMF, NEF, the AF, and the OCS.

c.
The PCF shall provide Rules for application and service data flow detection, gating, QoS and flow based charging to the SMF.
d.
The Policy Framework shall be able to manage the Packet Filter Descriptions (PFDs) in the SMF by the 3rd party AS via the NEF and PFDF.
e.
The Policy Framework shall support to negotiate the background data transfer policy with the 3rd party AS via the NEF.
f.
The PCF shall implement a Front End to access subscription information relevant for policy decisions in a User Data Repository (UDR) including dynamic profile updates pushed by the UDR.

g.
Traffic Steering Control for steering traffic for the services on the DN side of the N6 reference point,
h.
The PCF shall be able to take input from Network Data Analytics (NWDA) into consideration for policies on assignment of network resources and for traffic steering policies.
NOTE 1:
The existing PCC framework is applicable to PDU sessions of IP Type only.

Editor's note:
How the PCC framework applies to PDU sessions other than IP Type is FFS. Also, where IP-CAN is used, may need to update per 5G terminology.

Additionally, the policy framework shall provide following functionality for the access and mobility enforcement:

a.
Policy Control Function (PCF) shall support interactions with the access and mobility policy enforcement in the AMF, through service-based interfaces.

b.
The PCF shall be able to provide Access and Mobility Management related policies to the AMF.

c.
The PCF shall be able to evaluate operator policies that are triggered by events received from the AMF.

A.2
Architecture model and reference points

A.2.1
Reference architecture
The policy framework functionality is comprised by the functions of the Policy Control Function (PCF), policy and charging enforcement functionality supported by SMF and UPF, the access and mobility policy enforcement supported by AMF, the Online Charging System (OCS) and the Application Function (AF).

Figure A.2.1-1 shows the policy framework architecture (non-roaming) in 5G:
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Figure A.2.1-1: Overall non-roaming 5G Policy framework architecture

Editor's note:
The natures and final names of N25 and PSy will be determined by CT4 and SA5.
Editor's note:
Implications from multiple Slices and its relation to PCF are FFS.

The PCEF functionality defined in TS 23.203 [4] is distributed between the SMF and the UPF as described in chapter A.3.1.4 and A.3.1.5 (Policy and Charging Control).

In the 5GC Policy Framework, interfaces corresponding to the PCEF interfaces defined in TS 23.203 [4], such as the N7 interface with the PCF, are supported by the SMF.

NOTE:
The N4 interface is defined in clause 4.2. The N4 interface is not part of the Policy Framework architecture but shown in the figures for completeness.

Figure A.2.1-2 shows the roaming policy framework architecture (local breakout scenario with AF in VPLMN) in 5G:
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Figure A.2.1-2: Overall roaming policy framework architecture - local breakout scenario with AF in VPLMN
Figure A.2.1-3 shows the roaming policy framework architecture (local breakout scenario with AF in HPLMN) in 5G:




[image: image6.emf]UPF

AF SMF

vPCF

hPCF

N4

Nsmf

Npcf

Npcf

Naf

AMF

Namf

UDR OCS

N25 Psy

VPLMN HPLMN


Figure A.2.1-3: Overall roaming policy framework architecture - local breakout scenario with AF in HPLMN
Editor's note:
The need for this roaming scenario with local breakout and AF in HPLMN is FFS. Resolution of this editor's note also depends on feedback from GSMA.
Figure A.2.1-4 shows the roaming policy framework architecture (home routed scenario) in 5G:
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Figure A.2.1-4: Overall roaming policy framework architecture - home routed scenario

NOTE:
All functional entities as described in Figure A.2.1-1 non-roaming scenario applies also to the HPLMN in the home routed scenario above.
A.2.2
Interactions between PCF and NFs
A.2.2.1
Interactions between PCF and AF

Leveraging Npcf and Naf enables transport of application level session information from AF to PCF.

Leveraging Npcf and Naf enables the AF to get information about PDU-CAN session events.
NOTE: The interactions between PCF and AF need to provide the Rx functionalities for services e.g. IMS based services and Mission Critical Push To Talk services. In addition, Npcf and Naf also provide additional services.
A.2.2.2
Interactions between PCF and SMF

Leveraging Npcf and Nsmf enables the PCF to have dynamic policy and charging control at a SMF.

Npcf and Nsmf enable the signalling of policy and charging decision and support the following functions:

-
Establishment of PDU-CAN session by the SMF;

-
Request for policy and charging control decision from the SMF to the PCF;

-
Provision of policy and charging control decision from the PCF to the SMF;

-
Delivery of network events and PDU-CAN session parameters from the SMF to the PCF;

-
Termination of PDU-CAN session by the SMF or the PCF.

A.2.2.3
Interactions between PCF and AMF

Npcf and Namf enable the PCF to provide Access and Mobility Management related policies to the AMF and it support the following functions:

-
Handling of UE Context Establishment request sent by the AMF to the PCF as part of UE Registration procedure(s);

-
Provision of access and mobility management decision from the PCF to the AMF;

-
Delivery of network events from the AMF to the PCF;

-
Handling of UE Context Termination request sent by the AMF to the PCF as part of UE De-Registration procedure.
A.2.2.4
Interactions between vPCF and hPCF

For roaming scenario, the interactions between vPCF and hPCF through Npcf enable the H-PCF to:

-
Provision mobility policy rules to V-PCF in the VPLMN;

-
Handling of UE Context Establishment request sent by the V-PCF as part of UE Registration procedure(s);

-
Receipt of network events from the V-PCF;

-
Handling of UE Context Termination request sent by V-PCF as part of UE De-Registration procedure.
A.2.2.5
N25 reference point
The N25 reference point resides between the UDR and the PCF, acting as an Application Front End in a layered architecture as defined in TS 23.335[22] on User Data Convergence.

The N25 reference point enables the PCF to access policy control related subscription data stored in the UDR. The N25 interface supports the following functions:

-
Request for policy control related subscription information from the UDR

-
Provisioning of policy control related information to the UDR

-
Notifications from the UDR on changes in the subscription information

Editor's note:
The difference between Ud in TS 23.335 and N25 are FFS.

A.2.2.6
Nnwda interface
The Nnwda is a service-based interface, which enables Network Functions to subscribe to and be notified on network status analytics e.g. congestion information for a specific slice.
Editor's note:
The actual parameter notified by the NWDA is FFS.

A.2.2.7
Rx reference point
The Rx reference point resides between the Application Function (e.g. P-CSCF) and the PCF.

The Rx reference point enables policy and charging control functions as defined in TS 23.203[z].
Editor's note: The enhancement of the Rx interface supporting 5G feature is FFS, functions such as 5G RAT and location information need to be included for IMS.
***************** Next change **********************

A.3.1.10
Network Data Analytics (NWDA)
A.3.1.10.1
General

NWDA represents operator managed network analytics logical function. NWDA provides slice specific network data analytics. The subscription to NWDA is on a network slice level and the NWDA is not required to be aware of the current subscribers using the slice. NWDA notifies / publishes slice specific network status analytic information to the NFs that are subscribed to it. This information is not subscriber specific. PCF uses that data in its policy decisions.

NOTE:
NWDA functionality beyond its support for Nnwda is out of scope of 3GPP.
***************** End of changes **********************
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