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Abstract of the contribution: this contribution proposes to generate the Delay time of PDU session based on the QoS profile.
1. Analysis
Issue to be solved

In current section 4.9.1.2.2 of TS23.502, there has following statement:

6.
AMF supervises the PDU Handover Response messages from the involved SMFs. The lowest value of the Max delay indications for the PDU sessions that are candidates for handover gives the maximum time AMF may wait for PDU Handover Response messages before continuing with the N2 Handover procedure. At expiry of the maximum wait time or when all PDU Handover Response messages are received, AMF continues with the N2 Handover procedure (Handover Request message in step 8).

Editor's note: How the delay value for each PDU session is determined is FFS.
Basically, the issue is: UE may have multiple PDU sessions that belong to different SMFs, during N2-Handover, AMF shall send many “PDU Handover Request” to different SMFs and wait for their responses. But the SMFs may respond to AMF at different time with a delay time, caused by some reasons, e.g. SMF overload, processing delay caused by insert of I-SMF/UPF, long-distance SMF. 
Then for some time-sensitive service (e.g. V2X traffic, 50ms, PDU session1), the required maximum time delay need to be small (e.g.10ms), when for Non-Conversational Video (300ms, PDU session2), the required maximum time delay can be big (100ms). So it is reasonable to let the AMF handover the PDU session1 firstly if the delay time reaches 10ms, or else the handover for PDU session1 is meaningless after 10ms. And for PDU session2, if  its response arrives after HO-Delay-Time (10ms),the AMF can handover it to the target RAN subsequently, or just sends “PDU Handover cancel”(step7) to SMF to deactivate the PDU session. So consequently, there is such scenario or requirement.
It is noticed that other procedures, e.g. service request or registration procedure, may face the same problem. For these procedures, although there are no active PDU sessions for data transmission, but they still requires a fast signalling connection establishment that is time-sensitive. 

However, this paper focuses on the Handover scenario and discusses how to determine the “PDU-Session-Delay-Time”, which is further used to generate the “Handover-Delay-Time”.

 Proposed Solution
Then the problem is how to determine the “Delay-Time” of PDU session, i.e. “PDU-Session-Delay-Time”. Basically, as mentioned above, the main issue is to ensure the PDU session continuity during handover, so the PDU-Session -Delay-Time should consider the QoS profiles of the PDU session.

The SMF can generate the “PDU-Session -Delay-Time” considering the QoS parameters, including Packet-Delay-time and Priority level. As the QoS profile is per QoS flow, then each QoS flow shall has its own “QoS-flow-Delay-Time”. If the session has many QoS flows, then the lowest value of the “QoS-flow-Delay-Time” can be taken as the “PDU-Session -Delay-Time”.

Then the SMF informs the “PDU-session -Delay-Time” to AMF for further determination of “Handover-Delay-Time”. And the “PDU-session -Delay-Time” can be informed to AMF during PDU session establishment procedure.
    Proposal
It is proposed to generate the “PDU-session-Delay-Time” based on the QoS profile.
* * * * Begin of first Changes * * * *

4.9.1.2.2
Intra AMF, inter NG-RAN node handover without Xn interface
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Figure 4.9.1.2.2-1: Intra AMF, inter NG-RAN node handover without Xn interface
Editor's note:
Details of Data forwarding are not shown in the Figure above and are FFS.
Editor's note:
The interaction between AMF and multiple SMF(s) during handover preparation phase may cause handover delay or handover failure. It is FFS whether there is need for this interaction during handover preparation phase.
1.
S-RAN to AMF: Handover Required (Target ID, Source to Target transparent container, PDU session IDs).
Source to Target transparent container includes RAN information created by S-RAN to be used by T-RAN, and is transparent to 5GCN.

All PDU sessions handled by S-RAN (i.e. all existing PDU sessions with active UP connections) shall be included in the Handover Required message, indicating which of those PDU session(s) are requested by S-RAN to handover.
2.
AMF to SMF: PDU Handover Request (PDU session ID, Target ID).
This message is sent for each PDU-session indicated, by S-RAN, as an N2 Handover candidate.

PDU session ID indicates a PDU session candidate for N2 Handover.
3.
Based on the new location info, SMF checks if N2 Handover for the indicated PDU session can be accepted. The SMF checks also the UPF Selection Criteria according to clause 6.3.3 of TS 23.501 [2]. If UE has moved out of the service area of the UPF connecting to RAN, SMF selects a new intermediate UPF.
4a.
[Conditional] SMF to T-UPF (intermediate): N4 Session Establishment Request

If the SMF selects a new intermediate UPF, target UPF (T-UPF), for the PDU session and if CN Tunnel Info is allocated by the T-UPF, an N4 Session Establishment Request message is sent to the T-UPF, providing Packet detection, enforcement and reporting rules to be installed on the T-UPF. The PDU session anchor tunnel info for this PDU Session is also provided to the T-UPF.

4b.
T-UPF (intermediate) to SMF: N4 Session Establishment Response

The T-UPF sends an N4 Session Establishment Response message to the SMF with CN DL tunnel info and UL Tunnel info (i.e. N3 tunnel info). The SMF starts a timer, to be used in step 21a.
5.
SMF to AMF: PDU Handover Response (PDU session ID, SM N2 info).
The SMF includes the result in SM N2 info sent, transparently for the AMF, to the T-RAN. If N2 handover for the PDU session is accepted the SM N2 info also includes PDU session ID, N3 UP address and Tunnel ID of UPF, and QoS parameters.

6.
AMF supervises the PDU Handover Response messages from the involved SMFs. The lowest value of the “PDU-Session -Delay-Time”  for the PDU sessions that are candidates for handover gives the maximum time AMF may wait for PDU Handover Response messages before continuing with the N2 Handover procedure. At expiry of the maximum wait time or when all PDU Handover Response messages are received, AMF continues with the N2 Handover procedure (Handover Request message in step 8). 

The “PDU-Session -Delay-Time” is generated by SMF based on the QoS parameters, including Packet-Delay-time and Priority level. And the SMF informs the “PDU-Session -Delay-Time” to AMF during PDU session establishment procedure.

7.
[Conditional] AMF to SMF: PDU Handover Cancel (PDU session ID).
A PDU Handover Response message arriving too late (see step 5) is indicated to the SMF allowing the SMF to deallocate a possibly allocated N3 UP address and Tunnel ID of the selected UPF.

NOTE: Step 6 and 7 may start at step 4 and be performed in parallel with that and later steps.

8a.
[Conditional] AMF to SMF: Modify PDU Request (PDU session ID, Target ID).

This message is sent for each PDU-session without existing PDU sessions having active UP connections i.e. all possible PDU sessions not indicated, by S-RAN, as an N2 Handover candidate.

PDU session ID indicates a PDU session without active UP connections (i.e. a PDU session not in the list of candidates from S-RAN).
Editor's note:
Whether this step is executed for all PDU sessions without active UP connections is FFS.
8b.
[Conditional] SMF to AMF: Modify PDU Response (PDU session ID).
This message is sent for each received Modify PDU Request message.

SMF selects a UPF that supports N3 connectivity towards the T-RAN.

Editor's note:
The details of SMF and UPF interaction is FFS.

9.
AMF to T-RAN: Handover Request (Source to Target transparent container, MM N2 info, SM N2 info list).
AMF determines T-RAN based on Target ID. AMF may allocate a GUTI valid for the UE in the AMF and target TAI.

Source to Target transparent container is forwarded as received from S-RAN. MM N2 info includes e.g. security information and Handover Restriction List.

SM N2 info list includes SM N2 info from SMFs in the PDU Handover Response messages received until end of step 5.
10.
T-RAN to AMF: Handover Request Acknowledge (Target to Source transparent container, SM N2 response list, PDU sessions failed to be setup list).

Target to Source transparent container includes a UE container with an access stratum part and a NAS part. The UE container is sent transparently via AMF and S-RAN to the UE.

The information provided to the S-RAN also contains a list of PDU session IDs indicating PDU sessions failed to be setup and reason for failure (SMF decision, SMF response too late, or T-RAN decision).

The SM N2 response list includes, per each received SM N2 info and by SMF accepted PDU session for N2 Handover, a PDU session ID and an SM N2 response indicating the PDU session ID and if T-RAN accepted the N2 Handover request for the PDU session. For each by T-RAN accepted PDU session for N2 Handover, the SM N2 response includes N3 UP address and Tunnel ID of T-RAN.
11.
AMF to SMF: Modify PDU Request (PDU session ID, SM N2 response).

For each from T-RAN received SM N2 response (included in SM N2 response list), AMF sends the received SM N2 response to the SMF indicated by the respective PDU Session ID.
If no new T-UPF is selected, SMF stores the N3 tunnel info of T-RAN in SM N2 response if N2 handover is accepted by T-RAN.
12a.
[Conditional] SMF to T-UPF (intermediate): N4 Session Establishment/Modification Request

If new UPF is selected and step 4a/b is performed, the SMF shall send N4 Session Modification Request indicating DL tunnel info of T-RAN to the UPF if N2 handover is accepted by T-RAN.

If new T-UPF is selected and step 4a/b is not performed, the SMF shall send N4 Session Establishment Request indicating N3 tunnel info of T-RAN to the UPF if N2 handover is accepted by T-RAN. The SMF shall also provide Packet detection, enforcement and reporting rules to be installed on the T-UPF. The PDU session anchor info for this PDU Session is also provided to the T-UPF. The SMF starts a timer, to be used in step 21a.

12b.
T-UPF to SMF: N4 Session Establishment/Modification Response

The T-UPF acknowledges by sending N4 Session Establishment/Modification Response message to SMF.
13.
SMF to AMF: Modify PDU Response (PDU session ID).
This message is sent for each received Modify PDU Request message.

If N2 Handover is not accepted by T-RAN, SMF deallocates N3 UP address and Tunnel ID of the selected UPF.

SMF acknowledges the Modify Request message by sending Modify PDU Response message to AMF.

14.
AMF to S-RAN:  Handover Command (Target to Source transparent container, PDU sessions failed to be setup list).

Target to Source transparent container is forwarded as received from AMF.

S-RAN uses the PDU sessions failed to be setup list and the indicated reason for failure to decide if to proceed with the N2 Handover procedure.
15.
S-RAN to UE:  Handover Command (UE container).
UE container is sent transparently from T-RAN via AMF to S-RAN and is provided to the UE by the S-RAN.

16.
UE to T-RAN: Handover Confirm.
After the UE has successfully synchronized to the target cell, it sends a Handover Confirm message to the T-RAN. Handover is by this message considered as successful by the UE.
17.
T-RAN to AMF: Handover Notify.
Handover is by this message considered as successful in T-RAN.
18.
AMF to SMF: Handover Complete (PDU session ID).
Handover Complete is sent per each PDU Session to the corresponding SMF to indicate the success of the N2 Handover.
19a.
[Conditional] SMF to UPF (PSA): N4 Session Modification Request

The SMF sends N4 Session Modification Request message to PDU session anchor UPF, UPF (PSA), providing N3 tunnel info of T-RAN the or DL tunnel info of T-UPF if T-UPF is selected.

19b.
UPF (PSA) to SMF: N4 Session Modification Response

The UPF (PSA) sends N4 Session Modification Response message to SMF. At this point, UPF (PSA) starts sending downlink packets to the T-RAN, via T-UPF if T-UPF is selected.
20.
SMF to AMF: Handover Complete Ack (PDU session ID).

SMF confirms reception of Handover Complete.

Editor's note:
The details of SMF and UPF interaction is FFS.

21a.
[Conditional] SMF to S-UPF (intermediate): N4 Session Release Request

If there is a source intermediate UPF, the SMF initiates resource release, after timer in step 6b or 12b expires, by sending an N4 Session Release Request (Release Cause) to source UPF.
21b.
S-UPF to SMF: N4 Session Release Response

The S-UPF acknowledges with an N4 Session Release Response message to confirm the release of resources.

22.
AMF to S-RAN: UE Context Release Command ().
The AMF sends UE Context Release Command.

23.
S-RAN to AMF: UE Context Release Complete ().
The source RAN releases its resources related to the UE and responds with a UE Context Release Complete () message.
* * * * End of first Changes * * * *
* * * * Begin of second Changes * * * *

4.3.2.2.1
Non-roaming and Roaming with Local Breakout

This clause specifies PDU Session establishment in the non-roaming and roaming with local breakout cases. The procedure is used to establish a new PDU session as well as to hand over an existing PDU Session between 3GPP access and non-3GPP access.
In case of roaming, the AMF determines if a PDU session is to be established in LBO or Home Routing. In the case of LBO, the procedure is as in the case of non-roaming with the difference that the SMF, the UPF and the PCF are located in the visited network.
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Figure 4.3.2.2.1-1: UE-requested PDU Session Establishment for non-roaming and roaming with local breakout

The procedure assumes that the UE has already registered on the AMF thus the AMF has already retrieved the user subscription data from the UDM.

1.
From UE to AMF: NAS Message (S-NSSAI, DNN, PDU Session ID, Request type, N1 SM information).


In order to establish a new PDU session, the UE generates a new PDU Session ID.


The UE initiates the UE Requested PDU Session establishment procedure by the transmission of a NAS message containing a PDU Session Establishment Request within the N1 SM information. The PDU Session Establishment Request may include a PDU Type, SSC mode, Protocol Configuration Options.

The Request Type indicates "Initial request" if the PDU Session Establishment is a request to establish a new PDU Session and indicates "Existing PDU Session" if the request refers to an existing PDU Session between 3GPP access and non-3GPP access.

The NAS message sent by the UE is encapsulated by the AN in a N2 message towards the AMF that should include User location information and Access Technology Type Information.

The N1 SM information may contain SM PDU DN Request Container containing information for the PDU session authorization by the external DN.


The AMF receives from the AN the NAS SM message (built in step 1) together with User Location Information (e.g. Cell Id in case of the RAN).
2.
The AMF determines that the message corresponds to a request for a new PDU Session based on that Request Type indicates "initial request" and that the PDU Session ID that is not used for any existing PDU Session(s) of the UE. If the NAS message does not contain an S-NSSAI, the AMF may determine a default S-NSSAI for the requested PDU session according to the UE subscription. The AMF selects an SMF as described in TS 23.501 [2], clause 6.3.2. The AMF stores an association of the PDU session ID and the SMF ID.

The case where the Request Type indicates "Existing PDU Session", and either the AMF does not recognize the PDU Session ID or the subscription context from UDM does not contain an SMF ID corresponding to the DNN constitutes an error case.
3.
From AMF to SMF: SM Request (Subscriber Permanent ID, DNN, S-NSSAI, PDU Session ID, AMF ID, N1 SM information (PDU Session ID, PDU Session Establishment Request), User location information, Access Technology Type, PEI).

The AMF ID uniquely identifies the AMF serving the UE. The N1 SM information contains the PDU Session Establishment Request received from the UE. The PEI (Permanent Equipment Identifier) is defined in 23.501 [2] clause 5.9.3.
4a.
SMF to UDM: Subscription Data Request (Subscriber Permanent ID, DNN).

If the Request Type in step in step 3 indicates "Existing PDU Session" the SMF determines that the request is due to handover between 3GPP access and non-3GPP access. The SMF identifies the existing PDU Session based on the PDU Session ID.

If the SMF has not yet retrieved the SM-related subscription data for the UE related with the DNN, the SMF requests this subscription data.

4b.
UDM to SMF: Subscription Data Response.


Subscription data includes the authorized PDU type(s), authorized SSC mode(s), Default QoS profile.

Editor's note:
Further detailing of SM-related subscription data is FFS.


The SMF checks whether the UE request is compliant with the user subscription and with local policies. If that is not the case the SMF rejects the UE request via NAS SM signalling (including a relevant SM rejection cause) relayed by the AMF, the SMF indicates to the AMF that the PDU session ID is to be considered as released and the rest of the procedure is skipped.
5.
SMF to DN via UPF


If the SMF needs to authorize/authenticate the establishment of the PDU session as described in clause  5.6.6 of TS 23.501 [2], the SMF selects an UPF as described in TS 23.501 [2] clause 6.3.3 and triggers the PDU session establishment authentication/authorization as described in clause 4.3.2.3.

If the PDU session establishment authentication/authorization fails, the SMF terminates the PDU session establishment procedure and indicates a rejection to the UE.
6a.
If dynamic PCC is deployed, the SMF performs PCF selection.

6b.
The SMF may initiate PDU-CAN Session Establishment towards the PCF to get the default PCC Rules for the PDU Session. If the Request Type in step 3 indicates "Existing PDU Session", the PCF initiates a PDU-CAN Session Modification instead.
Editor's note:
The purpose of step 5 is to receive PCC rules before selecting UPF. If PCC rules are not needed as input for UPF selection, step 5 can be skipped.

7.
If the Request Type in step 3 indicates "Initial request", the SMF selects an SSC mode for the PDU Session. If step 5 is not performed, the SMF also selects an UPF as described in TS 23.501 [2] clause 6.3.3. In case of PDU Type IPv4 or IPv6, the SMF allocates an IP address/prefix for the PDU Session as described in TS 23.501 [2] clause 5.8.1. For Unstructured PDU Type the SMF may allocate an IPv6 prefix for the PDU session and N6 point-to-point tunnelling (based on UDP/IPv6) as described in TS 23.501 [2] clause 5.6.9.4.
8.
If dynamic PCC is deployed and the PDU-CAN Session Establishment has not yet been done, the SMF initiate PDU-CAN Session Establishment towards the PCF to get the default PCC Rules for the PDU Session. Otherwise, if Request Type is "initial request" and dynamic PCC is deployed and PDU Type is IPv4 or IPv6, SMF initiates PDU-CAN Session Modification and provides the allocated UE IP address/prefix to the PCF.

9.
If Request Type indicates "initial request" and step 5 was not performed, the SMF initiates an N4 Session Establishment procedure with the selected UPF, otherwise it initiates an N4 Session Modification procedure with the selected UPF:

9a.
The SMF sends an N4 Session Establishment/Modification Request to the UPF and provides Packet detection, enforcement and reporting rules to be installed on the UPF for this PDU Session. If CN Tunnel Info is allocated by the SMF, the CN Tunnel Info is provided to UPF in this step.

9b.
The UPF acknowledges by sending an N4 Session Establishment/Modification Response. If CN Tunnel Info is allocated by the UPF, the CN Tunnel Info is provided to SMF in this step.

10.
SMF to AMF: SM Response (Cause, N2 SM information (PDU Session ID, QoS Profile(s), CN Tunnel Info), N1 SM information (PDU Session Establishment Accept (Authorized QoS Rule, SSC mode, S-NSSAI, allocated IPv4 address)), PDU-Session -Delay-Time).
Editor's note:
It is FFS how the AMF and SMF associate the N11 transactions with a corresponding UE context.

The N2 SM information carries information that the AMF shall forward to the (R)AN which includes:

The CN Tunnel Info corresponds to the Core Network address of the N3 tunnel corresponding to the PDU session.


The QoS Profile provides the (R)AN with the mapping between QoS parameters and QoS Flow Identifiers. Multiple QoS profiles can be provided to the (R)AN. This is further described in TS 23.501 [2] clause 5.7.


The PDU Session ID may be used by AN signalling with the UE to indicate to the UE the association between AN resources and a PDU session for the UE.


The N1 SM information contains the PDU Session Establishment Accept that the AMF shall provide to the UE.


Multiple Authorized QoS Rules may be included in the PDU Session Establishment Accept within the N1 SM information and in the N2 SM information.


The SM Response further contains PDU Session ID and information allowing the AMF to know which the target UE as well to determine which access towards the UE to use.
The SMF generates the “PDU-Session -Delay-Time” considering the QoS parameters, including Packet-Delay-time and Priority level. Then the SMF informs the “PDU-session -Delay-Time” to AMF for further determination of “Handover-Delay-Time”. The lowest value of the “PDU-Session -Delay-Time”  for the PDU sessions that are candidates for handover gives the maximum time AMF may wait for PDU Handover Response messages before continuing with the N2 Handover procedure
NOTE:
The access information is to deal with the case where a UE is simultaneously connected over 3GPP and Non 3GPP access.

Editor's note:
Further studies are needed to determine the nature of the information allowing the AMF to determine which access towards the UE to use.

11.
AMF to (R)AN: N2 PDU Session Request (N2 SM information, NAS message (PDU Session ID, PDU Session Establishment Accept)).


The AMF sends the NAS message containing PDU Session ID and PDU Session Establishment Accept targeted to the UE and the N2 SM information received from the SMF within the N2 PDU Session Request to the (R)AN.

12.
(R)AN to UE: The (R)AN may issue AN specific signalling exchange with the UE that is related with the information received from SMF. For example, in case of a 3GPP RAN, an RRC Connection Reconfiguration may take place with the UE establishing the necessary RAN resources related to the Authorized QoS Rules for the PDU Session request received in step 10.


(R)AN also allocates (R)AN N3 tunnel information for the PDU Session.

(R)AN forwards the NAS message (PDU Session ID, N1 SM information (PDU Session Establishment Accept)) provided in step 10 to the UE. (R)AN shall only provide the NAS message to the UE if the necessary RAN resources are established and the allocation of (R)AN tunnel information are successful.

13.
(R)AN to AMF: N2 PDU Session Response (PDU Session ID, Cause, N2 SM information (PDU Session ID, (R)AN Tunnel Info, List of accepted/rejected QoS profile(s))).


The (R)AN Tunnel Info corresponds to the Access Network address of the N3 tunnel corresponding to the PDU session.

14.
AMF to SMF: SM Request (N2 SM information).


The AMF forwards the N2 SM information received from (R)AN to the SMF.

Editor's note:
It is FFS if steps are needed to indicate from the UE to the core network that the UE has successfully established the PDU Session, or whether it is sufficient with a successful establishment in (R)AN indicated in step 12. For example, it is FFS if the UE shall send a NAS PDU Session Establishment Complete message to indicate that the UE has successfully established the PDU Session.

15a.
If the N4 session for this PDU Session was not established already, the SMF initiates an N4 Session Establishment procedure with the UPF. Otherwise, the SMF initiates an N4 Session Modification procedure with the UPF. The SMF provides AN Tunnel Info and CN Tunnel Info. The CN Tunnel Info only needs to be provided if the SMF selected CN Tunnel Info in step 8.
NOTE:
If the PDU Session Establishment Request was due to mobility between 3GPP and non-3GPP access, the downlink data path is switched towards the target access in this step.
15b.
The UPF provides a N4 Session Establishment/Modification Response to the SMF.

16.
SMF to AMF: SM response (Cause).


After this step, the AMF forwards relevant events to the SMF, e.g. at handover where the (R)AN Tunnel Info changes or the AMF is relocated.

Editor's note:
It is FFS if the SMF has to explicitly subscribe to these events or whether the subscription is implicit.

17.
SMF to UE, via UPF: In case of PDU Type IPv6, the SMF generates an IPv6 Router Advertisement and sends it to the UE via N4 and the UPF.
18.
If the PDU Session Establishment request is due to a handover between 3GPP access and non-3GPP access, i.e. the Request type is set to "existing PDU Session" the SMF executes the steps X-Y specified in clause 4.3.4 in order to release the user-plane over the source access (3GPP or non-3GPP access).

Editor's note:
The exact reference to steps of network initiated PDU session release procedure will be defined when the procedure is available.
19.
If the SMF identity is not included in step 4b by the UDM in the DNN subscription context, the SMF invokes the "UDM_Register UE serving NF" service (described in 5.2.3.1) including the SMF address and the DNN. The UDM stores the SMF identity, address and the associated DNN.

If during the procedure the PDU session establishment is not successful, the SMF informs the AMF. Once the AMF associates an SMF with a PDU session ID, the SMF is automatically subscribed to notifications of incoming N1 signalling associated with this PDU session ID. These notifications automatically provide any User Location information and Access Type that the AMF has received from the (R)AN in association with N1 signalling.
* * * * End of second Changes * * * *
3GPP
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