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Abstract of the contribution: This contribution proposes to update protocol stacks based on the stage 3 agreements.
1.	Discussion
In the current TS 23.501 specification, there are several editor’s notes on the name and protocol in the protocol stacks:
Editor's note:	The name of N2-AP and the protocol stack for N2 should be confirmed with RAN WG3.
Editor's note:	The details of encapsulation header should be updated according to the protocol chose/defined in stage 3.
Editor's note:	The details of RAN protocol stacks depend on the decision of RAN WG and will be updated later.
Editor's note:	The protocol stack for N3 is FFS and should be confirmed with RAN WG3.

Even though CT WGs are in their early stage of 5GS works, RAN WGs have agreed on the use of several interface and protocol stacks in the last WG meetings. Especially RAN WG3 has chosen the protocols on each interfaces as follows:
· Transport layer between AN and CN nodes: SCTP.
· Name of the application protocol between RAN and AMF: NG-AP
· 5G UP encapsulation between An and UPF: GTP-U

This paper proposes to update existing protocol stacks for the untrusted non-3GPP access and user plane protocol stacks according to the RAN agreement on the each protocols to use. (NG-AP, SCTP, GTP-U…) This paper also added reference regarding this agreements (TS 36.300, TS 38.300, TS 38.413 and RFC4960 for SCTP)

Note that control plane stacks are still in discussion in SA2, and we proposed separated contribution in this meeting on this aspect, also with the considerations on the RAN agreements. 
[bookmark: _GoBack]The proposal for control plane protocol stack is in S2-174429.

2.	Proposal
According to the discussion above, we would like to propose to add the following texts in TS 23.501

* * * * Start of 1st Change * * * *
[bookmark: _Toc484096512]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
[bookmark: OLE_LINK1][bookmark: OLE_LINK2][bookmark: OLE_LINK3][bookmark: OLE_LINK4]-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]	3GPP TS 22.261: "Service requirements for next generation new services and markets; Stage 1".
[3]	3GPP TS 23.502: "Procedures for the 5G System; Stage 2".
[4]	3GPP TS 23.203: "Policies and Charging control architecture; Stage 2".
[5]	3GPP TS 23.040: "Technical realization of the Short Message Service (SMS); Stage 2".
[6]	3GPP TS 24.011: "Point-to-Point (PP) Short Message Service (SMS) support on mobile radio interface: Stage 3".
[7]	IETF RFC 7157: "IPv6 Multihoming without Network Address Translation".
[8]	IETF RFC 4191: "Default Router Preferences and More-Specific Routes".
[9]	IETF RFC 2131: "Dynamic Host Configuration Protocol".
[10]	IETF RFC 4862: "IPv6 Stateless Address Autoconfiguration".
[11]	ITU‑T Recommendation I.130: "Method for the characterization of telecommunication services supported by an ISDN and network capabilities of an ISDN".
[12]	ITU‑T Recommendation Q.65: "The unified functional methodology for the characterization of services and network capabilities".
[13]	3GPP TS 24.301: "Non-Access-Stratum (NAS) protocol for Evolved Packet System (EPS): Stage 3".
[14]	IETF RFC 3736: "Stateless DHCP Service for IPv6".
[15]	3GPP TS 23.228: "IP Multimedia Subsystem (IMS); Stage 2".
[16]	3GPP TS 22.173: "IMS Multimedia Telephony Service and supplementary services; Stage 1".
[17]	3GPP TS 23.122: "Non-Access-Stratum (NAS) functions related to Mobile Station in idle mode".
[18]	3GPP TS 23.167: "3rd Generation Partnership Project; Technical Specification Group Services and Systems Aspects; IP Multimedia Subsystem (IMS) emergency sessions".
[19]	3GPP TS 23.003: "Numbering, Addressing and Identification".
[20]	IETF RFC 4282: "The Network Access Identifier".
[21]	3GPP TS 23.002: "Network Architecture".
[22]	3GPP TS 23.335: "User Data Convergence (UDC); Technical realization and information flows; Stage 2".
[23]	3GPP TS 23.221: "Architectural requirements".
[24]	3GPP TS 22.153: "Multimedia priority service".
[25]	3GPP TS 22.011: "Service Accessibility".
[26]	3GPP TS 23.401: "General Packet Radio Service (GPRS) enhancements for Evolved Universal Terrestrial Radio Access Network (E-UTRAN) access".
[xa]	IETF RFC 4960: "Stream Control Transmission Protocol".
[xb]	3GPP TS 36.300: "Evolved Universal Terrestrial Radio Access (E-UTRA) and Evolved Universal Terrestrial Radio Access Network (E-UTRAN); Overall description; Stage 2".
[xc]	3GPP TS 38.300: "NR; Overall description; Stage-2".
[xd]	3GPP TS 38.413: " NG Radio Access Network (NG-RAN); NG Application Protocol".

* * * * Start of 2nd Change * * * *
[bookmark: _Toc484096745]8.2.2	Control Plane for untrusted non 3GPP Access


[bookmark: _MON_1554632565]
Legend:
-	NG2 Application Protocol (NG2-AP): Application Layer Protocol between the N3IWF and the AMF. NG-AP is defined in TS 38.413 [xd].
-	N12 Application Protocol (N12-AP): Application Layer Protocol between the AMF and the AUSF.
-	Stream Control Transmission Protocol (SCTP): This protocol guarantees delivery of signalling messages between the N3IWF and AMF (N2). SCTP is defined in RFC 4960 [xa].
-	The N3IWF creates a NAS Attach Request message on behalf of the UE and send this message over N2 to AMF

Figure 8.2.2-1: Control Plane for initial part of attach procedure via N3IWF
Editor's note:	The need for NAS layer between N3IWF and AMF is FFS.


[bookmark: _MON_1554632675]
Legend:
-	NG2 Application Protocol (N2G-AP): Application Layer Protocol between the N3IWF and the AMF.
-	IPsec transport mode and GRE is used to encapsulate NAS payload between UE and N3IWF.

Figure 8.2.2-2: Control Plane for NAS when CP IPsec SA is established
Editor's note:	It is FFS whether GRE encapsulation of NAS is needed or not.


[bookmark: _MON_1554632786]
Legend:
-	N2G Application Protocol (N2G-AP): Application Layer Protocol between the N3IWF and the AMF.
-	IKEv2 is used to establish the Child SA between UE and N3IWF for each PDU session.

Figure 8.2.2-3: Control Plane for user plane establishment via N3IWF
Editor's note:	The name of N2-AP and the protocol stack for N2 should be confirmed with RAN WG3.
Editor's note:	The name of N12-AP and the protocol stack for N12 is FFS.
[bookmark: _Toc484096746]
* * * * Start of 3rd Change * * * *
8.3	User Plane Protocol stacks
[bookmark: _Toc484096747]8.3.1	User Plane Protocol stack for a PDU session
This clause illustrates the protocol stack for the User plane transport related with a PDU session.



Legend:
-	PDU layer: This layer corresponds to the PDU carried between the UE and the DN over the PDU session. When the PDU session Type is IPV6, it corresponds to IPv6 packets ; When the PDU session Type is Ethernet, it corresponds to Ethernet frames ; etc.
-	GPRS Tunnelling Protocol for the user plane (GTP‑U): This protocol supports multiplexing traffic of different PDU sessions (possibly corresponding to different PDU session Types) by tunnelling user data over N3 (i.e. between the AN node and the UPF) in the backbone network. GTP shall encapsulate all end user IP packets. It provides encapsulation on a per PDU session level. This layer carries also the marking associated with a QoS Flow defined in clause 5.7.
-	5G Encapsulation: This layer supports multiplexing traffic of different PDU sessions (possibly corresponding to different PDU session Types) over N3 (i.e. between AN and 5GC) or over N9 (i.e. between different UPF of the 5GC). It provides encapsulation on a per PDU session level. This layer carries also the marking associated with a QoS Flow defined in clause 5.7.

Figure 8.3.1-1: User Plane Protocol Stack
Editor's note:	The details of encapsulation header over N9 should be updated according to the protocol chose/defined in stage 3.
-	AN protocol stack: This set of protocols/layers depends on the AN:
-	When the AN is a 3GPP RAN, these protocols/layers are defined by the 3GPP RAN. The radio protocol between the UE and the AN node (eNodeB or gNodeB) is specified in TS 36.300 [xb] and TS 38.300 [xc].
Editor's note:	The details of RAN protocol stacks depend on the decision of RAN WG and will be updated later.
-	When the AN is an Untrusted non 3GPP access to 5GC the 5G AN interfaces with the 5GC at a N3IWF defined in clause 4.3.2 and the AN protocol stack is defined in clause 8.3.3.
-	UDP/IP: These are the backbone network protocols.
NOTE 1:	The number of UPF in the data path is not constrained by 3GPP specifications: there may be in the data path of a PDU session 0, 1 or multiple UPF that do not support a PDU session anchor functionality for this PDU session.. For the IP type PDU session, the UPF acting as PDU session anchor is the IP anchor point of the IP address/prefix allocated to the UE.
NOTE 2:	The "non PDU anchor session" UPF depicted in the Figure 8.3.1-1 is optional.
NOTE 3:	The N9 interface may be intra-PLMN or inter PLMN (in case of Home Routed deployment).
In case there is an UL CL (Uplink Classifier) or a Branching Point (both defined in clause 5.6.4) in the data path of a PDU session, the UL CL or Branching Point acts as the non PDU session anchor UPF of Figure 8.3.1-1. In that case there are multiple N9 interfaces branching out of the UL CL / Branching Point each leading to different PDU session anchors.
NOTE 4:	Co-location of the UL CL or Branching Point with a PDU session anchor is a deployment option.
[bookmark: _Toc484096748]8.3.2	User Plane for untrusted non 3GPP Access


[bookmark: _MON_1554633148]
Legend:
-	PDU Layer: As defined in Figure 8.3.1-1
-	GPRS Tunnelling Protocol for the user plane (GTP‑U): This protocol supports multiplexing traffic of different PDU sessions (possibly corresponding to different PDU session Types) by tunnelling user data over N3 (i.e. between N3IWF and the UPF) in the backbone network. 5G UP Encapsulation: This protocol tunnels user data between N3IWF and the UPF. This tunnel is per PDU session.
-	The N3IWF relays the user data between per PDU session IPsec tunnel over NWu and corresponding N3 tunnel.

Figure 8.3.2-1: User plane via N3IWF
Editor's note:	The protocol stack for N3 is FFS and should be confirmed with RAN WG3.

* * * * End of Changes * * * *
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