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Abstract of the contribution: Roaming architecture for Location Services requested to the VPLMN.
Introduction
The roaming reference architecture for Location Services currently assumes that the LCS client makes the request to the GMLC in the HPLMN and omits the case where the LCS client makes the request to the VPLMN. 
However, this is an important use case because in some countries, operators are mandated by regulation to respond to location requests from authorities, even for inbound roamers. Such location request may be related to an emergency call (which may use either “detected” or “undetected” emergency call procedures), but not necessarily.

Discussion

For 2G/3G/4G, TS 23.271 offers two alternative solutions for the VPLMN to provide location services, which we refer below as “legacy solution 1” and “legacy solution 2”.
Legacy solution 1: Common MT-LR procedure in PS and CS domain for Emergency MT-LR (TS 23.271 § 9.1.1A)
This clause describes how an emergency location request may be handled similarly to a normal location request. This method should be restricted to those countries where there is not a national requirement to provide location for callers who are either roaming or making a SIM-less emergency call, or making a non-registered (U)SIM emergency call. It is also appropriate to use this method to provide location for lawful intercept services where allowed by national regulation.
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Figure 9.1A: Network Positioning for an Emergency MT-LR

1)
An external LCS client which has the privacy override capability, (e.g. Emergency service provider), requests the location of a target UE from a GMLC. The R-GMLC verifies the identity of the LCS client and its subscription to the LCS service requested and derives the MSISDN or IMSI of the target UE to be located and the LCS QoS from either subscription data or data supplied by the LCS client.

2)
If the R-GMLC already knows IMSI for the particular MSISDN, (e.g. from a previous location request) and the VMSC/MSC server address, SGSN address or MME address, this step and step 3 may be skipped. Otherwise, the R-GMLC sends a SEND_ROUTING_INFO_FOR_LCS message to the home HLR/HSS of the target UE to be located with the IMSI or MSISDN of this UE.

<skip>

4)
In the cases when the R-GMLC did not receive the address of the V-GMLC, or when the V-GMLC address is the same as the R-GMLC address, or when both PLMN operators agree not to use the Lr interface, the R-GMLC does not send the location request to the V-GMLC and the step 6 is skipped. In this case, the R-GMLC sends the location service request message directly to the serving node.
If the R-GMLC received the address of the V-GMLC from the HLR/HSS and the V-GMLC address is different from the R-GMLC address, the R-GMLC sends the location request to the V-GMLC. The location request shall contain one or several of the network addresses of the current SGSN and/or MSC/VLR, the IMSI and MSISDN of the target UE and the privacy override indicator. The V-GMLC first authenticates that the location request is allowed from this GMLC, PLMN or from this country. If not, the positioning request is rejected and an error response is returned. Otherwise, it sets the privacy indicator to "not allowed" and includes it with the POI in the Provide Subscriber Location message.

The text highlighted in blue implies that the V-GLMC needs to have an interface to the HLR/HSS in the HPLMN, i.e. that Lh/SLh is deployed between VPLMN and HPLMN. Unfortunately, this is not the case in the real world for most roaming partnerships. 
Indeed, it is not possible in practice an operator to establish a Lh/SLh interface with all their roaming partners (generally several hundreds), considering that these roaming partners have no incentive to provide these services and may not even support Lh/SLh procedures in their HSS/HLR.
Legacy solution 2: EPC-MT-LR without HLR Query (TS 23.271 § 9.1.16) + EPC Network Induced Location Request (TS 23.271 § 9.1.17)
“EPC-MT-LR without HLR Query” has the advantage of not relying on the HPLMN, but it relies on “EPC Network Induced Location Request” (EPC-NI-LR). The EPC-NI-LR procedure needs to be triggered by the MME beforehand, which is possible to do when the UE has done an Emergency Attach or established an Emergency PDN Connectivity. However in other situation (e.g. no emergency call or undetected emergency call, the MME has no trigger to perform EPC-NI-LR and this “EPC-MT-LR without HLR Query” will not work.
Conclusion

Legacy solution 1 relies on the HPLMN to support a specific interface and procedure.

Legacy solution 2 applies works only for detected emergency calls.

For 5G, we propose a solution that would work for all cases of location service requested to the VPLMN, without relying on the HPLMN. It is based on the VPLMN storing the AMF address of inbound roamers in its own database, which we propose to call “VPLMN Data Management” (VDM). The VGMLC can then query the VDM for the AMF address and does not have to query the HPLMN to get this information.
***************** Start of changes **********************

B.3
Roaming Reference Architecture

Figures B.3-1 and B.3-2 show the architectural support for location services for roaming scenarios using a point to point (P2P) reference point representation.

Editor's note:
The architecture for the service based representation is FFS.

Only entities directly relevant to location services are shown.
Figure B.3-1 applies when the client requests the location service to the HPLMN and Figure B.3-2 applies when the client requests the location service to the VPLMN.
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Figure B.3-1: Roaming reference architecture for Location Services requested to the HPLMN
Editor's note:
It is FFS whether the NGLs reference point includes the GMLC or AMF.
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Figure B.3-2: Roaming reference architecture for Location Services requested to the VPLMN
***************** Next change **********************

B.4
Reference Points

The following reference points are defined for location services.

NGLh:
Reference point between a GMLC and the HSS.

NGLg:
Reference point between a GMLC and either an AMF or LMF or both (see note).

NGLs:
Reference point between an AMF and LMF and between the VGMLC and LMF.
N22:
Reference point between a VGMLC and the VDM.

N26:
Reference point between an AMF and the VDM.
NOTE:
It is FFS whether the NGLg interface includes an AMF or LMF or both.

***************** Next change **********************

B.x
VDM Functions

The VPLMN Data Management (VDM) stores the following data related to inbound roamers:

-
Identity of the serving AMF.

***************** Next change **********************

3.2
Abbreviations

For the purposes of the present document, the abbreviations given in TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in TR 21.905 [1].

5GC
5G Core Network

5GS
5G System
5G-AN
5G Access Network
5G-GUTI
5G Globally Unique Temporary Identity
5G-S-TMSI
5G S-Temporary Mobile Subscriber Identity
5QI
5G QoS Indicator

AF
Application Function

AMF
Access and Mobility Management Function

AS
Access Stratum

CP
Control Plane

DL
Downlink

DN
Data Network

DNN
Data Network Name

FQDN
Fully Qualified Domain Name
GFBR
Guaranteed Flow Bit Rate

GUAMI
Globally Unique AMF ID

LADN
Local Area Data Network

MFBR
Maximum Flow Bit Rate
MICO
Mobile Initiated Connection Only

NAI
Network Access Identifier

NEF
Network Exposure Function

NF
Network Function

NR
New Radio

NRF
Network Repository Function

PCF
Policy Control Function

PEI
Permanent Equipment Identifier

PFDF
Packet Flow Description Function

QFI
QoS Flow Identity
QoE
Quality of Experience

SA NR
Standalone New Radio

SBA
Service Based Architecture

SBI
Service Based Interface5G

SDSF
Structured Data Storage Function

SMF
Session Management Function

SUPI
Subscriber Permanent Identifier
UDSF
Unstructured Data Storage Function

UL
Uplink

UL CL
Uplink Classifier

UPF
User Plane Function
VDM
VPLMN Data Management
***************** End of changes **********************
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5. Common MT-LR procedures in CS and PS domain.












