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Abstract of the contribution: In this contribution, the session management procedures in clause 4.3 of TS 23.502 are updated with the NF service operations agreed in SA2#121. 
1. Introduction
In SA2#121, the NF services and service operations for AMF, SMF, UDM and PCF were agreed, indicating the system procedures each service operation is used. This contribution updates the system procedures under clause 4.3 of TS 23.502 by replacing the P2P messages with the relevant service operations.
2. Discussion
The following table explains the NF service operations used for each step of the system procedures in clause 4.3

	Sl.No
	System Procedure
	Step Number and Message Name in System Procedure
	Service Operation Used
	Reference

	1
	Clause 4.3.2.2.1 – UE requested PDU session establishment for non-roaming and roaming with local breakout
	Step 3 – SM request to SMF for PDU session establishment
	Namf_Communication_N1MessageNotify
	Clause 5.2.2.2.4

	
	
	Step 4a and 4b – Fetch subscription from UDM
	Nudm_SubscriberData_Get
	Clause 5.2.3.3.1

	
	
	Step 6b – PDU CAN session establishment
	Npcf_PolicyControl_PolicyCreate and

Nsmf_EventExposure_Subscribe
	Clause 5.2.5.2.2 and
Clause 5.2.8.3.3

	
	
	Step 8 – PDU CAN session modification / policy update
	Npcf_PolicyControl_PolicyCreate or
Nsmf_EventExposure_Notify
	Clause 5.2.5.2.2
Clause 5.2.8.3.2

	
	
	Step 10 – SM Response
	Namf_Communication_N1MessageTransfer
Namf_Communication_N2MessageTrigger

Conditionally Namf_Communication_N1MessageSubscribe / N2InfoSubscribe
	Clause 5.2.2.2.7
Clause 5.2.2.2.8

	
	
	Step 14 – N2 SM information
	Namf_Communication_N2InfoNotify
	Clause 5.2.2.2.11

	
	
	Step 16 – Ack to N2 SM information / subscribe for mobility event notifications
	Namf_EventExposure_Subscribe and Nsmf_EventExposure_Notify
	Clause 5.2.2.3.2

	2
	Clause 4.3.2.2.2 – UE requested PDU session establishment for home routed roaming
	Step 3 – SM request to SMF for PDU session establishment
	Namf_Communication_N1MessageNotify
	Clause 5.2.2.2.4

	
	
	Step 6 – Create PDU session request
	Nsmf_PDUSession_Create
	Clause 5.2.8.2.2

	
	
	Step 7a/7b - Fetch subscription from UDM
	Nudm_SubscriberData_Get
	Clause 5.2.3.3.1

	
	
	Step 9b – PDU CAN session establishment
	Npcf_PolicyControl_PolicyCreate and

Nsmf_EventExposure_Subscribe
	Clause 5.2.5.2.2 and

Clause 5.2.8.3.3

	
	
	Step 11 – PDU CAN session modify / PCC rule update
	Npcf_PolicyControl_PolicyCreate or

Nsmf_EventExposure_Notify
	Clause 5.2.5.2.2

Clause 5.2.8.3.2

	
	
	Step 13 – Create PDU session response
	Nsmf_PDUSession_Create
	Clause 5.2.8.2.2

	
	
	Step 14 – SM Message to UE / AN
	Same as step 10 of clause 4.3.2.2.1
	

	
	
	Step 18 – SM request from AN with N2 information
	Namf_Communication_N2InfoNotify
	Clause 5.2.2.2.11

	
	
	Step 20 – Ack to N2 SM information / subscribe for mobility event notifications
	Namf_EventExposure_Subscribe
	Clause 5.2.2.3.2

	3
	Clause 4.3.2.3 PDU session establishment authentication / authorization
	Step 3c – NAS SM Transport to UE
	Namf_Communication_N1MessageTransfer
	Clause 5.2.2.2.7



	
	
	Step 3f – NAS SM Transport from UE
	Namf_Communication_N1MessageNotify
	Clause 5.2.2.2.4

	4
	Clause 4.3.3.2 UE or network requested PDU session modification
	Step 1a – SM Request from UE for PDU modification
	Namf_Communication_N1MessageNotify
	Clause 5.2.2.2.4

	
	
	Step 1b – PDU CAN session modification
	Npcf_PolicyControl_PolicyUpdate
	Clause 5.2.5.2.3

	
	
	Step 1c – Subscription data update from UDM
	Nudm_SubscriptionData_UpdateNotification
	Clause 5.2.3.3.2

	
	
	Step 1e – AN triggered PDU modification
	Namf_Communication_N2InfoNotify
	Clause 5.2.2.2.11

	
	
	Step 2 – PDU CAN session modification
	Nsmf_EventExposure_Notify
Npcf_PolicyControl_PolicyUpdate
	Clause 5.2.8.3.2

Clause 5.2.5.2.3

	
	
	Step 3 – SM request from AMF to UE
	Namf_Communication_N1MessageTransfer
	Clause 5.2.2.2.7



	
	
	Step 7 – SM response from UE
	Namf_Communication_N1MessageNotify
	Clause 5.2.2.2.4

	
	
	Step 9 – PDU CAN modification
	Nsmf_EventExposure_Notify
	Clause 5.2.8.3.2

	5
	Clause 4.3.4.2 – UE or network requested PDU release for non roaming and roaming with local breakout
	Step 1a – PDU Session Release Req
	Namf_Communication_N1MessageNotify
	Clause 5.2.2.2.4

	
	
	Step 1b – PDU CAN Modification
	Npcf_PolicyControl_PolicyUpdate
	Clause 5.2.5.2.3

	
	
	Step 3 – SM Request to UE for PDU release
	Namf_Communication_N1MessageTransfer

Namf_Communication_N2MessageTrigger
	Clause 5.2.2.2.7

Clause 5.2.2.2.8

	
	
	Step 7 – PDU session release confirm from UE
	Namf_Communication_N1MessageNotify

Namf_Communication_N2InfoNotify
	Clause 5.2.2.2.4

Clause 5.2.2.2.11

	
	
	Step 8 – Ack from SMF to AMF on PDU release
	Nsmf_EventExposure_Notify

(or alternatively SMF invokes Unsubscribe service operations on all AMF services so that it deletes all the binding at AMF towards SMF)
	Clause 5.2.8.3.2

	
	
	Step 9 – PDU CAN session release
	Npcf_PolicyControl_PolicyDelete
	Clause 5.2.5.2.4

	6
	Clause 4.3.4.3 – UE or network requested PDU session release for home routed roaming
	Step 1a – PDU session release req from UE to SMF
	Namf_Communication_N1MessageNotify
	Clause 5.2.2.2.4

	
	
	Step 1a – Release PDU session request to H-SMF
	Nsmf_PDUSession_Update
	Clause 5.2.8.2.3

	
	
	Step 1b – PDU CAN session modification
	Npcf_PolicyControl_PolicyUpdate
	Clause 5.2.5.2.3

	
	
	Step 3 – PDU CAN session termination
	Npcf_PolicyControl_PolicyDelete
	Clause 5.2.5.2.4

	
	
	Step 4 – Release PDU session command
	Nsmf_PDUSession_Release (from H-SMF to V-SMF)
	Clause 5.2.8.2.4

	
	
	Step 6 – SM PDU session release
	Namf_Communication_N1MessageTransfer

Namf_Communication_N2MessageTrigger
	Clause 5.2.2.2.7

Clause 5.2.2.2.8

	
	
	Step 10 – SM PDU session release ack
	Namf_Communication_N1MessageNotify

Namf_Communication_N2InfoNotify
	Clause 5.2.2.2.4

Clause 5.2.2.2.11

	
	
	Step 11 and 12 – Confirming PDU session release to AMF and H-SMF
	Response to Nsmf_PDUSession_Release (from V-SMF to H-SMF)


	Clause 5.2.8.2.4

	7
	Clause 4.3.5.3 – Change of PDU session anchor (SSC mode 3) with IPv6 Multi homed PDU session
	Step 2c – PDU CAN session modification
	Nsmf_EventExposure_Notify
	Clause 5.2.8.3.2

	
	
	Step 7 – N11 request for N2 modification
	Namf_Communication_N2MessageTrigger
	Clause 5.2.2.2.8

	
	
	Step 9 – N2 modification ack
	Namf_Communication_N2InfoNotify
	Clause 5.2.2.2.11

	
	
	Step 13c – PDU CAN session modification
	Nsmf_EventExposure_Notify
	Clause 5.2.8.3.2

	
	
	Step 15 – N2 modification
	Namf_Communication_N2MessageTrigger
	Clause 5.2.2.2.8

	
	
	Step 17 – N2 modification ack
	Namf_Communication_N2InfoNotify
	Clause 5.2.2.2.11


The following are the pros and cons of using Namf_Communication_N1MessageNotify / N2InfoNotify to deliver N1 SM NAS message / N2 message to SMF instead of relying on SMF services to create / update / release PDU session.

Pros:

1. Clean MM / SM separation. AMF doesn’t care about the SM message type. If the N1 message type is of “SM”, the AMF blindly delivers it to SMF using the SM message type routing information included in the N1 message.  

2. There are no long pending protocol level wait states at AMF. At each step AMF notifies / delivers the N1 or N2 message to SMF and gets immediately acked (either at transport level or at message level – depending on stage 3 decision). 

3. At the N11 interface level, the AMF need not have to wait for SMF to process the delivered N1 SM message (which would involve the SMF to contact PCF and UDM further upwards) and then respond. As and when AMF receives subsequent N1/N2 message transfer / triggers, the AMF processes it.
4. Since there are no long pending wait states at AMF for the N11 protocol transactions, recovering from failures is easy. For example if the Namf_Communication service fails after delivering the N1MessageNotify to SMF, subsequent Namf_Communication service operation invocation from the SMF can be handled by another standby / recovered Namf_Communication service as there are no pending protocol level wait states when the service failed.
5. Since the transactions are short and there are no N11 interface level long pending protocol transactions, a number of protocol level collision scenarios can be avoided (for example scenarios like while waiting for a service request triggered session update message to complete – like Modify Bearer Request, a network triggered session update happens – like Update Bearer Request). Note that 3GPP CT4 spent one whole release studying and normatively specifying solutions for EPC race conditions and collision scenarios.

Cons:

1. Certain steps in the call flow need two or more service operations – sometimes they are independent and sometimes sequenced. For sequenced service operations, stage 3 can work on protocol optimization. For non-sequenced independent service operations, even though there are separate service operation invocations, the operating logic at AMF can be kept independent.
The design choice is between flexibility and reducing the number of message transactions. Our preference is to keep the service operations independent, keep it as short transactions and flexible for re-use. By keeping this design principle, any potential signaling storms can also be mitigated by resource scaling of the NF services as the interface level interactions are largely stateless.
3. Conclusion and Proposal

1. The call flows are updated as described above.
2. Two Editor’s notes in section 4.3.2.2 are removed as the N11 message names are now clear with the introduction of service operations.

3. Some editor’s note in section 4.3 in the call flow steps are removed wherever the description of the step in the call flow using service operation solves the problem highlighted in the EN.

4. Minor updates to descriptions of service operations in clause 5 depending on their usage in the call flows.

* * * First Change * * *
4.3.2.2
UE requested PDU Session Establishment

Editor's note:
Additional details to support Ethernet PDU type in the procedure is FFS.

Editor's note:
Additional details to support UL Classifier or IPv6 multi-homing are FFS. This version of the procedure assumes a single UPF serves the PDU session.

Editor's note:
Additional details to support PDU sessions for emergency services are FFS.

Editor's note:
Further detailing of the messages over N2 is FFS and is to be coordinated with RAN WG3.



Editor's note:
Impact to the home-routed roaming procedure due to mobility between 3GPP and non-3GPP access is FFS.

Editor's note:
The terminology for the PCF interactions below may need to be revisited and aligned with policy description in e.g. TS 23.501 [2].
* * * Next Change * * *
4.3.2.2.1
Non-roaming and Roaming with Local Breakout

This clause specifies PDU Session establishment in the non-roaming and roaming with local breakout cases. The procedure is used to establish a new PDU session as well as to hand over an existing PDU Session between 3GPP access and non-3GPP access.
In case of roaming, the AMF determines if a PDU session is to be established in LBO or Home Routing. In the case of LBO, the procedure is as in the case of non-roaming with the difference that the SMF, the UPF and the PCF are located in the visited network.
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Figure 4.3.2.2.1-1: UE-requested PDU Session Establishment for non-roaming and roaming with local breakout

The procedure assumes that the UE has already registered on the AMF thus the AMF has already retrieved the user subscription data from the UDM.

1.
From UE to AMF: NAS Message (S-NSSAI, DNN, PDU Session ID, Request type, N1 SM information).


In order to establish a new PDU session, the UE generates a new PDU Session ID.


The UE initiates the UE Requested PDU Session establishment procedure by the transmission of a NAS message containing a PDU Session Establishment Request within the N1 SM information. The PDU Session Establishment Request may include a PDU Type, SSC mode, Protocol Configuration Options.

The Request Type indicates "Initial request" if the PDU Session Establishment is a request to establish a new PDU Session and indicates "Existing PDU Session" if the request refers to an existing PDU Session between 3GPP access and non-3GPP access.

The NAS message sent by the UE is encapsulated by the AN in a N2 message towards the AMF that should include User location information and Access Technology Type Information.

The N1 SM information may contain SM PDU DN Request Container containing information for the PDU session authorization by the external DN.


The AMF receives from the AN the NAS SM message (built in step 1) together with User Location Information (e.g. Cell Id in case of the RAN).
2.
The AMF determines that the message corresponds to a request for a new PDU Session based on that Request Type indicates "initial request" and that the PDU Session ID that is not used for any existing PDU Session(s) of the UE. If the NAS message does not contain an S-NSSAI, the AMF may determine a default S-NSSAI for the requested PDU session according to the UE subscription. The AMF selects an SMF as described in TS 23.501 [2], clause 6.3.2. The AMF stores an association of the PDU session ID and the SMF ID.

The case where the Request Type indicates "Existing PDU Session", and either the AMF does not recognize the PDU Session ID or the subscription context from UDM does not contain an SMF ID corresponding to the DNN constitutes an error case.
3.
From AMF to SMF: Namf_Communication_N1MessageNotify (Subscriber Permanent ID, DNN, S-NSSAI, PDU Session ID, AMF ID, N1 SM information (PDU Session ID, PDU Session Establishment Request), User location information, Access Technology Type, PEI) (see clause 5.2.2.2.4).

The AMF ID uniquely identifies the AMF serving the UE. The N1 SM information contains the PDU Session Establishment Request received from the UE. The PEI (Permanent Equipment Identifier) is defined in 23.501 [2] clause 5.9.3. When the SMF receives an initial N1 SM message from an AMF, it creates an implicit subscription for delivering any PDU session status event towards the AMF.
4.
SMF to UDM: Nudm_SubscriberData_Get (Subscriber Permanent ID, DNN).

If the Request Type in step 3 indicates "Existing PDU Session" the SMF determines that the request is due to handover between 3GPP access and non-3GPP access. The SMF identifies the existing PDU Session based on the PDU Session ID.

If the SMF has not yet retrieved the SM-related subscription data for the UE related with the DNN, the SMF requests this subscription data from UDM by invoking the Nudm_SubscriberData_Get service operation (see clause 5.2.3.3.1).


The UDM provides the subscription data requested.

Subscription data includes the authorized PDU type(s), authorized SSC mode(s), Default QoS profile.

Editor's note:
Further detailing of SM-related subscription data is FFS.


The SMF checks whether the UE request is compliant with the user subscription and with local policies. If that is not the case the SMF rejects the UE request:
· via NAS SM signalling (including a relevant SM rejection cause) by invoking the Namf_Communication_N1MessageTransfer service operation on the AMF; 
· the SMF does not subscribe to any N1 message notification with the AMF and hence the AMF does not create any binding for the PDU session towards the SMF; 
· the rest of the procedure is skipped.
5.
SMF to DN via UPF


If the SMF needs to authorize/authenticate the establishment of the PDU session as described in clause 5.6.6 of TS 23.501 [2], the SMF selects an UPF as described in TS 23.501 [2] clause 6.3.3 and triggers the PDU session establishment authentication/authorization as described in clause 4.3.2.3.

If the PDU session establishment authentication/authorization fails, the SMF terminates the PDU session establishment procedure and indicates a rejection to the UE.
6a.
If dynamic PCC is deployed, the SMF performs PCF selection.

6b.
The SMF may invoke the Npcf_PolicyControl_PolicyCreate service operation on the PCF to establish a PDU-CAN session and get the default PCC Rules for the PDU Session. The SMF provides the PDU session ID as an input parameter to the PCF for this service operation. If the Request Type in step 3 indicates "Existing PDU Session", the PCF initiates a PDU-CAN Session Modification instead, by invoking the Npcf_PolicyControl_PolicyUpdateNotification service operation (see clause 5.2.5.2.3).
Editor's note:
The purpose of step 6b is to receive PCC rules before selecting UPF. If PCC rules are not needed as input for UPF selection, step 6b can be skipped.
6c.
The PCF may subscribe for event notifications from the SMF for the PDU-CAN session for specific events by invoking the Nsmf_EventExposure_Subscribe service operation (see clause 5.2.8.3.3).
7.
If the Request Type in step 3 indicates "Initial request", the SMF selects an SSC mode for the PDU Session. If step 5 is not performed, the SMF also selects an UPF as described in TS 23.501 [2] clause 6.3.3. In case of PDU Type IPv4 or IPv6, the SMF allocates an IP address/prefix for the PDU Session as described in TS 23.501 [2] clause 5.8.1. For Unstructured PDU Type the SMF may allocate an IPv6 prefix for the PDU session and N6 point-to-point tunnelling (based on UDP/IPv6) as described in TS 23.501 [2] clause 5.6.9.4.
8.
If dynamic PCC is deployed and the PDU-CAN Session Establishment has not yet been done, the SMF invokes the Npcf_PolicyControl_PolicyCreate service operation towards the PCF to establish a PDU-CAN session and get the default PCC Rules for the PDU Session. Otherwise, if Request Type is "initial request" and dynamic PCC is deployed and PDU Type is IPv4 or IPv6, the SMF notifies the PCF with the allocated UE IP address/prefixby invoking the Nsmf_EventExposure_Notify service operation.

9.
If Request Type indicates "initial request" and step 5 was not performed, the SMF initiates an N4 Session Establishment procedure with the selected UPF, otherwise it initiates an N4 Session Modification procedure with the selected UPF:

9a.
The SMF sends an N4 Session Establishment/Modification Request to the UPF and provides Packet detection, enforcement and reporting rules to be installed on the UPF for this PDU Session. If CN Tunnel Info is allocated by the SMF, the CN Tunnel Info is provided to UPF in this step.

9b.
The UPF acknowledges by sending an N4 Session Establishment/Modification Response. If CN Tunnel Info is allocated by the UPF, the CN Tunnel Info is provided to SMF in this step.

10a.
SMF to AMF: Namf_Communication_N1MessageTransfer (Cause, N1 SM information (PDU Session Establishment Accept (Authorized QoS Rule, SSC mode, S-NSSAI, allocated IPv4 address)), PDU session ID, Information for associating with UE context, AN type) (see clause 5.2.2.2.7) along with a “related service operation to follow” indication.







The N1 SM information contains the PDU Session Establishment Accept that the AMF shall provide to the UE.


Multiple Authorized QoS Rules may be included in the PDU Session Establishment Accept within the N1 SM information and in the N2 SM information.


The service operation parameters further contains PDU Session ID and information allowing the AMF to know which the target UE is, as well to determine which access towards the UE to use.
If the “related service operation to follow” indication is included, the AMF waits for subsequent service operations of the Namf_Communication service to be invoked before proceeding with step 11.
NOTE:
The access information is to deal with the case where a UE is simultaneously connected over 3GPP and Non 3GPP access.

Editor's note:
Further studies are needed to determine the nature of the information allowing the AMF to determine which access towards the UE to use.
10b. SMF to AMF: Namf_Communication_N2MessageTrigger (N2 SM information (PDU Session ID, QoS Profile(s), CN Tunnel Info)) (see clause 5.2.2.2.8) without including “related service operation to follow” indication.
The N2 SM information carries information that the AMF shall forward to the (R)AN which includes:
The CN Tunnel Info corresponds to the Core Network address of the N3 tunnel corresponding to the PDU session.

The QoS Profile provides the (R)AN with the mapping between QoS parameters and QoS Flow Identifiers. Multiple QoS profiles can be provided to the (R)AN. This is further described in TS 23.501 [2] clause 5.7.

The PDU Session ID may be used by AN signalling with the UE to indicate to the UE the association between AN resources and a PDU session for the UE.
If the SMF did not include the “related more service operation to follow” indication the AMF proceeds with step 11.
NOTE: Protocol optimization of combining a sequence of service operations of the Namf_Communication service are left upto stage 3.
10c. [Conditional] SMF to AMF: Namf_Communication_N1MessageSubscribe(N1 message type, Session ID) and Namf_Communication_N2InfoSubscribe(N2 message type, session ID).

If the SMF proceeds with the handling of PDU session creation and has initiated step 10a and 10b, the SMF also subscribes to the AMF to notify all N1 messages of type “SM” for the given Session ID (PDU session ID). When the AMF subsequently notifies the N1 SM messages to the SMF, it provides any User Location information and Access Type that the AMF has received from the (R)AN in association with the N1 signalling. 
The SMF also subscribes with the AMF to notify the N2 messages related to “SM’ by invoking Namf_Communication_N2InfoSubscribe (not shown in figure 4.3.2.2.1-1).
11.
AMF to (R)AN: N2 PDU Session Request (N2 SM information, NAS message (PDU Session ID, PDU Session Establishment Accept)).


The AMF sends the NAS message containing PDU Session ID and PDU Session Establishment Accept targeted to the UE and the N2 SM information received from the SMF within the N2 PDU Session Request to the (R)AN.

12.
(R)AN to UE: The (R)AN may issue AN specific signalling exchange with the UE that is related with the information received from SMF. For example, in case of a 3GPP RAN, an RRC Connection Reconfiguration may take place with the UE establishing the necessary RAN resources related to the Authorized QoS Rules for the PDU Session request received in step 10.


(R)AN also allocates (R)AN N3 tunnel information for the PDU Session.

(R)AN forwards the NAS message (PDU Session ID, N1 SM information (PDU Session Establishment Accept)) provided in step 10 to the UE. (R)AN shall only provide the NAS message to the UE if the necessary RAN resources are established and the allocation of (R)AN tunnel information are successful.

13.
(R)AN to AMF: N2 PDU Session Response (PDU Session ID, Cause, N2 SM information (PDU Session ID, (R)AN Tunnel Info, List of accepted/rejected QoS profile(s))).


The (R)AN Tunnel Info corresponds to the Access Network address of the N3 tunnel corresponding to the PDU session.

14.
AMF to SMF: Namf_Communication_N2InfoNotify (N2 SM information).


The AMF forwards the N2 SM information received from (R)AN to the SMF.

Editor's note:
It is FFS if steps are needed to indicate from the UE to the core network that the UE has successfully established the PDU Session, or whether it is sufficient with a successful establishment in (R)AN indicated in step 12. For example, it is FFS if the UE shall send a NAS PDU Session Establishment Complete message to indicate that the UE has successfully established the PDU Session.

15a.
If the N4 session for this PDU Session was not established already, the SMF initiates an N4 Session Establishment procedure with the UPF. Otherwise, the SMF initiates an N4 Session Modification procedure with the UPF. The SMF provides AN Tunnel Info and CN Tunnel Info. The CN Tunnel Info only needs to be provided if the SMF selected CN Tunnel Info in step 8.
NOTE:
If the PDU Session Establishment Request was due to mobility between 3GPP and non-3GPP access, the downlink data path is switched towards the target access in this step.
15b.
The UPF provides a N4 Session Establishment/Modification Response to the SMF.

16a. SMF to AMF: Nsmf_EventExposure_Notify(Events)

The SMF notifies the AMF about the success or failure of the PDU session creation. If the event indicated by SMF is a PDU session creation failure, then the AMF releases the binding of the PDU session ID towards the SMF and releases all N1 / N2 message subscriptions by the SMF.
16b. [Optional] SMF to AMF: Namf_EventExposure_Subscribe (Event filter).
The SMF may subscribe for specific events to be notified by the AMF (e.g location reporting, UE reachability status along with list of session IDs for which the SMF is interested in receiving the reachability status).

After this step, the AMF forwards relevant events to the SMF, e.g. at handover where the (R)AN Tunnel Info changes or the AMF is relocated.


17.
SMF to UE, via UPF: In case of PDU Type IPv6, the SMF generates an IPv6 Router Advertisement and sends it to the UE via N4 and the UPF.
18.
If the PDU Session Establishment request is due to a handover between 3GPP access and non-3GPP access, i.e. the Request type is set to "existing PDU Session" the SMF executes the steps X-Y specified in clause 4.3.4 in order to release the user-plane over the source access (3GPP or non-3GPP access).

Editor's note:
The exact reference to steps of network initiated PDU session release procedure will be defined when the procedure is available.
19.
If the SMF identity is not included in step 4b by the UDM in the DNN subscription context, the SMF invokes the  Nudm_UEContextManagement_Registration service operation (described in clause 5.2.3.2.1) including the SMF address and the DNN. The UDM stores the SMF identity, address and the associated DNN.


* * * Next Change * * *
4.3.2.2.2
Home-routed Roaming

This procedure is used in case of home-routed roaming scenarios.
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Figure 4.3.2.2.2-1: UE-requested PDU Session Establishment for home-routed roaming scenarios
1.
This step is the same as step 1 in clause 4.3.2.2.1.

2.
As in step 2 of clause 4.3.2.2.1 with the addition that the AMF also selects a SMF in HPLMN. The AMF stores an association of the PDU session ID and the SMF ID in VPLMN.
3.
As in step 3 of clause 4.3.2.2.1 with the addition that the AMF also provides the identity of the SMF in HPLMN it has selected in step 2 The AMF ID uniquely identifies the AMF serving the UE. The H-SMF is provided when the PDU Session is home-routed. The N1 SM information contains the PDU Session Establishment Request received from the UE.

Editor's note:
The parameter S-NSSAI may need to be updated to reflect agreements regarding slice selection parameters. This is FFS.

4.
The V-SMF selects a UPF in VPLMN as described in TS 23.501 [2], clause 6.3.3.

5.
The V-SMF initiates an N4 Session Establishment procedure with the selected V-UPF:

5a.
The V-SMF sends an N4 Session Establishment Request to the V-UPF. If CN Tunnel Info is allocated by the SMF, the CN Tunnel Info is provided to V-UPF in this step.

5b.
The V-UPF acknowledges by sending an N4 Session Establishment Response. If CN Tunnel Info is allocated by the V-UPF, the CN Tunnel Info is provided to V-SMF in this step.

6.
V-SMF to H-SMF: Nsmf_PDUSession_Create (Subscriber Permanent Identity, DNN, S-NSSAI, PDU Session ID, V-SMF ID, V-CN-Tunnel-Info, PDU type, Protocol Configuration Options, User location information, SM PDU DN Request Container). This step starts the Nsmf_PDUSession_Create service operation at the H-SMF (See clause 5.2.8.2.2).
7-12.
These steps are the same as steps 4-9 in clause 4.3.2.2.1 with the following differences:

-
These steps are executed in Home PLMN;

-
The H-SMF stores an association of the PDU Session and V-SMF ID for this PDU Session for this UE.
13.
H-SMF to V-SMF: Nsmf_PDUSession_Create (Authorized QoS Rule, SSC mode), H-CN Tunnel Info) service operation ends.

The H-CN Tunnel Info contains the tunnel information for up-link traffic towards H-UPF.


Multiple Authorized QoS Rules may be included in the Create PDU Session Response.

The H-SMF shall send to the V-SMF the indication, if the VPLMN is allowed to insert an UL CL or a Branching Point for a PDU session towards this DNN.
14-18.
These steps are the same as steps 10-14 in clause 4.3.2.2.1 with the following differences:

-
These steps are executed in Visited PLMN;
-
The V-SMF stores an association of the PDU Session and H-SMF ID for this PDU Session for this UE.
19a.
The V-SMF initiates an N4 Session Modification procedure with the V-UPF. The V-SMF provides Packet detection, enforcement and reporting rules to be installed on the V-UPF for this PDU Session, including AN Tunnel Info, H-CN Tunnel Info and V-CN Tunnel Info.

19b.
The V-UPF provides a N4 Session Establishment/Modification Response to the V-SMF.


After this step, the V-UPF delivers any down-link packets to the UE that may have been buffered for this PDU Session.

20.
This step is the same as step 16 in clause 4.3.2.2.1. with the following differences:

-
The SMF is a V-SMF
21.
H-SMF to UE, via H-UPF and V-UPF in VPLMN: In case of PDU Type IPv6, the H-SMF generates an IPv6 Router Advertisement and sends it to the UE via N4 and the H-UPF and V-UPF.
22.
H-SMF may register the address to UDM as Step 18 of 4.3.2.2.1 The UDM stores the H-SMF identity and the associated DNN.
* * * Next Change * * *
4.3.2.3
PDU session establishment authentication/authorization

The PDU session establishment authentication/authorization is optionally triggered by the SMF during a PDU session establishment and performed transparently via the UPF.
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Figure 4.3.2.3-1: PDU Session Establishment authentication/authorization

NOTE 1:
Steps 2, 3a, 3h and 4 are not defined in this specification. The transport of the authentication/authorization via 5GS interfaces in step 1 and 5 is defined by TS X.Y.X. Steps 3 may be repeated depending on the mechanism used.
1.
The SMF triggers the PDU session establishment authentication/authorization and provides the SM PDU DN Request Container in an N4 Data Forwarding message to the selected UPF.

2.
The UPF relays to the DN the SM PDU DN Request Container received from the SMF.
3a.
An authentication/authorization procedure takes place between the UE and the DN with messages transported via N4 and NAS. 
3c. The SMF invokes the Namf_Communication_N1MessageTransfer service operation on the AMF to transfer the NAS message towards the UE. 
3c. [Conditional] The SMF also subscribes with the AMF for N1 Messages of type “SM”, in order to receive the N1 SM NAS messages from the UE, if not subscribed already.
3d-3e: The AMF sends the N1 NAS message to the UE

3f. When the UE responds to the N1 NAS message, the AMF notifies the SMF with the N1 NAS message response by invoking the Namf_Communication_N1MessageNotify.
3g-3h: The SMF requests the UPF to transfer the authentication message back to the DN by sending an N4 message to the UPF.
4.
The DN confirms the successful authentication/authorization of the PDU session. The DN may provide a SM PDU DN Response Container to the UPF to indicate successful authentication/authorization.

5.
The UPF returns an N4 Data Forwarding message to the SMF containing the SM PDU DN Response Container.
* * * Next Change * * *
4.3.3.2
UE or network requested PDU session modification (non-roaming and roaming with local breakout)

The UE or network requested PDU session modification procedure (non-roaming and roaming with local breakout scenario) is depicted in figure 4.3.3.2-1.
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Figure 4.3.3.2-1: UE or network requested PDU session modification (for non-roaming and roaming with local breakout)
1.
The procedure is triggered by following steps

1a.
The UE initiates the PDU session modification procedure by the transmission of an N1 PDU Session Modification Request (PDU session ID) message. Depending on the access type, if the UE was in CN-IDLE mode, this SM-NAS message is preceded by the Service Request procedure. The N1 message is forwarded by the (R)AN to the 5G Core with an indication of User location Information.
Editor's note:
What QoS parameters the UE provides for QoS session modification is FFS.
1b.
The PCF initiates the PDU-CAN Session Modification procedure by invoking the Npcf_PolicyControl_PolicyUpdate service operation upon policy decision or upon AF requests and the modification requires signalling to the UE and/or to the AN.

1c.
The UDM invokes the Nudm_SubscriberData_UpdateNotify (Subscriber Permanent Identity, Subscription Data) service operation to the SMF. The SMF updates the Subscription Data and acknowledges the UDM.

1d.
The SMF may decide to modify PDU session. This procedure also may be triggered based on locally configured policy.


If the SMF receives one of the triggers in step 1a ~ 1d, the SMF starts SMF requested PDU session modification procedure.
1e.
If notification control is configured for a GBR Flow, when the (R)AN decides the QoS targets of the flow cannot be fulfilled. (R)AN sends the N2 message (PDU session ID, SM information) to the AMF. The SM information includes the QFI, User location Information and a notification indicating that the QoS targets cannot be fulfilled. The AMF invokes the Namf_Communication_N2InfoNotify service operation (SM information) to the SMF.

2a.
The SMF may notify the PCF about any PDU session modification through the Nsmf_EventExposure_Notify service operation to let the PCF provide policy using the Npcf_PolicyControl_PolicyUpdate service operation. This step may be skipped if PDU session modification procedure is triggered by step 1b or 1d.
2b. The PCF may provide the policy for the PDU session modification to the SMF through the Npcf_PolicyControl_PolicyUpdate service operation.

The PCF may also subscribe / unsubscribe for PDU session events by invoking the Nsmf_EventExposure_Subscribe / Nsmf_EventExposure_Unsubscribe service operations (see clause 5.2.8.3.3 and 5.2.8.3.4 respectively).
Steps 3 to 7 are not invoked when the PDU session modification requires only action at an UPF (e.g. gating).

3a.
The SMF invokes the Namf_Communication_N1MessageTransfer (N1 SM Container (PDU Session Modification Command (PDU session ID, QoS rule, Session-AMBR))) service operation to the AMF along with a related service operation to follow indication. See TS 23.501 [2] clause 5.7 for the QoS Profile and QoS rule.



The N1 SM Container carries the PDU Session Modification Command that the AMF shall provide to the UE.
If the UE is in CM-IDLE state and the AMF decides to invoke asynchronous type communication, then the AMF stores the SM Request  message and steps 4, 5, 6 are skipped and the AMF initiates communication with the UE and (R)AN when the UE is reachable e.g. when the UE enters CM-CONNECTED state.

Editor's note:
It is FFS whether the SMF should be able to include an asynchronous indication to notify AMF whether asynchronous type communication can be used for the SM Request message.
If the “related service operation to follow” flag is included, the AMF waits for subsequent service operations of the Namf_Communication service to be invoked before proceeding with step 4.
3b. The SMF invokes the Namf_Communication_N2MessageTrigger(N2 SM information (PDU Session ID, QoS Profile, Session-AMBR)) service operation to the AMF without including the “related service operation to follow”.
The N2 SM information carries information that the AMF shall provide to the (R)AN.
If the “related service operation to follow” flag is not included, the AMF proceeds with step 4.
NOTE: Protocol optimization of combining a sequence of service operations of the Namf_Communication service are left upto stage 3.
4.
The AMF may send N2 PDU Session Request (N2 SM information received from SMF, NAS message) Message to the (R)AN.

5.
The (R)AN may issue AN specific signalling exchange with the UE that is related with the information received from SMF. For example, in case of a 3GPP RAN, an RRC Connection Reconfiguration may take place with the UE modifying the necessary RAN resources related to the PDU Session.


The UE may acknowledge the PDU Session Modification Command by sending a PDU Session Modification Command Ack message via NAS SM signalling.

6.
The (R)AN may acknowledge N2 PDU Session Request by sending a N2 PDU Session Release Ack (NAS message, User location Information) Message to the AMF.

7a.
The AMF notifies the SMF about the N1 PDU session modification ack by invoking the Namf_Communication_N1MessageNotify(SM NAS message) service operation.

7b. The AMF notifies the SMF about the N2 PDU Session Release Ack  received from the AN viaNamf_Communication_N2InfoNotify(N2 SM information) service operation.

8.
The SMF may update N4 session of the UPF(s) that are involved by the PDU session modification by sending N4 Session Modification Request (N4 Session ID) message to the UPF.
NOTE:
The UPF that are impacted in the PDU session modification procedure depends on the modified QoS parameters and on the deployment. For example in case of the session AMBR of a PDU session with an UL CL changes, only the UL CL is involved.
9.
If the SMF interacted with the PCF in step 1b or 2, the SMF notifies the PCF whether the PCC decision could be enforced or not by invoking the Nsmf_EventExposure_Notify(PDU Session ID, Event information) service operation.

SMF notifies any entity that has subscribed to User Location Information related with PDU session change.
* * * Next Change * * *
4.3.4.2
UE or network requested PDU session release for Non-Roaming and Roaming with Local Breakout

Figure 4.3.4.2-1 captures both the UE requested PDU session release procedure and the network requested PDU session release procedure. The procedure allows the UE to request the release of one PDU session. The procedure also allows the SMF or PCF to initiate the release of a PDU session. In the case of LBO, the procedure is as in the case of non-roaming with the difference that the SMF, the UPF and the PCF are located in the visited network.
Editor's note:
Further studies are needed to determine the nature of the information allowing the AMF to know which UE is the target of the SMF request as well to determine which access towards the UE to use

Editor's note:
Alignment of message naming with the procedures for PDU session establishment is needed.

Editor's note:
The names of N11 Message are FFS.
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Figure 4.3.4.2-1: UE or network requested PDU session release for non-roaming and roaming with local breakout

1.
The procedure is triggered by one of the following options:

1a.
The UE initiates the UE requested PDU session release procedure by the transmission of an N1 SM PDU Session Release Request (PDU Session ID) message. The N1 message is forwarded by the (R)AN to the 5G Core with an indication of User Location Information. This message is relayed to the SMF corresponding to the PDU Session ID via N2 and the AMF. The AMF invokes the Namf_Communication_N1MessageNotify service operation for relaying the N1 SM NAS message to the SMF.
NOTE 1:
Depending on the access type, when the UE is in CM-IDLE state, the UE can trigger a Service Request procedure before being able to release the PDU session.

1b.
The PCF may invoke the Npcf_PolicyControl_PolicyUpdate service operation to request the release of the PDU session.

1c.
The SMF may decide to release a PDU session e.g. based on a request from the DN (cancelling the UE authorization to access to the DN) or based on a request from the UDM (subscription change) or from the OCS. The release procedure also may be triggered based on locally configured policy (e.g. the release procedure may be related with the UPF relocation for SSC mode 2 / mode 3).


If the SMF receives one of the triggers in step 1a ~ 1c, the SMF starts PDU session release procedure.

2.
The SMF releases the IP address / Prefix(es) that were allocated to the PDU session and releases the corresponding User Plane resources:

2a.
The SMF sends an N4 Session Release Request (N4 Session ID) message to the UPF. The UPF shall drop any remaining packets of the PDU session and release all tunnel resource and contexts associated with the N4 Session.

2b.
The UPF acknowledges the N4 Session Release Request by the transmission of an N4 Session Release Response (N4 Session ID) message to the SMF.

NOTE 2:
If there are multiple UPFs associated with the PDU session, the Session Release Request procedure (steps 2a and 2b) is done for each UPF.

3.


3a. The SMF invokes the Namf_Communication_N1MessageTransfer to the AMF (N1 SM Information (PDU Session Release Command), skip indicator)

The SMF creates an N1 SM Information including PDU Session Release Command message (PDU Session ID, Cause). The Cause may indicate a trigger to establish a new PDU session with the same characteristics (e.g. when procedures related with SSC mode 2 are invoked).
NOTE 3:
SSC mode 2 is defined in TS 23.501[2] clause 5.6.9. 
The "N1 SM delivery can be skipped" Indication tells the AMF whether it may skip sending the N1 SM container to the UE (e.g. when the UE is in CM-IDLE mode).
3b. If the UP connection of the PDU session is active, the SMF shall also invoke the Namf_Communication_N2MessageTrigger(N2 Resource Release request (PDU Session ID)) to release the (R)AN resources associated with the PDU session.


.
NOTE 4:
If the procedure is triggered to relocate PDU session anchor of a PDU session with SSC mode 2, the SMF is assumed not to include the "N1 SM delivery can be skipped" Indication.

Editor's note:
It is FFS whether a Release Indication to explicitly delete the association of PDU Session ID and serving SMF ID within the AMF is added to the SMF request. This would allow skipping step 9 when the UE is in CM-IDLE state and "N1 SM delivery can be skipped" is included in the N11 message.
Editor's note:
It is FFS whether "N1 SM delivery can be skipped" Indication is required.
4.
If the UE is in CM-IDLE state and ”skip indicator” is included in the Namf_Communication_N1MessageTransfer service operation, the AMF acknowledges the step 4 and steps 5 to 7 are skipped.
NOTE 5:
The UE and the 5GC will get synchronized about the status (released) of the PDU session at the next Service Request or Registration procedure.

Otherwise, if the UE is in CM-IDLE state and "N1 SM delivery can be skipped" is not indicated, the AMF initiates the network triggered Service Request procedure to transmit the N1 SM Information to the UE..

If the UE is in CM-CONNECTED state, then the AMF transfers the message received from the SMF in step 4 (N2 SM Resource Release request, N1 SM Information) message to the (R)AN.
5.
When the (R)AN has received an N2 SM request to release the AN resources associated with the PDU session it issues AN specific signalling exchange(s) with the UE to release the corresponding AN resources.

In case of a 3GPP RAN, an RRC Connection Reconfiguration may take place with the UE releasing the RAN resources related to the PDU session.

During the this procedure, the (R)AN sends any NAS message (N1 SM PDU Session Release Command ) received from the AMF in step 5.

The UE acknowledges the PDU Session Release Command by sending a PDU Session Release Ack message via N1 SM signalling sent over the (R)AN.
6.
[Conditional] If the (R)AN had received a N2 SM request to release the AN resources, the (R)AN acknowledges the N2 SM Resource Release Request by sending an N2 SM Resource Release Ack (N1 SM Information (PDU Session Release Ack), User Location Information) Message to the AMF.

Otherwise, the (R)AN just forwards the N1 SM Information (PDU Session Release Ack) from the UE to the AMF.
7a.
The AMF invokes the Namf_Communication_N2MessageNotify(N1 SM Release Ack) to the SMF.

7b. The AMF invokes the Namf_Communication_N2InfoNotify (an N2 SM Resource Release Ack) to the SMF.
8.
The SMF notifies the AMF that the PDU session is released by invoking the Nsmf_EventExposure_Notify service operation. The AMF and SMF shall remove all contexts (including the PDU session ID) associated with the PDU session as well as any event subscriptions by the SMF on the AMF.

9.
If Dynamic PCC applied to this session the SMFinvokes the Npcf_PolicyControl_PolicyDelete service operation to delete the PDU CAN session.


SMF notifies any entity that has subscribed to User Location Information related with PDU session change

If it is the last PDU session it is handling for the UE the SMF releases the association with the UDM.
NOTE 6:
The order with which SMF releases the resources is implementation dependant.

* * * Next Change * * *
4.3.4.3
UE or network requested PDU session release for Home-routed Roaming
This procedure is used in case of home-routed roaming scenarios.
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Figure 4.3.4.3-1: UE or network requested PDU session release for home-routed roaming
1.
The procedure is triggered by one of the following options:
1a.
As in step 1a of clause 4.3.4.2 with the addition that the V-SMF invokes the Nsmf_PDUSession_Update (Subscriber Permanent Identity, PDU Session ID, NAS message from the UE) service operation on the H-SMF. The V-SMF may invoke the Nsmf_PDUSession_Update service operation to request the H-SMF to release the PDU session without UE request.
1b.
This step is the same as step 1b in clause 4.3.4.2.
1c.
This step is the same as step 1c in clause 4.3.4.2.

If the SMF receives one of the triggers in step 1a ~ 1c, the H-SMF starts PDU session release procedure.
2-3.
These steps are the same as steps 2-3 in clause 4.3.4.2. The SMF is the SMF in HPLMN.
4.
The H-SMF determines that the PDU session has to be released and invokes the Nsmf_PDUSession_Release service operation by carrying the Release PDU Session Command (Subscriber Permanent Identity, PDU Session ID, NAS message) towards the V-SMF.
5.
The V-SMF releases the corresponding User Plane resources. This includes the same procedure in step 2 but controlled from the SMF in VPLMN.
6-11.
These steps are the same as steps 4-9 in clause 4.3.4.2.
12.
The V-SMF responds to the Nsmf_PDUSession_Release invoked at step 4 and confirms the PDU session release.. The H-SMF shall remove all contexts associated with the PDU session.
* * * Next Change * * *
4.3.5.3
Change of PDU session Anchor (SSC mode 3) with IPv6 Multi homed PDU session

This clause describes a procedure for service continuity with SSC mode 3 that relies on the multi-homed PDU Session described in TS 23.501 [2] clause 5.6.4.3. In this case the SMF prepares a new PDU session Anchor first and then notifies the UE of the existence of a new IP prefix, as depicted in figure 4.3.5.3-1. This procedure is applicable only to PDU Sessions of IPv6 type.
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Figure 4.3.5.3-1: Change of PDU session Anchor (SSC mode 3) in case of IPv6 Multi homed PDU session

The UE has an established PDU Session with the PDU Session Anchor UPF1 in Figure 4.3.5.3-1). The PDU Session User Plane involves at least the RAN and the PDU Session Anchor.

1.
At some point the SMF decides to relocate the PDU session with a new PDU Session Anchor.
2.
The SMF selects a new UPF and using N4 configures the UPF as a new PDU Session Anchor (UPF2 in Figure 4.3.5.3-1) of the multi-homed PDU Session. In the process a new IPv6 prefix (IP@2) is allocated for the PDU session. If the PCF has subscribed to the IP allocation/release event, the SMF invokes the Nsmf_EventExposure_Notify service operation to provide the new allocated IPv6 prefix to the PCF.
3.
The SMF selects a Branching Point (BP) UPF as described in Clause of 6.3.3 of TS 23.501 [2]. The selection of BP UPF may consider the location of UPF1 and UPF2 to ensure a suitable location of the BP UPF relative to the UPF1 and the UPF2.

NOTE:
In case BP UPF is co-located with one of PDU Session Anchors, steps between SMF and BP UPF may be skipped.
4.
The SMF configures via N4 the UPF selected in step 3 (BP UPF in Figure 4.3.5.3-1) as a branching point for the multi-homed PDU Session. It provides the branching point with the necessary UL traffic forwarding rules (related with the prefix of the IPv6 source address of UL traffic). Also, the SMF provides (R)AN Tunnel Info for N3 tunnel setup and CN Tunnel Info for N9 tunnel setup to the BP UPF and obtains CN Tunnel Info from the BP UPF.

5-6. The SMF performs N4 Session Modification procedure with PSAs. During this procedure, the SMF provides CN Tunnel Info received from the BP UPF to set up an N9 tunnel between BP and PSAs.

7.
The SMF invokes the Namf_Communication_N2MessageTrigger service operation, containing N2 Session Modification Request with CN Tunnel Info for the N3 tunnel setup.

8.
The AMF sends an N2 Session Modification Request received from the SMF to the (R)AN. The (R)AN acknowledges to the AMF with an N2 Session Modification Response.

9.
The AMF carries the N2 session modification response sent by the (R)AN to the SMF by invoking the Namf_Communication_N2InfoNotify service operation..
10-11.
The SMF notifies the UE of the availability of the new IP prefix. This is performed using an IPv6 Router Advertisement message (RFC 4861 [6]). The SMF sends a Router Advertisement to the UE via the new PSA with a new prefix (IP@2) and sends another Router Advertisement to the UE via the old PSA with the old prefix (IP@1) and zero value in the preferred lifetime field and a timer value in the valid lifetime field according to RFC 4862 [8]. The timer value indicates the time how long the SMF is willing to keep the old prefix.

The UE starts using IP@2 for all new traffic and may also proactively move existing traffic flow (where possible) from IP@1 to IP@2.
Editor's note:
If additional information is needed, it is FFS whether the Router Advertisement message can be enhanced to carry the information.
12.
After the timer expires, the SMF releases the UE's old IPv6 prefix (IP@1). At this point the UE implicitly releases the old IP prefix. The SMF sends an N4 Session Modification Request to the BP to release UP resource for N9 tunnel between the BP and old PSA.
13.
The SMF releases the old PDU session context with the old PDU Session Anchor (UPF1 in Figure 4.3.5.3-1). If the PCF has subscribed to the IP allocation/release event, the SMF invokes the Nsmf_EventExposure_Notify service operation to notify the PCF of the IPv6 prefix release.
14-18.
The SMF may optionally release the branching function from the User Plane path.
* * * Next Change * * *
5.2.2.1
General

The following table illustrates the AMF Services.
Table 5.2.2.1-1: List of AMF Services
	Service Name
	Service Operations
	Known Consumer(s)
	Operation

Semantic
	Reference

	Namf_Communication
	UEContextTransfer
	Peer AMF
	Request/ Response
	Step 4 and 5 of clause 4.2.2.2.2.

	
	UERegistrationCompleteNotify
	Peer AMF
	Subscribe / Notify
	Step 10 of clause 4.2.2.2.2.

	
	N1MessageNotify
	SMF, SMSF, PCF, NEF
	Subscribe / Notify
	Step 3 clause 4.3.2.2.1.
Step 3 clause 4.3.2.2.2

Step 1a Clause 4.3.2.2, Clause 4.3.4.2, 4.3.4.3

	
	N1MessageSubscribe
	SMF, SMSF, PCF, NEF
	Subscribe / Notify
	Step 5a of clause 4.13.3.6.

	
	N1MessageUnSubscribe
	SMF, SMSF, PCF, NEF
	Subscribe / Notify
	Step 7 of clause 4.13.3.3.

Step 6c of clause 4.13.3.6.

	
	N1MessageTransfer
	SMF, SMSF, PCF, NEF
	Request/ Response
	Step 10a of clause 4.3.2.2.1.

Step 14a of lause 4.3.2.2.2.
Step 3c of clause 4.3.2.3

Step 3a of clause 4.3.3.2, clause 4.3.4.2

Step 6a of clause 4.3.4.3
Step 5a of clause 4.13.3.6.

	
	N2MessageTrigger
	SMF
	Request/ Response
	Step 4b of clause 4.2.3.2. 

Step 10b of clause 4.3.2.2.1

Step 14b of clause 4.3.2.2.2

Step 3b of clause 4.3.3.2

Step 3b of clause 4.3.4.2

Step 6b of clause 4.3.4.3

Step 7 of clause 4.3.5.3

	
	N2InfoSubscribe
	SMF
	Subscribe / Notify
	Step 10b of clause 4.3.2.2.1.

Step 14b of clause 4.3.2.2.2.

	
	N2InfoUnSubscribe
	SMF
	Subscribe / Notify
	

	
	N2InfoNotify
	SMF
	Subscribe / Notify
	Step 14 of clause 4.3.2.2.1.

Step 18 of clause 4.3.2.2.2. 

Step 7b of clause 4.3.3.2

Step 7b of clause 4.3.4.2

Step 10b of clause 4.3.4.3
Step 9 of clause 4.2.3.2.

	Namf_EventExposure
	Subscribe
	NEF, SMF, PCF, UDM
	Subscribe / Notify
	Step 16 of clause 4.3.2.2.1.

Step 20 of clause 4.3.2.2.2.

	
	UnSubscribe
	NEF, SMF, PCF, UDM
	Subscribe / Notify
	

	
	Notify
	NEF, SMF, PCF, UDM
	Subscribe / Notify
	Step 4a of clause 4.2.3.2.

Step 3a of clause 4.2.3.3.


Editor's note:
Whether additional NF services can be identified or be decomposed from existing NF services are FFS.
* * * Next Change * * *
5.2.2.2.7
Namf_Communication_N1MessageTransfer service operation
Service operation name: Namf_Communication_N1MessageTransfer.
Description: CN NF request to transfer downlink N1 message to the UE through the AMF.
Known NF Consumers: SMF, SMSF, PCF, NEF
Inputs, Required: CN NF ID, Message Container (s), Session ID, AN Type
Inputs, Optional:  Related service operation to follow indication. 
Outputs, Required: Result indication.
Outputs, Optional: None.
See step 10 of clause 4.3.2.2.1, step 14 of clause 4.3.2.2.2 and step 5a of clause 4.13.3.6 for an example invocation of this service operation. If the AMF does not have a N1 context for the UE and if the UE is in CM-IDLE state, the AMF initiates the network triggered service request procedure as specified in clause 4.2.3.4. If the optional “related service operation to follow” indication is included, the AMF waits for further service operations of the Namf_Communication service before initiating the N1 message transfer towards the UE through the AN.

NOTE: Protocol optimization of combining a sequence of service operations of the Namf_Communication service are left upto stage 3.
Once the AMF transfers the N1 message to the UE, it responds to the consumer NF, with a Namf_Communication_N1MessageTransfer response, providing a result indication of whether the AMF was able to successfully transfer the N1 message towards the UE.

* * * Next Change * * *
5.2.2.2.8
Namf_Communication_N2MessageTrigger service operation

Service operation name: Namf_Communication_N2MessageTrigger.
Description: An NF can invoke this service operation to trigger the AMF to send an N2 message towards the AN.

Known NF Consumers: SMF
Inputs, Required: CN NF ID, Session ID for UE towards the NF (e.g PDU Session ID), RAN Node ID, N2 message type, Information needed for N2 message to be formed by AMF.
Inputs, Optional:  UE ID, related service operation to follow indication.
Outputs, Required: Result indication.
Outputs, Optional: None.
See step 4b of clause 4.2.3.2 for details on the usage of this service operation. The following are the sequence of actions that happen when this service operation is invoked.

1.
The consumer NF invokes the Namf_Communication_N2MessageTrigger service operation (CN NF ID, RAN Node ID, UE ID (optional), PDU Session ID (optional), N2 message type, Information needed for N2 message) on the AMF. The AMF forms the N2 message using the information provided by the consumer NF and sends the N2 message to the AN. If the UE ID is not included the N2 message to be formed is not UE specific. If the optional “related service operation to follow” indication is included, the AMF waits for further service operations of the Namf_Communication service before initiating the N2 message transfer towards the AN, otherwise it proceeds with transferring the N2 message towards the AN.
2.
Once the N2 message is transferred to the AN, the AMF responds to the consumer NF indicating the whether the N2 message is successfully sent towards the AN or not.

* * * Next Change * * *
5.2.2.2.4
Namf_Communication_N1MessageNotify service operation

Service operation name: Namf_Communication_N1MessageNotify

Description: AMF notifies the N1 message received from the UE to a destination CN NF.
Known NF Consumers: SMF, SMSF, PCF, NEF
Concurrent use: No.
Inputs, Required: AMF ID, N1 Message(s)

Inputs, Optional: local time zone, UE's current location, AN type, H-SMF ID.
Outputs, Required: None.
Outputs, Optional: None.
See step 3 clause 4.3.2.2.1 for details of this service operation.
The destination NF type to be notified is determined based on one of the following:

-
The N1 message type is always known to be consumed by one particular NF type; or

-
An NF had explicitly subscribed for the particular N1 message type to be notified towards it.
NOTE:
Whether notification Ack need a separate message or be realized in the transport layer will be determined in stage 3.

* * * Next Change * * *
5.2.2.2.5
Namf_Communication_N1MessageSubscribe service operation

Service operation name: Namf_Communication_N1MessageSubscribe.
Description: An NF can subscribe with the AMF to get notified of a particular N1 message type from the UE.
Known NF Consumers: SMF, SMSF, PCF, NEF
Inputs, Required: CN NF ID, N1 Message Type, Session ID
Inputs, Optional:  None.
Outputs, Required: None.
Outputs, Optional: None.
See step 5a of clause 4.13.3.6 for an example usage of this service operation. This service operation is used along with Namf_Communication_N1MessageTransfer in this step to subscribe for the notification of SMS delivery ack message from UE.
The consumer NF invokes the Namf_Communication_N1MessageSubscribe service operation (NF ID, N1 message type to subscribe, session ID) on the AMF. If the consumer NF is allowed to subscribe for the type of N1 message requested, the AMF creates a binding for the consumer NF to deliver subsequent Namf_Communication_N1MessageNotify towards that NF for any N1 message of the subscribed type for the specified session ID. If the consumer NF subscribes to an N1 message type which is not associated with a session, then the session ID shall be set to 0.
NOTE:
Whether Subscription Ack need a separate message or be realized in the transport layer will be determined in stage 3.
* * * Next Change * * *
5.2.5.2.2
Npcf_PolicyControl_PolicyCreate Service Operation

Service operation name: Npcf_PolicyControl_PolicyCreate
Description: Provides the requested policy to the NF Consumer.
Known NF Consumers: AMF/SMF.
Inputs, Required: UE Permanent ID, Requested Policy Container.

Inputs, Optional: Consumer specific session ID (e.g PDU session ID).

Outputs, Required: The requested policy rule of the UE or PDU-CAN session.
Outputs, Optional: None.

See clause 4.2.2.2.2 (step 16 and 17) for the detail usage of this service operation for AMF. In step 16, the AMF requests the PCF to apply operator policies for the UE; in step 17, the PCF acknowledges AMF with requested policy.
See clause 4.3.2.2.1 (step 6b), clause 4.3.2.2.2 (step 9b), and clause 4.3.3.2 (step 1b, step 2 and step 9) for the detail usage of this service operation for SMF. In those steps, the SMF requests default PCC Rules for the PDU Session from PCF/H-PCF.
* * * Next Change * * *
5.2.8.1
General

The following table illustrates the SMF Services.
Table 5.2.8.1-1: NF Services provided by the SMF

	Service Name
	Service Operations
	Known Consumer(s)
	Operation

Semantic
	Reference

	Nsmf_PDUSession
	Create
	V-SMF
	Request/ Response
	Step 6 of clause 4.3.2.2.2.

	
	Update
	V-SMF
	Request/ Response
	

	
	Release
	H-SMF
	Request/ Response
	Step 4 to 12 of clause 4.3.4.3.

	Nsmf_EventExposure
	Subscribe
	PCF, NEF, AMF
	Subscribe / Notify
	Step 6c of clause 4.3.2.2.1.

	
	UnSubscribe
	PCF, NEF, AMF
	Subscribe / Notify
	Step 8 of clause 4.3.2.2.
Step 2b of clause 4.3.3.2. 

	
	Notify
	PCF, NEF, AMF
	Subscribe / Notify
	Step 8 of clause 4.3.3.2.1. 

Step 16a of clause 4.3.2.2.1.

Step 9c of clause 4.3.2.2.2

Step 2a and 9 of clause 4.3.3.2

Step 8 of clause 4.3.4.2

Step 11 and 12 of clause 4.3.4.3


Editor's note:
Whether additional NF services can be identified or be decomposed from existing NF services are FFS.
* * * Next Change * * *
5.2.8.2.4
Nsmf_PDUSession_Release service operation
Service operation name: Nsmf_PDUSession_Release
Description: Release the indicated PDU session of the UE.
Known NF Consumers:  H-SMF. When the H-SMF receives the PDU session update service operation from the V-SMF with a request to release the PDU session, it invokes the PDU session release service operation towards the V-SMF.
Inputs, Required: SUPI, Release PDU Session Command (PDU session ID, NAS SM parameters needed for SM session release towards UE).
Inputs, Optional: None.
Outputs, Required: Result Indication.
Outputs, Optional: UE location information, AN type.
See step 4 to 12 of clause 4.3.4.3 for an example usage of this service operation.
* * * Next Change * * *
5.2.8.3.2
Nsmf_EventExposure_Notify service operation
Service operation name: Nsmf_ EventExposure_Notify
Description: Report UE PDU session related event(s) to the NF which has subscribed to the event report service. The events that will be reported by this service operation includes: start of application traffic detection and stop of application traffic detection, SMF change, UPF change, Usage report, Out of credit.
Editor's note:
The full list of the events that can be reported by Event Report service will be defined later.
Editor's note:
To support the on line charging function, it is FFS whether the additional action is required for the event of usage report and out of credit event report.
Known NF Consumers: PCF, NEF, AMF
Input: UE ID, PDU Session ID, Event Trigger, Event co-relation ID
Output: The consumer is notified of the events it subscribed to.
See step 2a and step 9 of clause 4.3.3.2 for an example usage of this service operation.
If the SMF detects one or more events that the consumer NF has subscribed happened, for example, the SMF detected that new application traffic has started, the SMF decides to report event(s) to the requester. The SMF sends the event Report which includes the event(s) to the consumer. The event co-relation ID indicates to the NF the specific event notification subscription made by the consumer NF.

Editor's note:
The contents of the event filter and whether the event filter should have an optional parameter value are FFS.

* * * Next Change * * *
 5.2.8.3.3
Nsmf_EventExposure_Subscribe service operation

Service operation name: Nsmf_ EventExposure_Subscribe
Description: This service operation is used by an NF to subscribe for event notifications on a specified PDU session. The following are the types of events for which a subscription can be made:

-
UPF change. When UPF change event is subscribed, the UPF change event report exposed through the Nsmf_EventExposure_Notify service operation (see clause 5.2.8.2.1) can contain the following reports:

-
Addition of PDU session anchor; and

-
Removal of PDU session anchor.
-
Application detection; and

-
PDU session statistics (for example usage reporting).

Editor's note:
The full list of the events that can be reported by Nsmf_EventExposure service will be defined later.
Editor's note:
Whether this service operation may be used for online charging is FFS.
Known NF Consumers: PCF, NEF, AMF
Inputs, Required: NF ID, PDU Session ID, UE ID (SUPI or IP address and DNN), Event co-relation ID, Event filter along with event notification method (periodic, one time, on event detection).
Inputs, Optional: None.
Outputs, Required: None.
Outputs, Optional: None.
The event co-relation ID identifies the ID to be used by the SMF whenever it is notifying the subscribed events to the consumer NF. The event co-relation ID helps the consumer NF to co-relate a notification against a corresponding event subscription.
See step 6c of clause 4.3.2.2.1 for an example the usage of this service operation. During PCC policy update to the SMF, the PCF can subscribe for events from the SMF.
* * * Next Change * * *
5.2.8.3.4
Nsmf_EventExposure_UnSubscribe service operation

Service operation name: Nsmf_EventExposure_UnSubscribe
Description: This service operation is used by an NF to unsubscribe event notifications.
Known NF Consumers: PCF, NEF, AMF
Inputs, Required: NF ID, PDU Session ID, UE ID (SUPI or IP address and DNN), Notify ID, Event filter.
Inputs, Optional: None.
Outputs, Required: None.
Outputs, Optional: None.
See step 2b of clause 4.3.3.2 for an example usage of this service operation. During PCC policy update to the SMF, the PCF can unsubscribe certain events from the SMF.

* * * End of Changes * * *
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