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1 Discussion

Void.
2
Proposal

It is proposed to modify 23.501 as follows… 

* * * * Next Change * * * *

5.6.10
Specific aspects of different PDU session types
5.6.10.1
Support of IP PDU session type

The IP address allocation is defined in clause 5.8.1
5.6.10.2
Support of Ethernet PDU session type

For a PDU session set up with the Ethernet PDU session type, the SMF and the UPF acting as PDU session anchor can support specific behaviours related with the fact the PDU session carries Ethernet frames.

Neither a MAC nor an IP address is allocated by the 5GC to the UE for this PDU session.
NOTE 1: 
The UE may operate in bridge mode with regard to a LAN it is connecting to the 5GS, thus different MAC addresses may be used as source address of different frames sent UL over a single PDU session (and destination MAC address of different frames sent DL over the same PDU session)
NOTE 2:
Entities on the LAN connected to the 5GS by the UE may be allocated an IP address by the DN but this is out of scope of 3GPP specifications

NOTE 3:
In this release, only the UE connected to the 5GS is authenticated, not the devices behind such UE 

Different Frames exchanged on a PDU session of Ethernet type may be served with different QoS over the 5GS. Thus the SMF may provide to the UPF traffic filters based on the Ethernet frame structure. This is further defined in clause 5.7 and 5.8.2.

Following deployments are possible:
1) A deployment where there is 1 to 1 mapping between a PDU session and a tunnel on N6. In this case any DL frame received by the UPF acting as PSA on a N6 tunnel is forwarded onto the corresponding PDU session

2) A deployment where the UPF acting as PSA may act as an Ethernet bridge. In this case this UPF is configured to forward “Broadcast, Unicast and Multicast” traffic only towards PDU sessions set-up with the same DNN and S-NSSAI.
NOTE 4:
In this release, no local traffic offload as defined in clause 5.6.4 apply to PDU sessions of Ethernet Type

5.6.10.3
Support of Unstructured PDU session type

Different Point-to-Point (PtP) tunnelling techniques may be used to deliver Unstructured PDU type data to the destination (e.g. application server) in the Data Network via N6.

Point-to-point tunnelling based on UDP/IP encapsulation as described below may be used. Other techniques may be supported.
When Point-to-Point tunnelling based on UDP/IPv6 is used, the following considerations apply:

-
IPv6 prefix allocation for PDU sessions are performed locally by the (H-)SMF without involving the UE.

-
The UPF(s) acts as a transparent forwarding node for the payload between the UE and the destination in the DN.

-
For uplink, the UPF forwards the received Unstructured PDU type data to the destination in the data network over the N6 PtP tunnel using UDP/IPv6 encapsulation.

-
For downlink, the destination in the data network sends the Unstructured PDU type data using UDP/IPv6 encapsulation with the IPv6 address of the PDU Session and the 3GPP defined UDP port for Unstructured PDU type data. The UPF acting as PDU Session Anchor decapsulates the received data (i.e. removes the UDP/IPv6 headers) and forwards the data identified by the IPv6 prefix of the PDU session for delivery to the UE.

-
The (H-)SMF performs the IPv6 related operations but the IPv6 prefix is not provided to the UE, i.e. Router Advertisements and DHCPv6 are not performed. The SMF assigns an IPv6 Interface Identifier for the PDU session. The allocated IPv6 prefix identifies the PDU session of the UE.

* * * * Next Change * * * * 
5.8.2
User Plane Function(s)
User Plane Function(s) (UPF(s)) handle the user plane path of PDU sessions. An UPF that provides the interface to a Data Network supports the functionality of a PDU session anchor.

The number of UPFs for a PDU Session is not restricted by the3GPP specifications but specifications support deployments with a single UPF or multiple UPFs for a given PDU session.

Deployments with one single UPF used to serve a PDU session do not apply to the Home Routed case and may not apply to the cases described in clause 5.6.4.

Deployments where a UPF can only be controlled by a single SMF, and deployments where a UPF can be controlled by multiple SMFs (for different PDU sessions) are both supported.
UPF traffic detection capabilities may be used by the SMF in order to control at least following features of the UPF:

-
Traffic reporting (e.g. allowing SMF support for charging).
-
QoS enforcement (The corresponding requirements are defined in clause 5.7).
-
traffic routing (e.g.as defined in clause 5.6.4. for UL CL or IPv6 multi-homing).
For IP PDU session Type, the UPF traffic detection capabilities may detect traffic using traffic pattern based on at least any combination of:

-
PDU session.

-
5QI.


-
Source/destination IP address or IPv6 network prefix.

-
Source / destination port.

-
Application Identifier: The Application ID is an index to a set of application detection rules configured in UPF.

-
protocol ID of the protocol above IP.

-
Type of Service (TOS) (IPv4) / Traffic class (IPv6) and Mask.

In the pattern:

-
a value left unspecified in a filter matches any value of the corresponding information in a packet.

-
an IP address or Prefix may be combined with a prefix mask.

-
port numbers may be specified as port ranges.

For Ethernet PDU session Type, the UPF traffic detection capabilities may detect traffic using traffic pattern based on at least any combination of:

· PDU session,
· 5QI,
· 802.1q header : VLAN identifier (VID), Priority code point (PCP) in case of simple VLAN tagging and in case of double VLAN tagging per IEEE 802.1ad
· Editor’s Note1: support of double VLAN tagging (1q in 1q) is FFS
· MAC address with a possibility to identify Multicast / Broadcast addresses,
· EtherType as defined in IEEE 802.3,
·  (When the EtherType refers to IP) Any combination of the information defined for the IP PDU session type 
Editor’s Note2: support of the combination between Ethernet and IP headers is FFS

UPF selection is described in clause 6.2.
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