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Abstract of the contribution: Add the missing high level description of the network access control clause
1  Discussion

Until now, the TS 23.501 clause 5.2 is only a placeholder with an EN. This P-CR proposes to add the following contents in the Network Access Control clause:
1 Correction of the format of the reference [22]

2 Addition of RAN TS references that are still missing
3 Removal of the placeholder EN in clause 5 and 5.2
4 Short introduction in the general section 5.1 without the repetition of the outline of clause 5. 
5 Addition of sub-clause 5.2.1 to give an overview of which other clauses are covered under 5.2
6 Addition of sub-clause for network selection
7 Addition of sub-clause for Identification and authentication
8 Addition of sub-clause for service authorisation
9 Addition of sub-clause for access barring
2
Proposal

It is proposed to add the contents to Network Access Control clause in 3GPP TS 23.501 as follows.
-----------------------------FIRST CHANGE-------------------------------------
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5
High level features


5.1
General
The present clause specifies the high level functionality and features of the 5G system for both 3GPP and Non-3GPP access  and for the interoperability with the EPC defined in TS 23.401 [26]. 
-----------------------------NEXT CHANGE-------------------------------------
5.2
Network Access Control


5.2.1
General
Network access is the means for the user to connect to 5G CN. Network access control comprises the following functionality:
-
Network selection,
-
Identification and authentication,
-
Authorisation,
-
Access barring, and
-
Policy control.
5.2.2
Network selection
In order to determine to which PLMN to attempt registration, the UE performs network selection. The network selection procedure comprises two main parts, PLMN selection and access network selection. The requirements for the PLMN selection are specified in TS 22.011 [25] and the procedures are in TS 23.122 [17]. The access network selection part for the 3GPP access networks is specified in TS 36.300 [a] for E-UTRAN and in TS 38.300 [x] for the NR. 
5.2.3
Identification and authentication
The network may authenticate the UE during any procedure establishing a signalling connection with the UE. The network may optionally perform identity check. 
The security architecture is specified in TS 33.501 [z].
5.2.4
Authorisation

The authorisation for the services that the user is allowed to access based on subscription is evaluated once the user is successfully identified and authenticated. 

5.2.5
Access barring
Under high network load conditions, the network may protect itself against overload by access barring. Depending on network configuration, the network may bar all access to a specific group of users, or selectively bar the access to only certain overloaded network resource, e.g. based on service, as specified in TS 22.011 [25].
5.2.6
Policy control
Network access control including service authorization may be influenced by Policy control, as specified in clause 5.14.
-----------------------------END OF CHANGES-------------------------------------

