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Abstract of the contribution: This contribution proposes to introduce Policy related event report into 5G Policy Framework. 
1. Discussion

In EPS, the event trigger is a rule specifying the event reporting behaviour of a PCEF or BBERF or TDF. The event report is a notification, possibly containing additional information, of an event which occurs that corresponds with an event trigger. The event triggers define the conditions when the NF shall interact again with PCRF after an IP-CAN session establishment.
This paper analyses the policy related event report that is applicable to 5G policy framework. 
1) Policy event report in 5G

To enable the PCF to get the feedback from the 5G system, (e.g. to know the result of the policy decisions made by the PCF, the location of the UE), or to know the situation of the network, PCF subscribes to events from other NF(s).

The policy related NF (e.g. SMF) performs event trigger detection. When an event matching the event trigger occurs, the NF shall report the occurred event to the PCF. 

The event triggers define the conditions when the NF shall interact with PCF. The PCF subscribes to new event triggers or remove armed event triggers unsolicited at any time.
According to TS 23.501 clause A.3.1.1, The PCF evaluates operator policies that are triggered by events received from the Application Function, the Session Management, Mobility Management and the Online Charging System as well as Changes in User Profile.  
According to clause A.3.1.3, the UPF enforces event reporting (e.g. application detection). There is no direct interface between PCF and UPF. The event from UPF to PCF will be reported via SMF. 
Based on the function of NWDA (the service provided by NWDA), NWDA should report slice congestion levels to PCF.

In a word, the policy related NF performs event trigger detection. When an event matching the event trigger occurs, the NF shall report the occurred event to the PCF. The policy related NF includes AMF, SMF, UPF, NWDA, OCS and AF. But the event triggers which should be set in AMF, NWDA, OCS and AF are FFS.
2) The event triggers in EPC 

The event triggers in EPC are per session granularity and only valid after the IP-CAN session establishment. Those event triggers can be reused by SMF and UPF with the following differences:

· The PCRF is replaced by the PCF.

· The PCEF is replaced by the SMF.

· IP-CAN corresponds to PDU-CAN. 

· IP-CAN bearer is replaced by QoS flow.

· There is no BBERF in 5G.

· Usage report and Start/Stop of application traffic detection may be also reported from UPF. 

· Whether event report from TDF is supported or not is FFS.

· Whether the event trigger related to NBIFOM, 3GPP PS Data Off and SRVCC is supported or not is FFS.  

· Delete the event trigger only supported when the BBF (Bear Binding Function) is located in PCRF.
Then the Table 6.2 in TS 23.203 will be revised into the following Table 1.

Table 1: The reused Event triggers in TS 23.203
	Event trigger
	Description
	Reported from
	Condition for reporting

	PLMN change
	The UE has moved to another operators' domain.
	SMF
	PCF

	Resource modification request
	A request for resource modification has been received by the SMF (note 6).
	SMF
	Always set

	Change in type of PDU-CAN (see note 1)
	The access type of the QoS Flow has changed.
	SMF
	PCF

	Loss/recovery of transmission resources
	The PDU-CAN transmission resources are no longer usable/again usable.
	SMF
	PCF

	Location change (serving cell) (see note 7)
	The serving cell of the UE has changed.
	SMF
	PCF

	Location change (serving area)
(see notes 2 and 7)
	The serving area of the UE has changed.
	SMF
	PCF

	Location change (serving CN node)
(see notes 3 and 7)
	The serving core network node of the UE has changed.
	SMF
	PCF

	Change of UE presence in Presence Reporting Area (see note 8)
	The UE is entering/leaving a Presence Reporting Area
	SMF
	PCF

	Out of credit
	Credit is no longer available.
	SMF
	PCF

	Enforced PCC rule request
	SMF is performing a PCC rules request as instructed by the PCF.
	SMF
	PCF

	UE IP address change 
	A UE IP address has been allocated/released
	SMF
	Always set

	Access Network Charging Correlation Information
	Access Network Charging Correlation Information has been assigned.
	SMF
	PCF

	Usage report

(see note 5)


	The PDU-CAN session or the Monitoring key specific resources consumed by a UE either reached the threshold or needs to be reported for other reasons.
	SMF, UPF
	PCF

	Start of application traffic detection and

Stop of application traffic detection (see note 6)
	The start or the stop of application traffic has been detected.
	SMF, UPF
	PCF

	Access Network Information report
	Access information as specified in the Access Network Information Reporting part of a PCC rule.
	SMF
	PCF

	Credit management session failure
	Transient/Permanent Failure as specified by the OCS
	SMF
	Always set 

	NOTE 1:
A change in the type of PDU-CAN may also result in a change in the PLMN.

NOTE 2:
A change in the serving area may also result in a change in the serving cell, and a change in the serving CN node.

NOTE 3:
A change in the serving CN node may also result in a change in the serving cell, and possibly a change in the serving area.

NOTE 4:
Available only when the PDU-CAN supports corresponding procedures for bearer independent resource requests.

NOTE 5:
Usage is defined as either volume or time of user plane traffic.

NOTE 6:
The start and stop of application traffic detection are separate event triggers, but received under the same subscription from the PCF. 

NOTE 7:
Due to the potential increase in signalling load, it is recommended that such event trigger subscription is only applied for a limited number of subscribers.

NOTE 8:
The maximum number of PRA(s) per UE per PDN connection is configured in the PCRF. The PCRF may have independent configuration of the maximum number for Core Network pre-configured PRAs and UE-dedicated PRAs. The exact number(s) should be determined by operator in deployment.


3) 5G specific event triggers

The 5G specific event triggers are based on the study of SBA. The 5G event triggers will be defined in clause 5.2 of TS 23.502.
2. Proposal

It is kindly propose to include the following context into TS23.501. By the way, I have revised some typo in 5G policy framework.
* * * First change* * * *
 A.2.2.3
N15 reference point

The N15 reference point resides between the AMF and the PCF.

The N15 reference point enables the PCF to provide Access and Mobility Management related policies to the AMF and it supports the following functions:

-
Handling of UE Context Establishment request sent by the AMF to the PCF as part of UE Registration procedure(s);

-
Provision of access and mobility management decision from the PCF to the AMF;

-
Delivery of network events from the AMF to the PCF;

-
Handling of UE Context Termination request sent by the AMF to the PCF as part of UE De-Registration procedure.
* * * Second change* * * *
A.3.1.5
Access and Mobility Policy Enforcement 

The policy enforcement control part for access and mobility is included in the AMF. The AMF is responsible for the enforcement control of policy decisions related to Service Area Restrictions and RAT/Frequency Selection Priority.

The actual enforcement of Service Area Restrictions is executed in the UE, when the UE is in CM-IDLE state, and in the RAN/AMF when the UE is in CM-CONNECTED state, while the enforcement of RAT/Frequency Selection Priority is always performed in the RAN.

NOTE: How the Service Area Restrictions are enforced in AMF/RAN/UE, how the RAT/Frequency Selection Priority is enforced in RAN, and what information would carry the involved reference points (N2, N1) are out of the Policy Framework specification scope, and are described in the TBD TS 23.501//TS 23.502 [3] clauses.

* * * Third change* * * *
A.3.1.X
Event trigger
A.3.1.X.1
General
The policy related NF (e.g. AMF, SMF) performs event trigger detection. When an event matching the event trigger occurs, the NF shall report the occurred event to the PCF. The event from the related NF shall be reported via their respective service based interface.  
The event triggers described in TS 23.203, clause 6.1.4 are reused with the following differences:

· The PCRF is replaced by the PCF.

· The PCEF is replaced by the SMF.

· IP-CAN corresponds to PDU-CAN. 

· IP-CAN bearer corresponds to QoS flow.

· There is no TDF and no BBERF in 5G.
· 
· Whether the event trigger related to NBIFOM, 3GPP PS Data Off and SRVCC is supported or not is FFS.  

· Event triggers only supported when the BBF (Bear Binding Function) is located in PCRF are not needed.

* * * End of the changes* * * *
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