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Abstract of the contribution: Clarifies that IP-CAN is still valid for IMS over 5G and policy control in 5GC is enforced on PDU Session to support the policy control for both IP type traffic and non-IP Type traffic
1
Discussion
The term PDU-CAN has been used throughout TS 23.501 and TS23.502, however, there is no clear definition on PDU-CAN session yet.
In EPC, the term IP-CAN session is widely used to carry on IMS services and as the IP session on which policy and charging control is enforced. Below are the definitions of IP-CAN, IP‑CAN bearer and IP‑CAN session in TS 23.203 and TS 23.228.
IP-Connectivity Access Network: refers to the collection of network entities and interfaces that provides the underlying IP transport connectivity between the UE and the IMS entities. An example of an "IP-Connectivity Access Network" is GPRS.
IP‑CAN bearer: An IP transmission path of defined capacity, delay and bit error rate, etc. See TR 21.905 [8] for the definition of bearer.

IP‑CAN session: The association between a UE and an IP network. The association is identified by one IPv4 and/or an IPv6 prefix together with UE identity information, if available, and a PDN represented by a PDN ID (e.g. an APN). An IP‑CAN session incorporates one or more IP‑CAN bearers. Support for multiple IP‑CAN bearers per IP‑CAN session is IP‑CAN specific. An IP‑CAN session exists as long as UE IP addresses/prefix are established and announced to the IP network.

In 5GC, it includes the support of IP, Non-IP and Ethernet packets, so all the session control, QoS control and Policy and Charging control should not be enforced on IP Type packets only. Hence PDU Session is defined in TS 23.501.
PDU Session: Association between the UE and a Data Network that provides a PDU connectivity service. The type of association can be IP, Ethernet or unstructured.
From the IMS services perspective, since they are always running on IP type connectivity access network, the term IP-CAN is still valid.

From the policy enforcement perspective, since there’s no more bear in 5GC as the transmission path for some specific QoS requirement, the term IP‑CAN bearer is not valid. Hence IP-CAN session is not applicable for 5GC, either.
We may need a new term PDU-CAN session to be applied 5GC, too. However, considering of 5GC is designed generic for the support of multiple access types, it may not be necessary to have a generic term for different underlying access types.
Hence, it is proposed to use PDU Session directly for policy control and enforcement, no definition on PDU-CAN session is needed.
2
Proposal

It is proposed to approve the following changes to TS 23.501 and TS 23.502.

- For IMS services, the term IP-CAN is still valid to use for IMS over 5GC.

- For Policy and Charging Control and enforcement
· the term IP‑CAN bearer and IP-CAN session are not applicable for 5GC
·  for PDU-CAN session currently used in 23.501 and 23.502, it is either replaced with PDU Session or is clarified to be PDU session for N7
· update NOTE 1 under A.1 to clarify whether and how the legacy term IP‑CAN bearer and IP-CAN session is applicable to 5GC. 
* * * * Start Change * * * *
A.1
High level architectural requirements

The policy framework shall provide the relevant parts of the PCC framework as specified in TS 23.203 [4], including:

a.
Policy Control Function (PCF) shall support interfaces to the Policy and Charging Enforcement Function (PCEF), Network Exposure Function (NEF), the Application Function (AF), and the Online Charging System (OCS).

b.
The PCF shall be able to evaluate operator policies that are triggered by events received from the SMF, NEF, the AF, and the OCS.

c.
The PCF shall provide Rules for application and service data flow detection, gating, QoS and flow based charging to the SMF.
d.
The Policy Framework shall be able to manage the Packet Filter Descriptions (PFDs) in the SMF by the 3rd party AS via the NEF and PFDF.
e.
The Policy Framework shall support to negotiate the background data transfer policy with the 3rd party AS via the NEF.
f.
The PCF shall implement a Front End to access subscription information relevant for policy decisions in a User Data Repository (UDR) including dynamic profile updates pushed by the UDR.

g.
Traffic Steering Control for steering traffic for the services on the DN side of the N6 reference point,
h.
The PCF shall be able to take input from Network Data Analytics (NWDA) into consideration for policies on assignment of network resources and for traffic steering policies.
NOTE 1:
The existing PCC framework is applicable to PDU sessions of IP Type only. In 5GC, the term IP‑CAN bearer and IP-CAN session, as are defined in TS 23.203 [4], are only applied to the functionalities and interfaces for legacy interworking, and the policy control enforcement on the PDU session includes the policy control of both IP type and non-IP type traffic.
Editor's note:
How the PCC framework applies to PDU sessions other than IP Type is FFS.
Additionally, the policy framework shall provide following functionality for the access and mobility enforcement:

a.
Policy Control Function (PCF) shall support the interface to the access and mobility policy enforcement in the AMF.

b.
The PCF shall be able to provide Access and Mobility Management related policies to the AMF.

c.
The PCF shall be able to evaluate operator policies that are triggered by events received from the AMF.
* * * * End Change * * **
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