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1	Intro
This P-CR proposes NEF services and its related service operations, based on the existing agreed contents in 23.501/502. The intention is also to reformat/align the existing text to the proper structure as agreed from SA2#121.
TS 23.501 describes the “NEF” and “External Exposure of Network Capability” in section 6.2.5 and 5.20 as:

	[bookmark: _Toc483485758][bookmark: _Toc484011379]6.2.5	NEF
The Network Exposure Function (NEF) supports the following functionality:
-	It provides a means to securely expose the services and capabilities provided by 3GPP network functions for e.g 3rd party, internal exposure/re-exposure, Application Functions, Edge Computing as described in section 5.13. In that case the NEF may authenticate, authorize and throttle the Application Functions.
-	It translates between information exchanged with the AF and information exchanged with the internal network function. For example, it translates between an AF-Service-Identifier and internal 5G Core information such as DNN, S-NSSAI, as described in clause 5.6.7.
-	The Network Exposure Function receives information from other network functions (based on exposed capabilities of other network functions). It may store the received information as structured data using a standardized interface to a data storage network function (interface to be defined by 3GPP). The stored information can be "re-exposed" by the NEF to other network
[bookmark: _Toc483485746][bookmark: _Toc484011367]5.20	External Exposure of Network Capability
The Network Exposure Function (NEF) supports external exposure of capabilities of network functions. External exposure can be categorized as Monitoring capability, Provisioning capability, and Policy/Charging capability. The Monitoring capability is for monitoring of specific event for UE in 5G system and making such monitoring events information available for external exposure via the NEF. The Provisioning capability is for allowing external party to provision of information which can be used for the UE in 5G system. The Policy/Charging capability is for handling QoS and charging policy for the UE based on the request from external party.
Editor's note:	Additional network capability categories can be defined during the normative work.
Monitoring capability is comprised of means that allow the identification of the 5G network function suitable for configuring the specific monitoring events, detect the monitoring event, and report the monitoring event to the authorised external party. Monitoring capability can be used for exposing UE's mobility management context such as UE location, reachability, roaming status, and loss of connectivity.
Provisioning capability is comprised of means that allow the identification of the 5G network function responsible for adopting the provisioning information from the external party, receive the provisioning information, and use the provisioning information for the UE. Provisioning capability can be used for the mobility management and session management of the UE. For the mobility management of the UE, Mobility Pattern can be provisioned. For the session management of the UE, communication pattern can be provisioned such as periodic communication time, communication duration time, and scheduled communication time.
Editor's note:	It is FFS to provision how long response time from an application server can be supported when a UE is in MICO mode.
Editor's note:	It is FFS to provision information in order to support routing change (e.g., Break-out) of selected traffic to application(s) in a local data network, based on clause 8.4 in the TR 23.799.
Policy/Charging capability is comprised of means that allow the request for session and charging policy, enforce QoS policy, and apply accounting functionality. It can be used for specific QoS/priority handling for the session of the UE, and for setting applicable charging party or charging rate.
Editor's note:	The external exposure functionality needs to inherit from the service and capability exposure functionality defined in TS 23.682.




It is proposed to start defining the NEF services using the above description as a starting point. Changes to both 501 and 502 are described here for the sake of making a coherent discussion in SA2. It is expected a revision of this paper will break the 502’s part into a separate P-CR. In other words, it is expected to have 2 P-CR as the result of this discussion, one for 501, and one for 502.


2	Proposal
Accept the following changes to TS 23.501 / 502.
* * * * Start Change * * *.* to TS 23.501

[bookmark: _Toc483485794][bookmark: _Toc484011415]7.2.8	NEF Services
7.2.8.1	External Exposure
The following NF services are specified for NEF for external exposure usage:
Table 7.2.8.1-1: NF Services provided by NEF
	Service Name
	Description
	Reference in TS 23.502 [3]
	Example Consumer
	Mechanism

	
	
	
	
	

	
	
	
	
	




	Service Name
	Description
	Reference in TS 23.502 [3]
	Example Consumer(s)

	Nnef_DeviceTrigger
	Installing or Removing a trigger to the device.
	5.2.6.1
	AF

	Nnef_DeviceMonitor
	Enable AF to subscribe/unsubscribe UE’s event related to UE location, reachability, roaming status, or/and loss of connectivity.
	5.2.6.1
	AF

	Nnef_DeviceProvision
	Allow the AF to provide QoS and Charging profile to the PDU session of the device.
	5.2.6.1
	AF



7.2.8.2	Internal Exposure
TBD…
* * * * Start Change * * *.* to TS 23.502

[bookmark: _Toc484168291]5.2.6	NEF Services
5.2.6.1	External Exposure
5.2.6.1.1	General
The following table illustrates the NEF Services.
Table 5.2.6.1.1-1: List of NEF Services
	Service Name
	Service Operations
	Known Consumer(s)
	Operation
Semantic
	Reference

	Nnef_DeviceTrigger
	Nnef_Device_TriggerEventSetting
	AF
	Request/ Response
	Step 1 of clause 4.13.8.1

TBD, section 4

	Nnef_DeviceMonitor
	Nnef_Device_EventDetectionRequest
	AF
	Subscribe / Notify
	Step 2 of clause 4.3.6.3.

TBD, section 4

	Nnef_DeviceProvision
	Nnef_AF_PolicyInstallRequest
	AF
	Request/ Response
	Step 2 of clause 4.3.6.2.

TBD, section 4




[bookmark: _Toc484168292]5.2.6.1.21	Nnef_DeviceTrigger service The procedure of "Device Trigger" Service
[bookmark: _Toc484168242]5.2.6.1.2.1	General
Service description: This service enables an AF The AS requests the network to send a Device trigger to the UE.
[bookmark: _Toc484168243]5.2.6.1.2.2	Nnef_Device_TriggerEventSetting service operation
Service operation name: Nnef_Device_TriggerEventSetting
Description: This service operation is used by the consumer NF to install or remove a device trigger to the UE.
Known NF Consumers: AF
Inputs, Required: External Identifier or MSISDN, Requester Identifier, validity period, Application Port ID and Trigger Payload.
Inputs, Optional: TBD.
Outputs, Required: the result of the delivery of the device trigger.
Outputs, Optional: TBD.
See clause 4.13.8.1 step 1 and 6 for the details of usage of this service operation. 
5.2.6.1.2.3	Nnef_Device_EventDetectionRequest service operation
Service operation name: Nnef_Device_EventDetectionRequest
Description: This service operation is used by the consumer NF to subscribe an event related to the PDU session of a UE.
Known NF Consumers: AF
Inputs, Required: TBD.
Inputs, Optional: TBD.
Outputs, Required: TBD.
Outputs, Optional: TBD.
See clause TBD
5.2.6.1.2.4	Nnef_AF_PolicyInstallRequest service operation
Service operation name: Nnef_AF_PolicyInstallRequest
Description: This service operation is used by the consumer NF to install an policy related to the PDU session of a UE.
Known NF Consumers: AF
Inputs, Required: TBD.
Inputs, Optional: TBD.
Outputs, Required: TBD.
Outputs, Optional: TBD.
See clause TBD
5.2.6.2	internal Exposure
TBD…
* * * * Next Change * * *.* to TS 23.502
4.13.8	External Exposure of Network Capability Services
4.13.8.1	Device Trigger service

Service procedure:






Figure 45.13.82.6.1-1: Device Trigger service
1.	AF invokes the Nnef_DeviceTrigger service by using Nnef_Device_TriggerEventSettingRequest The NEF (Network Exposure Function) receives a Device Trigger Request (External Identifier or MSISDN, requester Identifier, validity period, Application Port ID and trigger payload ) message. The Application Port ID is to address a triggering function within the UE. The validity period indicates for how long the trigger message is valid. If the trigger message does not reach the UE first time, the trigger message may still be send again if it is still valid. The trigger payload contains the information destined for the application on the UE, along with the information to route it to which application on the UE.
	The NEF checks whether the Application is authorised to send the Device Trigger based on the requester Identifier. The NEF also check whether the requester has exceeded its quota or rate of trigger submission.
2.	The NEF invokes the Nudm_UE_contextManagement service by using Nudm_ UE Context Management_Get "Get Subscriber Serving NF(External Identifier or MSISDN, NF type)" service provided by the UDM to determine the NF which serves the UE and also get the SUPI of the UE.
3.	The NEF invokes Namf_Communication service by using N1MessageTransferRequest sends the Device Trigger Request (UE permanent ID, NAS Container) to the AMF. The NAS container includes the Application Port ID and trigger payload received in step 1.
4.	The AMF send the Device Trigger Request (NAS container) to the UE. If the UE is not connected, the AMF pages the UE. When the UE receives the NAS container, the trigger payload identifies which application(s) is to be notified and the information to be notified to the application, e.g. PDU session establishment is requested.
	The corresponding response message is send back to the AMF to confirm the receiving the request message.
5.	The NEF receive the N1MessageTransferResponse Device Trigger Response from the AMF due to step 3.
Editor's note:	It is FFS whether the interaction between AMF and NEF at the step 3, 5 can be service based.
6.	The NEF sends the Nnef_Device_TriggerEventSettingResponse Device Trigger Response to the Application Server.

* * * * End of Change * * *
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