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Abstract of the contribution:
This contribution proposes a clarification on PCF discovery and selection.
1
Introduction
As described in S2-173727 of SA2 #121, there are a number of deployment possibilities:

· The same PCF can handle both UE level policies and session level policies.  
· Separate PCFs can be deployed to handle UE level policies and session level policies. 
Furthermore there is a need of session binding for N5 and N7 session, despite of whether same PCF or separate PCFs is to be deployed, and a resolution mechanism is needed to implement stateful PCF discovery and selection.

2
Consideration on the Solutions of PCF discovery and selection

For stateful PCF selection, the PCF discovery and selection includes three steps:

· Step 1: Discovery of PCF;
· Step 2: Initial selection and storage of PCF Identity;
· Step 3: Subsequent selection of PCF: determine the already allocated PCF for a N5 session when receiving a request from an AF related to a specific PDU‑CAN session (PCC session binding).
For the first step, considering the deployment possibilities mentioned above, the factors as listed below may be taken into account for PCF discovery:

· UE identifier;
· Policy type (UE level or session level);
· DNN;
· Slice information;
The discovery of PCF can be done by the NRF, as NRF is responsible for the discovery of NF services and accordingly responsible for the discovery of the NFs at the same time. 

For the second step, if the NRF provides a list of PCF instance(s) to the requester, i.e. AMF/SMF, it will be the requester to perform initial selection of PCF. Otherwise, it implies that the NRF already finished the initial PCF selection. If it is the AMF/SMF to do the initial selection, the AMF/SMF or the selected PCF can store the PCF Identity, related PDU-CAN session information, UE ID and so on into the SDSF/NEF, UDR, NRF or a logical function for storage and session association; If a logic function is also involved in the initial selection of PCF, i.e. the AMF/SMF routes the request message to the logical function, and the logical function interacts with the NRF for PCF discovery and then performs the initial selection of PCF in case the NRF returns a list of PCF, the logical function can store the PCF.
For the third step, when the AF initiates an N5 session request which is correlated to a specific PDU-CAN session,
· The AF routes the message to the storage/association function applied in the above second step, which then routes the message to the correct PCF serving the PDU-CAN session (proxy mode); Or 
· The AF retrieves the PCF identity from the storage/association function, and then routes the request towards the PCF (redirect mode).
The following provides some comparison of the above proposed options for PCF identity and session:
· For NEF/SDSF option, since the NEF may not be always involved in the N5 session related interaction, it’s not proper to be used for storage of N5 and N7 session binding information.

· For UDR option, for the moment it’s designed to store subscription and quite static policy data, and need to be extended to store dynamic session binding information. Further deployment of UDR in VPLMN needs to be considered in case the AF is located in VPLMN.
· For NRF option, it would require the NRF to support UE level information storage, which is not aligned with the assumption at this stage that NRF does not store UE level data.
· For the logical function option, it is seen that there is no restriction with this solution and one major benefit with it is that the specific N5 and N7 session association can be separated from other functionalities. Furthermore, there are some other benefits with this option: 

· The logical function might be used for load balance among PCFs during initial PCF selection procedure.
· The logical function might be used for topology hiding for roaming scenarios during initial PCF selection procedure. 

· The logical function might be used for PCF interaction and policy coordination and so on in case of Dual PCFs deployment in the future. 
Based on the above analysis, it is proposed:
· NRF is responsible for the discovery of PCF;
· The AMF/SMF routes the N15/N7 session to the selected PCF always via a logical function which may perform initial PCF selection as needed, and the logical function stores the association of the PCF with the N15/N7 session;

· The logical function is responsible for subsequent selection of PCF, when receiving N5 request related to a specific PDU session from AF. 
3
Proposal

It is proposed to approve the following modification in TS 23.502.
***** Start of Change # 1 *****
6.3.7.1
PCF selection for an UE or a PDU session

During the establishment procedure of N15 or N7 session, the AMF or the SMF utilizes the NRF to discover the candidate PCF instance(s) unless PCF information is available by other means, e.g. locally configured on AMF or on SMF. A list of PCF instance(s) may be provided by the NRF to the AMF or SMF. The AMF/SMF routes the N15/N7 session to the selected PCF always via a logical function which may perform initial PCF selection as needed, e.g. in the case the NRF provides a list of the PCF instance(s), and the logical function stores the association of the PCF with the N15/N7 sessions.
The following factors may be considered to determine the candidate PCF instances:

-
The SUPI of the UE

NOTE 1: 
Providing the SUPI to the NRF does not mean that the NRF stores a dynamic association between the UE and the PCF serving the UE. It means that the NRF may take into account information such as the PLMN Id or the IMSI range in order to determine the candidate PCF instances.
-
Policy type (UE level or session level)

-  Slicing information: the Allowed NSSAI when the PCF is selected by the AMF and the S-NSSAI when the PCF is selected by the SMF.

-  The Selected Data Network Name (DNN).
***** End of Change # 1 *****
  ***** Start of Change # 2 *****
6.3.7.3
Binding an AF request targeting an IP address to the relevant PCF


When an AF (e.g. the P-CSCF) issues a request targeting the PCF that serves a PDU session identified by an IP address / IPv6 prefix (and possibly a DNN), it sends the request to the logical function which stores the association of the PCF and the PDU session, and then the logical function routes the message to the targeted PCF.
NOTE 1: Targeting a PCF is not the selection of a PCF but the retrieval of the PCF that has been previously selected.
NOTE 2: The logical function can have multiple instances, while there is only one single logical function addressable by other NFs per PLMN.
***** End of Change # 2 *****
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