SA WG2 Temporary Document

Page 5

SA WG2 Meeting #122
S2-174407
26-30 June 2017, San Jose Del Cabo, Mexico
(revision of S2-17xxxx)
Source:
Samsung

Title:
TS 23.502: Roaming support for AF influenced traffic steering
Document for:
Approval

Agenda Item:
6.5.3
Work Item / Release:
NextGen / Release 15
Abstract of the contribution: This contribution updates section 4.3.6.2 and 4.3.6.3 to include details on AF interaction for the home routed roaming scenario. It also suggests renaming title of section 4.3.6.3 (Notification of DNAI change) to be consistent with the description in 23.501 along with updates including removal of call flow and related steps.
Discussion

This contribution updates sections specific to application function influence on traffic routing. The following changes are proposed:

· In section 4.3.6.2, text is updated to include roaming support for HR scenario where AF is also located in the home network. Corresponding editor’s note is removed.
· In section 4.3.6.3, text is updated to include statement related to notification for HR scenario where AF is located in the home network. It also includes updates related to renaming title of section 4.3.6.3 to “Notification of User Plane Management Events” which is aligned with the description in 23.501. It also removes notification call flow and steps involved since they are not adding more details compare to what is already included in section 5.6.7 of 23.501 specification.
There are four possible scenarios exist for roaming:

1. Local breakout roaming scenario - AF is in visited network: This scenario is similar to non-roaming scenario and hence there is no additional processing required.
2. Local breakout roaming scenario - AF is in home network: This scenario involves H-PCF – V-PCF communication for which V-PCF needs to update its policy function to support AF of the home network which may not be desirable. Currently, there is an editor’s note exist in section 2.1 of annex A of 23.501 saying “The need for this roaming scenario with local breakout and AF in HPLMN is FFS. Resolution of this editor's note also depends on feedback from GSMA”. Decision taken for this editor’s note should be reflected to this section.
3. Home routed roaming scenario - AF is in visited network: Current architecture defined in section 4.2.4 of 23.501, does not support this scenario.
4. Home routed roaming scenario - AF is in home network. This scenario is discussed in this contribution. Updates are in section 4.3.6.2 and notifications updates corresponding to this is included in section 4.3.6.3.
The following is a call flow showing home routed roaming support for AF resided in the home network (scenario 4 described above):
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Figure 1 – Home routed roaming support for AF when AF is resided in the home network
As shown in above figure, the AF request information is received from the AF which may be trusted or un-trusted. Untrusted AF communicates with the PCF via an NEF in the home network.

Once a PDU-CAN Modification is received, the H-SMF updates its user plane resources and at the same time instructs V-SMF to do the same by forwarding the PDU-CAN Modification to it. The V-SMF may notifies AN/UE based on the type of updates required by the AF.

Once acknowledgement of the PDU-CAN Modification is received, H-SMF sends UP management event notification to AF directly or via NEF. 
Proposal

***** Start of Change #1 *****
4.3.6.2
Processing AF requests to influence traffic routeing
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Figure 4.3.6.2-1: Processing AF requests to influence traffic routeing

NOTE 1:
The 5GC functions used in this scenario are assumed to all belong to the same PLMN (HPLMN in non roaming case or VPLMN in case of a PDU session in LBO mode).
Editor’s note: A Local Breakout scenario where AF resides in the HPLMN mentioned in TS 23.501[2] clause 4.2.4, requires updates to PCF in VPLMN for an AF from HPLMN requesting AF Traffic Steering Request. Support of AF influenced on traffic steering for that scenario relies on the outcome of editor’s note mention in section TS 23.501[2] clause 2.1 of Annex A.



1.
The AF creates an AF Traffic steering request. The content of this request is defined in 23.501 [2] clause 5.6.7. The request contains also an AF Transaction Id. In case it subscribes to events related with PDU sessions the AF indicates also where it desires to receive the corresponding notifications (AF notification reporting information).

2.
Depending on the deployment, the AF may send its request via the NEF or supports following functionalities assigned to the NEF in this procedure: Information mapping and transfer of the content of the AF request to the PCF.

2a:
If the request targets an IP UE address (i.e. a specific ongoing session), the AF may send its request directly to the PCF or via the NEF.
2b:
When the request is not for a specific ongoing session, the AF sends its request via NEF.

When required the NEF authenticates the AF and authorizes the AF request.


The NEF may ensure the necessary mapping from the information provided by the AF into information needed by the 5GC, e.g. mapping from AF-Service-Identifier into:

-
a target DNN and slicing information (S-NSSAI).

-
a list of DNAI(s) and routing profile ID(s).

NOTE 2:
The NEF can only derive a list of DNAI(s) from the AF-Service-Identifier when the DNAI(s) being used by the applications are statically defined. When the DNAI(s) where applications are instantiated may vary dynamically then the AF should explicitly provide DNAI(s) and N6 routing information in its request.


The NEF stores AF notification reporting information received from the AF and maps it to NEF notification reporting information intended for PCF(s).

3.
The AF request has to be sent to the relevant PCF(s).

3a
When the AF request targets an individual UE identified by its IP address, one single PCF needs to be involved i.e. the PCF that serves the corresponding PDU session. The selection of the PCF(s) that will receive the AF request is done by the NEF when a NEF is involved or by the AF itself otherwise. The selection of the PCF is described in TS 23.501 [2], clause 6.3

Editors' Note: it is FFS whether the AF Request may correspond to a list IP addresses / IPv6 Prefixed of on-going PDU sessions. If that were the case the request would have to be forked to multiple PCF.

3b
When the AF request targets multiple UE (i.e. a group of UE or all UE having a PDU session associated with the target DNN and S-NSSAI) it may be needed to involve multiple PCF(s). The way for the NEF to provide the content of AF request to all potentially impacted PCF(s) is described in TS 23.501 [2], clause 6.3
4.
The PCF (case 3a) / NEF (case 3b) generates an AF Traffic steering response.

5.
When the AF request is considered as semi-permanent (i.e. does not target an individual IP address / Prefix allocated to an UE) the PCF stores the AF request for usage by future PDU-CAN sessions.

6.
The PCF determines if existing PDU-CAN sessions are impacted by the AF request. For each of these PDU-CAN sessions, the PCF updates the SMF with corresponding new policy rule(s) via a PDU-CAN session modification. 
7.
The SMF acknowledges PDU-CAN session modification received from the PCF.

8.
When a policy rule received from the PCF requires it, the SMF may take appropriate actions to reconfigure the User plane of the PDU session such as:

-
Inserting (and configuring) a new UPF in the data path to e.g. act as an UL CL or a Branching Point e.g. as described in clause 4.3.5.2

-
Allocate a new Prefix to the UE (when IPv6 multi-Homing applies)

-
Updating the UPF in the target DNAI with new traffic steering rules
-
Notifying an SMF in VPLMN by forwarding the PDU-CAN session modification for a home routed roaming scenario where AF is resided in HPLMN
-
Notify the application  when a trigger notification has been met. This is further detailed in clause 4.3.6.3.
***** End of Change #1 *****

***** Start of Change #2 *****
4.3.6.3
Notification of User Plane Management Events
The SMF may send a notification to the AF if the AF had subscribed to notifications of changes to DNAI (DN Access Identifier) as described in clause 4.3.6.2 and in TS 23.501 [2] clause 5.6.7. The following are the examples of such events: 
· A PDU session anchor in a DNAI identified in the AF subscription request has been established or released.

· The SMF has received a request for AF notification and the on-going PDU session meets the conditions to notify the AF.
The SMF uses notification reporting information received from PCF to issue the notification either via an NEF or directly to the AF. For home routed roaming scenario where AF is resided in HPLMN, the SMF in HPLMN sends notification to the AF once it receives acknowledgement of PDU-CAN session modification from the SMF in VPLMN.













***** End of Change #2 *****
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