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Abstract of the contribution: This pCR proposes a call flow for the UE triggered Service Request procedure over non-3GPP access in CM-IDLE state, based on the EAP-5G intermediate layer and on the assumption that the pre-shared key previously received from any access (3GPP or non-3GPP) is reused to prevent full authentication. 
Discussion
At last SA2 meeting, it was agreed to only include main principles for the usage of Service Request procedure in non-3GPP access.
· There is no Network triggered Service Request procedure via Untrusted non-3GPP access;

· All PDU sessions are re-activated when the UE connects to the WLAN.

The call flows proposed below are based on the EAP-5G intermediate layer. They are also reusing the maximum of already specified procedures in order to avoid repetitions in the specification. 
Proposal

It is proposed to update TS 23.501 as follows.
FIRST CHANGE
4.12.4
Service Request procedures via Untrusted non-3GPP Access
4.12.4.1
General
The Service Request procedure via Untrusted non-3GPP Access may be used to request the re-establishment of N2-AP signalling and, if a PDU session exists, of the corresponding N3 user plane when the UE is already registered, i.e. the UE is in RM-REGISTER/CM-IDLE state and has a valid 5G temp-id and a valid security context.
The Service Request procedure via Untrusted non-3GPP Access is as described in clause 4.2.3.2 (UE triggered Service Request in CM-IDLE state) with the following exceptions:

-
The Service Request procedure is never a response to a Paging, i.e. there is no Network Initiated Service Request procedure via Untrusted non-3GPP Access; and

-
When the UE uses Service Request, it re-activates all the PDU sessions that were previously established on non-3GPP access.
NEXT CHANGE
4.12.4.2
UE triggered Service Request in CM-IDLE state via Untrusted non-3GPP Access
Editor's note:
Procedure includes aspects required to support network slicing.

The Service Request procedure via Untrusted non-3GPP Access is used by a 5G UE in CM‑IDLE state in non-3GPP access to request the establishment of a secure connection to an AMF via Untrusted non-3GPP Access. 
The procedure is the same as described in clause 4.2.3.2, with the exceptions described below.
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Figure 4.12.x.2-1: UE triggered Service Request procedure via Untrusted non-3GPP Access
1.
As steps 1 to 3b of figure 4.12.2-1. 

2.
As step 3c of figure 4.12.2-1 except that, instead of a NAS Registration Request message, the UE sends a NAS Service Request message.
3. The N3IWF shall select an AMF based on the received AN-Params and local policy, as specified in TS 23.501 [2], clause 4.2.3.2.
As in step 2 of clause 4.2.3.2, the N3IWF sends the N2 Message (MM NAS Service Request, 5G Temporary ID, Location information, RAT type, establishment cause) to the selected AMF with the following differences:

-
The User Location Information shall include UE local IP address and optionally UDP or TCP source port number (if NAT is detected);

Editor's note:
The contents of the establishment cause are FFS.


Based on the PDU session status, the AMF may initiate PDU session release procedure if the PDU session is not available in the UE.
4.
If the AMF cannot find the UE Temporary identifier or cannot successfully perform the key verification, the AMF sends a DL NAS Transport message (cause, NAS Service Reject) to the N3IWF, and the N3IWF forwards the NAS Service Reject encapsulated in an EAP-5G message to the UE, using an IKE_AUTH_RES message.
5.
This step is performed if the AMF can successfully perform the key verification. As in step 5 of figure 4.2.3.2-1, the AMF sends N2 Request (N2 SM information received from SMF, security context, AMF Signalling Connection ID, MM NAS Service Accept) to the N3IWF, with the exceptions that the N2 Request does not contain any Handover Restriction List and that all PDU sessions previously established over non-3GPP access are re-activated.
6.
Completion of EAP procedure and establishment of IPsec SA as in Figure 4.12.2-1 steps 9 and 10.
7.
[Conditional] Same as step 4 of figure 4.12.5-1 except that if the UE triggered the Service Request to establish a signalling connection only, the establishment of CHILD SA(s) is skipped.
8.
The N3IWF forwards the NAS Service Accept to the UE within the established IPsec SA.

9.
After the user plane radio resources are setup, the uplink data from the UE can now be forwarded to the N3IWF. The N3IWF sends the uplink data to the UPF address and Tunnel ID provided in the step 5.

10.
The UE replies with NAS Service Complete within the IPsec SA.
11.
Same as in steps 12 to 17 of figure 4.2.3.2-1.
END OF CHANGES
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10- Figure 4.2.3.2-1 steps 12 to 17







6. Figure 4.12.2-1 steps 9 and 10







1. Figure 4.12.2-1 steps 1 to 3b







2. IKE_AUTH Req (EAP-Res/5G-NAS/AN-Params [S-NSSAI, Temp Id, ...], NAS Service Request)











10. Over IPsec SA (NAS Service Complete)







5. DL NAS Transport (N2 SM information received from SMF, Security Context, NAS Service Accept)







4b. IKE_AUTH Res (EAP-Req/5G-NAS/NAS Service Reject)







4a. DL NAS Transport (NAS Service Reject)







3. Initial UE message (NAS Service Request)







7. Figure 4.12.5-1 steps 4a, 4b, 4c, 4d







8. Over IPsec SA (NAS Service Accept)












