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Abstract of the contribution: This contribution proposes a way to manage the compatibility support for multiple NSIs via the organization of NSSAI.
1 Background 
During the last SA2#121 HangZhou F2F meeting, it has decided that, an NSSAI can support upto 8 S-NSSAIs.  However, it is also understood that, not all NSIs corresponding to the Allowed S-NSSAIs are necessarily compatible with each other such that they can operate concurrently to share the same serving AMF.  Therefore, it is necessary to find a way to allow the network and the UE to coordinate the support for the UE attached NSIs that are compatible to share the same serving AMF to operate concurrently.    
2 Discussions and Considerations
When the UE initiates multiple PDU session requests that are corresponding to different NSIs, two fundamental considerations come to the picture: 

Q1:  Is the Requested S-NSSAI allowed (i.e. Allowed S-NSSAI)?  

Q2:  Can the target services corresponding to S-NSSAIs be co-existed? 

Given only the network is the one who has the full knowledge for the answers for the two questions above, the UE will require assistance from the network to provide clear indications and policy so that it can make the proper decision to construct the PDU session establishment requests towards the target NSI(s).  

Observation#1: UE requires assistance from the network to indicate what are the target services supported at the UE’s registration area and can co-exist.

The Allowed S-NSSAI is determined during the UE registration.  The RAN relies on the UE provided NSSAI to route the UE registration request towards the target AMF.  However, Allowed S-NSSAIs do not imply that these S-NSSAIs are all compatible to serve the same AMF and co-exist. Based on Observation#1 above, it would be beneficial to organize the S-NSSAIs to be configured in the UE in such a way that, the UE is not required to first be rejected by the network in order to determine the compatibility of the target NSIs that serve the set of Allowed S-NSSAIs at the UE’s registration area.      
Observation#2: It is beneficial to configure the UE with the set of S-NSSAIs that are compatible with each other to support the UE registration in order to simplify the communication between the UE and the network to determine the compatibility among the set of Allowed S-NSSAIs at the UE’s registration area. 
Allowed S-NSSAIs do not imply that they all can be served simultaneously by the network at the UE’s current registration area, it would be beneficial to allow the UE to indicate the UE’s preference in term of the relative priorities among the group of compatible Allowed S-NSSAIs to be served by the network.  Such information would be useful for the network to make the decision to select particular group of Allowed S-NSSAIs to be served at the UE’s registration area.    

Observation#3: It is beneficial to allow the UE to indicate the UE’s preference in term of the relative preference among the group of compatible Allowed S-NSSAIs to be served by the network at the UE’s current registration area.  If no preference is indicated by the UE to the network, it is the network decision to determine the priority handling of the Requested NSSAI. 
There was concern that, it would be difficult for operators to coordinate with their different roaming partners for the set of compatible NSIs that can co-exist.  This paper would argue that it should not be impossible for the roaming partners to coordinate among themselves given they need to agree on the set of NSSAI/S-NSSAI for roaming support anyway.  Even though the standardized SST within the S-NSSAI or the default S-NSSAI is to be used for roaming, the expected SLA is still needed between the roaming partners.  This implies that some form of prior roaming agreements that may include the compatibility among the set of roaming NSSAIs/S-NSSAIs could be made between operators.  If the VPLMN chooses not to disclose the S-NSSAIs’ coexistence compatibility with the HPLMN, the HPLMN can refer to the roaming SLA to assume certain compatibility behaviour when organizing the S-NSSAIs, and configure the UE to fall back to use the default or standardized S-NSSAI if VPLMN rejects the HPLMN assumption.       
Observation#4: It is expected that some form of prior roaming agreements that may include the compatibility among the set of roaming NSSAIs/S-NSSAIs could be made between operators.  If the VPLMN chooses not to disclose the compatibility with the HPLMN, the HPLMN can just assume certain compatibility behaviour based on the roaming SLA to organize the S-NSSAIs, and configure the UE to fall back to use the default or standardized S-NSSAI if VPLMN rejects the HPLMN assumption.  
In case that the serving PLMN rejects any S-NSSAI from the Requested NSSAI due to incompatibility with other S-NSSAIs, the network should indicate such incompatibility reason in the cause when responding to the UE in the Registration Response.  Based on operator’s policy, the UE can then decide its subsequent fall back option, such as to register with the serving PLMN using the default or standardized S-NSSAI, if applicable. 
Observation#5: In case that the serving PLMN rejects any S-NSSAI from the Requested NSSAI due to incompatibility with other S-NSSAIs, the network should indicate such incompatibility reason in the cause when responding to the UE in the Registration Response.  Based on operator’s policy, the UE can then decide its subsequent fall back option, such as to register with the serving PLMN using the default or standardized S-NSSAI, if applicable.  
3 Proposal

Based on the four observations as discussed above, this paper proposed the following approach to address the co-existence coordination among the set of Allowed S-NSSAIs and their corresponding serving NSIs. 
(1) A UE may be provisioned with more than one NSSAI.

(2) A NSSAI contains one or more S-NSSAI as described in clause 5.15.2.1 in TS 23.501.

The NSSAI is a collection of S-NSSAIs (Single Network Slice Selection Assistance Information). There can be at most 8 S-NSSAIs in the NSSAI sent in signalling messages between the UE and the Network. Each S-NSSAI assists the network in selecting a particular Network Slice instance.
(3) Operator will organize the group of compatible S-NSSAIs into the same “Configured” NSSAI when provisioning the UE.  All the NSIs that serve the corresponding S-NSSAIs within the same Configured NSSAI can co-exist and can be served by the same AMF.   
(4) For the S-NSSAIs from different Configured NSSAIs, the S-NSSAI’s and their corresponding serving NSIs are not expected to be compatible to co-exist.

(5) During the UE registration, UE requests either the entire or the subset of the Configured NSSAI (i.e. Requested NSSAI) to the network. The UE may indicate the priority preference for the Requested NSSAI so that the serving AMF can keep such information in the UE’s context for future operational decision reference. The network will respond to the UE by marking which S-NSSAI within the Requested NSSAI is allowed (i.e. Allowed S-NSSAI). 
(6) In case of network rejecting the Requested S-NSSAI due to incompatibility with other S-NSSAIs, Network should always indicate incompatibility reason in the cause when responding to the UE in the Registration Response.  Based on operator’s policy, the UE can then decide its subsequent fall back option, such as to register with the serving PLMN using the default or standardized S-NSSAI instead.
	The benefits of this approach as proposed above are as follows:

· allow flexibility from operators to decide how to organize the NSIs which is not limited by having the same or different SST or SD

· simplify the RAN's configuration to support the routing of the NSSAI to the target AMF because the NSSAI contains the group of the compatible S-NSSAIs which can be served by the same AMF

· simplify the UE's application binding decision when requesting the PDU session establishment by knowing for which services corresponding to the S-NSSAIs can coexist

· supporting UE's preference to indicate the relative priority among the Requested NSSAIs to the network


The following figure describes the concept for the above proposal. 
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Figure-1: Organization of Compatible “Allowed” S-NSSAIs within the UE for Co-existence Support for a given PLMN
4 Conclusions

It is proposed to adopt the entire concepts of the organization structure of the NSSAIs and their relationship with their respective S-NSSAIs as described in clause 3 above.  The appropriate text will be prepared for TS 23.501 and TS 23.502 in the next SA2#122Bis meeting accordingly. 
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