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Rationale for the changes
This is a P-CR managed by the TS rapporteur with “simple terminology corrections and alignments” that applies to TS 23.501/TS 23.502/TS 23.abc. 
1) Alignment: Replace “UE context release in the AN” procedure with the new term “NAS signalling connection release” procedure – 
During SA2#122bis, TS 23.502 section 4.2.6 title was modified from “UE context release in the AN” to “NAS signalling connection release”. Thus 23.501 references should be modified appropriately. 

2) Alignment: Change N2/3 -> NG-C/U; N2AP -> NGAP in the definitions and everywhere N2AP is used. 
Figures to be updated (N2->NG-C; N3->NG-U) by the Editor if the text changes are all accepted.
3) Correction: 5G-RAN, NG RAN -> NG-RAN
4) Correction: Nx->N26; N2X->N27

5) Temporary Identifier -> 5G-GUTI.
6) Remove the following EN from 4.2.7 as a number has been assigned for this reference point now:

Editor's note:
The number used for the reference point between AMF and NSSF may need to be updated based on removed/added reference points.
7) Clean up: “Network Slice Selection Assistance Information” -> “NSSAI” (in the introduction of S-NSSAI in the text)

8) Clean up: “Local Area Data Network” -> “LADN” (use acronym outside of its definition)
9) Alignment: “Permanent Equipment Identifier” or “ME Identity” or “Mobile Equipment Identifier” -> “PEI” (use acronym outside of its definition)

10) Clean up and Alignment: it was agreed during SA2#122bis that we do not differentiate Internal/External Exposure rather we just “Exposure”. Thus the description of section 7.3 has been fixed to remove the term “external”

11) Correction: NG9 -> N9
12) Correction: SEAF should be Security Anchor Functionality and not Security Anchor Function as this is not a standalone network function in the 5G System architecture.
Following table lists all the terminology corrections/alignments identified during SA2#122E meeting discussion:
	Item
	Type of change
	Proposal and rationale
	Agreeable (Yes/No)

	1
	Terminology Alignment
	“UE context release in the AN” procedure -> “NAS signalling connection release” procedure as specified.
	Addressed by S2-176736 submitted to eMeeting.
Deferred to SA2#123

	2
	Terminology Alignment
	N2AP -> NGAP in the definition and everywhere N2AP is used
	eMeeting outcome: 

Yes:

	3
	Terminology Alignment
	N2->NG-C; N3->NG-U
	Huawei (Patrice) has concerns with this alignment proposal.
Ericsson (Magnus), CMCC (Tao), Intel (Saso) have concerns with this proposal.

	4
	Terminology correction
	5G-RAN, NG RAN->NG-RAN
	eMeeting outcome: 

Yes:

	5
	Terminology correction
	Nx->N26; N2X->N27
	eMeeting outcome: 

Yes:

	6
	Terminology consistency
	Temporary Identifier/Temporary identity -> 5G-GUTI
	eMeeting outcome: 

Yes:

	7
	Cleanup
	1) Remove the following EN from 4.2.7 as a number has been assigned for this reference point now:

Editor's note:
The number used for the reference point between AMF and NSSF may need to be updated based on removed/added reference points.

	eMeeting outcome: 

Yes:

	8
	
	“Network Slice Selection Assistance Information” -> “NSSAI” (in the introduction of S-NSSAI in the text)
	eMeeting outcome: 

Yes:

	10
	
	“Permanent Equipment Identifier” or “ME Identity” or “Mobile Equipment Identifier” -> “PEI” (use acronym outside of its definition)
	eMeeting outcome: 

Yes:

	11
	Terminology correction
	NG9 -> N9

	eMeeting outcome: 

Yes:

	12
	Terminology correction
	1) “Local Area Data Network” -> “LADN” (use acronym outside of its definition)

	Patrice: OK with the removal of the "(Local area Data Network)" clarification. However, I would keep the "Local Area Data Network" in full form in 5.13, as it is referencing the concept, rather than the DN itself.

eMeeting outcome: 

Yes except 5.13 occurrence.

	13
	Terminology correction
	2) “Permanent Equipment Identifier” or “ME Identity” or “Mobile Equipment Identifier” -> “PEI” (use acronym outside of its definition)
	eMeeting outcome: 

Yes

	14
	Terminology correction
	it was agreed during SA2#122bis that we do not differentiate Internal/External Exposure rather we just “Exposure”. Thus, the description of section 7.3 has been fixed to remove the term “external”


	eMeeting outcome: 

Yes:

	15
	Terminology correction
	SEAF should be Security Anchor Functionality and not Security Anchor Function as this is not a standalone network function in the 5G System architecture.

Security Anchor Function -> Security Anchor Functionality
	eMeeting outcome: 

Yes 

	16
	Terminology correction
	Core Access and Mobility Management Function (AMF) -> Access and Mobility Management Function (AMF);
	eMeeting outcome: 

Yes

	17
	Terminology correction
	Data network (DN) -> Data Network (DN)
	eMeeting outcome: 

Yes:

	18
	Terminology correction
	
Unstructured Data Storage network function (UDSF) -> Unstructured Data Storage Function
	eMeeting outcome: 

Yes:

	19
	Terminology correction
	Clauses 4.2.3.2, 4.2.3.3:

5G UE -> UE
	None identified in 23.501
Should be aligned in 23.502

eMeeting outcome: 

Yes:

	20
	Terminology change
	Relocation -> Re-allocation
	Devaki: Concerns that this may need to be done depending on the type of scenario (e.g. handover, fallback, mobility reg. update, also is this for RAN/AMF/UPF relocation/re-allocation etc) thus not a simple change.

Perhaps relocation is for “node change with mobility”. Re-allocation is for “node change without mobility”.

Patrice: shares the same concern. I share your concern. It might be OK to change in certain occurrences, but "relocation" is the proper term in certain circumstances. This would require finer grain check.

eMeeting outcome: 

No

	21
	Term correction
	Must -> shall
	eMeetiing outcome: 
deferred, need to check on a case by case basis.

	22
	Drafting rules
	Avoid use of “may” and “shall” in a note:

· 4.2.3 note 4
· 4.2.4 first note

· 4.2.7 note under N27

· 4.2.8.2.2 note 4

· 4.3.1 note 2 (optional support statements in note 1 should probably not be in a note either)

· 4.4.2.1 notes 1 and 2

· 4.4.5 note

· 5.6.4.3 note 2 and 3

· 5.6.6 first note

· 5.6.7 note 1

· 5.6.10.2 note 1 and 2

· 5.7.1.8 note 1

· 5.7.2.2 note 1

· 5.7.6.2 note 2 and 3

· 5.7.6.3 note 1

· 5.15.5.2.2 first note (a "shall" !)

· 5.17.2.3.1 note 2

· 5.17.2.3.2 note 1

· 6.3.1 note 2

· 8.3.1 notes 1 and 3

· A.2.1 note 3

· A.3.1.3.3  note Y2 ("should")

· A.3.1.11 note


	Annex A not to be worked on as this will be moved to a new TS eventually:

· I understand that Annex A probably needs to be handled separately, and probably not as part of this paper. I would hope that the contributions that move the content take this list in account :) Note: I am not sure it is always obvious how to replace the terms. You should probably only do this where you have no doubt on what to use in replacement, and leave the other cases for a contribution to a next meeting.

eMeeting outcome: 

Deferred to next meeting

	23
	ToC changes
	· "reverse hanging paragraph" in 5.4.1.2: there is a single subsection (with only an editor's note) in 5.4.1.2.1 - should consider removing the level 5 heading
· "reverse hanging paragraph" in 5.4.5: should consider removing level 4 heading 5.4.5.1

· "reverse hanging paragraph" in 5.10.2: should consider removing level 4 heading 5.10.2.1

· "reverse hanging paragraph" in 5.11: should consider removing level 3 heading 5.11.1 (and possibly update the title of 5.11 accordingly)

· hanging paragraph in 5.22

· (there are 2 sections A.3.1.3.3)

· hanging paragraph in A.3.1.6, which has actually only 1 sub-heading… it might be considered to either insert a new header or remove A.3.1.6.1

· "reverse hanging paragraph" in A.3.1.10 (A.3.1.10.1 can be removed)

· hanging paragraph in A.3.1.14.3, which has actually only 1 sub-heading… it might be considered to either insert a new header or remove A.3.1.14.3.1

· handing paragraph in A.3.1.15, which has actually only 1 sub-heading… it might be considered to either insert a new header or remove A.3.1.15.1

· hanging paragraph in A.4.2


	· Annex A not to be handled as this will be eventually moved to main body of the TS(es). but in an other contribution. I would propose that we just go with the obvious case, i.e. 5.4.5 + the hanging paragraph in 5.22.



	24
	Terminology consistency
	· Registration Area or registration area -> Registration Area
	


2
Proposed modification

It is proposed to modify TS 23.501 as follows:

* * * * Start Change * * *.*
2
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3
Definitions and abbreviations
3.1
Definitions

For the purposes of the present document, the terms and definitions given in TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in TR 21.905 [1].

5G Access Network: An access network comprising a NG-RAN and/or non-3GPP AN connecting to a 5G Core Network.
5G Core Network: The core network specified in the present document. It connects to a 5G Access Network.

5G QoS Flow: The finest granularity for QoS forwarding treatment in the 5G System. All traffic mapped to the same 5G QoS Flow receive the same forwarding treatment (e.g. scheduling policy, queue management policy, rate shaping policy, RLC configuration, etc.). Providing different QoS forwarding treatment requires separate 5G QoS Flow.
5G QoS Indicator: A scalar that is used as a reference to a specific QoS forwarding behaviour (e.g. packet loss rate, packet delay budget) to be provided to a 5G QoS Flow. This may be implemented in the access network by the 5QI referencing node specific parameters that control the QoS forwarding treatment (e.g. scheduling weights, admission thresholds, queue management thresholds, link layer protocol configuration, etc.).
5G System: 3GPP system consisting of 5G Access Network (AN), 5G Core Network and UE.
Allowed NSSAI: an NSSAI provided by the serving PLMN during e.g. a registration procedure, indicating the NSSAI allowed by the network for the UE in the serving PLMN for the current registration area.
Allowed area: Area where the UE is allowed to initiate communication as specified in clause 5.3.2.3.

AMF Region: An AMF Region consists of one or multiple AMF Sets.

AMF Set: An AMF Set consists of some AMFs that serve a given area and network slice. Multiple AMF Sets may be defined per AMF Region and network slice(s).

Application identifier: An identifier that can be mapped to a specific application traffic detection rule.

Configured NSSAI: an NSSAI that has been provisioned in the UE.
DN Access Identifier (DNAI): For a DNN, Identifier of a user plane access to the DN.

Forbidden area: An area where the UE is not allowed to initiate communication as specified in clause 5.3.2.3.

Initial Registration: UE registration in RM-DEREGISTERED state as specified in clause 5.3.2.

Local Area Data Network: a DN that is accessible by the UE only in specific locations, that provides connectivity to a specific DNN, and whose availability is provided to the UE.
Mobility pattern: Network concept of determining within an NF the UE mobility parameters as specified in clause 5.3.2.4.

Mobility Registration update: UE re-registration when entering new TA outside the TAI List as specified in clause 5.3.2.
MPS-subscribed UE: A UE having a USIM with MPS subscription.

NGAP UE association: The logical per UE association between a 5G AN node and an AMF.

NGAP UE-TNLA-binding: The binding between a NGAP UE association and a specific TNL association for a given UE.

Network Function: A 3GPP adopted or 3GPP defined processing function in a network, which has defined functional behaviour and 3GPP defined interfaces.

NOTE 2:
A network function can be implemented either as a network element on a dedicated hardware, as a software instance running on a dedicated hardware, or as a virtualised function instantiated on an appropriate platform, e.g. on a cloud infrastructure.
Network instance: Information identifying a domain. Used by the UPF for traffic detection and routing in case of different IP domains or overlapping IP addresses.
Network Slice: A logical network that provides specific network capabilities and network characteristics.

Network Slice instance: A set of Network Function instances and the required resources (e.g. compute, storage and networking resources) which form a deployed Network Slice.

NF service: a functionality exposed by a NF through a service based interface and consumed by other authorized NFs.

NF service operation: An elementary unit a NF service is composed of.
NG-RAN: A radio access network that supports one or more of the following options with the common characteristics that it connects to 5GC:

1)
Standalone New Radio.

2)
New Radio is the anchor with E-UTRA extensions.

3)
Standalone E-UTRA.

4)
E-UTRA is the anchor with New Radio extensions.

Non-allowed area: Area where the UE is allowed to initiate registration procedure but no other communication as specified in clause 5.3.2.3.
Non-seamless Non-3GPP offload: The offload of user plane traffic via non-3GPP access without traversing either N3IWF or UPF.

PDU Connectivity Service: A service that provides exchange of PDUs between a UE and a Data Network.

PDU Session: Association between the UE and a Data Network that provides a PDU connectivity service.

PDU Session Type: The type of PDU Session which can be IPv4, IPv6, Ethernet or Unstructured.
Periodic Registration update: UE re-registration at expiry of periodic registration timer as specified in clause 5.3.2.

(Radio) Access Network: See 5G Access Network.
Requested NSSAI: the NSSAI that the UE may provide to the network.
Service based interface: It represents how a set of services is provided/exposed by a given NF.

Service Continuity: The uninterrupted user experience of a service, including the cases where the IP address and/or anchoring point change.
Service Data Flow Filter: A set of packet flow header parameter values/ranges used to identify one or more of the packet (IP or Ethernet) flows constituting a Service Data Flow.

Service Data Flow Template: The set of Service Data Flow filters in a policy rule or an application identifier in a policy rule referring to an application detection filter, required for defining a Service Data Flow.
Session Continuity: The continuity of a PDU session. For PDU session of IPv4 or IPv6 type "session continuity" implies that the IP address is preserved for the lifetime of the PDU session.

Subscribed S-NSSAI: S-NSSAI based on subscriber information, which a UE is subscribed to use in a PLMN
Uplink Classifier: UPF functionality that aims at diverting Uplink traffic, based on filter rules provided by SMF, towards Data Network.
* * * * Next Change * * *.*
3.2
Abbreviations

For the purposes of the present document, the abbreviations given in TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in TR 21.905 [1].

5GC
5G Core Network

5GS
5G System
5G-AN
5G Access Network

5G-GUTI
5G Globally Unique Temporary Identifier
5G-S-TMSI
5G S-Temporary Mobile Subscription Identifier
5QI
5G QoS Identifier
AF
Application Function

AMF
Access and Mobility Management Function

AS
Access Stratum

AUSF
Authentication Server Function
CP
Control Plane

DL
Downlink

DN
Data Network

DNN
Data Network Name

FQDN
Fully Qualified Domain Name

GFBR
Guaranteed Flow Bit Rate

GUAMI
Globally Unique AMF Identifier
LADN
Local Area Data Network

MFBR
Maximum Flow Bit Rate

MICO
Mobile Initiated Connection Only

NAI
Network Access Identifier

NEF
Network Exposure Function

NF
Network Function

NR
New Radio

NRF
Network Repository Function
NSSAI
Network Slice Selection Assistance Information
NSSF
Network Slice Selection Function

PCF
Policy Control Function

PEI
Permanent Equipment Identifier

PFDF
Packet Flow Description Function

QFI
QoS Flow Identifier
QoE
Quality of Experience

(R)AN
(Radio) Access Network
SA NR
Standalone New Radio

SBA
Service Based Architecture

SBI
Service Based Interface
SEAF
Security Anchor Functionality
SMF
Session Management Function

S-NSSAI
Single Network Slice Selection Assistance Information
SUPI
Subscription Permanent Identifier

UDSF
Unstructured Data Storage Function

UL
Uplink

UL CL
Uplink Classifier

UPF
User Plane Function
UDR
Unified Data Repository
* * * * Next Change * * *.*
4.2
Architecture reference model

4.2.1
General

This specification describes the architecture for the 5G system. The 5G architecture is defined as service-based and the interaction between network functions is represented in two ways.
-
A service-based representation, where network functions (e.g. AMF) within the Control Plane enables other authorized network functions to access their services. This representation also includes point-to-point reference points where necessary.

-
A reference point representation, shows the interaction exist between the NF services in the network functions described by point-to-point reference point (e.g. N11) between any two network functions (e.g. AMF and SMF).

Service-based interfaces are listed in clause 4.2.6. Reference points are listed in clause 4.2.7.

Network functions within the 5GC Control Plane shall only use service-based interfaces for their interactions.

NOTE:
The interactions between NF services within one NF will not be specified in this release.

4.2.2
Network Functions and entities

The 5G System architecture consists of the following network functions (NF). The functional description of these network functions is specified in clause 6.

-
Authentication Server Function (AUSF)

-
Access and Mobility Management Function (AMF)

-
Data Network (DN), e.g. operator services, Internet access or 3rd party services

-
Unstructured Data Storage Function (UDSF)

-
Network Exposure Function (NEF)

-
NF Repository Function (NRF)
-
Network Slice Selection Function (NSSF)
-
Policy Control function (PCF)

-
Session Management Function (SMF)

-
Unified Data Management (UDM)
-
Unified Data Repository (UDR)
-
User plane Function (UPF)

-
Application Function (AF)

-
User Equipment (UE)

-
(Radio) Access Network ((R)AN)
-
5G-Equipment Identity Register (5G-EIR)
4.2.3
Non-roaming reference architecture

Figure 4.2.3-1 depicts the non-roaming reference architecture. Service-based interfaces are used within the Control Plane.
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Figure 4.2.3-1: 5G System architecture

Figure 4.2.3-2 depicts the 5G System architecture in the non-roaming case, using the reference point representation showing how various network functions interact with each other.
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Figure 4.2.3-2: Non-Roaming 5G System Architecture in reference point representation

NOTE 2:
N9, N14 are not shown in all other figures however they may also be applicable for other scenarios.

NOTE 3:
For the sake of clarity of the point-to-point diagrams, the UDSF, NEF and NRF have not been depicted. However, all depicted Network Functions can interact with the UDSF, UDR, NEF and NRF as necessary.

NOTE 4:
The UDM uses subscription data and authentication data and the PCF uses policy data that may be stored in UDR (refer to section 4.2.5)..
NOTE 5:
For clarity, the UDR and its connections with other NFs, e.g. PCF, are not depicted in the point-to-point and service-based architecture diagrams. For more information on data storage architectures refer to section 4.2.5.
Figure 4.2.3-3 depicts the non-roaming architecture for UEs concurrently accessing two (e.g. local and central) data networks using multiple PDU Sessions, using the reference point representation. This figure shows the architecture for multiple PDU sessions where two SMFs are selected for the two different PDU sessions. However, each SMF may also have the capability to control both a local and a central UPF within a PDU session.
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Figure 4.2.3-3: Applying non-roaming 5G System architecture for multiple PDU session in reference point representation

Figure 4.2.3-4 depicts the non-roaming architecture in case concurrent access to two (e.g. local and central) data networks is provided within a single PDU session, using the reference point representation.
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Figure 4.2.3-4: Applying non-roaming 5G System architecture for concurrent access to two (e.g. local and central) data networks (single PDU session option) in reference point representation

4.2.4
Roaming reference architectures

Figure 4.2.4-1 depicts the 5G System roaming architecture with local breakout with service-based interfaces within the Control Plane.
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Figure 4.2.4-1 Roaming 5G System architecture- local breakout scenario in service-based interface representation
NOTE:
In the LBO architecture. The PCF in the VPLMN may interact with the AF in order to generate PCC Rules for services delivered via the VPLMN. The PCF in the VPLMN uses locally configured policies according to the roaming agreement with the HPLMN operator as input for PCC Rule generation. The PCF in VPLMN has no access to subscriber policy information from the HPLMN.
Figure 4.2.4-3 depicts the 5G System roaming architecture in case of home routed scenario when service-based interfaces within the Control Plane.
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Figure 4.2.4-3 Roaming 5G System architecture - home routed scenario in service-based interface representation

Figure 4.2.4-4 depicts 5G System roaming architecture in case of local break out scenario using the reference point representation.
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Figure 4.2.4-4: Roaming 5G System architecture - local breakout scenario in reference point representation

NOTE:
For the sake of clarity the NRF is not been depicted in reference point architecture figures – see Figure 4.2.4-X for details on NRF and NF interfaces.
The following figure 4.2.4-6 depicts the 5G System roaming architecture in case of home routed scenario using the reference point representation.
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Figure 4.2.4-6: Roaming 5G System architecture-Home routed scenario in reference point representation
NOTE:
For the roaming scenarios described above each PLMN can independently implement proxy functionality to simplify interconnection and hide topology on some or all of the inter-PLMN interfaces. The use and functionality of such proxy functions is deployment specific and is not defined in this specification.  The use of a proxy function in one PLMN imposes no requirements on the other PLMN.
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Figure 4.2.4-7: NRF Roaming architecture in reference point representation
* * * * Next Change * * *.*
4.2.7
Reference points

The 5G System Architecture contains the following reference points:

N1:
Reference point between the UE and the AMF.

N2:
Reference point between the (R)AN and the AMF.

N3:
Reference point between the (R)AN and the UPF.

N4:
Reference point between the SMF and the UPF.

N6:
Reference point between the UPF and a Data Network.

NOTE:
The traffic forwarding details of N6 between a UPF acting as an uplink classifier and a local data network will not be specified in this release.

N9:
Reference point between two UPFs.

The following reference points show the interactions that exist between the NF services in the NFs. These reference points are realized by corresponding NF service-based interfaces and by specifying the identified consumer and producer NF service as well as their interaction in order to realize a particular system procedure.

N5:
Reference point between the PCF and an AF.

N7:
Reference point between the SMF and the PCF.

N24:
Reference point between the PCF in the visited network and the PCF in the home network.

N8:
Reference point between the UDM and the AMF.
N10:
Reference point between the UDM and the SMF.

N11:
Reference point between the AMF and the SMF.

N12:
Reference point between AMF and AUSF.

N13:
Reference point between the UDM and Authentication Server function the AUSF.

N14:
Reference point between two AMFs.

N15:
Reference point between the PCF and the AMF in case of non-roaming scenario, PCF in the visited network and AMF in case of roaming scenario.

N16:
Reference point between two SMFs, (in roaming case between SMF in the visited network and the SMF in the home network).

N17:
Reference point between AMF and 5G-EIR.

N18:
Reference point between any NF and UDSF.

N22:
Reference point between AMF and NSSF.


N27:
Reference point between NRF in the visited network and the NRF in the home network.
NOTE: in some cases, a couple of NFs may need to be associated with each other to serve a UE.
In addition to the reference points above, there are interfaces/reference point(s) between SMF and the charging system CDF and OCS). The reference point(s) are not depicted in the architecture illustrations in this specification.

NOTE:
The functionality of these interface/reference points are defined in TS 32.240 [41].
* * * * Next Change * * *.*
4.2.8
Support of non-3GPP access

4.2.8.1
General Concepts to Support Non-3GPP Access

The 5G Core Network supports the connectivity of the UE via non-3GPP access networks, e.g. WLAN access.

Only the support of non-3GPP access networks deployed outside the NG-RAN (referred to as "standalone" non-3GPP accesses) is described in this clause.

In this release of specification, 5G Core Network only supports untrusted non-3GPP accesses.

The N2 and N3 reference points are used to connect standalone non-3GPP accesses to 5G Core Network control-plane functions and user-plane functions respectively.

A UE that accesses the 5G Core Network over a standalone non-3GPP access shall, after UE attachment, support NAS signalling with 5G Core Network control-plane functions using the N1 reference point.

When a UE is connected via a NG-RAN and via standalone non-3GPP accesses, multiple N1 instances shall exist for the UE i.e. there shall be one N1 instance over NG-RAN and one N1 instance over non-3GPP access.
A UE simultaneously connected to the same 5G Core Network of a PLMN over 3GPP access and non-3GPP access shall be served by a single AMF if the selected N3IWF is located in the same PLMN as the 3GPP access.

When a UE is connected to a 3GPP access of a PLMN, if the UE selects the N3IWF and the N3IWF is located in a PLMN different from the PLMN of the 3GPP access, e.g. a different VPLMN or the HPLMN, the UE is served separately by the two PLMNs. The UE is registered with two separate AMFs. PDU sessions over the 3GPP access are served by V-SMFs different from the V-SMF serving the PDU sessions over the non-3GPP access.

The PLMN selection for the 3GPP access does not depend on the N3IWF selection. If a UE is registered over a non-3GPP, the UE performs PLMN selection for the 3GPP access independently of the PLMN to which the N3IWF belongs.
Non-3GPP access networks shall be connected to the 5G Core Network via a Non-3GPP InterWorking Function (N3IWF). The N3IWF interfaces to 5G Core Network control-plane functions and user-plane functions via N2 interface and N3 interface, respectively.

A UE shall establish an IPSec tunnel with the N3IWF to attach to the 5G Core Network over untrusted non-3GPP access. The UE shall be authenticated by and attached to the 5G Core Network during the IPSec tunnel establishment procedure. Further details for UE attachment to 5G Core Network over untrusted non-3GPP access are described in 4.12.2 in TS 23.502 [3].

It shall be possible to maintain the UE signalling connection with the AMF after all the PDU sessions for the UE over the non-3GPP access have been released or handed over to 3GPP access.
N1 NAS signalling over standalone non-3GPP accesses shall be protected with the same security mechanism applied for N1 over a 3GPP access.

Editor's note:
How QoS is supported via the N3IWF and untrusted non-3GPP accesses is FFS.
4.2.8.2
Architecture Reference Model for Non-3GPP Accesses

4.2.8.2.1
Non-roaming Architecture for Non-3GPP Accesses
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Figure 4.2.8.2.1-1: Non-roaming architecture for 5G Core Network with non-3GPP access
NOTE 1:
The reference architecture in figure 4.2.8.2.1-1 only shows the architecture and the network functions directly connected to non-3GPP access, and other parts of the architecture are the same as defined in clause 4.2.
NOTE 2:
The reference architecture in figure 4.2.8.2.1-1 supports service based interfaces for AMF, SMF and other NFs not represented in the figure.

NOTE 3:
The two N2 instances in Figure 4.2.8.2.1-1 apply to a single AMF for a UE which is simultaneously connected to the same 5G Core Network over 3GPP access and non-3GPP access.
NOTE 4
The two N3 instances in Figure 4.2.8.2.1-1 may apply to different UPFs when different PDU sessions are established over 3GPP access and non-3GPP access.
4.2.8.2.2
Roaming Architecture for LBO for Non-3GPP Accesses, N3IWF in same PLMN as 3GPP access
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Figure 4.2.8.2.2-1: Roaming architecture for LBO for 5G Core Network with non-3GPP access - N3IWF in the VPLMN

NOTE 1:
The reference architecture in figure 4.2.8.2.2-1 only shows the architecture and the network functions directly connected to support non-3GPP access, and other parts of the architecture are the same as defined in clause 4.2.
NOTE 2:
The reference architecture in figure 4.2.8.2.2-1 supports service based interfaces for AMF, SMF and other NFs not represented in the figure.

NOTE 3:
The two N2 instances in Figure 4.2.8.2.2-1 apply to a single AMF for a UE which is connected to the 5G Core Network over 3GPP access and non-3GPP access simultaneously.
NOTE 4:
The two N3 instances in Figure 4.2.8.2.2-1 may apply to different UPFs when different PDU sessions are established over 3GPP access and non-3GPP access.

4.2.8.2.3
Home-routed Roaming Architecture for Non-3GPP Accesses, N3IWF in same PLMN as 3GPP access
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Figure 4.2.8.2.3-1: Home-routed Roaming architecture for 5G Core Network with non-3GPP access - N3IWF in the same VPLMN as 3GPP access

NOTE 1:
The reference architecture in figure 4.2.8.2.5-1 only shows the architecture and the network functions directly connected to support non-3GPP access, and other parts of the architecture are the same as defined in clause 4.2.
NOTE 2:
The two N2 instances in Figure 4.2.8.2.2-1 apply to a single AMF for a UE which is connected to the 5G Core Network over 3GPP access and non-3GPP access simultaneously.
4.2.8.2.4
Roaming Architecture for LBO for Non-3GPP Accesses, N3IWF in different PLMN from 3GPP access
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Figure 4.2.8.2.4-1: Roaming architecture for 5G Core Network with non-3GPP access - N3IWF in the different PLMN from the 3GPP access

NOTE 1:
The reference architecture in figure 4.2.8.2.4-1 only shows the architecture and the network functions directly connected to support non-3GPP access, and other parts of the architecture are the same as defined in clause 4.2.
NOTE 2:
The reference architecture in figure 4.2.8.2.4-1 supports service based interfaces for AMF, SMF and other NFs not represented in the figure.

NOTE 3:
The two N2 instances in Figure 4.2.8.2.4-1 apply to two different AMFs for a UE which is connected to the 5G Core Network over 3GPP access and non-3GPP access simultaneously.

4.2.8.2.5
Home-routed Roaming Architecture for Non-3GPP Accesses, N3IWF in different PLMN from 3GPP access
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Figure 4.2.8.2.5-1: Home-routed Roaming architecture for 5G Core Network with non-3GPP access - N3IWF in the different VPLMN from the 3GPP access
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Figure 4.2.8.2.5-2: Home-routed Roaming architecture for 5G Core Network with non-3GPP access - N3IWF in HPLMN and different PLMN in 3GPP access

NOTE 1:
The reference architecture in figure 4.2.8.2.5-1 and figure 4.2.8.2.5-2 only shows the architecture and the network functions directly connected to support non-3GPP access, and other parts of the architecture are the same as defined in clause 4.2.
NOTE 2:
The two N2 instances in figure 4.2.8.2.5-1 and figure 4.2.8.2.5-2 apply to two different AMFs for a UE which is connected to the 5G Core Network over 3GPP access and non-3GPP access simultaneously.

4.2.8.3
Non-3GPP Access Reference Points

The description of the reference points specific for the non-3GPP access:

N2, N3, N4, N6: these are defined in clause 4.2.

Y1
Reference point between the UE and the non-3GPP access (e.g. WLAN). This depends on the non-3GPP access technology and is outside the scope of 3GPP.

Y2
Reference point between the untrusted non-3GPP access and the N3IWF for the transport of NWu traffic.

NWu
Reference point between the UE and N3IWF for establishing secure tunnel(s) between the UE and N3IWF so that control-plane and user-plane exchanged between the UE and the 5G Core Network is transferred securely over untrusted non-3GPP access.

* * * * Next Change * * *.*
4.3
Interworking with E-UTRAN connected to EPC

4.3.1
Non-roaming architecture

Figure 4.3.1-1 represents the non-roaming architecture for interworking between 5GS and EPC/E-UTRAN.
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Figure 4.3.1-1: Non-roaming architecture for interworking between 5GS and EPC/E-UTRAN
NOTE 1:
N26 interface is an inter-CN interface between the MME and 5GS AMF in order to enable interworking between EPC and the NG core. Support of N26 interface in the network is optional for interworking. N26 supports subset of the functionalities (essential for interworking) that are supported over S10.
NOTE 2:
PCF + PCRF, PGW-C + SMF and UPF + PGW-U are dedicated for interworking between 5GS and EPC, which are optional and are based on UE and network capabilities. UEs that are not subject to 5GS and EPC interworking may be served by entities not dedicated for interworking, i.e. either by PGW/PCRF or SMF/UPF/PCF.

NOTE 3:
There can be another UPF (not shown in the figure above) between the NG-RAN and the UPF + PGW-U, i.e. the UPF + PGW-U can support N9 towards an additional UPF, if needed.
NOTE 4: Figures and procedures in this specification that depict an SGW make no assumption whether the SGW is deployed as a monolithic SGW or as an SGW split into its control-plane and user-plane functionality as described in 3GPP TS 23.214 [32].
4.3.2
Roaming architecture

Figure 4.3.2-1 represents the Roaming architecture with local breakout and Figure 4.3.2-2 represents the Roaming architecture with home-routed traffic for interworking between 5GS and EPC/E-UTRAN.
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Figure 4.3.2-1: Local breakout roaming architecture for interworking between 5GS and EPC/E-UTRAN

NOTE 1:
There can be another UPF (not shown in the figure above) between the NG-RAN and the UPF + PGW-U, i.e. the UPF + PGW-U can support N9 towards the additional UPF, if needed.

NOTE 2:
S9 interface from EPC is not required since no known deployment exists.
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Figure 4.3.3-2: Home-routed roaming architecture for interworking between 5GS and EPC/E-UTRAN

* * * * Next Change * * *.*
5.2.3
Identification and authentication

The network may authenticate the UE during any procedure establishing a signalling connection with the UE. The security architecture is specified in TS 33.501 [29]. The network may optionally perform an PEI check with 5G-EIR.

* * * * Next Change * * *.*
5.3.2.4
Support of a UE registered over both 3GPP and Non3GPP access

For a given serving PLMN there is one RM context for a UE for each access, e.g. when the UE is consecutively or simultaneously served by a 3GPP access and a Non-3GPP access (N3IWF) of this PLMN. UDM manages separate/independent UE registration procedures for each access.
An AMF associates multiple access-specific RM context for an UE with:

-
a 5G-GUTI that is common between 3GPP and Non-3GPP. This 5G-GUTI is globally unique.

-
a registration state per access type (3GPP / Non-3GPP)

-
a registration areas per access type: one registration area for 3GPP access and another registration areas for non 3GPP access.

-
a periodic registration timer for 3GPP access.
-
a Non-3GPP Implicit Deregistration timer.
Registration areas for the 3GPP access and the non-3GPP access are independent.

The AMF shall not provide a Periodic Registration Timer for the UE. over a non-3GPP access. Consequently, the UE need not perform, Periodic Registration Update procedure over non-3GPP access. Instead, during the Initial Registration procedure and Re-registration, the UE is provided by the network with a non-3GPP deregistration timer that starts when the UE enters non-3GPP CM-IDLE state.
The 5G-GUTI may be assigned or re-assigned over any of the 3GPP and Non-3GPP access. The AMF assigns to the UE a single 5G-GUTI that is used over 3GPP and Non-3GPP access to the same PLMN or equivalent PLMN (which presumes that there is c and u plane connectivity between nodes of the EPLMN and the 3GPP access PLMN). The 5G-GUTI is assigned upon the first successful registration of the UE, and is valid over both 3GPP and Non-3GPP access to the same PLMN or equivalent PLMN for the UE. Upon performing any initial access over the non-3GPP access or over the 3GPP access, the UE provides the 5G-GUTI it has received in an earlier successful registration over any access to the same PLMN or equivalent PLMN. This enables the AN to select an AMF that maintains the UE context created at the previous registration procedure, and enables the AMF to correlate the UE request to the existing UE context.

If the UE is performing registration over one access and intends to perform registration over the other access in the same PLMN (e.g. the 3GPP access and the selected N3IWF are located in the same PLMN), the UE shall not initiate the registration over the other access until the registration procedure over first access is completed.

NOTE:
To which access the UE performs registration first is up to UE implementation.

When the UE is successfully registered to an access (3GPP access or non-3GPP access respectively) and the UE registers via the other access:

-
if the second access is located in the same PLMN or equivalent PLMN (e.g. the UE is registered via a 3GPP access and selects a N3IWF located in the same PLMN), the UE shall use for the registration to the PLMN associated with the new access the UE Temporary identifier that the UE has been provided at the previous registration in the same PLMN or equivalent PLMN.

-
if the second access is located in a PLMN (i.e. not the registered PLMN or an equivalent PLMN of the registered PLMN), different from the registered PLMN of the first access (e.g. the UE is registered to a 3GPP access and selects a N3IWF located in a PLMN different from the PLMN of the 3GPP access, or the UE is registered over non-3GPP and registers to a 3GPP access in a PLMN different from the PLMN of the N3IWF), the UE shall use for the registration to the PLMN associated with the new access a UE Temporary identifier only if it has got one that was received from the same PLMN. However, if the UE does not already have a UE Temporary Identifier from the PLMN to which it is attempting to register or from an equivalent PLMN, a SUPI shall be used for the new registration.

When a UE 5G-GUTI assigned during a registration procedure over 3GPP (e.g. the UE registers first over a 3GPP access) is location-specific, e.g. refers to a geographical Group Id, the same UE 5G-GUTI can be re-used over the non-3GPP access when the selected N3IWF function is in the same PLMN as the 3GPP access. When an UE 5G-GUTI is assigned during a registration procedure performed over a Non 3GPP access (e.g. the UE registers first over a non-3GPP access) refers to a non-geographical Group Id, the 5G-GUTI may not be valid for NAS procedures over the 3GPP access and during a registration procedure over the 3GPP access an AMF relocation is needed.

The deregistration request indicates whether it applies to the 3GPP access the non-3GPP access, or both.

If the UE is registered on both 3GPP and non-3GPP accesses and it is in CM-IDLE over non-3GPP access, then the UE or AMF may initiate a deregistration procedure over the 3GPP access to deregister the UE only on the non-3GPP access, in which case all the PDU sessions which are associated with the non-3GPP access shall be released.

Registration Management over Non-3GPP access is further defined in clause 5.5.2.

* * * * Next Change * * *.*
5.3.3
Connection Management

5.3.3.1
General

Connection management comprises the functions of establishing and releasing a signalling connection between a UE and the AMF over N1. This signalling connection is used to enable NAS signalling exchange between the UE and the core network. It comprises both the AN signalling connection between the UE and the AN (RRC connection over 3GPP access or UE-N3IWF connection over N3GPP access) and the N2 connection for this UE between the AN and the AMF.

* * * * Next Change * * *.*
5.3.3.2.2
CM-IDLE state

A UE in CM-IDLE state is in RM-REGISTERED state and has no NAS signalling connection established with the AMF over N1. The UE performs cell selection, cell reselection and PLMN selection.

There are no AN signalling connection, N2 connection and N3 connections for the UE in the CM-IDLE state.

In the CM-IDLE state, the UE shall, unless otherwise specified in clause 5.3.4.1:

-
Respond to paging by performing a service request procedure (see TS 23.502 [3] clause 4.2.3.2), unless the UE is in MICO mode (see clause 5.4.1.3);

-
perform a service request procedure when the UE has uplink signalling or user data to be sent (see TS 23.502 [3] clause 4.2.3.2), if the uplink user data to be sent does not correspond to a PDU session for a LADN or the uplink user data to be sent corresponds to a PDU session for a LADN and the UE is inside the area of availability of the LADN.

-
enter CM-CONNECTED state whenever an AN signalling connection is established between the UE and the AN (entering RRC Connected state over 3GPP access, or at the establishment of the UE-N3IWF connectivity over non-3GPP access). The transmission of an Initial NAS message (Registration Request, Service Request or Deregistration Request) initiates the transition from CM-IDLE to CM-CONNECTED state.

In the CM-IDLE state, the AMF shall:

-
perform a network triggered service request procedure when it has signalling or mobile-terminated data to be sent to this UE, by sending a Paging Request to this UE (see TS 23.502 [3] clause 4.2.3.3), if a UE is not prevented from responding e.g. due to MICO mode or Mobility Restrictions.

-
enter CM-CONNECTED whenever an N2 connection is established for this UE between the AN and the AMF.

The UE and the AMF may optimize the power efficiency and signalling efficiency of the UE when in CM-IDLE state e.g. by activating MICO mode (see clause 5.4.1.3).
* * * * Next Change * * *.*
5.3.3.2.3
CM-CONNECTED state

A UE in CM-CONNECTED state has a NAS signalling connection with the AMF over N1. A NAS signalling connection uses an RRC connection between the UE and the NG-RAN and an NGAP UE association between the AN and the AMF for 3GPP access. A UE can be in CM-CONNECTED state without an NGAP UE association between the AN and the AMF. Upon completion of a NAS signalling procedure, the AMF may decide to release the NAS signalling connection with the UE.
In the CM-CONNECTED state, the UE shall:

-
enter CM-IDLE state whenever the AN signalling connection is released (entering RRC Idle state over 3GPP access or when the release of the UE-N3IWF connectivity over non-3GPP access is detected by the UE), see TS 38.331 [28] for 3GPP access.

In the CM-CONNECTED state, the AMF shall:

-
enter CM-IDLE state for the UE whenever the logical NG-AP signalling connection and the N3 user plane connection for this UE are released upon completion of the UE context release in the AN procedure as specified in TS 23.502.

The AMF may keep a UE in CM-CONNECTED state until the UE de-registers from the core network. See clause 5.21.1.2 for details on the state of NGAP UE association for an UE in CM-CONNECTED state.
A UE in CM-CONNECTED state can be in RRC Inactive state, see TS 38.300 [27]. When the UE is in RRC Inactive state the following applies:

-
UE reachability is managed by the RAN, with assistance information from core network;
-
UE paging is managed by the RAN.

-
UE monitors for paging with UE's CN (5G S-TMSI) and RAN identifier.
The 5GC network is not aware of the UE transitions between CM-CONNECTED with RRC Connected and CM-CONNECTED with RRC Inactive state.

Editor's note:
It is FFS if CN needs to receive notifications from RAN that may be related to RRC state transitions (e.g. related to location accuracy, reachability, etc.). The need for such notifications is to be discussed on case by case basis.
* * * * Next Change * * *.*
5.3.3.2.5
CM-CONNECTED with RRC Inactive state

RRC Inactive state applies to NG-RAN (i.e. it applies to NR and E-UTRA connected to 5G CN).

The AMF, based on network configuration may provide assistance information to the NG-RAN, to assist the NG-RAN's decision whether the UE can be sent to RRC Inactive state.

Editor's note:
It is FFS if the UE provides indication of support for RRC inactive state on NAS or AS layer.

The "RRC Inactive assistance information" includes:

-
UE specific DRX values.
-
the Registration Area provided to the UE;
-
Periodic Registration Update timer

-
If the AMF has enabled MICO mode for the UE, an indication that the UE is in MICO mode.
The RRC Inactive assistance information mentioned above is provided by the AMF during N2 activation with the (new) serving NG-RAN node (i.e. during Registration, service request, handover) to assist the NG RAN's decision whether the UE can be sent to RRC Inactive state. RRC Inactive is part of RRC state machine, and it is up to the RAN to determine the conditions to enter RRC Inactive state. If any of the parameters included in the RRC Inactive Assistance Information changes as the result of NAS procedure, the AMF shall update the RRC Inactive Assistance Information to the NG-RAN node.
When the UE is in CM-CONNECTED state, if the AMF has provided RRC Inactive assistance information, the RAN node may decide to move a UE to CM-CONNECTED with RRC Inactive state.
The state of the N2 and N3 reference points are not changed by the UE entering CM-CONNECTED with RRC Inactive state. A UE in RRC inactive state is aware of the RAN Notification area.
The 5GC network is not aware of the UE transitions between CM-CONNECTED with RRC Connected and CM-CONNECTED with RRC Inactive state.
Editor's note:
It is FFS if CN needs to receive notifications from RAN that may be related to RRC state transitions (e.g. related to location accuracy, reachability, etc.). The need for such notifications is to be discussed on case by case basis.

At transition into CM-CONNECTED with RRC Inactive state, the UE applies with a periodic RAN Notification Area Update and the timer is restarted in the UE and in the RAN as defined in TS 38.300 [27].
When assigning the Periodic RAN Notification Area Update timer, the NG-RAN shall take into account the value of the Periodic Registration Update timer value indicated in the RRC Inactive Assistance Information.
If the periodic RAN Notification Area Update timer expires in RAN, the RAN shall start an RRC release timer. If the RRC release timer expires, the RAN shall initiate UE context release in the AN procedure as specified in TS 23.502 [3].

When the UE is in CM- CONNECTED with RRC inactive state, the UE is expected to perform PLMN selection procedures as defined in TS 23.122 [17] for CM-IDLE.


When the UE is CM-CONNECTED with RRC Inactive state, the UE may resume the RRC connection due to:
-
Uplink data pending;

-
Mobile initiated NAS signalling procedure;

-
As a response to RAN paging;

-
Notifying the network that it has left the RAN Notification area;

-
Upon periodic RAN update timer expiration.

If the UE resumes the connection in a different NG-RAN node within the same PLMN, the UE AS context is retrieved from the old NG-RAN node and a procedure is triggered towards the CN (see TS 23.502 [3]).
If the RAN paging procedure is not successful in establishing contact with the UE the procedure shall be handled by the network as follows:

-
If NG-RAN has a pending NAS PDU for transmission, the RAN node shall initiate the NAS signaling connection release procedure (see TS 23.502 [3]) to move the UE state in the AMF to CM-IDLE state and indicate to the AMF the NAS non-delivery.
-
If NG-RAN has only pending user plane data for transmission, the NG-RAN node may keep the N2 connection active or initiate the NAS signaling connection release procedure (see TS 23.502 [3]) based on local configuration in NG-RAN.
Editor's note:
Whether the definition of how the RAN paging procedure will be determined as not successful will be left up to RAN implementation or will be specified is FFS.

Editor's note:
Whether and how access control/barring applies for UE in CM-CONNECTED with RRC Inactive state is FFS.

If a UE is in CM-CONNECTED with RRC Inactive state performs cell selection to GERAN/UTRAN/EPS, it shall follow idle mode procedures.

Editor's note:
The handling of mobility from NR to E-UTRAN connected in EPC, in RRC Inactive state in RAN is FFS.
In addition, a UE in CM-CONNECTED state with RRC Inactive state shall enter CM-IDLE mode and follow relevant NAS procedure in the following cases:

-
If RRC resume procedure fails,

If the UE receives Core Network paging,

-
If the periodic RAN Notification Area Update timer expires and the UE cannot successfully resume the RRC connection.
-
in any other failure scenario that cannot be resolved in RRC Inactive mode and requires the UE to move to CM-IDLE mode.

When UE is in CM-CONNECTED with RRC Inactive state, if RAN has received Location Reporting Control message from AMF with the reporting type indicating single stand-alone report, the RAN shall perform RAN paging before reporting the location to AMF.

When UE is in CM-CONNECTED with RRC Inactive state, if RAN has received Location Reporting Control message from AMF with the reporting type indicating continuously reporting whenever the UE changes cell, the RAN shall send a Location Report message to AMF including UE's last known location with time stamp.
* * * * Next Change * * *.*
5.3.3.3.3
NAS signalling connection Release

The procedure of releasing a NAS signalling connection is initiated by the AN node (either 5G (R)AN node or non-3GPP access node) or the AMF. The NG-RAN node may include the list of recommended cells/ TAs / NG-RAN node identifiers for paging, during the UE Context Release Procedure in the AN (see clause 4.2.6 of 3GPP TS 23.502 [3]). The AMF stores this information, if provided by the NG-RAN.
The UE considers the NAS signalling connection is released if it detects the AN signalling connection is released. The AMF considers the NAS signalling connection is released if it detects the N2 context is released.
* * * * Next Change * * *.*
5.3.3.4
Support of a UE connected over both 3GPP and Non-3GPP access

The AMF manages two CM states for an UE: a CM state for 3GPP access and a CM state for Non-3GPP access. An N2 interface can serve the UE for either 3GPP access or for Non 3GPP access. UE connected over both 3GPP and Non-3GPP has got two N2 interfaces, one for each access. A UE may be in any combination of the CM states between 3GPP and Non-3GPP access, e.g. a UE may be CM-IDLE for one access and CM-CONNECTED for the other access, CM-IDLE for both accesses or CM-CONNECTED for both accesses.

Connection Management over Non-3GPP access is further defined in clause 5.5.2.
* * * * Next Change * * *.*
5.3.4.3
Radio Resource Management functions

To support radio resource management in RAN the AMF provides the parameter 'Index to RAT/Frequency Selection Priority' (RFSP Index) to RAN across N2. The RFSP Index is mapped by the RAN to locally defined configuration in order to apply specific RRM strategies. The RFSP Index is UE specific and applies to all the Radio Bearers. Examples of how this parameter may be used by the RAN:

-
to derive UE specific cell reselection priorities to control idle mode camping.

-
to decide on redirecting active mode UEs to different frequency layers or RATs.

The AMF receives the subscribed RFSP Index (e.g., during the Registration procedure). For non-roaming subscribers, the AMF chooses the RFSP Index in use according to one of the following procedures, depending on operator's configuration:

-
the RFSP Index in use is identical to the subscribed RFSP Index, or

-
the AMF chooses the RFSP Index in use based on the subscribed RFSP Index, the locally configured operator's policies and the UE related context information available at the AMF, including UE's usage setting, if received during Registration procedures (see clause TS 23.502 [3]).

NOTE:
One example of how the AMF can use the "UE's usage setting," is to select an RFSP value that enforces idle mode camping on E-UTRA for a UE acting in a "Voice centric" way, in case voice over NR is not supported in the specific Registration Area and it contains NR cells. 

For roaming subscribers the AMF may alternatively choose the RFSP Index in use based on the visited network policy, but can take input from the HPLMN into account (e.g., an RFSP Index value pre-configured per HPLMN, or a single RFSP Index value to be used for all roamers independent of the HPLMN).

The RFSP Index in use is also forwarded from source to target RAN node when Xn or N2 is used for intra-NG RAN handover.

The AMF stores the subscribed RFSP Index value received and the RFSP Index value in use. During the Registration Update procedure, the AMF may update the RFSP Index value in use (e.g. the AMF may need to update the RFSP Index value in use if the UE related context information in the AMF has changed). When the RFSP Index value in use is changed, the AMF immediately provides the updated RFSP Index value in use to NG-RAN node by modifying an existing UE context or by establishing a new UE context in RAN or by being configured to include the updated RFSP Index value in use in the DOWNLINK NAS TRANSPORT message if the user plane establishment is not needed. During inter-AMF mobility procedures, the source AMF forwards both RFSP Index values to the target AMF. The target AMF may replace the received RFSP Index value in use with a new RFSP Index value in use that is based on the operator's policies and the UE related context information available at the target AMF.
* * * * Next Change * * *.*
5.4
3GPP access specific aspects

5.4.1
UE reachability in CM-IDLE

5.4.1.1
General

Reachability management is responsible for detecting whether the UE is reachable and providing UE location (i.e. access node) for the network to reach the UE. This is done by paging UE and UE location tracking. The UE location tracking includes both UE registration area tracking (i.e., UE registration area update) and UE reachability tracking ((i.e. UE periodic registration area update)). Such functionalities can be either located at 5GC (in case of CM-IDLE state) or NG-RAN (in case of CM-CONNECTED state).

The UE and the AMF negotiate UE reachability characteristics in CM-IDLE state during registration and registration update procedures.

Two UE reachability categories are negotiated between UE and AMF forCM-IDLE state:

1.
UE reachability allowing Mobile Terminated data while the UE is CM-IDLE mode.

-
The UE location is known by the network on a Tracking Area List granularity

-
Paging procedures apply to this category.

-
Mobile originating and mobile terminated data apply in this category for both CM-CONNECTED and CM-IDLE mode.

2.
Mobile Initiated Connection Only (MICO) mode:

-
Mobile originated data applies in this category for both CM-CONNECTED and CM-IDLE mode.

-
Mobile terminated data is only supported when the UE is in CM-CONNECTED mode.

Whenever a UE enters CM-IDLE state, it starts a periodic registration timer according to the periodic registration timer value received from the AMF during a registration procedure.

The AMF allocates a periodic registration timer value to the UE based on local policies, subscription information and information provided by the UE. After the expiry of the periodic registration timer, the UE shall perform a periodic registration. If the UE moves out of network coverage when its periodic registration timer expires, the UE shall perform a registration update when it next returns to the coverage.
The AMF runs a Mobile Reachable timer for the UE. The timer is started with a value longer than the UE's periodic registration timer whenever the CM state for the UE changes to CM-IDLE. The AMF stops the Mobile Reachable timer, if the AMF moves to CM-CONNECTED state. If the Mobile Reachable timer expires, the AMF determines that the UE is not reachable.
However, the AMF does not know for how long the UE remains not reachable, thus the AMF shall not immediately de-register the UE. Instead, after the expiry of the Mobile Reachable timer, the AMF should clear the PPF flag and shall start an Implicit De-registration timer, with a relatively large value. The AMF shall stop the Implicit Deregistration timer and set the PPF flag if the AMF moves to CM-CONNECTED state.
NOTE:
the AMF considers the UE in CM-IDLE state always unreachable if the UE is in MICO mode (refer to clause 5.4.1.3).

If the PPF is not set, the AMF does not page the UE and shall reject any request for delivering DL signalling or data to this UE.

If the Implicit De-registration timer expires before the UE contacts the network, the AMF implicitly de-register the UE.
As part of deregistration for a particular access (3GPP or non-3GPP), the AMF shall request the UE's related SMF to release the PDU sessions established on that access.

* * * * Next Change * * *.*
5.4.2
UE reachability in CM-CONNECTED

For a UE in CM-CONNECTED state:

-
the AMF knows the UE location on a serving (R)AN node granularity.

-
the NG-RAN notifies the AMF when UE becomes unreachable from RAN point of view.

UE RAN reachability management is used by RAN for UEs in RRC Inactive state, see TS 38.300 [27]. The location of a UE in RRC Inactive state is known by the RAN on a RAN Notification areagranularity. A UE in RRC Inactive state is paged in cells of the RAN Notification areathat is assigned to the UEs . The RAN Notification area can be a subset of cells configured in UE's Registration Area or all cells configured in the UE's Registration Area. UE in RRC Inactive state performs Paging Area Update when entering a cell that is not part of the RAN Notification area that is assigned to the UE.
At transition into RRC Inactive state RAN configures the UE with a periodic RAN Notification Area Update timer value and the timer is restarted in the UE and in the RAN with this initial timer value. After the expiry of the periodic RAN Notification Area Update timer in the UE, the UE in RRC Inactive state performs periodic RAN Notification Area Update, as specified in TS 38.300 [27].

To aid the UE reachability management in the AMF, upon the expiry of the periodic RAN Notification Area Update timer in RAN, the RAN shall start an RRC release timer. If the RRC release timer expires, the RAN shall initiate the UE context release in the AN procedure as specified in TS 23.502 [3].
* * * * Next Change * * *.*
5.4.3
Paging Policy Differentiation

Paging policy differentiation is an optional feature that allows the AMF, based on operator configuration, to apply different paging strategies for different traffic or service types provided within the same PDU session.

When 5GS supports Paging Policy Differentiation (PPD) feature is supported, the DSCP value (TOS in IPv4 / TC in IPv6) is set by the application to indicate to 5GS which Paging Policy should be applied for a certain IP packet. For example, as defined in TS 23.228 [15], the P-CSCF may support Paging Policy Differentiation by marking packet(s) to be sent towards the UE that relate to a specific IMS services (e.g. conversational voice as defined in IMS multimedia telephony service).

In case of Network Triggered Service Request and the SMF has activated the PPD feature, the UPF shall include the DSCP in TOS (IPv4) / TC (IPv6) value from the IP header of the downlink data packet in the data notification message sent to the SMF. SMF sets the Paging Policy Indicator (PPI) to the received DSCP value, and includes the PPI and the 5QI in the N11 message sent to the AMF. If the UE is in CM IDLE, the AMF uses the 5QI and the PPI to derive different paging strategies, and may include the PPI in the paging message sent to RAN over N2. It shall be possible for the operator to configure the SMF and AMF in such a way that the Paging Policy Differentiation feature only applies to certain HPLMNs and may utilise specific DNNs and 5QIs.

NOTE 1:
Network configuration needs to ensure that the information used as a trigger for Paging Policy Indication is not changed within the 5GS.

NOTE 2:
Network configuration needs to ensure that the specific DSCP in TOS (IPv4) / TC (IPv6) value, used as a trigger for Paging Policy Indication, is managed correctly in order to avoid the accidental use of certain paging policies.

Editor's note:
The relationship between "paging priority" and PPD are FFS.

For a UE in RRC Inactive state RAN may, for certain QoS flows, use the DSCP in TOS (IPv4) / TC (IPv6) information received in the IP header containing the UE's IP address (the inner IP header) and associated QoS profile as input for the paging policies applied in RAN for RAN paging.
* * * * Next Change * * *.*
5.4.4
UE Radio Capability handling
5.4.4.1
UE radio capability information storage in the AMF

The UE Radio Capability information contains information on RATs that the UE supports (e.g. power class, frequency bands, etc). Consequently, this information can be sufficiently large that it is undesirable to send it across the radio interface at every transition from CM‑IDLE to CM‑CONNECTED. To avoid this radio overhead, the AMF shall store the UE Capability information during CM‑IDLE state and RM-REGISTERED state and the AMF shall if it is available, send its most up to date UE Radio Capability information to the RAN in the N2 REQUEST message.

The AMF deletes the UE radio capability when the UE state transitions to RM-DEREGISTERED.

The UE Radio Capability is maintained in the core network, even during AMF reselection.

The RAN stores the UE Radio Capability information, received in the N2 message or obtained from the UE, for the duration of the UE staying in RRC connected or RRC Inactive state.

* * * * Next Change * * *.*
5.4.4.2
Feature specific UE/RAN Radio information and Compatibility Request

If the AMF requires specific information on the UE radio capabilities support to be able to enable a specific feature or set a specific NAS parameter, then the AMF may send a Feature specific UE/RAN information and Compatibility Request message to the NG-RAN node. This request may be transmitted standalone or included during N2 activation.

In this release of the specification, this procedure is used for UE radio capabilities support to be able to set the IMS voice over PS Session Supported Indication in AMF.

The AMF includes a list of features, including for each of the features:

-
The Specific Feature for which it needs information.

The response from the RAN includes for each requested feature:

-
Feature compatibility at the NG-RAN

5.4.4.3
Paging assistance information

The paging assistance information contains UE radio related information that assists the RAN for efficient paging. The Paging assistance information contains:

-
UE radio capability for paging information:

-
The UE Radio Capability for Paging Information may contain UE Radio Paging Information provided by the UE to the NG-RAN node, and other information derived by the NG-RAN node (e.g. band support information) from the UE Radio Capability information.
-
Information On Recommended Cells And RAN nodes For Paging

-
Information sent by the NG-RAN, and used by the AMF when paging the UE to help determining the NG-RAN nodes to be paged as well as to provide the information on recommended cells to each of these RAN nodes, in order to optimize the probability of successful paging while minimizing the signalling load on the radio path.

The RAN provides this information during N2 release.

* * * * Next Change * * *.*
5.4.6
Core Network assisted RAN parameters tuning

Core Network assisted RAN parameters tuning aids the RAN to minimize the UE state transitions and achieve optimum network behaviour. How the RAN uses the CN assistance information is not defined in this specification.

CN assistance information may be derived by the AMF per UE in the AMF based on collection of UE behaviour statistics and/or other available information about the expected UE behaviour (such as subscribed DNN, SUPI ranges, or other information). If the communication pattern parameters of the UE is available, the AMF may use this information for selecting the CN assisted RAN parameter values. If the AMF is able to derive the Mobility Pattern of the UE (as described in clause 5.3.4.2), the AMF may take the Mobility Pattern information into account when selecting the CN assisted RAN parameter values.
The communication pattern parameters and the Mobility Pattern information are used by the AMF as input to derive the CN-assisted RAN parameter values. The communication pattern parameters can be provisioned by external party via the NEF, as described in clause 5.20. For the case of statistics-based CN assistance information collection, this may be enabled based on local configuration (e.g. subscribed DNN, SUPI ranges or other subscription information).
Editor's note:
How to provide the communication pattern by external party via the NEF is FFS.
The CN assistance information provides the RAN with a way to understand the UE behaviour for these aspects:

-
"Expected UE activity behavior", i.e. the expected pattern of the UE's changes between CM-CONNECTED and CM-IDLE states. This may be derived e.g. from the statistical information, or mobility pattern or from subscription information.
-
"Expected HO behavior", i.e. the expected interval between inter-RAN handovers. This may be derived by the AMF e.g. from statistical information, or the Mobility Pattern information of the UE or the subscription information
The AMF decides when to send this information to the RAN as "Expected UE behaviour" carried in N2 signalling over the N2 interface.

NOTE:
The calculation of the CN assistance information, i.e. the algorithms used and related criteria, and the decision when it is considered suitable and stable to send to the RAN are vendor specific.
* * * * Next Change * * *.*
5.5.2
Connection Management

A UE that successfully performs a registration procedure, hence entering RM-REGISTERED state, over an Untrusted Non-3GPP access transitions to CM-CONNECTED state for the Untrusted Non-3GPP access.

In case of Untrusted Non-3GPP access to 5GC , the NWu signalling is released either as a result of an explicit Deregistration procedure or an N2 UE Context Release procedure, In addition, the N3IWF may explicitly release the NWu signalling connection due to NWu connection failure, as determined by the "dead peer detection" mechanism in IKEv2, RFC 7296 [3]. Further details on how NWu connection  failure is detected is out of scope of 3GPP specifications. The release of the NWu signalling connection between the UE and the N3IWF shall be interpreted as follows:

-
By the N3IWF as a criterion to release the N2 connection.

-
By the UE as a criterion for the UE to transition to CM-IDLE and to remain RM-REGISTERED, unless when the NWu connection release occurs as part of a deregistration over non-3GPP access procedure in which case the UE enters the RM-DEREGISTERED state. When the UE transitions to CM-IDLE, the UE non-3GPP Deregistration timer starts running in the UE. The UE non-3GPP Deregistration timer stops when the UE moves to CM-CONNECTED state or to the RM-DEREGISTERED state.

NOTE 1:
When moved to CM-IDLE state over one access, the UE can attempt to re-activate UP connections for the PDU sessions over other access, per UE policies and depending on the availability of these accesses.
NOTE 2:
The release of the NWu at the UE can occur as a result of explicit signalling from the N3IWF, e.g., IKE INFORMATION EXCHANGE or as a result of the UE detecting NWu connection failure, e.g., as determined by the "dead peer detection" mechanism in IKEv2, RFC 7296 [3]. . Further details on how the UE detects NWu connection failure is out of scope of 3GPP specifications.
In case of Untrusted Non-3GPP access to the 5GC, when the AMF releases the N2 interface, the N3IWF shall release all the resources associated with the UE including the NWu connection with the UE. A release of the N2 connection by the AMF shall set the CM state for the UE in the AMF to CM-IDLE, unless when the release of the N2 connection occurs during a de-registration procedure for the non-3GPP access.

NOTE 3:
It is assumed that a UE that is RM-DEREGISTERED or CM-IDLE over the non-3GPP access will attempt to establish an NWu connection and transition to CM-CONNECTED mode whenever the UE successfully connects to a non-3GPP access unless prohibited by the network to make a NWu connection (e.g. due to network congestion).

An UE cannot be paged on Untrusted Non-3GPP access.

When a UE registered simultaneously over a 3GPP access and a non-3GPP access moves all the PDU sessions to one of the accesses, whether the UE initiates a de-registration in the access that has no PDU sessions is up to the UE implementation.

Release of PDU sessions over the non-3GPP access does not imply the N2 connection release.

When the UE has PDU sessions routed over the non-3GPP access and the UE state becomes CM-IDLE for the non-3GPP access, these PDU sessions are not released to enable the UE to move the PDU sessions over the 3GPP access based on UE policies. The core network maintains the PDU sessions but deactivates the N3 user plane connection for such PDU sessions.

* * * * Next Change * * *.*
5.5.3.2
UE reachability in CM-CONNECTED

For a UE in CM-CONNECTED state:

-
the AMF knows the UE location on a N3IWF node granularity.

-
the N3IWF releases the N2 connection when UE becomes unreachable from N3IWF point of view, i.e. upon NWu release.
* * * * Next Change * * *.*
5.6
Session Management

5.6.1
Overview
The 5GC supports a PDU Connectivity Service i.e. a service that provides exchange of PDUs between a UE and a data network identified by a DNN. The PDU Connectivity Service is supported via PDU sessions that are established upon request from the UE.

Subscription Information may include multiple DNNs and may contain a Default DNN. The UE is assigned to a default DNN if it does not provide a valid DNN in a PDU Session Establishment Request sent to the network.
Each PDU session supports a single PDU session type i.e. supports the exchange of a single type of PDU requested by the UE at the establishment of the PDU session. The following PDU session types are defined: IPv4, IPv6, Ethernet, Unstructured.

NOTE 1:
In this release the 5GC does not support dual stack PDU Session (PDU Session type IPv4v6): The 5GC supports dual Stack UEs by using separate PDU sessions for IPv4 and IPv6.

PDU sessions are established (upon UE request), modified (upon UE and 5GC request) and released (upon UE and 5GC request) using NAS SM signalling exchanged over N1 between the UE and the SMF. Upon request from an Application Server, the 5GC is able to trigger a specific application in the UE. When receiving that trigger message, the UE shall pass it to the identified application in the UE. The identified application in the UE may establish a PDU Session to a specific DNN, see clause 4.4.5.

SMF may support PDU sessions for LADN where the access to a DN is only available in a specific LADN service area. This is further defined in clause 5.6.5.

The SMF is responsible of checking whether the UE requests are compliant with the user subscription. For this purpose, it retrieves SMF level subscription data from the UDM. Such data may indicate per DNN and, if applicable, per S-NSSAI:

-
The allowed PDU session Types and the default PDU session Type.

-
The allowed SSC modes and the default SSC mode.
-
QoS Information (refer to clause 5.7):  the subscribed Session-AMBR, Default 5QI and Default ARP
An UE that is registered over multiple accesses chooses over which access to establish a PDU session.

Editor's note:
The choice of the access to use for a PDU session is based at least on network policy, service requirements and user subscription. The definition of policy for selecting the access to route the PDU Sessions (e.g. service requirements, user subscription, etc.) and how it is used are FFS.

NOTE 2:
In this release, at a given time, a PDU session is routed over only a single access network.

An UE may request to move a PDU session between 3GPP and Non 3GPP accesses. The decision to move PDU sessions between 3GPP access and Non 3GPP access is made on a per PDU session basis, i.e. the UE may, at a given time, have some PDU sessions using 3GPP access while other PDU sessions are using Non 3GPP access.

In a PDU session establishment request sent to the network, the UE shall provide a PDU Session Identifier. PDU session ID is unique per UE and is the identifier used to uniquely identify one of an UE's PDU sessions. PDU session ID shall be stored in the UDM to support handover between 3GPP and non-3GPP access when different PLMNs are used for the two accesses. The UE may also provide:

-
A PDU session Type.

-
S-NSSAI.

-
The DNN (Data Network Name).

-
The SSC mode (Service and Session Continuity mode defined in clause 5.6.9.2).

Table 5.6.1-1: Attributes of a PDU session

	PDU session attribute
	May be modified later during the lifetime of the PDU session
	Notes

	S-NSSAI
	No
	(Note 1)(Note 2)



	DNN (Data Network Name)
	No
	(Note 1)(Note 2)

	PDU session Type
	No
	(Note 1)

	SSC mode
	No
	(Note 1)

The semantics of Service and Session Continuity mode is defined in clause 5.6.9.2

	PDU session Id
	No
	

	NOTE 1:
If it is not provided by the UE, the network determines the parameter based on default information received in user subscription. Subscription to different DNN(s) may correspond to different default SSC modes and different default PDU session Types

NOTE 2:
S-NSSAI and DNN are used by AMF to select a SMF to handle a new session. Refer to clause 6.3.2.


An UE may establish multiple PDU sessions, to the same data network or to different data networks, via 3GPP and via and Non-3GPP access networks at the same time.

An UE may establish multiple PDU sessions to the same Data Network and served by different UPF terminating N6.

A UE with multiple established PDU sessions may be served by different SMF.
The user plane paths of different PDU Sessions (to the same or to different DNN) belonging to the same UE may be completely disjoint between the AN and the UPF interfacing with the DN.

NOTE 3:
User Plane resources for PDU sessions of a UE, except for regulatory prioritized service like Emergency Services and MPS, can be deactivated by the network decision when a UE moves into a Non-allowed area from an Allowed area.
NOTE 4:
The handling if the UE goes out of the SMF service area is not specified in this release.

* * * * Next Change * * *.*
5.6.2
Interaction between AMF and SMF

The AMF and SMF are separate Network Functions.

N1 related interaction with SMF is as follows:

-
The single N1 termination point is located in AMF. The AMF forwards SM related NAS information to the SMF based on the PDU session ID in the NAS message. Further SM NAS exchanges (e.g. SM NAS message responses) for N1 NAS signalling received by the AMF over an access (e.g. 3GPP access or non-3GPP access) are transported over the same access.

-
The serving PLMN ensures that for N1 NAS signalling received by the AMF over an access (e.g. 3GPP access or non-3GPP access) further SM NAS exchanges (e.g. SM NAS message responses) are transported over the same access.

-
SMF handles the Session management part of NAS signalling exchanged with the UE.

-
The UE may request registration and PDU session establishment at the same time. Otherwise, the UE shall only initiate PDU session establishment in RM-REGISTERED state.
-
When a SMF has been selected to serve a specific PDU session, AMF has to ensure that all NAS signalling related with this PDU session is handled by the same SMF instance.
-
Upon successful PDU session establishment, the SMF stores the Access Type that the PDU session is associated.
N11 related interaction with SMF is as follows:

-
The AMF reports the reachability of the UE based on a subscription from the SMF, including:

-
the UE location with respect to the area of interest indicated by the SMF (e.g. the LADN service area).

-
The SMF indicates to AMF when a PDU session has been released.

-
Upon successful PDU session establishment, AMF stores the identification of serving SMF of UE and SMF stores the identification of serving AMF of UE including the AMF set. When trying to reach the AMF serving the UE, the SMF may need to apply the behaviour described for "the other CP NFs" in clause 5.21.

N2 related interaction with SMF is as follows:

-
Some N2 signalling (such as Handover related signalling) may require the action of both AMF and SMF. In such case, the AMF is responsible to ensure the coordination between AMF and SMF. The AMF may forward the SM N2 signalling towards the corresponding SMF based on the PDU session ID in N2 signalling.
N3 related interaction with SMF is as follows:

-
In case of UE having multiple established PDU sessions using multiple UPFs, the SMF supports the independent activation of UE-CN user plane connection per PDU session.

N4 related interaction with SMF is as follows:

-
The SMF(s) supports the end-to-end control functions on PDU sessions (including any N4 interface to control the UPF(s)).

-
When it is made aware by the UPF that some DL data has arrived for a UE without downlink N3 tunnel information, the SMF interacts with the AMF to initiate Network Triggered Service Request procedure. In this case, if the SMF is aware that the UE is unreachable or if the UE is reachable only for regulatory prioritized service and the PDU session is not for regulatory prioritized service, then the SMF shall not inform DL data notification to the AMF
In order to support charging data collection and to fulfill regulatory requirement (in order to provide NPLI - Network Provided Location Information- as defined in TS 23.228 [15])  related with with the set-up, modification and release of IMS Voice calls or with SMS transfer  the following applies 

At the time of the establishment of a PDU session, the AMF provides the SMF with the PEI of the UE if the PEI is available at the AMF. 

When it forwards UL NAS or N2 signalling to a peer NF (e.g. to SMF or to SMSF) or during the activation of  the user Plane of a PDU session, the AMF provides any User Location Information it has received from the 5G AN as well as the access type  (3GPP – Non 3GPP) of the AN over which it has received the UL NAS or N2 signalling. The AMF provides also the corresponding UE Time Zone.
The User Location Information, the the access type  and the UE Time Zone may be further exposed by SMF. The PCF  may get this information  in order to provide NPLI to applications (such as IMS) that have requested it.
The  User Location Information may correspond to 

-
in case of a NG-RAN: a Cell-Id.
in case of a N3IWF: an UE local IP address (used to reach the N3IWF) and optionally UDP or TCP source port number (if NAT is detected).
The AMF is responsible of selecting the SMF per procedures described in clause 6.3.2. For this purpose, it gets subscription data from the UDM that are defined in that clause. Furthermore, it retrieves the subscribed UE-AMBR from the UDM to send it to the (R)AN as defined in clause 5.7.2

AMF-SMF interactions to support LADN are defined in clause 5.6.5.
* * * * Next Change * * *.*
5.6.3
Roaming

In case of roaming the 5GC supports following possible deployments scenarios for a PDU session:

-
"Local Break Out" (LBO) where the SMF and all UPF(s) involved by the PDU session are under control of the VPLMN.

-
"Home Routed" (HR) where the PDU session is supported by a SMF function under control of the HPLMN, by a SMF function under control of the VPLMN, by at least one UPF under control of the HPLMN and by at least one UPF under control of the VPLMN. In this case the SMF in HPLMN selects the UPF(s) in the HPLMN and the SMF in VPLMN selects the UPF(s) in the VPLMN. This is further described in clause 6.3.
NOTE 1:
The use of an UPF in the VPLMN e.g. enables VPLMN charging, VPLMN LI and minimizes the impact on the HPLMN of the UE mobility within the VPLMN (e.g. for scenarios where SSC mode 1 applies).
Different simultaneous PDU sessions of an UE may use different modes: Home Routed and LBO. The HPLMN shall be able to control (via subscription data) per DNN whether a PDU session is to be set-up in HR or in LBO mode.
In case of PDU sessions per Home Routed deployment,

-
NAS SM terminates in the SMF in VPLMN.
-
The SMF in VPLMN forwards to the SMF in the HPLMN SM related information.

-
The SMF in the HPLMN receives the SUPI of the UE from the SMF in the VPLMN during the PDU session establishment procedure.

-
The SMF in HPLMN is responsible to check the UE request with regards to the user subscription and to possibly reject the UE request in case of mismatch. The SMF in HPLMN obtains subscription data directly from the UDM.

-
The SMF in HPLMN is able to control whether the VPLMN is allowed to route traffic locally. The SMF in VPLMN may activate mechanisms of local offload described in clause 5.6.4 only if it has explicitly received the corresponding authorization from the SMF in HPLMN.

-
The SMF in VPLMN may, when local traffic offloading is allowed by the SMF in HPLMN for the PDU session, generate related SM signalling towards the UE.

-
The SMF in HPLMN may send QoS requirements associated with a PDU session to the SMF in VPLMN. This may happen at PDU session establishment and after the PDU session is established. The interface between SMF in HPLMN and SMF in VPLMN is also able to carry (N9) User Plane forwarding information exchanged between SMF in HPLMN and SMF in VPLMN. The SMF in the VPLMN may check QoS requests from the SMF in HPLMN with respect to roaming agreements.

Information within NAS SM messages is split up between information that any SMF needs to understand and information that an SMF in VPLMN serving a PDU session in HR mode is not meant to understand but to relay transparently to the SMF in HPLMN.

NOTE 2:
The UE does not know whether the SMF in VPLMN can understand some information or not, and whether a PDU session will be in HR or LBO.
In home routed roaming case, the AMF selects an SMF in the VPLMN and a SMF in the HPLMN, and provides the identifier of the selected SMF in the HPLMN to the selected SMF in the VPLMN.
In roaming with local break out, the AMF selects a SMF in the VPLMN. Even if LBO is allowed for a PDU session, the SMF in the VPLMN may detect it is not able to understand information in the UE request. In this case, when handling a PDU session establishment request, the SMF in the VPLMN may reject the N11 message (related with a PDU session establishment request) with a proper N11 cause, triggering the AMF to select both a new SMF in the VPLMN and a SMF in the HPLMN in order to handle the PDU Session using home routed roaming.
* * * * Next Change * * *.*
5.6.4.2
Usage of an UL Classifier for a PDU session

In case of PDU sessions of type IPv4 or IPv6 or Ethernet, the SMF may decide to insert in the data path of a PDU session an "UL CL" (Uplink classifier). The UL CL is a functionality supported by an UPF that aims at diverting (locally) some traffic matching traffic filters provided by the SMF. The insertion and removal of an UL CL is decided by the SMF and controlled by the SMF using generic N4 and UPF capabilities. The SMF may decide to insert in the data path of a PDU session or to remove from the data path of a PDU session a UPF supporting the UL CL functionality either during or after the PDU session establishment. The SMF may include more than one UPF supporting the UL CL functionality in the data path of a PDU session.
The UE is unaware of the traffic diversion by the UL CL, and does not involve in both the insertion and the removal of UL CL. In case of a PDU session of IPv4 or IPv6 type, the UE associates the PDU session with either a single IPv4 address or a single IPv6 Prefix allocated by the network.

Editor's note:
The needs for UE aware UL CL insertion and removal are FFS.
Editor's note:
The normative phase will determine whether it is needed to make the UE aware that access to local services is possible and if yes how.

When an UL CL functionality has been inserted in the data path of a PDU session, there are multiple PDU session anchors for this PDU session. These PDU session anchors provide different access to the same DN. Only one PDU session anchor is IP anchor point for the IPv4 address / IPv6 prefix provided to the UE.
NOTE 0:
The mechanisms for packet forwarding on the N6 reference point between the PDU session anchor providing local access and the DN are outside the scope of this specification.

The UL CL provides forwarding of UL traffic towards different PDU session anchors and merge of DL traffic to the UE i.e. merging the traffic from the different PDU session anchors on the link towards the UE. This is based on traffic detection and traffic forwarding rules provided by the SMF.

The UL CL applies filtering rules (e.g. to examine the destination IP address/Prefix of UL IP packets sent by the UE) and determines how the packet should be routed. The UPF supporting an UL CL may also be controlled by the SMF to support traffic measurement for charging, traffic replication for LI and bit rate enforcement (per PDU session AMBR).

NOTE 1:
The UPF supporting an UL CL may also support a PDU session anchor for connectivity to the local access to the data network (including e.g. support of tunnelling or NAT on N6). This is controlled by the SMF.

The insertion of an UPF in the data path of a PDU session is depicted in Figure 5.6.4.2-1.
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Figure 5.6.4.2-1 User plane Architecture for the Uplink Classifier

NOTE 2:
The same UPF may support both the UL CL and the PDU session anchor functionalities.
In Home Routed case the visited operator is only allowed to use local access to a DN in case the home operator has explicitly allowed it.
* * * * Next Change * * *.*
5.6.4.3
Usage of IPv6 multi-homing for a PDU session

A PDU session may be associated with multiple IPv6 prefixes. This is referred to as multi-homed PDU session. The multi-homed PDU session provides access to the Data Network via more than one PDU (IPv6) anchor. The different user plane paths leading to the different PDU anchors branch out at a "common" UPF referred to as a UPF supporting "Branching Point" functionality. The Branching Point provides forwarding of UL traffic towards the different PDU anchors and merge of DL traffic to the UE i.e. merging the traffic from the different PDU anchors on the link towards the UE.
The UPF supporting a Branching Point functionality may also be controlled by the SMF to support traffic measurement for charging, traffic replication for LI and bit rate enforcement (per PDU session AMBR). The insertion and removal of a UPF supporting Branching Point is decided by the SMF and controlled by the SMF using generic N4 and UPF capabilities. The SMF may decide to insert in the data path of a PDU session or to remove from the data path of a PDU session a UPF supporting the Branching Point functionality either during or after the PDU session establishment.
Multi homing of a PDU session applies only for PDU sessions of IPv6 type. The request of PDU session type "IP" or "IPv6" implies the support of multi-homed PDU session for IPv6 in the UE.
The use of multiple IPv6 prefixes in a PDU session is characterised by the following:

-
The UPF supporting a Branching Point functionality is configured by the SMF to spread the UL traffic between the IP anchors based on the Source Prefix of the PDU (which may be selected by the UE based on routing information and preferences received from the network).

-
IETF RFC 4191 [8] is used to configure routing information and preferences into the UE to influence the selection of the source Prefix.

NOTE 1:
This corresponds to Scenario 1 defined in IETF RFC 7157 [7] "IPv6 Multi-homing without Network Address Translation". This allows to make the Branching Point unaware of the routing tables in the Data Network and to keep the first hop router function in the IP anchors.
-
The multi-homed PDU session may be used to support make-before-break service continuity to support SSC mode 3. This is illustrated in Figure 5.6.4.3-1.

-
The multi-homed PDU session may also be used to support cases where UE needs to access both a local service (e.g. local server) and a central service (e.g. the internet), illustrated in Figure 5.6.4.3-2.

-
The UE shall use the method specified in TS 23.502 [3], clause 4.3.5.3, to determine if a multi-homed PDU session is used to support the service continuity case shown in Figure 5.6.4.3-1, or if it is used to support the local access to DN case shown in Figure 5.6.4.3-2.
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Figure 5.6.4.3-1: Multi-homed PDU Session: service continuity case

NOTE 2:
The same UPF may support both the Branching Point and the PDU session anchor functionalities
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Figure 5.6.4.3-2: Multi-homed PDU Session: local access to a DN

NOTE 3:
The same UPF may support both the Branching Point and the PDU session anchor functionalities

Editor's note:
Further clarification is needed to highlight in the figures the difference between figure 5.6.4.3-1 that addresses a mobility case and figure 5.6.4.3-2 that addresses local offload i.e. that refers to one of the PDU session anchors being deployed topologically near the AN

In case of HR roaming, the visited operator is allowed to use an IP anchor in the VPLMN only in case the home operator has explicitly allowed it.
5.6.5
Support for local area data network

The access to a DN via a PDU session for a LADN is only available in a specific LADN service area. A LADN service area is a set of Tracking Areas. 5GC shall provide support for the UEs to be made aware of the availability of a LADN based on the UE location.

For LADNs, the AMF provides to the UE the LADN information about the LADN availability, and the AMF tracks and informs the SMF whether the UE is located in the LADN service area (i.e. the area of availability of the LADN).
The LADN Information is configured in the AMF on a per DN basis, i.e. for different UEs accessing the same LADN, the configured LADN service area is the same regardless of other factors (e.g. UE's Registration Area).
LADN Information provided to the UE by the AMF consists of LADN DNN and LADN service area information availability to the UE. The LADN service area information provided to the UE during the registration procedure includes a set of Tracking Areas that belong to the current Registration Area of the UE (i.e. the intersection of the LADN service area and the current Registration Area). The AMF does not create Registration Area based on the availability of LADNs.
NOTE 1:
It is thus possible that the LADN service area information sent by the AMF to the UE contains only a sub-set of the full LADN service area as the LADN service area can contain TA(s) outside of the registration area of the UE
Editor's note:
additional levels of granularity are FFS.
When the UE performs a successful (Re)registration procedure, the AMF may provide to the UE, based on local configuration information (e.g. via OAM) about LADN Information, UE location UE subscription information received from the UDM about LADN DNNs that is subscribed by the UE, or policies provided by PCF, the LADN Information for the LADNs available to the UE in that RA in the (Re)registration response message.

When the LADN information for the UE in the 5GC is changed, the AMF may update LADN information to the UE through UE Configuration Update procedure.
Based on the LADN Availability information in the UE, the UE may request a PDU session establishment for an available LADN when the UE is located in the LADN service area. The UE should not request a PDU session for a LADN when the UE is located outside the LADN service area, and the SMF shall reject any such requests. The UE shall not trigger Service Request for the establishment of user plane for an LADN when the UE is located out of LADN service area, and the SMF shall reject the establishment of user plane for the LADN PDU session.
The SMF subscribes to "UE location notification" as described in clause 5.6.11. Based on the UE location information received from AMF, the SMF may decide:

-
whether the Network triggered Service request should be triggered for a LADN PDU session without active UP connection.

-
to release the PDU session, or

-
to deactivate the user plane connection for the PDU session and maintain the PDU session. The network may at any time, based on network policies, release the PDU session. The SMF may also request the UPF to discard downlink data for the PDU sessions and/or not send out Data Notification message to the SMF.

This decision may be influenced by local policies.

After the UE is paged and the UE triggers a service request procedure as described in clause 4.2.3.4 in TS 23.502 [3], if the SMF determines that the UE is out of the service area of the LADN based on the latest UE location received from the AMF, the SMF rejects the establishment of user plane for the LADN PDU session.

NOTE 2:
In this case, the Service request of UE can still be successful regardless whether the establishment of user plane of the LADN PDU session is rejected or not.

Editor's note:
It is FFS how to tell the UE that UP activation has been rejected due to LADN service area restriction
Upon leaving the LADN service area, the UE need not release the LADN PDU session, unless the UE receives an explicit PDU session release request from the network.

The SMF shall not trigger user plane re-establishment for a PDU session corresponding to an LADN if the SMF is aware that the UE is outside the area of availability of the LADN.
When the AMF detects that the UE has returned to the LADN service area, the AMF, based on the SMF subscription to an area of interest corresponding to a LADN, informs the SMF. If the SMF or UPF has pending DL data the SMF performs a Network Triggered Service Request to establish the User Plane(s) for the PDU sessions, otherwise the SMF will inform the UPF to resume sending DL data notifications to the SMF in case of DL data.
In this release, LADNs apply only to 3GPP accesses.
* * * * Next Change * * *.*
5.7
QoS model

5.7.1
General Overview

5.7.1.1
QoS Flow

The 5G QoS model supports a QoS flow based framework. The 5G QoS model supports both QoS flows that require guaranteed flow bit rate and QoS flows that do not require guaranteed flow bit rate. The 5G QoS model also supports reflective QoS (see clause 5.7.5).

The QoS flow is the finest granularity of QoS differentiation in the PDU session. A QoS Flow ID (QFI) is used to identify a QoS flow in the 5G system. User Plane traffic with the same QFI within a PDU session receives the same traffic forwarding treatment (e.g. scheduling, admission threshold). The QFI is carried in an encapsulation header on N3 (and N9) i.e. without any changes to the e2e packet header. It can be applied to PDUs with different types of payload, i.e. IP packets, unstructured PDUs and Ethernet frames. The QFI shall be unique within a PDU session.

NOTE 1:
Policing of User Plane traffic (e.g. MFBR enforcement) is not regarded as QoS differentiation and is done by UPFs on an SDF level granularity.
Within the 5GS, QoS flows are controlled by the SMF at PDU session establishment or at QoS flow establishment/modification.

When applicable, any QoS Flow is characterised by:

-
A QoS profile provided by the SMF to the AN via the AMF over the N2 reference point or preconfigured in the AN;

-
One or more network-provided QoS rule(s) provided by the SMF to the UE via the AMF over the N1 reference point and/or one or more UE derived QoS rule(s); and

-
SDF Classification and QoS related information (e.g. Session-AMBR) provided by the SMF to the UPF over the N4 reference point.

* * * * Next Change * * *.*
5.7.1.3
Control of QoS Flows
Three options to control QoS flows are supported:

1)
For non-GBR QoS flows only, and when standardized 5QIs or pre-configured 5QIs are used, the 5QI value can be used as the QFI of the QoS flow. The default ARP shall be pre-configured in the AN;

NOTE 1:
The above option is intended to be used for non-3GPP ANs (e.g. Fixed AN) scenarios when there is no need for any N1 signalling including PDU session establishment, nor any N2 signalling.
2)
For non-GBR QoS flows only, and when standardized 5QIs or pre-configured 5QIs are used, the 5QI value can be used as the QFI of the QoS flow. The default ARP is sent to RAN at PDU Session establishment and when NG-RAN is used every time the User Plane of the PDU session is activated; and
3)
For GBR and non-GBR QoS flows, a dynamically assigned QFI can be used. The 5QI value may be a standardized, pre-configured or dynamic assigned. The QoS profile and the QFI of a QoS flow is provided to the (R)AN over N2 at PDU Session establishment or at QoS flow establishment/modification and when NG-RAN is used every time the User Plane of the PDU session is activated.
NOTE 2:
The options 2 and 3 are intended to be used for 3GPP ANs.
NOTE 3:
Pre-configured 5QI values cannot be used when the UE is roaming. Whenever a 5QI value has not been pre-configured in the (R)AN and not signalled to the (R)AN, the QoS characteristics of the standardized 5QI with the lowest priority level applies.
* * * * Next Change * * *.*
5.7.2.3
RQA
The Reflective QoS Attribute (RQA) is an optional parameter that, in the case of NG-RAN, may be signalled to RAN via N2 when Reflective QoS control is used, as described in clause 5.7.5.4. The RQA indicates that certain traffic on this QoS flow may be subject to Reflective QoS.
5.7.2.4
Notification control
In addition, a GBR QoS flow may be associated with the parameter:

-
Notification control.

The Notification control indicates whether notifications are requested from the RAN when the GFBR can no longer (or again) be fulfilled for a QoS flow during the lifetime of the QoS flow. If, for a given GBR QoS flow, notification control is enabled and the RAN determines that the GFBR cannot be fulfilled, RAN shall send a notification towards SMF. The RAN shall keep the QoS flow, and should try to fulfil the GFBR. Upon receiving a notification from the RAN that the GFBR cannot be fulfilled, the 5GC may initiate N2 signalling to modify or remove the QoS flow. Once conditions improve, and the GFBR is fulfilled again, RAN sends a new notification, informing SMF that the GFBR can be fulfilled again. After a configured time, the RAN may send a subsequent notification that the GFBR cannot be fulfilled.
5.7.2.5
Flow Bit Rates

For GBR QoS flows, the 5G QoS profile additionally include the following QoS parameters:

-
Guaranteed Flow Bit Rate (GFBR) - UL and DL;

-
Maximum Flow Bit Rate (MFBR) -- UL and DL.

The GFBR denotes the bit rate that may be expected to be provided by a GBR QoS flow. The MFBR limits the bit rate that may be expected to be provided by a GBR QoS flow (e.g. excess traffic may get discarded by a rate shaping function).

GFBR and MFBR are signalled on N2 and N11 for each of the GBR QoS Flows for setting up the 5G QoS profile.

5.7.2.6
Aggregate Bit Rates

The MBR (and GBR, if applicable) per SDF, based on the information received from PCF, is signalled on N7 and N4.

Each PDU Session of a UE is associated with the following aggregate rate limit QoS parameter:

-
per Session Aggregate Maximum Bit Rate (Session-AMBR).

The subscribed Session-AMBR is a subscription parameter which is retrieved by the SMF from UDM. SMF may use the subscribed Session-AMBR or modify it based on local policy or use the authorized Session-AMBR received from PCF to get the Session-AMBR, which is signalled to the appropriate UPF entity/ies (and to the (R)AN to enable the calculation of the UE-AMBR). The Session-AMBR limits the aggregate bit rate that can be expected to be provided across all Non-GBR QoS flows for a specific PDU session. The Session-AMBR is measured over an averaging window with a standardized value.
Each UE is associated with the following aggregate rate limit QoS parameter:

-
per UE Aggregate Maximum Bit Rate (UE-AMBR).

The UE-AMBR limits the aggregate bit rate that can be expected to be provided across all Non-GBR QoS flows of a UE. Each (R)AN shall set its UE-AMBR to the sum of the Session-AMBR of all PDU Sessions with active user plane to this (R)AN up to the value of the subscribed UE-AMBR. The subscribed UE-AMBR is a subscription parameter which is retrieved from UDM and provided to the (R)AN by the AMF. The UE-AMBR is measured over an averaging window with a standardized value.
* * * * Next Change * * *.*
5.7.5.3
Reflective QoS Control

Reflective QoS is controlled on per-packet basis by using the Reflective QoS Indication (RQI) in the encapsulation header on N3 reference point together with the QFI, together with a Reflective QoS Timer (RQ Timer) value that is either signaled to the UE upon PDU Session establishment or set to a default value.


The RQA (Reflective QoS Attribute) within a QoS flow's QoS profile provided by the SMF to the NG-RAN on N2 reference point indicates that some (not necessarily all) traffic carried on this QoS flow is subject to Reflective QoS. The RQA is indicated to NG-RAN at UE context establishment in NG-RAN and at QoS flow establishment.
When the 5GC determines to use reflective QoS for a specific SDF, the SMF shall include an indication to use reflective QoS that Reflective QoS is to be applied for this SDF in the corresponding SDF information provided to the UPF via N4 interface.
When the UPF receives this indication for an SDF, the UPF shall set the RQI bit in the encapsulation header on the N3 reference point for every DL packet corresponding to this SDF.

When an RQI is received by (R)AN in a DL packet on N3 reference point, the (R)AN shall indicate to the UE the QFI and that this DL packet is subject to Reflective QoS.
Upon reception of a DL packet that is subject to Reflective QoS
-
if a UE derived QoS rule with a packet filter corresponding to the DL packet does not already exist,

-
the UE shall create a new UE derived QoS rule with a packet filter corresponding to the DL packet, and

-
the UE shall start, for this UE derived QoS rule, a timer set to the RQ Timer value

-
otherwise the UE shall restart the timer associated to this UE derived QoS rule
NOTE 2:
Non-3GPP ANs does not need N2 signalling to enable Reflective QoS. Non 3GPP accesses are expected to send transparantly the QFI and RQI to the UE. If the UPF does not include the RQI, no UE derived QoS rule will be generated. If RQI is included to assist the UE to trigger an update of the UE derived QoS rule, the reception of PDU for a QFI restarts the RQ Timer.
Upon timer expiry associated with a UE derived QoS rule the UE deletes the corresponding UE derived QoS rule.
When the 5GC determines to no longer use reflective QoS for a specific SDF, the SMF shall:

-
Remove the indication to use reflective QoS in the corresponding SDF information provided to the UPF via N4 interface. 
When the UPF receives this instruction for this SDF, the UPF shall no longer set the RQI bit in the encapsulation header on the N3 reference point. 
The UPF shall continue to accept the UL traffic of the SDF for the originally authorized QoS flow for an operator configurable time.
NOTE 3:
This means that the detection and QoS enforcement instructions which were applied before the SMF removed the indication to use reflective QoS remain active in UL direction while the accounting of the UL traffic is done according to the new instructions. 

NOTE 4:
The operator configurable time has to be at least as long as the RQ Timer value to ensure that no UL packet would be dropped until the UE derived QoS rule is deleted by the UE.
* * * * Next Change * * *.*
5.11
Support for Dual connectivity, Multi-connectivity


5.11.1
Support for Dual connectivity

Dual Connectivity involves two radio network nodes in providing radio resources to a given UE (with active radio bearers), while a single N2 termination point exists for the UE between an AMF and the RAN. The RAN architecture and related functions to support Dual Connectivity is further described in RAN specifications (e.g. TS 37.340 [31]).

The RAN node at which the N2 terminates, performs all necessary N2 related functions such as mobility management, relaying of NAS signalling, etc. and manages the handling of user plane connection (e.g. transfer over N3). It is called the Master RAN Node. It may use resources of another RAN node, the Secondary RAN node, to exchange User Plane traffic of an UE

If the UE has Access Restriction (either signalled from the UDM, or, locally generated by VPLMN policy in the AMF) the AMF signals these restrictions to the Master RAN Node as part of Access Restriction List; This may prevent the Master RAN node from setting up a Dual Connectivity for an UE.
Dual connectivity provides the possibility for the Master RAN to request SMF:

-
For some or all PDU sessions of an UE: Direct all the DL User Plane traffic of the PDU session to the either the Master RAN Node or to the Secondary RAN Node. In this case, there is a single N3 tunnel termination at the RAN for such PDU session.

NOTE:
The terminating RAN Node, can decide to keep traffic for specific QFI(s) in a PDU session for a UE on a single RAT, or split them across the two RATs.

-
For some other PDU sessions of an UE: Direct the DL User Plane traffic of some QoS flows of the PDU session to the Secondary (respectively Master) RAN Node while the remaining QoS flows of the PDU session are directed to the Master (respectively Secondary) RAN Node. In this case there are, irrespective of the number of QoS Flows, two N3 tunnel terminations at the RAN for such PDU session.

The Master RAN may create and change this assignment for the user plane of a PDU session at any time during the life time of the PDU session;
In both cases, a single PDU session Id is used to identify the PDU session.

Additional functional characteristics are:

-
User location information reporting is based on the identity of the cell that is serving the UE in the Master RAN node.
-
Path update signalling related with Dual Connectivity and UPF relocation cannot occur at the same time.
* * * * Next Change * * *.*
5.13
Support for Edge Computing

Edge computing enables operator and 3rd party services to be hosted close to the UE's access point of attachment, so as to achieve an efficient service delivery through the reduced end-to-end latency and load on the transport network.

The 5G Core Network selects a UPF close to the UE and executes the traffic steering from the UPF to the local Data Network via a N6 interface. This may be based on the UE's subscription data, UE location, the information from Application Function (AF) as defined in clause 5.6.7, policy or other related traffic rules.

Due to user or Application Function mobility, the service or session continuity may be required based on the requirements of the service or the 5G network.

The 5G Core Network may expose network information and capabilities to an Edge Computing Application Function.

NOTE:
Depending on the operator deployment, certain Application Functions can be allowed to interact directly with the Control Plane Network Functions with which they need to interact, while the other Application Functions need to use the external exposure framework via the NEF (see clause 6.2.10 for details).

The functionality supporting for edge computing includes:

-
User plane (re)selection: the 5G Core Network (re)selects UPF to route the user traffic to the local Data Network as described in clause 6.3.3.

-
Local Routing and Traffic Steering: the 5G Core Network selects the traffic to be routed to the applications in the local Data Network.

-
this includes the use of a single PDU session with multiple PDU session anchor(s) (UL CL / IP v6 multi-homing) as described in clause 5.6.4.
-
Session and service continuity to enable UE and application mobility as described in clause 5.6.9.

-
An Application Function may influence UPF (re)selection and traffic routing via PCF or NEF as described in clause 5.6.7.

-
Network capability exposure: 5G Core Network and Application Function to provide information to each other via NEF as described in clauses 5.20 and 7.4 or directly as described in clause 7.3.

-
QoS and Charging: PCF provides rules for QoS Control and Charging for the traffic routed to the local Data Network.

-
Support of Local Area Data Network: 5G Core Network provides support to connect to the LADN in a certain area where the applications are deployed as described in clause 5.6.5.

* * * * Next Change * * *.*
5.15.2
Identification and selection of a Network Slice: The S-NSSAI and the NSSAI

5.15.2.1
General

An S-NSSAI identifies a Network Slice.

An S-NSSAI is comprised of:

-
A Slice/Service type (SST), which refers to the expected Network Slice behaviour in terms of features and services;

-
A Slice Differentiator (SD). which is optional information that complements the Slice/Service type(s) to differentiate amongst multiple Network Slices of the same Slice/Service type.

The S-NSSAI can have standard values or PLMN-specific values. S-NSSAIs with PLMN-specific values are associated to the PLMN ID of the PLMN that assigns it. An S-NSSAI shall not be used by the UE in access stratum procedures in any PLMN other than the one to which the S-NSSAI is associated.

The NSSAI is a collection of S-NSSAIs. There can be at most 8 S-NSSAIs in the NSSAI sent in signalling messages between the UE and the Network. Each S-NSSAI assists the network in selecting a particular Network Slice instance.
The same Network Slice instance may be selected by means of different S-NSSAIs.

Based on the operator's operational or deployment needs, multiple Network Slice instances of a given S-NSSAI may be deployed in the same or in different registration areas. When multiple Network Slice instances of a given S-NSSAI are deployed in the same registration area, the AMF instance serving the UE may logically belong to more than one Network Slice instances of that S-NSSAI, i.e. this AMF instance may be common to multiple Network Slice instances of that S-NSSAI. When a S-NSSAI is supported by more than one Network Slice instance in a PLMN, any of the Network Slice instances supporting the same S-NSSAI in a certain area may serve, as a result of the Network Slice instance selection procedure defined in clause 5.15.5, a UE which is allowed to use this S-NSSAI. Upon association with an S-NSSAI, the UE is served by the same Network Slice instance for that S-NSSAI until cases occur where e.g. Network Slice instance is no longer valid in a given registration area, or a change in UE's Allowed NSSAI occurs etc. In such cases, procedures mentioned in clause 5.15.5.2.2 or clause 5.15.5.2.3 applies.
The selection of a Network Slice instance(s) serving a UE and the Core Network Control Plane and user plane Network Functions corresponding to the Network Slice instance is the responsibility of 5GC.
The (R)AN may use Requested NSSAI in access stratum signalling to handle the UE Control Plane connection before the 5GC informs the (R)AN of the Allowed NSSAI. The Requested NSSAI is not used by the RAN for routing when the UE provides also a Temporary User ID.


When a UE is successfully registered, the CN informs the (R)AN by providing the whole Allowed NSSAI for the Control Plane aspects.

Editor's note:
The need for informing the (R)AN by providing the whole Allowed NSSAI is to be checked with RAN WGs.

When a PDU Session for a given S-NSSAI is established using a specific Network Slice instance, the CN provides to the (R)AN the S-NSSAI corresponding to this Network Slice instance to enable the RAN to perform access specific functions.

NOTE:
The details of how the RAN uses NSSAI information is described in TS 38.300 [27].

* * * * Next Change * * *.*
5.16.3.2
IMS voice over PS Session Supported Indication

The serving PLMN AMF shall send an indication toward the UE during the Registration procedure if an IMS voice over PS session is supported or not supported. A UE with "IMS voice over PS" voice capability should take this indication into account when performing voice domain selection, as described in clause 5.16.3.5.

The serving PLMN AMF may only indicate IMS voice over PS session supported in one of the following cases:

-
If the network is able to provide a successful IMS voice over PS session over NR connected to 5GC with a 5G QoS Flow that supports voice as specified in clause 5.7.

-
If the network is not able to provide a successful IMS voice over PS session over NR connected to 5GC, but is able for one of the following:

-
If E-UTRA connected to 5GC supports voice, and the NG-RAN is able to trigger handover to E-UTRA connected to 5GC at QoS flow establishment for voice; or 

-
If the UE supports HO to EPS, the EPS supports voice, and the NG-RAN is able to trigger handover to EPS at QoS flow establishment for voice.
The serving PLMN provides this indication based e.g. on local policy, HPLMN and how extended NG-RAN coverage is. The AMF in serving PLMN shall indicate that IMS voice over PS is not supported if serving PLMN does not have an IMS roaming agreement with HPLMN. This indication is per Registration Area list.

Editor's note:
If interactions between the AMF and RAN to determine functionality equivalent to Voice Support Match Indicator of EPC are needed, they are FFS.

* * * * Next Change * * *.*
* * * * Next Change * * *.*
5.17
Interworking and Migration

5.17.1
Support for Migration from EPC to 5GC

5.17.1.1
General

This clause describes the UE and network behaviour for the migration from EPC to 5GC.

Deployments based on different 3GPP architecture options (i.e. EPC based or 5GC based) and UEs with different capabilities (EPC NAS and 5GC NAS) may coexist at the same time within one PLMN.

It is assumed that a UE that is capable of supporting 5GC NAS procedures may also be capable of supporting EPC NAS (i.e. the NAS procedures defined in TS 24.301 [13]) to operate in legacy networks e.g. in case of roaming.

The UE will use EPC NAS or 5GC NAS procedures depending on the core network by which it is served.

In order to support smooth migration, it is assumed that the EPC and the 5GC have access to a common subscriber database, that is HSS in case of EPC and the UDM in case of 5GC, acting as the master data base for a given user as defined in TS 23.002 [21].
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Figure 5.17.1.1-1: Architecture for migration scenario for EPC and 5G CN

A UE that supports only EPC based Dual Connectivity with secondary RAT NR:

-
always performs initial access through E-UTRA (LTE-Uu) but never through NR;

-
performs EPC NAS procedures over E-UTRA (i.e. Mobility Management, Session Management etc) as defined in TS 24.301 [13].

A UE that supports camping on 5G systems with 5GC NAS:

-
performs initial access either through E-UTRAN that connects to 5GC or NR towards 5GC;

-
performs initial access through E-UTRAN towards EPC, if supported and needed;
-
performs EPC NAS or 5GC NAS procedures over E-UTRAN or NR respectively (i.e. Mobility Management, Session Management etc) depending on capability indicated in AS, if the UE also supports EPC NAS.

NOTE 1:
A UE supporting EPC NAS 5GC NAS initiates 5GC NAS procedures when 5GC is supported by the serving PLMN.

In order to support different UEs with different capabilities in the same network, i.e. both UEs that are capable of only EPC NAS (possibly including EPC based Dual Connectivity with secondary NR) and UEs that support 5GC NAS procedures in the same network:

-
eNB that supports access to 5GC shall broadcast that it can connect to 5GC.
-
The UE that supports 5GC NAS procedures shall provide a capability indication at Access Stratum as defined in TS 38.300 [27] when it performs initial access (the capability indication can be used to indicate ability to support N1 procedures).
Editor's note:
The exact Access Stratum protocol for the indicator to be used by RAN to perform CN selection (EPC or 5GC) is going to be defined in RAN specifications.

NOTE 2:
The UE that supports EPC based Dual Connectivity with secondary RAT only does not provide this indication at Access Stratum when it performs initial access and therefore eNB uses the "default" CN selection mechanism to direct this UE to an MME
Based on the Core Network type restriction described in clause 5.3.4.1.1 the 5GC network may steer the UE towards EPC.

* * * * Next Change * * *.*
5.17.2
Interworking with EPC

5.17.2.1
General

In order to interwork with EPC, the UE that supports both 5GC and EPC NAS can operate in single-registration mode or dual-registration mode:

-
In single-registration mode, UE has only one active MM state (either RM state in 5GC or EMM state in EPC) and it is either in 5GC NAS mode or in EPC NAS mode (when connected to 5GC or EPC, respectively). UE maintains a single coordinated registration for 5GC and EPC.

-
In dual-registration mode, UE can handle independent registrations for 5GC and EPC. In this mode, the UE may be registered to 5GC only, EPC only, or to both 5GC and EPC.

The support of single registration mode is mandatory for UEs that support both 5GC and EPC NAS.

During E-UTRAN Initial Attach, UE supporting both 5GC and EPC NAS shall indicate its support of 5G NAS in UE Network Capability described in clause 5.11.3 of TS 23.401 [26].

During registration to 5GC, UE supporting both 5GC and EPC NAS shall indicate its support of EPC NAS.

NOTE:
This indication may be used to give the priority towards selection of PGW-C + SMF for UEs that support both EPC and 5GC NAS.
Networks that support interworking with EPC, may support interworking procedures that use the N26 interface or interworking procedures that do not use the N26 interface. Interworking procedures with N26 support providing IP address continuity on inter-system mobility to UEs that support 5GC NAS and EPC NAS. Networks that support interworking procedures without N26 shall support procedures to provide IP address continuity on inter-system mobility to UEs operating in both single-registration mode and dual-registration mode.
In entire clause 5.17.2 the terms "initial attach", "handover attach" and "TAU" for the UE procedures in EPC can alternatively be combined EPS/IMSI Attach and combined TA/LA depending on the UE configuration defined in TS 23.221 [23].
* * * * Next Change * * *.*
5.17.2.3.3
Mobility for UEs in dual-registration mode

To support mobility in dual-registration mode, the support of N26 interface between AMF in 5GC and MME in EPC is not required.

Editor's note:
It is FFS if dual-registration mode can be used for IMS voice.

For UE operating in dual-registration mode the following principles apply for PDU session transfer from 5GC to EPC:

-
UE operating in Dual Registration mode may register in EPC ahead of any PDU session transfer using the Attach procedure without establishing a PDN Connection in EPC if the EPC supports EPS Attach without PDN Connectivity as defined in TS 23.401 [26]. Support for EPS Attach without PDN Connectivity is mandatory for UE supporting dual-registration procedures.

NOTE 1:
Before attempting early registration in EPC the UE needs to check whether EPC supports EPS Attach without PDN Connectivity by reading the related SIB in the target cell.

-
UE performs PDU session transfer from 5GC to EPC using the UE initiated PDN connection establishment procedure with "handover" indication in the PDN Connection Request message (TS 23.401 [26], clause 5.10.2).

-
If the UE has not registered with EPC ahead of the PDU session transfer, the UE can perform Attach in EPC with "handover" indication in the PDN Connection Request message (TS 23.401 [26], clause 5.3.2.1).

-
UE may selectively transfer certain PDU sessions to EPC, while keeping other PDU Sessions in 5GC.

-
UE may maintain the registration up to date in both 5GC and EPC by re-registering periodically in both systems. If the registration in either 5GC or EPC times out (e.g. upon mobile reachable timer expiry), the corresponding network starts an implicit detach timer.

NOTE 2:
Whether UE transfers some or all PDU sessions on the EPC side and whether it maintains the registration up to date in both EPC and 5GC can depend on UE capabilities that are implementation dependent. The information for determining which PDU sessions are transferred on EPC side and the triggers can be pre-configured in the UE and are not specified in this release of the specification.
For UE operating in dual-registration mode the following principles apply for PDN connection transfer from EPC to 5GC:

-
UE operating in Dual Registration mode may register in 5GC ahead of any PDN connection transfer using the Registration procedure without establishing a PDU session in 5GC (TS 23.502 [3], clause 4.2.2.2.2).

-
UE performs PDN connection transfer from EPC to 5GC using the UE initiated PDU session establishment procedure with "Existing PDU Session" indication (TS 23.502 [3], clause 4.3.2.2.1).

-
If the UE has not registered with 5GC ahead of the PDN connection transfer, the UE can perform Registration in 5GC with "Existing PDU Session" indication in the PDU Session Request message.

Editor's note:
Support of Registration combined with PDU Session Request in TS 23.502 [3] is not yet defined.

-
UE may selectively transfer certain PDN connections to 5GC, while keeping other PDN Connections in EPC.

-
UE may maintain the registration up to date in both EPC and 5GC by re-registering periodically in both systems. If the registration in either EPC or 5GC times out (e.g. upon mobile reachable timer expiry), the corresponding network starts an implicit detach timer.

NOTE 3:
Whether UE transfers some or all PDN connections on the 5GC side and whether it maintains the registration up to date in both 5GC and EPC can depend on UE capabilities that are implementation dependent. The information for determining which PDN connections are transferred on 5GC side and the triggers can be pre-configured in the UE and are not specified in this release of the specification.

NOTE 4:
If EPC does not support EPS Attach without PDN Connectivity the MME detaches the UE when the last PDN connection is released by the PGW as described in TS 23.401 [26] clause 5.4.4.1 (in relation to transfer of the last PDN connection to non-3GPP access).
-
When sending a control plane request for MT services (e.g. MT SMS) the network routes it via either the EPC or the 5GC. In absence of UE response, the network should attempt routing the control plane request via the other system.
NOTE 5:
The choice of the system through which the network attempts to deliver the control plane request first is left to network configuration.
* * * * Next Change * * *.*
5.21.1
Architectural support for N2

5.21.1.1
TNL associations

5G AN node shall have the capability to support multiple TNL associations per AMF, i.e. AMF name.

An AMF may provide the 5G AN node on the weight factors for each TNL association of the AMF.

An AMF shall be able to request the 5G AN node to add or remove TNL associations to the AMF.

5.21.1.2
NGAP UE-TNLA-binding

While a UE is in CM-Connected state the 5G AN node shall maintain the same N2AP UE-TNLA-binding (i.e. use the same TNL association and same NGAP association for the UE) unless explicitly changed or released by the AMF.

An AMF shall be able to update the NGAP UE-TNLA-binding (i.e. change the TNL association for the UE) in CM-Connected mode at any time.

An AMF shall be able to update the NGAP UE-TNLA-binding (i.e. change the TNL association for the UE) in response to an N2 message received from the 5G AN by triangular redirection (e.g. by responding to the 5G AN node using a different TNL association) or by redirection via the RAN.

An AMF shall be able to command the 5G AN node to release the NGAP UE-TNLA-binding for a UE in CM-Connected mode while maintaining N3 (user-plane connectivity) for the UE at any time.

Editor's note:
Support of releasing the NGAP UE-TNLA-binding for a UE in CM-Connected is subject to feedback from RAN groups.
5.21.1.3
N2 TNL association selection

The 5G AN node shall consider the following factors for selecting a TNL association for the AMF:

-
Availability of candidate TNL associations.

-
Weight factors of candidate TNL associations, if provided by the AMF.
* * * * Next Change * * *.*
5.21.2.2
AMF planned removal procedure

5.21.2.2.1
AMF planned removal procedure with UDSF deployed

An AMF can be taken graciously out of service as follows:

-
If an UDSF is deployed in the network, then the AMF stores the context for registered UE(s) in the UDSF. The UE context includes the per AMF set unique AMF UE NGAP ID. If there are ongoing transactions (e.g. N1 procedure) for certain UE(s), AMF stores the UE context(s) in the UDSF upon completion of an ongoing transaction.
NOTE 1:
It is assumed that the UE contexts from the old AMF include all event subscriptions with peer CP NFs.
An AMF shall be able to notify the 5G AN that the corresponding AMF identified by GUAMI(s) is unavailable for processing UE transactions. Upon receipt of the indication that an AMF(GUAMI(s)) is unavailable, 5G AN shall take the following action:
-
5G AN should mark this AMF as unavailable and not consider the AMF for selection anymore for subsequent N2 transactions.

-
If the instruction from AMF includes an indicator that the AMF will release the NGAP UE associations on a per UE-basis for UE(s) in CONNECTED mode and if the 5G AN supports timer mechanism,the 5G AN starts a timer to control the NGAP UE association release. For the duration of the timer or until the AMF releases the N2AP UE associations the AN does not select a new AMF for subsequent UE transactions. Upon timer expiry, the 5G AN releases the NGAP UE association(s) and its associated UE-TNLA-binding with the corresponding AMF for the respective UE(s), for subsequent N2 message, the 5G AN should select a different AMF from the same AMF set when the subsequent N2 message needs to be sent.

NOTE 2:
For UE(s) in CONNECTED mode, after indicating that the AMF is unavailable for processing UE transactions and including an indicator that the AMF releases the NGAP UE associations on a per UE-basis while requesting the AN to maintain N3 (user plane connectivity) and UE context information, the AMF can use the NGAP UE association release procedure defined in TS 23.502 [3] to release the N2 connections (without releasing N3 connection) on a per UE-basis.

Editor's note:
The behavior when 5G AN does not support timer mechanism is FFS and also how the AMF knows of 5G AN timer capability.
-
If the instruction does not include the indicator, for UE(s) in CONNECTED mode, 5G AN considers this as a request to release the N2AP UE association(s) and its associated UE-TNLA-binding with the corresponding AMF for the respective UE(s) while maintaining N3 (user plane connectivity) and UE context information. For subsequent N2 message, the 5G AN should select a different AMF from the same AMF set when the subsequent N2 message needs to be sent.
-
For UE(s) in IDLE mode, when it subsequently returns from IDLE mode and the 5G AN receives an initial NAS message with a 5G S-TMSI or GUAMI pointing to an AMF that is marked unavailable, the 5G AN should select a different AMF from the same AMF set and forward the initial NAS message.
An AMF shall be able to instruct other peer CP NFs, subscribed to receive such a notification, that the corresponding AMF identified by GUAMI(s) will be unavailable for processing UE transactions. Upon receipt of the notification that an AMF (GUAMI(s)) is unavailable, the other CP NFs shall take the following action:
-
CP NF should mark this AMF as unavailable and not consider the AMF for selection anymore for subsequent MT transactions.

-
Mark this AMF as unavailable while not changing the status of UE(s) associated to this AMF (UE(s) previously served by the corresponding AMF still remain registered in the network), and AMF Set information.

-
For the UE(s) that were associated to the corresponding AMF, when the peer CP NF needs to initiate a transaction towards the AMF that is marked unavailable, CP NF should select another AMF from the same AMF set (as in clause 6.3.5) and forward the transaction together with the old GUAMI. The new AMF retrieves UE context from the UDSF.
Following actions should be performed by the newly selected AMF:
-
When there is a transaction with the UE the newly selected AMF retrieves the UE context from the UDSF based on SUPI, 5G-GUTI or AMF UE NGAP ID and processes the UE message accordingly and updates the 5G-GUTI towards the UE. For UE(s) in CONNECTED mode, it also updates the new NGAP UE association towards the 5GAN.
-
The new selected AMF updates the peer NFs with the new selected AMF information.
-
If the new AMF is aware of a different AMF serving the UE (by implementation specific means) it redirects the uplink N2 signalling the UE to that AMF if necessary, or reject the transaction from the peer NFs with a cause to indicate that new AMF has been selected. The peer NFs may wait for the update from the new AMF and resend the transaction to the new AMF.

NOTE 3:
This bullet above addresses situations where 5G AN node selects an AMF and CP NFs select another AMF for the UE concurrently. Also, addresses the situation where CP NFs select an AMF for the UE concurrently
-
If the new AMF does not have access to the UE context, then the AMF may force the UE to re-register.

* * * * Next Change * * *.*
5.21.2.2.2
AMF planned removal procedure without UDSF

An AMF can be taken graciously out of service as follows:

-
The AMF can forward registered UE contexts, UE contexts grouped by the same GUAMI value, to target AMF(s) within the same AMF set. The UE context includes the per AMF Set unique AMF NGAP UE ID. If there are ongoing transactions (e.g. N1 procedure) for certain UE(s), AMF forwards the UE context(s) to the target AMF upon completion of an ongoing transaction.
Editor's note:
When the AMF forwards registered UE contexts to target AMF, how to uniquely identify the UE context by the AMF and 5G AN is FFS.
NOTE 1:
It is assumed that the UE contexts from the old AMF include all event subscriptions with peer CP NFs.
An AMF shall be able to instruct the 5G AN that it will be unavailable for processing UE transactions by including GUAMI(s) configured on this the AMF and its corresponding target AMF(s). The target AMF shall be able to update the 5G AN that the old GUAMI(s) is now served by target AMF. It provides the old GUAMI value that the 5G AN can use to locate UE contexts served by the old AMF. Upon receipt of the indication that an old AMF is unavailable, 5G AN shall take the following action:
-
5G AN should mark this AMF as unavailable and not consider the AMF for selection anymore for subsequent N2 transactions. The associated GUAMIs are marked as unavailable until it have been updated by the target AMFs.
-
If the instruction from AMF includes an indicator that the AMF will release the NGAP UE associations on a per UE-basis for UE(s) in CONNECTED mode and if the 5G AN supports timer mechanism, the 5G AN starts a timer to control the NGAP UE association release. For the duration of the timer or until the AMF releases the NGAP UE associations the AN does not select a new AMF for subsequent UE transactions. Upon timer expiry, the 5G AN releases the NGAP UE association(s) and its associated UE-TNLA-binding with the corresponding AMF for the respective UE(s), for subsequent N2 message, the 5G AN uses GUAMI which points to the target AMF that replaced the old unavailable AMF, to forward the N2 message to the corresponding target AMF(s).
NOTE 2:
For UE(s) in CONNECTED mode, after indicating that the AMF is unavailable for processing UE transactions and including an indicator that the AMF releases the NGAP UE associations on a per UE-basis while requesting the AN to maintain N3 (user plane connectivity) and UE context information, the AMF can use the NGAP UE association release procedure defined in TS 23.502 [3] to release the N2 connections (without releasing N3 connection) on a per UE-basis.

Editor's note:
The behavior when 5G AN does not support timer mechanism is FFS and also how the AMF knows of 5G AN timer capability.

If the instruction does not include the indicator, for UE(s) in CONNECTED mode, 5G AN considers this as a request to release the NGAP UE association(s) and its associated UE-TNLA-binding with the corresponding AMF for the respective UE(s) while maintaining N3 (user plane connectivity) and UE context information. For subsequent N2 message, the 5G AN uses GUAMI based resolution which points to the target AMF that replaced the old unavailable AMF, to forward the N2 message to the corresponding AMF(s).
-
For UE(s) in IDLE mode, when it subsequently returns from IDLE mode and the 5G AN receives an initial NAS message with a 5G S-TMSI or GUAMI, the 5G AN uses 5G S-TMSI or GUAMI which points to the target AMF that has replaced the old unavailable AMF and, the 5G AN forwards N2 message.
An AMF shall be able to instruct other peer CP NFs, subscribed to receive such a notification, that it will be unavailable for processing UE transactions by including GUAMI(s) configured on this the AMF and its corresponding target AMF(s). The target AMF shall update the CP NF that the old GUAMI(s) is now served by target AMF. The old AMF provides the old GUAMI value to target AMF and the target AMF can use to locate UE contexts served by the old AMF. Upon receipt of the notification that an AMF is unavailable, the other CP NFs shall take the following action:
-
Mark this AMF and its associated GUAMI(s) as unavailable while not changing the status of UE(s) associated to this AMF (UE(s) previously served by the corresponding AMF still remain registered in the network), and AMF Set information.

-
For the UE(s) that were associated to the corresponding AMF, when the peer CP NF needs to initiate a transaction towards the AMF that is marked unavailable and the old unavailable AMF was replaced by the target AMF, CP NF should forward the transaction together with the old GUAMI to the target AMF(s).
Following actions should be performed by the target AMF:
-
When there is a transaction with the UE the target AMF SUPI,5G-GUTI or AMF UE NGAP ID to locate UE contexts and processes the UE transactions accordingly and updates the 5G-GUTI towards the UE, if necessary. For UE(s) in CONNECTED mode, it also updates the new NGAP UE association towards the 5GAN.
5.21.2.3
Procedure for handling AMF Failure

In order to try and handle AMF failure in a graceful manner (i.e. without impacting the UE), AMF can either back up the UE contexts in UDSF, or per GUAMI granularity in other AMFs (serving as backup AMF for the indicated GUAMI). 
NOTE 1:
Frequency of backup is left to implementation.

For deployments without UDSF, for each GUAMI the backup AMF information (in association to the GUAMI) is configured in the AMF. The AMF sends this information to AN and other CP NFs during the N2 setup procedure or the first (per node) interaction with other CP NF.
Following actions should be performed by the target AMF:
In case an AMF fails and the 5G AN/peer CP NFs detect that the AMF has failed, following actions are taken:
-
5G AN marks this AMF as failed and not consider the AMF for selection until explicitly notified.

-
For UE(s) in CONNECTED mode, 5G AN considers failure detection as a trigger to release the NGAP association(s) with the corresponding AMF for the respective UE(s) while maintaining N3 (user plane connectivity) and other UE context information. For subsequent N2 message, the 5G AN should select a different AMF (as in clause 6.3.5) from the same AMF set when the subsequent N2 message needs to be sent for the UE(s). If no other AMF from the AMF set is available, then it can select an AMF from the same AMF Region as in clause 6.3.5.
-
For UE(s) in IDLE mode, when it subsequently returns from IDLE mode and the 5G AN receives an initial NAS message with a S-TMSI or GUAMI pointing to an AMF that is marked failed, the 5G AN should select a different AMF from the same AMF set and forward the initial NAS message. If no other AMF from the AMF set is available, then it can select an AMF from the same AMF Region as in clause 6.3.5.
-
Peer CP NFs consider this AMF as unavailable while retaining the UE context.
-
For the UE(s) that were associated to the corresponding AMF, when the peer CP NF needs to initiate a transaction towards the AMF, CP NF should select another AMF from the same AMF set and forward the transaction together with the old GUAMI.
-
When the 5G AN or CP NFs need to select a different AMF from the same AMF set,

-
For deployments with UDSF, any AMF from the same AMF set can be selected.

-
For deployments without UDSF, the backup AMF is determined based on the GUAMI of the failed AMF.

Following actions should be taken by the newly selected AMF:

-
For deployments with UDSF, when there is a transaction with the UE tthe newly selected AMF retrieves the UE context from the UDSF and it processes the UE message accordingly and updates the 5G-GUTI towards the UE, if necessary.
-
For deployments without UDSF, the newly selected AMF, i.e. the backup AMF uses the GUAMI of the failed AMF to checks whether the UE's original serving AMF has failed. If the failure is detected, it instructs peer CP NFs and 5G AN that for all the UE(s) that were associated with the GUAMI of the failed AMF is now served by this newly selected AMF.
NOTE 2: The backup AMF (newly selected AMF) use the GUAMI to locate the respective UE context(s).
-
The new AMF updates the peer NFs with the new AMF information.
-
If the new AMF is aware of a different AMF serving the UE (by implementation specific means) it redirects the uplink N2 signalling to that AMF, or reject the transaction from the peer NFs with a cause to indicate that new AMF has been selected. The peer NFs may wait for the update from the new AMF and resend the transaction to the new AMF.

NOTE 3:
This bullet above addresses situations where 5G AN node selects an AMF and other CP NFs select an AMF for the UE concurrently. Also, addresses the situation where CP NFs select an AMF for the UE concurrently.
NOTE 4:
It is assumed that the UE contexts from the old AMF include all event subscriptions with peer CP NFs.
-
If the new AMF does not have access to the UE context, then the AMF may force the UE to re-register.
* * * * Next Change * * *.*
5.22.2
Invocation-related Priority Mechanisms
The generic mechanisms used based on invocation-related Priority Mechanisms for prioritised services are based an interaction with an Application Server and between the Application Server and the PCF over Rx/N5 interface, as described in TS 23.228 [15] clause 5.21 in case of MPS using IMS.

NOTE:
Clause 5.21 in TS 23.228 [15] is applicable to 5GS, with the understanding that the term PCRF corresponds to PCF in the 5GS.

Invocation-related mechanisms for Mobile Originations e.g. via SIP/IMS:

-
PCF: When an indication for a session arrives over the Rx/N5 Interface and the UE does not have priority for the signalling QoS Flow, the PCF derives the ARP and 5QI parameters, plus associated QoS characteristics as appropriate, of the QoS Flow for Signalling as per Service Provider policy as specified in clause 6.1.11.4 of TS 23.203 [4] and clause 4.3.18.2.1 of TS 23.401 [26].

-
PCF: For sessions such as MPS, when establishing or modifying a QoS Flow for media as part of the session origination procedure, the PCF selects the ARP and 5QI parameters, plus associated QoS characteristics as appropriate, to provide priority treatment to the QoS Flow(s) as specified in clause 4.3.18.1 of TS 23.401 [26].

-
PCF: When all active sessions to a particular DN are released, and the UE is not configured for priority treatment to that particular PDU session for a DN, the PCF will downgrade the IMS Signalling QoS Flows from appropriate settings of the ARP and 5QI parameters, plus associated QoS characteristics as appropriate, to those entitled by the UE based on subscription as specified in clause 6.1.11.4 of TS 23.203 [4].
Invocation-related mechanisms for Mobile Terminations e.g. via SIP/IMS:

-
PCF: When an indication for a session arrives over the Rx/N5 Interface, mechanisms as described above for Mobile Originations are applied.
-
UPF: If an IP packet arrives at the UPF for a UE that is CM-IDLE over a QoS Flow which has an ARP priority level value that is entitled for priority use, delivery of priority indication during the Paging procedure is provided by inclusion of the ARP in the N4 interface "Downlink Data Notification" message, as specified in clause 4.2.3.4 of TS 23.502 [3].
-
SMF:If a "Downlink Data Notification" message arrives at the SMF containing an ARP priority level value that is entitled for priority use, delivery of priority indication during the Paging procedure is provided by inclusion of the ARP in the N11 interface "Downlink Data Notification" message, as specified in clause 4.2.3.4 of TS 23.502 [3].
-
AMF:If a "Downlink Data Notification" message arrives at the AMF containing an ARP priority level value that is entitled for priority use, the AMF handles the request with priority and includes the "Paging Priority" IE in the N2 "Paging" message set to a value assigned to indicate that there is an IP packet at the UPF entitled to priority treatment, as specified in clause 4.2.3.4 of TS 23.502 [3].
-
SMF: For a UE that is not configured for priority treatment, upon receiving the "N7 PDU-CAN Session Modification" message from the PCF with an ARP priority level that is entitled for priority use, the SMF sends an "N4 Session Modification Request" to update the ARP for the Signalling QoS Flows, and sends an "N11 SM Request with PDU Session Modification Command" message to the AMF, as specified in clause 4.3.3.2 of TS 23.502 [3].
-
AMF: Upon receiving the "N11 SM Request with PDU Session Modification Command" message from the SMF with an ARP priority level that is entitled for priority use, the AMF updates the ARP for the Signalling QoS Flows, as specified in clause 4.3.3.2 of TS 23.502 [3].
-
(R)AN: Inclusion of the "Paging Priority" in the N2 "Paging" message triggers priority handling of paging in times of congestion at the (R)AN as specified in clause 4.2.3.4 of TS 23.502 [3].   the service receives appropriate priority treatment based on the "Paging Priority" IE.

Invocation-related mechanisms for the Priority PDU connectivity services:

-
PCF: If the state of the Priority PDU connectivity services is modified from disabled to enabled, the QoS Flow(s) controlled by the Priority PDU connectivity services are established/modified to have the service appropriate settings of the ARP and 5QI parameters, plus associated QoS characteristics as appropriate, using the PDU Session modification procedures as specified in clause 4.3.3 of TS 23.502 [3].
-
PCF: If the state of Priority PDU connectivity services is modified from enabled to disabled, the QoS Flow(s) controlled by the Priority PDU connectivity services are modified from service appropriate settings of the ARP and 5QI parameters, plus associated QoS characteristics as appropriate, to those entitled by the UE as per subscription, using the PDU Session modification procedures as specified in clause 4.3.3 of TS 23.502 [3].
* * * * Next Change * * *.*
5.22.3
QoS Mechanisms applied to established QoS Flows

Mechanisms applied to established QoS Flows:
-
(R)AN: QoS Flows requested in the Xn "Handover Request" or N2 "Handover Request" which are marked as entitled to priority by virtue of inclusion of an ARP value from the set allocated by the Service Provider for prioritised services are given priority over requests for QoS Flows which do not include an ARP from the set as specified in clause 4.9 of TS 23.502 [3].
-
SMF: Congestion management procedures in the SMF will provide priority to QoS Flows established for sessions during periods of extreme overload.  Prioritised services are exempt from any session management congestion controls. See clause 5.19 and clause 4.3.18.5 of TS 23.401 [26].

Editor's note:
Need to include relevant material in TS 23.501 [3] clause 5.19, "Control Plane Congestion and Overload Control."  This should reference functionality as described in clauses 4.3.7.1a.2 and 4.3.18.5 of TS 23.401 [26].


AMF: Congestion management procedures in the AMF will provide priority to mobility management procedures required for the prioritised services during periods of extreme overload.  Prioritised services are exempt from mobility restrictions and any mobility management congestion controls. See clauses 5.3.4.1.1 and 5.19 and clause 4.3.18.5 of TS 23.401 [26].


QoS Flows whose ARP parameter is from the set allocated by the Service Provider for prioritised services' use shall be exempt from release during QoS Flow load rebalancing. See clause 4.3.18.6 of TS 23.401 [26].


(R)AN, UPF: IMS Signalling Packets associated with prioritised services' use are handled with priority.  Specifically, during times of severe congestion when it is necessary to drop packets on the IMS Signalling QoS Flow to ensure network stability, these FEs shall drop packets not associated with priority signalling such as MPS or Mission Critical services before packets associated with priority signalling. See clause TBD.
-
(R)AN, UPF: During times of severe congestion when it is necessary to drop packets on a media QoS Flow to ensure network stability, these FEs shall drop packets not associated with priority sessions such as MPS or Mission Critical services before packets associated with sessions. See clause TBD.
* * * * Next Change * * *.*
5.23
Supporting for Asynchronous Type Communication 
Asynchronous type communication (ATC) enables 5GC to delay synchronizing UE context with the UE, so as to achieve an efficient signalling overhead and increase system capacity.

5GC supports asynchronous type communication with the following functionality:

-
Capability to store the UE context based on the received message, and synchronize the UE context with the involved network functions or UE later;
For network function (e.g. PCF, UDM, etc.) triggered signalling procedure (e.g. network triggered service request procedure, network triggered PDU session modification procedure, etc.), if the UE is in CM-IDLE state, the AMF updates and stores the UE context based on the received message without paging UE immediately. When the UE enters CM-CONNECTED state, the AMF forwards N1 and N2 message to synchronize the UE context with the (R)AN and/or the UE.
* * * * Next Change * * *.*
6
Network Functions

6.1
General

Clause 6 provides the functional description of the Network Functions in the 5GC, and the principles for Network Function and Network Function Service discovery and selection.
6.2
Network Function Functional description

6.2.1
AMF

The Access and Mobility Management function (AMF) includes the following functionality. Some or all of the AMF functionalities may be supported in a single instance of an AMF:

-
Termination of RAN CP interface (N2).

-
Termination of NAS (N1), NAS ciphering and integrity protection.

-
Registration management.

-
Connection management.

-
Reachability management.

-
Mobility Management.

-
Lawful intercept (for AMF events and interface to LI System).

-
Provide transport for SM messages between UE and SMF.

-
Transparent proxy for routing SM messages.

-
Access Authentication.

-
Access Authorization.

-
Provide transport for SMS messages between UE and SMSF.
-
Security Anchor Functionality (SEAF). It interacts with the AUSF and the UE, receives the intermediate key that was established as a result of the UE authentication process. In case of USIM based authentication, the AMF retrieves the security material from the AUSF.

-
Security Context Management (SCM). The SCM receives a key from the SEAF that it uses to derive access-network specific keys.

NOTE 1:
Regardless of the number of Network functions, there is only one NAS interface instance per access network between the UE and the CN, terminated at one of the Network functions that implements at least NAS security and mobility management.

In addition to the functionalities of the AMF described above, the AMF may include the following functionality to support non-3GPP access networks:

-
Support of N2 interface with N3IWF. Over this interface, some information (e.g. 3GPP cell Identification) and procedures (e.g. Hand-Over related) defined over 3GPP access may not apply, and non-3GPP access specific information may be applied that do not apply to 3GPP accesses.

Editor's note:
The definition which 3GPP information and procedures are not applicable to N3GPP-access and those N3GPP access specific information and procedure needs to be considered are FFS.

-
Support of NAS signalling with a UE over N3IWF. Some procedures supported by NAS signalling over 3GPP access may be not applicable to untrusted non-3GPP (e.g. Paging) access.
Editor's note:
The definition which NAS signalling procedures are not applicable to N3GPP-access and those N3GPP access specific information and procedure needs to be considered are FFS.
-
Support of authentication of UEs connected over N3IWF.
-
Management of mobility, authentication, and separate security context state(s) of a UE connected via non-3GPP access or connected via 3GPP and non-3GPP accesses simultaneously.

-
Support as described in clause 5.3.2.3 a co-ordinated RM management context valid over 3GPP and Non 3GPP accesses.

-
Support as described in clause 5.3.3.4 dedicated CM management contexts for the UE for connectivity over non-3GPP access.
NOTE 2:
Not all of the functionalities are required to be supported in an instance of a network slice.

6.2.2
SMF

The Session Management function (SMF) includes the following functionality. Some or all of the SMF functionalities may be supported in a single instance of a SMF:

-
Session Management e.g. Session establishment, modify and release, including tunnel maintain between UPF and AN node.

-
UE IP address allocation & management (incl optional Authorization).

-
Selection and control of UP function.

-
Configures traffic steering at UPF to route traffic to proper destination.
-
Termination of interfaces towards Policy control functions.

-
Control part of policy enforcement and QoS.

-
Lawful intercept (for SM events and interface to LI System).
-
Charging data collection and support of charging interfaces. 
-
Control and coordination of charging data collection at UPF.
-
Termination of SM parts of NAS messages.

-
Downlink Data Notification.

-
Initiator of AN specific SM information, sent via AMF over N2 to AN.

-
Determine SSC mode of a session.
-
Roaming functionality:

-
Handle local enforcement to apply QoS SLAs (VPLMN).

-
Charging data collection and charging interface (VPLMN).

-
Lawful intercept (in VPLMN for SM events and interface to LI System).

-
Support for interaction with external DN for transport of signalling for PDU session authorization/authentication by external DN.

NOTE:
Not all of the functionalities are required to be supported in a instance of a network slice.

* * * * Next Change * * *.*
6.2.6
NRF

The NF Repository Function (NRF) supports the following functionality:

-
Supports service discovery function. Receive NF Discovery Request from NF instance, and provides the information of the discovered NF instances (be discovered) to the NF instance.

-
Maintains the NF profile of available NF instances and their supported services.

NF profile of NF instance maintained in an NRF includes the following information:

-
NF instance ID
-
NF type
-
PLMN ID
-
Network Slice related Identifier(s) e.g. S-NSSAI, NSI ID

-
FQDN or IP address of NF
-
NF capacity information
-
NF Specific Service authorization information
-
Names of supported services
-
Endpoint information of instance(s) of each supported service
-
Other service parameter, e.g., DNN, notification endpoint for each type of notification that the NF service is interested in receiving.
NOTE:
It is expected service authorization information is usually provided by OA&M system, and it can also be included in the NF profile in case that e.g. an NF instance has an exceptional service authorization information.
In the context of Network Slicing, based on network implementation, multiple NRFs can be deployed at different levels (see clause 5.15.5):

-
PLMN level (the NRF is configured with information for the whole PLMN),

-
shared-slice level (the NRF is configured with information belonging to a set of Network Slices),

-
slice-specific level (the NRF is configured with information belonging to an S-NSSAI).

Editor's note:
Further clarifications are needed on how the three levels of NRFs are used to support network slicing.
NOTE:
Whether NRF is an enhancement of DNS server is to be determined during Stage 3.
In the context of roaming, multiple NRFs may be deployed in the different networks (see clause 4.2.4):

-
the NRF(s) in the Visited PLMN (known as the vNRF) configured with information for the visited PLMN.

-
the NRF(s) in the Home PLMN (known as the hNRF) configured with information for the home PLMN, referenced by the vNRF via the N27 interface,
* * * * Next Change * * *.*
6.2.9
N3IWF

The functionality of N3IWF in case of untrusted non-3GPP access includes the following:

-
Support of IPsec tunnel establishment with the UE: The N3IWF terminates the IKEv2/IPsec protocols with the UE over NWu and relays over N2 the information needed to authenticate the UE and authorize its access to the 5G Core Network.

-
Termination of N2 and N3 interfaces to 5G Core Network for Control-Plane and user-plane respectively.

-
Relaying uplink and downlink control-plane NAS (N1) signalling between the UE and AMF.

-
Handling of N2 signalling from SMF (relayed by AMF) related to PDU sessions and QoS.

-
Establishment of IPsec Security Association (IPsec SA) to support PDU Session traffic.

-
Relaying uplink and downlink user-plane packets between the UE and UPF. This involves:

-
De-capsulation/Encapsulation of packets for IPSec and N3 tunnelling
-
Enforcing QoS corresponding to N3 packet marking, taking into account QoS requirements associated to such marking received over N2

-
N3 user-plane packet marking in the uplink.

-
Local mobility anchor within untrusted non-3GPP access networks using MOBIKE.

-
Supporting AMF selection.
Editor's note:
How QoS is supported via N3IWF and over untrusted non-3GPP accesses is FFS.

6.2.15
5G-EIR
The 5G-EIR is an optional network function that supports the following functionality:

-
Check the status of PEI (e.g. to check that it has not been blacklisted).
* * * * Next Change * * *.*
7.2.11
5G-EIR Services

The following NF services are specified for 5G-EIR:

Table 7.2.11-1: NF Services provided by 5G-EIR
	Service Name
	Description
	Reference in TS 23.502 [3]
	Example Consumer

	N5g-eir_Equipment Identity Check
	This service enables the 5G-EIR to check the PEI and check whether the PEI is in the black list or not.


	Clause 4.2.2.2.2
	AMF


7.3
Exposure
Network exposure is described in clause 5.20 and in TS 23.502 [3] clause 4.15.
* * * * Next Change * * *.*
8
Control and User plane Protocol Stacks

8.1
General

Clause 8 specifies the overall protocol stacks between 5GS entities, e.g. between the UE and the 5GC Network Functions, between the 5G-AN and the 5GC Network Functions, or between the 5GC Network Functions.
8.2
Control plane Protocol stacks

8.2.1
Control Plane protocol stacks between the 5G-AN and the 5G Core: N2

8.2.1.1
General

NOTE 1:
N2 maps to NG-C as defined in TS 38.413 [34].
Following procedures are defined over N2:

-
Procedures related with N2 Interface Management and that are not related to an individual UE, such as for Configuration or Reset of the N2 interface. These procedures are intended to be applicable to any access but may correspond to messages that carry some information only on some access (such as information on the default Paging DRX used only for 3GPP access).

-
Procedures related with an individual UE:

-
Procedures related with NAS Transport. These procedures are intended to be applicable to any access but may correspond to messages that for UL NAS transport carry some access dependent information such as User Location Information (e.g. Cell-Id over 3GPP access or other kind of User Location Information for Untrusted Non 3GPP access).
-
Procedures related with UE context management. These procedures are intended to be applicable to any access. The corresponding messages may carry:

-
some information only on some access (such as Handover Restriction List used only for 3GPP access).

-
some information (related e.g. with N3 addressing and with QoS requirements) that is to be transparently forwarded by AMF between the 5G-AN and the SMF.
.-
Procedures related with resources for PDU sessions. These procedures are intended to be applicable to any access. They may correspond to messages that carry information (related e.g. with N3 addressing and with QoS requirements) that is to be transparently forwarded by AMF between the 5G-AN and the SMF.

-
Procedures related with Hand-Over management. These procedures are intended for 3GPP access only.

The Control Plane interface between the 5G-AN and the 5G Core supports:

-
The connection of multiple different kinds of 5G-AN (e.g. 3GPP RAN, N3IWF for Un-trusted access to 5GC) to the 5CG via an unique Control Plane protocol: A single NGAP protocol is used for both the 3GPP access and non-3GPP access.
-
There is a unique N2 termination point in AMF per access for a given UE regardless of the number (possibly zero) of  PDU Sessions of the UE.
-
The decoupling between AMF and other functions such as SMF that may need to control the services supported by 5G-AN(s) (e.g. control of the UP resources in the 5G-AN for a PDU session).
-
For this purpose, NGAP may support information that the AMF is just responsible to relay between the 5G-AN and the SMF. The information can be referred as N2 SM information in TS 23.502 [3] and this specification.
NOTE 2:
The N2 SM information is exchanged between the SMF and the 5G-AN transparently to the AMF.
* * * * Next Change * * *.*
8.2.1.2
AN - AMF
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Legend:

-
NG Application Protocol (NG-AP): Application Layer Protocol between the 5G-AN node and the AMF. NG-AP is defined in TS 38.413 [34].

-
Stream Control Transmission Protocol (SCTP): This protocol guarantees delivery of signalling messages between AMF and 5G-AN node (N2). SCTP is defined in RFC 4960 [xa].
Figure 8.2.1.2-1: Control Plane between the 5G-AN and the AMF
8.2.1.3
AN - SMF
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Legend:

-
N2 SM information: This is the subset of NG-AP information that the AMF transparently relays between the AN and the SMF, and is included in the NG-AP messages and the N11 related messages. 
Figure 8.2.1.3-1: Control Plane between the AN and the SMF
NOTE 1:
From the AN perspective, there is a single termination of N2 i.e. the AMF.
NOTE 2:
For the protocol stack between the AMF and the SMF, see clause 8.2.3.
* * * * Next Change * * *.*
8.2.4
Control Plane for untrusted non 3GPP Access
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Legend:

-
N2 Application Protocol (NG-AP): Application Layer Protocol between the N3IWF and the AMF.

-
N12 Application Protocol (N12-AP): Application Layer Protocol between the AMF and the AUSF.

-
The N3IWF creates a NAS Attach Request message on behalf of the UE and send this message over N2 to AMF
Figure 8.2.4-1: Control Plane for initial part of attach procedure via N3IWF

Editor's note:
The need for NAS layer between N3IWF and AMF is FFS.
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Legend:

-
N2 Application Protocol (NG-AP): Application Layer Protocol between the N3IWF and the AMF.
-
IPsec transport mode and GRE is used to encapsulate NAS payload between UE and N3IWF.

Figure 8.2.4-2: Control Plane for NAS when CP IPsec SA is established

Editor's note:
It is FFS whether GRE encapsulation of NAS is needed or not.


[image: image27.emf] 

N2 - AP  

FFS  

L2  

L1  

IKEv2  

IP  

L2  

L1  

IP   FFS  

L2  

IKEv2  

N2 - AP  

L2  

L1   L1  

AMF  

N2  

N3IWF  

UE  

Nwu  


Legend:

-
N2 Application Protocol (NG-AP): Application Layer Protocol between the N3IWF and the AMF.
-
IKEv2 is used to establish the Child SA between UE and N3IWF for each PDU session.
Figure 8.2.4-3: Control Plane for user plane establishment via N3IWF


Editor's note:
The name of N12-AP and the protocol stack for N12 is FFS.
* * * * Next Change * * *.*
8.3
User Plane Protocol stacks

8.3.1
User Plane Protocol stack for a PDU session
This clause illustrates the protocol stack for the User plane transport related with a PDU session.
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Legend:

-
PDU layer: This layer corresponds to the PDU carried between the UE and the DN over the PDU session. When the PDU session Type is IPV6, it corresponds to IPv6 packets ; When the PDU session Type is Ethernet, it corresponds to Ethernet frames ; etc.
-
GPRS Tunnelling Protocol for the user plane (GTP‑U): This protocol supports multiplexing traffic of different PDU sessions (possibly corresponding to different PDU session Types) by tunnelling user data over N3 (i.e. between the 5G-AN node and the UPF) in the backbone network. GTP shall encapsulate all end user PDUs. It provides encapsulation on a per PDU session level. This layer carries also the marking associated with a QoS Flow defined in clause 5.7.
-
5G Encapsulation: This layer supports multiplexing traffic of different PDU sessions (possibly corresponding to different PDU session Types) over N9 (i.e. between different UPF of the 5GC). It provides encapsulation on a per PDU session level. This layer carries also the marking associated with a QoS Flow defined in clause 5.7.

Figure 8.3.1-1: User Plane Protocol Stack

Editor's note:
The details of encapsulation header over N9 should be updated according to the protocol chosen.

-
5G-AN protocol stack: This set of protocols/layers depends on the AN:

-
When the 5G-AN is a 3GPP NG-RAN, these protocols/layers are defined in TS 38.401[42]. The radio protocol between the UE and the 5G-AN node (eNodeB or gNodeB) is specified in TS 36.300 [30] and TS 38.300 [27].
-
When the AN is an Untrusted non 3GPP access to 5GC the 5G-AN interfaces with the 5GC at a N3IWF defined in clause 4.3.2 and the 5G-AN protocol stack is defined in clause 8.3.2.

-
UDP/IP: These are the backbone network protocols.

NOTE 1:
The number of UPF in the data path is not constrained by 3GPP specifications: there may be in the data path of a PDU session 0, 1 or multiple UPF that do not support a PDU session anchor functionality for this PDU session.
NOTE 2:
The "non PDU Session Anchor" UPF depicted in the Figure 8.3.1-1 is optional.

NOTE 3:
The N9 interface may be intra-PLMN or inter PLMN (in case of Home Routed deployment).

In case there is an UL CL (Uplink Classifier) or a Branching Point (both defined in clause 5.6.4) in the data path of a PDU session, the UL CL or Branching Point acts as the non PDU session anchor UPF of Figure 8.3.1-1. In that case there are multiple N9 interfaces branching out of the UL CL / Branching Point each leading to different PDU session anchors.

NOTE 4:
Co-location of the UL CL or Branching Point with a PDU session anchor is a deployment option.

8.3.2
User Plane for untrusted non 3GPP Access
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Legend:

-
PDU Layer: As defined in Figure 8.3.1-1

-
GPRS Tunnelling Protocol for the user plane (GTP‑U): This protocol supports multiplexing traffic of different PDU sessions (possibly corresponding to different PDU session Types) by tunnelling user data over N3 (i.e. between N3IWF and the UPF) in the backbone network. This tunnel is per PDU session.

-
The N3IWF relays the user data between per PDU session IPsec tunnel over NWu and corresponding N3 tunnel.

Figure 8.3.2-1: User plane via N3IWF

* * * * End Change * * *.*
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