SA WG2 Temporary Document
Page 1


SA WG2 Meeting #122E e-meeting	S2-176729
11 – 15 September 2017, Elbonia	(was S2-17----)

Source:	CATT
Title:	PDU session anchor and several abbreviations Alignment
Document for:	Approval
Agenda Item:	12
Work Item / Release:	5GS_Ph1 / Rel-15
[bookmark: _GoBack]Abstract of the contribution: This contribution proposes to update the terminology of PDU session anchor as well as several abbreviations to achieve the identical description in 3GPP TS 23.501.
1. Discussion
There is no identical description on PDU session anchor in 3GPP TS 23.501 V1.3.0. It is proposed to consistently use “ PDU session anchor” instead of “PSA” or “PDU Session Anchor”. 
Moreover, there is no abbreviation on Branching Point and the correct abbreviation of Uplink Classifier is UL CL. So the corresponding inconsistency of the terminology should be revised in 3GPP TS 23.501 V1.3.0. 
2. Proposal
Add the following to TS 23.501.
[bookmark: _Toc476030860][bookmark: OLE_LINK1]*************** First change*********************
[bookmark: _Toc488396968]5.8.3	UP tunnel management for UE in CM_IDLE state
5GC shall support per PDU session tunnelling on N3 between (R)AN and UPF and N9 between UPFs. If there exist more than one UPF involved for the PDU session, any tunnel(s) between UPFs (e.g. in case of two UPFs, between the UPF that is an N3 terminating point and the UPF for PDU session anchor) remains established when a UE enters CM-IDLE state. In the case of downlink data buffering by UPF, when mobile terminated (MT) traffic arrives at the PDU session anchor UPF, it is forwarded to the UPF which buffer the data packet and further the UPF triggers a downlink data notification (DDN) to the SMF in the PLMN serving the UE via N4. The SMF in HPLMN is not aware of the UP activation state of a PDU session.
When the UP connection of the PDU session is deactivated, the SMF may release the UPF of N3 terminating point. In that case the UPF (e.g. the Branching PointBP/UL CLUL-CL or PDU session anchorPSA) connecting to the released UPF of N3 terminating point will buffer the DL packets. Otherwise, when the UPF with the N3 connection is not released, this UPF will buffer the DL packets.
When the UP connection of the PDU session is activated due to a down-link data arrived and a new UPF is allocated to terminate the N3 connection, a data forwarding tunnel between the UPF that has buffered packets and the new allocated UPF is established.
For a PDU session whose the UP connection is deactivate and the SMF has subscribed the location change notification, when the SMF is notified of UE's new location from the AMF and detects that the UE has moved out of the service area of the existing intermediate UPF, the SMF may decide to maintain the intermediate UPF, remove the established tunnel between UPFs (in case of removal of the intermediate UPF) or relocate the tunnel between UPFs (in case of relocation of the intermediate UPF).
*************** Second change*********************
[bookmark: _Toc488397112]8.3.1	User Plane Protocol stack for a PDU session
This clause illustrates the protocol stack for the User plane transport related with a PDU session.



Legend:
-	PDU layer: This layer corresponds to the PDU carried between the UE and the DN over the PDU session. When the PDU session Type is IPV6, it corresponds to IPv6 packets ; When the PDU session Type is Ethernet, it corresponds to Ethernet frames ; etc.
-	GPRS Tunnelling Protocol for the user plane (GTP‑U): This protocol supports multiplexing traffic of different PDU sessions (possibly corresponding to different PDU session Types) by tunnelling user data over N3 (i.e. between the 5G-AN node and the UPF) in the backbone network. GTP shall encapsulate all end user PDUs. It provides encapsulation on a per PDU session level. This layer carries also the marking associated with a QoS Flow defined in clause 5.7.
-	5G Encapsulation: This layer supports multiplexing traffic of different PDU sessions (possibly corresponding to different PDU session Types) over N9 (i.e. between different UPF of the 5GC). It provides encapsulation on a per PDU session level. This layer carries also the marking associated with a QoS Flow defined in clause 5.7.

Figure 8.3.1-1: User Plane Protocol Stack
Editor's note:	The details of encapsulation header over N9 should be updated according to the protocol chose/defined in stage 3.
-	5G-AN protocol stack: This set of protocols/layers depends on the AN:
-	When the 5G-AN is a 3GPP NG-RAN, these protocols/layers are defined by the 3GPP RAN WGs. The radio protocol between the UE and the 5G-AN node (eNodeB or gNodeB) is specified in TS 36.300 [30] and TS 38.300 [27].
-	When the AN is an Untrusted non 3GPP access to 5GC the 5G-AN interfaces with the 5GC at a N3IWF defined in clause 4.3.2 and the 5G-AN protocol stack is defined in clause 8.3.2.
-	UDP/IP: These are the backbone network protocols.
NOTE 1:	The number of UPF in the data path is not constrained by 3GPP specifications: there may be in the data path of a PDU session 0, 1 or multiple UPF that do not support a PDU session anchor functionality for this PDU session.
NOTE 2:	The "non PDU session anchorSession Anchor" UPF depicted in the Figure 8.3.1-1 is optional.
NOTE 3:	The N9 interface may be intra-PLMN or inter PLMN (in case of Home Routed deployment).
In case there is an UL CL (Uplink Classifier) or a Branching Point (both defined in clause 5.6.4) in the data path of a PDU session, the UL CL or Branching Point acts as the non PDU session anchor UPF of Figure 8.3.1-1. In that case there are multiple N9 interfaces branching out of the UL CL / Branching Point each leading to different PDU session anchors.
NOTE 4:	Co-location of the UL CL or Branching Point with a PDU session anchor is a deployment option.
[bookmark: OLE_LINK10][bookmark: OLE_LINK11]*************** Third change*********************
[bookmark: _Toc488396949]5.6.10.3	Support of Unstructured PDU session type
Different Point-to-Point (PtP) tunnelling techniques may be used to deliver Unstructured PDU session type data to the destination (e.g. application server) in the Data Network via N6.
Point-to-point tunnelling based on UDP/IP encapsulation as described below may be used. Other techniques may be supported. Regardless of addressing scheme used from the UPF to the DN, the UPF shall be able to map the address used between the UPF and the DN to the PDU session.
When Point-to-Point tunnelling based on UDP/IPv6 is used, the following considerations apply:
-	IPv6 prefix allocation for PDU sessions are performed locally by the (H-)SMF without involving the UE.
-	The UPF(s) acts as a transparent forwarding node for the payload between the UE and the destination in the DN.
-	For uplink, the UPF forwards the received Unstructured session PDU type data to the destination in the data network over the N6 PtP tunnel using UDP/IPv6 encapsulation.
-	For downlink, the destination in the data network sends the Unstructured session PDU type data using UDP/IPv6 encapsulation with the IPv6 address of the PDU Session and the 3GPP defined UDP port for Unstructured PDU session type data. The UPF acting as PDU session anchorSession Anchor decapsulates the received data (i.e. removes the UDP/IPv6 headers) and forwards the data identified by the IPv6 prefix of the PDU session for delivery to the UE.
-	The (H-)SMF performs the IPv6 related operations but the IPv6 prefix is not provided to the UE, i.e. Router Advertisements and DHCPv6 are not performed. The SMF assigns an IPv6 Interface Identifier for the PDU session. The allocated IPv6 prefix identifies the PDU session of the UE.
In this release of the specification there is support for maximum one 5G QoS Flow per PDU session of Type Unstructured.
*************** Fourth change*********************
[bookmark: _Toc488396965]5.8.1.1	General
The UE IP address management includes allocation and release of the UE IP address as well as renewal of the allocated IP address, where applicable.
The UE sets the requested PDU session type during the PDU Session Establishment procedure based on its IP stack capabilities and configuration as follows:
-	A UE which is configured for the DNN to support IPv6 and IPv4 shall set the requested PDU session type to "IP".
-	A UE which is configured for the DNN to support only IPv4 shall request for PDU session type "IPv4".
-	A UE which is configured for the DNN to support only IPv6 shall request for PDU session type "IPv6".
-	When the UE is not configured for the DNN to support a specific IP version, the UE shall request a PDU session type based on its IP stack capabilities. For example, a UE with an IP stack capable of IPv4 and IPv6 shall request a PDU session type "IP".
-	When the UE is not configured for the DNN to support a specific IP version and the IP version capability of the UE is unknown in the UE (as in the case when the MT and TE are separated and the capability of the TE is not known in the MT), the UE shall request for PDU session type "IP".
The SMF selects PDU session type of the PDU Session as follows:
-	If the SMF receives a request with PDU session type set to "IP", the SMF selects either PDU session type "IPv4" or "IPv6" based on DNN configuration and operator policies. A SMF also provides a cause value to the UE to indicate whether the other IP version is supported on the DNN. If the other IP version is supported, UE may request another PDU Session to the same DNN for the other IP version.
-	If the SMF receives a request for PDU session type "IPv4" or "IPv6" and the requested IP version is supported by the DNN the SMF selects the requested PDU session type.
An SMF shall perform IP address management procedure based on the selected PDU session type. If IPv4 PDU session type is selected, an IPv4 address is allocated to the UE. Similarly, if IPv6 PDU session type is selected, an IPv6 prefix is allocated. For Roaming case, the SMF in this clause refers to the SMF controlling the UPF acting as IP anchor point. i.e. H-SMF in home routed case and V-SMF in local breakout case. The SMF in this clause refers to the SMF controlling the PDU session anchor, i.e. the SMF in HPLMN for a home routed roaming scenario and the SMF in VPLMN for the local breakout roaming scenario. The SMF shall process the UE IP address management related messages, maintain the corresponding state information and provide the response messages to the UE. In case the UE IP address is obtained from the external data network, additionally, the SMF shall also send the allocation, renewal and release related request messages to the external data network and maintain the corresponding state information.
The 5GC elements and UE support the following mechanisms:
a.	During PDU session establishment procedure, the SMF sends the IP address to the UE via SM NAS signalling. The IPv4 address allocation and/or IPv4 parameter configuration via DHCPv4 can also be used once PDU session is established.
b.	/64 IPv6 prefix allocation shall be supported via IPv6 Stateless Autoconfiguration according to RFC 4862 [10], if IPv6 is supported. IPv6 parameter configuration via Stateless DHCPv6 (according to RFC 3736 [14]) may also be supported.
In order to support DHCP based IP address configuration, the SMF shall act as the DHCP server towards the UE for both HPLMN assigned dynamic and static IP addressing and for VPLMN assigned dynamic IP addressing. The PDU session anchor UPF does not have any DHCP functionality. The SMF instructs the PDU session anchorSession Anchor UPF serving the PDU Session to forward DHCP packets between the UE and the SMF over the user plane.
When DHCP is used for external data network assigned addressing and parameter configuration, the SMF shall act as the DHCP client towards the external DHCP server. The UPF does not have any DHCP functionality. In case of DHCP server on the external data network, the SMF instructs a UPF with N6 connectivity to forward DHCP packets between the UE and the SMF and the external DHCP server over the user plane.
The IP address/prefix is released by the SMF upon release of the PDU session.
The 5GC may also support the allocation of a static IPv4 address and/or a static IPv6 prefix based on subscription information in the UDM or based on the configuration on a per-subscriber, per-DNN basis.
If the static IP address/prefix is stored in the UDM, during PDU session establishment procedure, the SMF retrieves this static IP address/prefix from the UDM. If the static IP address/prefix is not stored in the UDM subscription record, it may be configured on a per-subscriber, per-DNN basis in the DHCP/DN-AAA server and the SMF retrieves the IP address/prefix for the UE from the DHCP/DN-AAA server. This IP address/prefix is delivered to the UE in the same way as a dynamic IP address/prefix. It is transparent to the UE whether the PLMN or the external data network allocates the IP address and whether the IP address is static or dynamic.
For IPv4 or IPv6 PDU session type the following applies:
-	During PDU establishment, the SMF may receive an IP Index from the PCF, the SMF may use this to assist in selecting how the IP address is to be allocated when multiple allocation methods, or multiple instances of the same method are supported. In the case of roaming, it is the SMF controlling the UPF acting as IP anchor that is responsible for IP allocation, therefore it is this SMF that may receive the IP index from the PCF (in its own network).
*************** End of changes *********************
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