SA WG2 Temporary Document

Page 1

SA WG2 Meeting #122E e-meeting
S2-176808
11 – 15 September 2017, Elbonia
(e-mail revision 1 of S2-176738)
Source:
Nokia, Nokia Shanghai Bell
Title:
23.501: clarification on Access type and RAT type
Document for:
Approval
Agenda Item:
12
Work Item / Release:
5G_ph1/ Rel-15
Abstract of the contribution:. 23.501: clarification on Access type and RAT type
Introduction
1. clarification on Access type and RAT type
NOTE: a definition of Access type and RAT type is likely to be needed but would be beyond the scope of the e-meeting. NOKIA will take an action to set a common work on this for the next SA2
2. Typo: Unstructured PDU session type
Proposal
It is proposed to update the description in section 5.15.1 in TS 23.501.
* * * Change 1 * * * *
3.2
Abbreviations

For the purposes of the present document, the abbreviations given in TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in TR 21.905 [1].

5GC
5G Core Network

5GS
5G System
5G-AN
5G Access Network

5G-GUTI
5G Globally Unique Temporary Identifier
5G-S-TMSI
5G S-Temporary Mobile Subscription Identifier
5QI
5G QoS Identifier
AF
Application Function

AMF
Access and Mobility Management Function

AS
Access Stratum

AUSF
Authentication Server Function

CP
Control Plane

DL
Downlink

DN
Data Network

DNN
Data Network Name

FQDN
Fully Qualified Domain Name

GFBR
Guaranteed Flow Bit Rate

GUAMI
Globally Unique AMF Identifier
HR
Home Routed (roaming)
LADN
Local Area Data Network
LBO
Local Break Out (roaming)
MFBR
Maximum Flow Bit Rate

MICO
Mobile Initiated Connection Only

NAI
Network Access Identifier

NEF
Network Exposure Function

NF
Network Function

NR
New Radio

NRF
Network Repository Function
NSSAI
Network Slice Selection Assistance Information
NSSF
Network Slice Selection Function

PCF
Policy Control Function

PEI
Permanent Equipment Identifier

PFDF
Packet Flow Description Function

QFI
QoS Flow Identifier
QoE
Quality of Experience

(R)AN
(Radio) Access Network

SA NR
Standalone New Radio

SBA
Service Based Architecture

SBI
Service Based Interface
SEAF
Security Anchor Function

SMF
Session Management Function

S-NSSAI
Single Network Slice Selection Assistance Information
SUPI
Subscription Permanent Identifier

UDSF
Unstructured Data Storage Function

UL
Uplink

UL CL
Uplink Classifier

UPF
User Plane Function
UDR
Unified Data Repository
4
Architecture model and concepts

4.1
General concepts

The 5G System architecture is defined to support data connectivity and services enabling deployments to use techniques such as e.g. Network Function Virtualization and Software Defined Networking. The 5G System architecture shall leverage service-based interactions between Control Plane (CP) Network Functions where identified. Some key principles and concept are to:

-
Separate the User Plane (UP) functions from the Control Plane (CP) functions, allowing independent scalability, evolution and flexible deployments e.g. centralized location or distributed (remote) location.

-
Modularize the function design, e.g. to enable flexible and efficient network slicing.

-
Wherever applicable, define procedures (i.e. the set of interactions between network functions) as services, so that their re-use is possible.

-
Enable each Network Function to interact with other NF directly if required. The architecture does not preclude the use of an intermediate function to help route Control Plane messages (e.g. like a DRA).

-
Minimize dependencies between the Access Network (AN) and the Core Network (CN). The architecture is defined with a converged core network with a common AN - CN interface which integrates different Access Types e.g. 3GPP access and non-3GPP access.

-
Support a unified authentication framework.

-
Support "stateless" NFs, where the "compute" resource is decoupled from the "storage" resource.

-
Support capability exposure.

-
Support concurrent access to local and centralized services. To support low latency services and access to local data networks, UP functions can be deployed close to the Access Network.

-
Support roaming with both Home routed traffic as well as Local breakout traffic in the visited PLMN.
* * * Change 3* * * *
5.2.4
Authorisation

The authorisation for connectivity of the subscriber to the 5GC and the authorization for the services that the user is allowed to access based on subscription (e.g. Operator Determined Barrings, Roaming restrictions, Access Type and RAT Type currently in use) is evaluated once the user is successfully identified and authenticated. This authorization is executed during UE registration procedure.
* * * Change 4* * * *
5.5.3
UE Reachability

5.5.3.1
UE reachability in CM-IDLE

An UE cannot be paged over Untrusted Non-3GPP access.

If the UE state in the AMF is CM-IDLE for the non-3GPP access, there may be PDU sessions that were last routed over the non-3GPP access and without user plane resources. If the AMF receives a data notification from an SMF for a PDU session for which the SMF indicates that Access Type is Non-3GPP corresponding to a UE that is CM-IDLE for non-3GPP, a network triggered service request may be performed for the UE over the 3GPP access independently of whether the UE is CM-IDLE or CM-CONNECTED over the 3GPP access if the UE is registered over 3GPP access in the same PLMN with non-3GPP access, and the AMF provides an indication that the procedure is related to pending down link data for non-3GPP access. The AMF does not include the PDU Session ID of the specific PDU session for which Access Type is set to non-3GPP access.
NOTE:
The UE behaviour upon such network triggered service request is specified in clause 5.6.9.

* * * Change 5 * * * *
5.6.2
Interaction between AMF and SMF

The AMF and SMF are separate Network Functions.

N1 related interaction with SMF is as follows:

-
The single N1 termination point is located in AMF. The AMF forwards SM related NAS information to the SMF based on the PDU session ID in the NAS message. Further SM NAS exchanges (e.g. SM NAS message responses) for N1 NAS signalling received by the AMF over an access (e.g. 3GPP access or non-3GPP access) are transported over the same access.

-
The serving PLMN ensures that for N1 NAS signalling received by the AMF over an access (e.g. 3GPP access or non-3GPP access) further SM NAS exchanges (e.g. SM NAS message responses) are transported over the same access.

-
SMF handles the Session management part of NAS signalling exchanged with the UE.

-
The UE may request registration and PDU session establishment at the same time. Otherwise, the UE shall only initiate PDU session establishment in RM-REGISTERED state.
-
When a SMF has been selected to serve a specific PDU session, AMF has to ensure that all NAS signalling related with this PDU session is handled by the same SMF instance.
-
Upon successful PDU session establishment, the SMF stores the Access Type that the PDU session is associated.

N11 related interaction with SMF is as follows:

-
The AMF reports the reachability of the UE based on a subscription from the SMF, including:

-
the UE location with respect to the area of interest indicated by the SMF (e.g. the LADN service area).

-
The SMF indicates to AMF when a PDU session has been released.

-
Upon successful PDU session establishment, AMF stores the identification of serving SMF of UE and SMF stores the identification of serving AMF of UE including the AMF set. When trying to reach the AMF serving the UE, the SMF may need to apply the behaviour described for "the other CP NFs" in clause 5.21.

N2 related interaction with SMF is as follows:

-
Some N2 signalling (such as Handover related signalling) may require the action of both AMF and SMF. In such case, the AMF is responsible to ensure the coordination between AMF and SMF. The AMF may forward the SM N2 signalling towards the corresponding SMF based on the PDU session ID in N2 signalling.
N3 related interaction with SMF is as follows:

-
In case of UE having multiple established PDU sessions using multiple UPFs, the SMF supports the independent activation of UE-CN user plane connection per PDU session.

N4 related interaction with SMF is as follows:

-
The SMF(s) supports the end-to-end control functions on PDU sessions (including any N4 interface to control the UPF(s)).

-
When it is made aware by the UPF that some DL data has arrived for a UE without downlink N3 tunnel information, the SMF interacts with the AMF to initiate Network Triggered Service Request procedure. In this case, if the SMF is aware that the UE is unreachable or if the UE is reachable only for regulatory prioritized service and the PDU session is not for regulatory prioritized service, then the SMF shall not inform DL data notification to the AMF

In order to support charging data collection and to fulfill regulatory requirement (in order to provide NPLI - Network Provided Location Information- as defined in TS 23.228 [15])  related with with the set-up, modification and release of IMS Voice calls or with SMS transfer  the following applies 

At the time of the establishment of a PDU session, the AMF provides the SMF with the PEI of the UE if the PEI is available at the AMF. 

When it forwards UL NAS or N2 signalling to a peer NF (e.g. to SMF or to SMSF) or during the activation of  the user Plane of a PDU session, the AMF provides any User Location Information it has received from the 5G AN as well as the Access Type  (3GPP – Non 3GPP) of the AN over which it has received the UL NAS or N2 signalling. The AMF provides also the corresponding UE Time Zone.
The User Location Information, the the access type  and the UE Time Zone may be further exposed by SMF. The PCF  may get this information  in order to provide NPLI to applications (such as IMS) that have requested it.
The  User Location Information may correspond to 

-
in case of a 5G-RAN: a Cell-Id.
in case of a N3IWF: an UE local IP address (used to reach the N3IWF) and optionally UDP or TCP source port number (if NAT is detected).
The AMF is responsible of selecting the SMF per procedures described in clause 6.3.2. For this purpose, it gets subscription data from the UDM that are defined in that clause. Furthermore, it retrieves the subscribed UE-AMBR from the UDM to send it to the (R)AN as defined in clause 5.7.2

AMF-SMF interactions to support LADN are defined in clause 5.6.5.

* * * Change 6 * * * *
5.6.10.3
Support of Unstructured PDU session type

Different Point-to-Point (PtP) tunnelling techniques may be used to deliver Unstructured PDU session type data to the destination (e.g. application server) in the Data Network via N6.

Point-to-point tunnelling based on UDP/IP encapsulation as described below may be used. Other techniques may be supported. Regardless of addressing scheme used from the UPF to the DN, the UPF shall be able to map the address used between the UPF and the DN to the PDU session.
When Point-to-Point tunnelling based on UDP/IPv6 is used, the following considerations apply:

-
IPv6 prefix allocation for PDU sessions are performed locally by the (H-)SMF without involving the UE.

-
The UPF(s) acts as a transparent forwarding node for the payload between the UE and the destination in the DN.

-
For uplink, the UPF forwards the received Unstructured PDU session type data to the destination in the data network over the N6 PtP tunnel using UDP/IPv6 encapsulation.

-
For downlink, the destination in the data network sends the Unstructured PDU session type data using UDP/IPv6 encapsulation with the IPv6 address of the PDU Session and the 3GPP defined UDP port for Unstructured PDU session type data. The UPF acting as PDU Session Anchor decapsulates the received data (i.e. removes the UDP/IPv6 headers) and forwards the data identified by the IPv6 prefix of the PDU session for delivery to the UE.

-
The (H-)SMF performs the IPv6 related operations but the IPv6 prefix is not provided to the UE, i.e. Router Advertisements and DHCPv6 are not performed. The SMF assigns an IPv6 Interface Identifier for the PDU session. The allocated IPv6 prefix identifies the PDU session of the UE.
In this release of the specification there is support for maximum one 5G QoS Flow per PDU session of Type Unstructured.

* * * Change 7 * * * *
5.16.3.6
Terminating domain selection for IMS voice

When requested by IMS, the UDM/HSS shall be able to query the serving AMF for T-ADS related information.

The AMF shall respond to the query with the following information unless the UE is detached:

-
whether or not IMS voice over PS Session is supported in the registration area (s) where the UE is currently registered;

-
the time of the last radio contact with the UE; and

-
the current Access Type and RAT type.
* * * Change 8 * * * *
7.2.4
PCF Services

The following NF services are specified for PCF:

Table 7.2.4-1: NF Services provided by PCF

	Service Name
	Description
	Reference in TS 23.502 [3]
	Example Consumer

	Npcf_AMPolicyControl
	This PCF service provides access control, network selection and mobility management related policies, UE Route Selection Policies to the NF consumers.
	5.2.5
	AMF

	Npcf_SMPolicyControl
	This PCF service provides session related policies to the NF consumers.
	5.2.5
	SMF

	Npcf_Policy Authorization
	This PCF service authorises an AF request and creates policies as requested by the authorised AF for the PDU session to which the AF session is bound to. This service allows the NF consumer to subscribe/unsubscribe to the notification of Access Type and RAT type, PLMN identifier, access network information, usage report etc.
	5.2.5
	AF, NEF


* * * Change 9 * * * *
A.3.1.3.3
5G PDU Session related policy information

The PCF may provide 5G PDU-session related policy information to the SMF.
The IP-CAN bearer and IP-CAN session related policy information defined in TS 23.203 is re-used in 5G with the following differences:

-
Attributes for IP-CAN bearer are not applied to 5G.

-
Attributes relate to the PDU-session instead of the IP-CAN session.

-
Attribute Default NBIFOM access is not applicable to 5G.
-
Additional information needed compared to the 23.203 IP‑CAN bearer and IP‑CAN session related policy information is described in the table and text below

Table 3.1.3.3-1: Additional information needed compared to the 23.203 IP‑CAN bearer and IP‑CAN session related policy information

	Attribute
	Description
	PCF permitted to modify for dynamically provided information
	Category
	Scope

	IP Index
	Provided to SMF to assist in determining the IP Address allocation method (e.g. which IP pool to assign from) when a PDU session requires an IP address – as defined in TS 23.501, clause 5.8.1.1


	No
	Optional
	PDU-Session

	Non-standardized QoS Characteristics (NOTE X5)


	Defines a 5QI value (from the non-standardized value range) and the associated 5G QoS characteristics as defined in TS 23.501 Clause 5.7.3
	No
	Optional
	PDU Session

	Authorized Session-AMBR
(NOTE X3) (NOTE X4)
	Defines the Aggregate Maximum Bit Rate for the Non-GBR QoS flows of the PDU session
	Yes
	Optional
	PDU Session

	Authorized default 5QI/ARP
(NOTE X4)
	Defines the default 5QI and ARP of the QoS flow.
	Yes
	Optional
	PDU Session

	Time Condition (NOTE X1)
	Defines the time at which the corresponding Subsequent Authorized Session-AMBR or Subsequent Authorized default 5QI/ARP shall be applied
	No (NOTE X2)
	Optional
	PDU Session

	Subsequent Authorized Session-AMBR (NOTE X1) (NOTE X3)
	Defines the Aggregate Maximum Bit Rate for the Non-GBR QoS flows of the PDU session when the Time Condition is reached
	No (NOTE X2)
	Optional
	PDU Session

	Subsequent Authorized default 5QI/ARP (NOTE X1)
	Defines the default 5QI and ARP of the default QoS flow when the Time Condition is reached. 
	No (NOTE X2)
	Optional
	PDU Session

	NOTE X1: The Time Condition and Subsequent Authorized Session-AMBR/ Subsequent Authorized default 5QI/ARP are used together. The PCF may provide up to four instances of them. When multiple instances are provided, the values of the associated Time Condition have to be different.
NOTE X2: The PCF may replace all instances that have been provided previously with a new instruction. A previously provided Time Condition and Subsequent Authorized Session-AMBR/ Subsequent Authorized default 5QI/ARP pair cannot be individually modified.
NOTE X3: The Authorized Session-AMBR and the Subsequent Authorized Session-AMBR may be provided together with a list of Access Types possibly complemented by RAT types.
NOTE X4: There is always an unconditional value for the Authorized Session-AMBR and Authorized default 5QI/ARP available at the SMF. The initial value is received as Subscribed Session-AMBR/Subscribed default 5QI/ARP, and the PCF can overwrite it with these parameters.
NOTE X5: Multiple Non-standardized QoS Characteristics can be provided by the PCF. Operator configuration is assumed to ensure that the non-standardized 5QI to QoS characteristic relation is unique within the PLMN.


The Authorized Session-AMBR defines the UL/DL Aggregate Maximum Bit Rate for the Non-GBR QoS flows of the PDU session, which is enforced in the UPF as defined in Clause 5.7.1. PCF may provide the Authorized Session-AMBR in every interaction with the SMF. When SMF receives it from the PDU session policy, it is provided to the UPF over N4 interface for the enforcement.
The Authorized default 5QI/ARP defines the default 5QI and ARP of the QoS flow, i.e. the QoS flow corresponding to the default QoS rule as is described in clause 5.7.2. The PCF may provide the authorized default 5QI/ARP in every interaction with the SMF. The SMF shall apply the authorized default 5QI/ARP for the PDU session, including the necessary QoS flow binding actions.

The Time Condition and Subsequent Authorized Session-AMBR / Subsequent Authorized default 5QI/ARP are used together and up to four instances with different values of the Time Condition parameter may be provided by the PCF. Time Condition indicates that the associated Subsequent Authorized Session-AMBR/ Subsequent Authorized default 5QI/ARP is only applied when the time defined by this attribute is met. When SMF receives a Time Condition and Subsequent Authorized Session-AMBR/ Subsequent Authorized default 5QI/ARP pair, it stores it locally. When the time defined by the Time Condition parameter is reached, the SMF shall apply (or instruct UPF to apply) Subsequent Authorized Session-AMBR/ Subsequent Authorized default 5QI/ARP.
NOTE Y2:
In order to reduce the risk for signalling overload, the PCF should avoid simultaneous provisioning of the Subsequent Authorized Session-AMBR/ Subsequent Authorized default 5QI/ARP for many UEs (e.g. by spreading over time).
NOTE Y3:
In order to provide further Subsequent Authorized Session-AMBR/ Subsequent Authorized default 5QI/ARP in a timely fashion the PCF can use its own clock to issue the desired changes or use the Revalidation time limit parameter to trigger a SMF request for a policy decision.

NOTE Y4:
For services that depend on specific Session-AMBR and/or default 5QI/ARP (e.g. MPS session) the PCF is responsible to ensure that no subsequent Authorized Session-AMBR or Authorized default 5QI/ARP interfere with the service, e.g. by removing the subsequent Authorized Session-AMBR or Authorized default 5QI/ARP before the respective change time is reached.

* * * Change 10 * * * *
A.3.1.8.3
UE Route Selection Policies

The UE Route Selection Policy (URSP) includes a prioritized list of URSP rules, each one composed of the following components:

-
Traffic filter: Information that can be compared against data traffic and determine if the rule is applicable to this data traffic or not. It may include application identifiers and other information, if needed. The traffic that matches the traffic filter of a URSP rule is referred to as the "matching traffic" for this URSP rule.

-
Non-seamless offload: Indicates if the matching traffic is Prohibited, Preferred or Permitted (i.e. allowed but not preferred) to be offloaded to non-3GPP access outside of a PDU session. It may also indicate a specific non-3GPP Access (e.g. WLAN, SSID-x) on which the matching traffic is Prohibited, Preferred or Permitted.

-
Slice Info: This includes the S-NSSAI (see clause 5.15) required for the matching traffic. It may also include multiple S-NSSAIs in priority order if the matching traffic may be transferred over a PDU session supporting any of these S-NSSAIs. It is used to associate the matching traffic with one or more S-NSSAIs. The UE also uses this information to select an alternative S-NSSAI to use for the matching traffic when a currently used S-NSSAI becomes unavailable.
-
Continuity Types: This includes the SSC Mode (see clause 5.6.9.2) required for the matching traffic. It may also include multiple SSC Modes in priority order if the matching traffic may be transferred over a PDU session supporting any of these SSC Modes. It is used to associate the matching traffic with one or more SSC modes.
-
DNNs: This includes the DNN required for the matching traffic. It may also include multiple DNNs in priority order if the matching traffic may be transferred over a PDU session to any of these DNNs. It is used to associate the matching traffic with one or more DNNs.
-
Access Type: If the UE needs to establish a PDU session for the matching traffic, this indicates the Access Type (3GPP or non-3GPP) on which the PDU session should be established. It may also indicate a prioritized list of accesses on which the PDU session establishment should be attempted.

Each URSP rule shall include a traffic filter and one or more of the other components, which specify how the matching traffic should be routed.

As an example, the URSP provisioned in the UE may include the following rules:

Table A.3.1.8.3-1: Example of URSP rules

	Example URSP rule
	Comments

	Traffic filter: App=DummyApp

Direct offload: Prohibited

Slice Info: S-NSSAI-a

Continuity Types: SSC Mode 3

DNNs: internet

Access Type: 3GPP access


	This URSP rule associates the traffic of application "DummyApp" with S-NSSAI-a, SSC Mode 3 and the "internet" DNN.

It enforces the following routing policy:

Traffic of application "DummyApp" should not be directly offloaded to non-3GPP. It should be transferred on a PDU session supporting S-NSSAI-a, SSC Mode 3 and DNN=internet. If this PDU session is not established, the UE shall attempt to establish the PDU session over Access Type=3GPP access. If the PDU session cannot be established, the traffic of this application cannot be transferred.

	Traffic filter: App=App1, App2

Direct offload: Permitted

Slice Info: S-NSSAI-a

Access Type: Non-3GPP access
	This URSP rule associates the traffic of applications "App1" and "App2" with S-NSSAI-a.

It enforces the following routing policy:

The traffic of application App1 and the traffic of application App2 should be transferred on a PDU session supporting S-NSSAI-a. If this PDU session is not established, the UE shall attempt to establish the PDU session over Access Type=non-3GPP access. If the PDU session cannot be established, the traffic of these applications can be directly offloaded to non-3GPP access.

	Traffic filter: App=DummyApp

Direct offload: Permitted (WLAN SSID-a)

Continuity Types: SSC Mode 3


	This URSP rule associates the traffic of application "DummyApp" with SSC Mode 3.

It enforces the following routing policy:

The traffic of application "DummyApp" should be transferred on a PDU session supporting SSC Mode 3. If this PDU session is not established, the UE shall attempt to establish the PDU session over any Access Type. If the PDU session cannot be established, the traffic can be directly offloaded if the UE is connected to WLAN with SSID-a.

	Traffic filter: *

Direct offload: Preferred

Slice Info: S-NSSAI-a, S-NSSAI-b

Continuity type: Type-3

DNN: internet
	This (default) URSP rule associates all traffic not matching any prior rule with S-NSSAI-a (first priority), S-NSSAI-b (second priority), SSC Mode 3 and the "internet" DNN.

It enforces the following routing policy:

All traffic not matching any prior rule should preferably be offloaded directly to any non-3GPP access. If it cannot be directly offloaded to non-3GPP access, it should be transferred on a PDU session supporting S-NSSAI-a, SSC Mode 3 and DNN=internet. Alternatively, it can be transferred on a PDU session supporting S-NSSAI-b, SSC Mode 3 and DNN=internet. The PDU sessions can be established over any Access Type.


If a UE application requests a specific SSC Mode, S-NSSAI and/or DNN, the traffic of this application shall be routed to a PDU session that supports the requested SSC Mode, S-NSSAI and DNN. The SSC Mode, S-NSSAI and DNN requested by the UE application shall take precedence over the corresponding values in the URSP rules.
If there are multiple IP prefixes within the PDU session, then the routing rules, described in clause 5.8.1.2, on the UE shall be used to select which IP prefix to route the traffic of the application. The provision of routing rules is described in clause 5.8.1.2.
Editor's note:
It is FFS if a VPLMN can provide its own URSP rules to a roaming UE. It is also FFS how the UE selects the URSP rules to apply if it is provisioned with VPLMN URSP and HPLMN URSP.

Editor's note:
It is FFS if/how a UE application can be prevented from using a specific PDU session.

* * * Change* * * *
* * * End of Change * * * *
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