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1
Rationale for the changes
TS 23.501-rm.doc contains the following text as per approved P-CR S2-176710:
A.3.1.14.3.1 The PCF Binding Support Functionality (PCF BSF)

The PCF BSF has the following characteristics:

· The PCF BSF has information about the user identity, the DNN, the UE IP address(es) and the selected PCF address for a certain PDU Session. This information is stored internally in the PCF BSF. Optionally, the PCF BSF can store the binding information in the UDR, in the Structured Data for Exposure repository.
· For storage binding information, the PCF BSF shall receive Npcf_SMPolicyControl service operations when an UE IP address is allocated or released for a PDU session. The PCF BSF obtains the new binding information by acting on the Npcf_SMPolicyControl Get and Npcf_SMPolicyControl Delete service operation and Nsmf_EventExposure_Notify service operation.

· For retrieval binding information, the PCF BSF determines the selected PCF address according to the information carried by the incoming requests. 
· The PCF BSF acts on Npcf_PolicyAuthorization to get the information carried in the incoming requests and obtains the corresponding PCF information from the stored binding information.
· when the PCF BSF stores the binding in a Structured Data for Exposure repository in UDR, an AF may obtain binding information from UDR via NEF, and send the AF request towards PCF without requiring the support of the PCF BSF.The PCF BSF is able to proxy or redirect N5/Rx requests targeting an IP address of a UE.
However, the clean version uploaded by MCC has moved the newly bullets under A.3.1.15 (erroneously happened editorial error). Thus, this needs to be fixed.

2
Proposed modification

It is proposed to modify TS 23.501 as follows:

* * * * Start Change * * *.*
A.3.1.14.3.1
The PCF Binding Support Functionality (PCF BSF)

The PCF BSF has the following characteristics:
-
The PCF BSF has information about the user identity, the DNN, the UE IP address(es) and the selected PCF address for a certain PDU Session. This information is stored internally in the PCF BSF. Optionally, the PCF BSF can store the binding information in the UDR, in the Structured Data for Exposure repository.

-
For storage binding information, the PCF BSF shall receive Npcf_SMPolicyControl service operations when an UE IP address is allocated or released for a PDU session. The PCF BSF obtains the new binding information by acting on the Npcf_SMPolicyControl Get and Npcf_SMPolicyControl Delete service operation and Nsmf_EventExposure_Notify service operation.

-
For retrieval binding information, the PCF BSF determines the selected PCF address according to the information carried by the incoming requests.

-
The PCF BSF acts on Npcf_PolicyAuthorization to get the information carried in the incoming requests and obtains the corresponding PCF information from the stored binding information.

-
when the PCF BSF stores the binding in a Structured Data for Exposure repository in UDR, an AF may obtain binding information from UDR via NEF, and send the AF request towards PCF without requiring the support of the PCF BSF. The PCF BSF is able to proxy or redirect N5/Rx requests targeting an IP address of a UE.
A.3.1.15
Event trigger





A.3.1.15.1
General

The policy related NF (e.g. AMF, SMF) performs event trigger detection. When an event matching the event trigger occurs, the NF shall report the occurred event to the PCF. The event from the related NF shall be reported via their respective service based interface.

The event triggers described in TS 23.203, clause 6.1.4 are reused with the following differences:

-
The PCRF is replaced by the PCF.

-
The PCEF is replaced by the SMF (and UPF).

-
IP-CAN corresponds to PDU session.

-
IP-CAN bearer corresponds to QoS flow.

-
There is no TDF and no BBERF in 5G.

Editor's note:
Whether the event trigger related to NBIFOM, 3GPP PS Data Off, SRVCC and Location change (serving cell) is supported or not is FFS.

-
Event triggers only supported when the BBF (Bearer Binding Function) is located in PCRF are not needed.

-
Following events are not supported: QoS change exceeding authorization, Traffic mapping information change.
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