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Abstract of the contribution: Moving Reference architecture and Interactions between PCF and NFs from 501 Annex A to the new PCC TS 5.1 & 5.2 with the alignment with Data Storage architecture and the charging definitions and resolve the editor notes.
1. Introduction
1.1 PSy Interface
PSy interface provides Sy similar functionalities. The stage 2 work is developed in SA2 (i.e. TS 23.203) and the stage 3 work is developed in CT3 (i.e. TS 29.219). However, there is an EN under the figure stating that “The natures and final names of PSy will be determined by SA5.”
Proposal 1: The EN on PSy should be removed, instead, we define it as N28.
1.2 Clarification on N24 usage in LBO roaming scenario

The NOTE under the figure of LBO roaming scenario states that “The PCF in VPLMN has no access to subscriber policy information from the HPLMN.” However, N24 is shown in the figure. 
As stated in A.3.1.7 of TS 23.501:

In the case of local breakout, an interface (N24) is supported between the V-PCF and H-PCF for providing mobility policy rules from HPLMN to VPLMN.
Proposal 2: Update the NOTE under the figure of LBO roaming scenario to reflect N24 usage.

1.3 Alignment with Data Storage architectures in TS 23.501
In TS 23.501 4.2.5, the Data Storage architectures is defined as below:
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Figure 4.2.5-2: Data storage architecture

“The Nudr interface is defined for the network functions, such as UDM FE, PCF and NEF, to read, update (including add, modify), delete, subscribe to notification of data changes and notify the data changes from the UDR. The following application data in the UDR shall be standardized:
-
Packet Flow Descriptions (PFDs) for application detection.

-
application request information for multiple UEs (as defined in clause 5.6.7).

-
structured data for exposure.”
Between UDM FE/PCF FE/NEF FE and UDR, there’s only a SBI Nudr defined. However, in A.2, the P2P interface N25 is also defined between PCF and UDR. Since Nudr is expected to be common to all the FEs of the UDR, there’s no need to define a specific P2P interface between PCF FE and UDR, while there’s no specific P2P interface between NEF FE/UDM FE and UDR. 

Proposal 3: In order to keep an alignment with the data storage architecture definition and to avoid confusions when this interface is implemented, it is proposed to remove N25.
Furthermore, 23.501/4.2.5 doesn’t indicate any dependency on TS 23.335 [22] on User Data Convergence, which should be up to stage 3 to decide; however, in the description of N25, there is still an EN “Editor's note:
The difference between Ud in TS 23.335 [22] and N25 are FFS.” left. 
Proposal 4: Remove the Editor note and correct the corresponding text on the description of PCF/UDR interaction.
 1.4 Reference Point Representation
Although we have concluded to use SBI as the interface for the interaction between control plane NFs, the architecture with reference point representation is still helpful for identifying potential consumers of the NF services and for a better understanding of the message flows defined in TS23.502, it is proposed to keep the reference point representation of the architecture in addition to the SBA representation.
Proposal 5: remove the Editor note on “Whether the reference-point representation figure will be kept is FFS.” 
1.5 PFDF management

Proposal 6: Since it is still open on where to place the PFDF FE for further discussion, it is proposed to temporarily remove PGw interface until it is clarified.

1.6 PCF relationship with multiple slices
It has been clarified in A.3.1.1 that 
NOTE 2: In single PCF deployment, the PCF will provide all mobility, access and session related policies that it is responsible for. In deployments where different PCFs support N15 and N7 respectively, no standardized interface between them is required in this release to support policy alignment.

Proposal 7: Remove the EN “Implications from multiple Slices and its relation to PCF are FFS.” under the architecture.

1.7 Nnwda interface
Proposal 8: Move Nnwda definition based on the SA2#122bis approved pCR (S2-176266) to Clause 5.2.12 of the new TS.
2. Proposal

It is proposed to approve the following changes in TS 23.50x.
>>>Start Changes<<<
5.1.1
Non-roaming architecture

The 5GC policy framework is comprised of the Policy Control Function (PCF), policy and charging enforcement functionality supported by SMF and UPF, the access and mobility policy enforcement supported by AMF, the Online Charging System (OCS), the NWDAF and the Application Function (AF).

Figure 5.1.1-1 shows the policy framework architecture (non-roaming) in 5G:
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Figure 5.1.1-1: Overall non-roaming 5G Policy framework architecture
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Figure 5.1.1-1a: Overall non-roaming 5G Policy framework architecture (reference point representation)

Editor’s note: 
The reference point to support PFD management is FFS.
The PCEF functionality defined in TS 23.203 [4] is distributed between the SMF and the UPF.
In the 5GC Policy Framework, interfaces terminated in the PCEF defined in TS 23.203 [4], such as N7, are supported by the SMF.

NOTE 1:
The N4 interface is defined in clause 4.2. The N4 interface is not part of the Policy Framework architecture but shown in the figures for completeness.
NOTE 2: PCF accesses policy data that may be stored in the UDR, and the details are defined in TS 23.501[2] Clause 4.2.5.
5.1.2
Roaming architecture
Figure 5.1.2-1 shows the local breakout roaming policy framework architecture in 5G:
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Figure 5.1.2-1: Overall roaming policy framework architecture - local breakout scenario
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Figure 5.1.2-1a: Overall roaming policy framework architecture - local breakout scenario (reference point representation)

NOTE 1:
In the LBO architecture, the PCF in the VPLMN may interact with the AF in order to generate PCC Rules for services delivered via the VPLMN. The PCF in the VPLMN uses locally configured policies according to the roaming agreement with the HPLMN operator as input for PCC Rule generation. The PCF in VPLMN has no direct access to subscriber policy information from the HPLMN, but it may receive subscriber policy information from the HPLMN for providing mobility policy rules.
Figure 5.1.2-2 shows the roaming policy framework architecture (home routed scenario) in 5G:
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Figure 5.1.2-2: Overall roaming policy framework architecture - home routed scenario


[image: image7]
Figure 5.1.2-2a: Overall roaming policy framework architecture - home routed scenario (reference point representation)
NOTE 2:
All functional entities as described in Figure 5.1.1-1 non-roaming scenario applies also to the HPLMN in the home routed scenario above.
NOTE 3:
For both local breakout and home routed scenario, UDR deployed in the HPLMN provides the policy data.
>>>Next Change<<<
5.2.6
Nudr Interface

The Nudr is a service based interface, which enables the PCF to access policy control related subscription data stored in the UDR. It supports the following functions:

-
Request for policy control related subscription information from the UDR.

-
Provisioning of policy control related information to the UDR.

-
Notifications from the UDR on changes in the subscription information.


>>>Next Change<<<
5.2.12
Nnwda interface

The Nnwda is a service-based interface, which enables Network Functions to subscribe to and be notified on network status analytics. The following information are notified by the NWDAF:
-
Load level information of network slice.

-
S-NSSAI.

NOTE 1:
How this information is used by the PCF is not standardized in this release of the specification.
>>>End of Changes<<<[image: image8.png]
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